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Minutes of Emergency Services Study Group

Dated 2009-09-22 thru 24

IEEE 802 Executive Committee Study Group on Emergency Services

If you see errors or omissions in these minutes please contact the IEEE 802.ESSG Chair, Geoff Thompson at thompson@ieee.org .

All meeting documents should be posted to https://mentor.ieee.org/802-sg-emergency-services/documents  

ATTENDANCE

	Attendees list for all Sessions

(Note: not all participants on this list attended every session)
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	George Bumiller
	Research In Motion
	
	
	

	Scott Henderson
	Research In Motion
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	David Bagby
	Calyso Ventures
	
	
	

	Reinhard Gioger
	Nokia-Siemens Network
	
	
	

	Wayne Fisher
	ARINC
	
	
	


MINUTES – TUESDAY SEPTEMBER 22, 2009 – 08:30 thru 12:00 SESSION

	MEETING CALLED TO ORDER
	Chair
	08:31 


The meeting was called to order by the IEEE 802.ES Chair Geoff Thompson at 08:31 

	APPROVE OR MODIFY AGENDA
	Chair


A presentation from Scott Henderson was added to the agenda.

Preparation of a report to IEEE 802.11 and other Working Groups was added to the agenda.

· Call to order

· Introduce new chair

· Intro established participants to chair

· Selection of Secretary

· Ground rules for ECSG

· Organization

· Attendance policy

· Finalize schedule & agenda for week

· Patent Policy

· Copyright policy for the time being

· Template issues (or not)

· Charter

· Any other administrivia

·  Scott Henderson presentation

· Detailed Review of IEEE 802 Executive Committee Action

· Review current PAR & 5 Criteria

· Review July inputs to PAR & 5Criteria from other WGs

· IEEE 802 Scope & arch relationship discussions

·  Prep report for presentation to Dot 11 (& other WGs) Tues late PM

· How to move forward

· Next meetings plans

· Adjourn

Motion:

Move to approve the agenda.

Moved: Allan Thomson

Second: Scott Henderson

Vote: Yes 4  No 0 Abstain 0

Motion Passes

The agenda was approved without objection.

	STUDY GROUP DECORUM
	Chair


· Please behave respectfully to all your colleagues

·   Cell phone ringers off

·   Wear your badge during all meetings and breaks

·   Photography or recording by permission only 

(2008 SASB Op Manual 5.3.3.4)

·   Press (i.e., anyone reporting publicly on this

meeting) is to announce their presence (5.3.3.5)

	ATTENDENCE
	Chair


Introductions of the Chair and all attendees were made including names, affiliations, and some background information from each attendee.

	SELECTION OF SECRETARY 
	Chair


Harry Worstell, AT&T, volunteered to be secretary for this meeting.

	GROUND RULES & ATTENDANCE  FOR THE STUDY GROUP
	Chair


The Study Group is only authorized to continue from meeting to meeting and needs to obtain permission to continue from the Executive Committee. Attendance is colected at the begining of each meeting and posted in the minutes. There are no voting privileges in study groups. All persons attending the session is permitted to vote.

	REVIEW IEEE PATENT POLICY AND COPYRIGHT POLICY 
	Chair


The Chair presented the Pre-PAR Patent Policy and no questions were asked by the attendees. 

The Chair then presented the Copyright Policy. The group should use good common sense, date all submissions, use minimal company logos, avoid the use of the © symbol. Use of a © symbols will require a copyright assignment letter. Any material marked confidential will be not be permitted.

	GUIDELINES FOR SUBMITTED DOCUMENTS


	Chair


Copyright policy for the time being


There is a new IEEE-SA policy coming out regarding copyright issues on submissions and material in drafts. It will generally follow the guidelines above.

Template issues (or not)

· Keep things simple

· Use good sense 

· date submissions

· Minimal use of company logos

· No “Company Confidential”

· Avoid “©” if possible

	MOTION OF THE EC TO FORM THIS GROUP
	Chair


Geoff Thompson then projected the motion of the Executive Committee that authorized this study group and is shown below. 

[image: image1.png]Motion to form Emergency Services ECSG
As finally voted by EC on Friday

« Request the IEEE 802 Executive Committee to create an IEEE 802 ECSG
to address Emergency Services issues in IEEE 802 networks with the
following objectives:

— Develop an architecture (scope(s) and purpose(s)) as to how to
fit Emergency Services into the IEEE 802 architecture
(i.e., state the problem in terms that we can deal with).

— Define, in conjunction with upper layer SDOs, L2 requirements
(including regulatory requirements)to support ES for IEEE 802
technologies

— Develop a set of PAR/5C to satisfy the above requirements
— Moved: Vivek Gupta
— Seconded:  Pat Thaler

= Result: 14/0/0 PASS




	PAR AND 5 CRITERIA
	Chair


The Chair presented text of a straw-man scope and purpose for the group and is shown below.

Scope Text from IEEE 802.21 document 21-09-0027-09-00es-emergency-services-par-and-5c.doc:

· This standard defines mechanisms to enable IEEE 802 to support compliance to civil authority requirements for citizen to authority local and national emergency services.  These mechanisms complement higher layer development for final delivery to Public Service Answering Points (PSAPs).

Purpose Text from IEEE 802.21 document 21-09-0027-09-00es-emergency-services-par-and-5c.doc:

· This standard defines and specifies layer 2 emergency calling functions across IEEE 802 technologies supporting compliance to civil authority requirements, including support of the ‘Next Generation E911’ emergency services functionality.  

· VoIP emergency calls are less effective than thos provided by traditional wireline and cellular networks.  Data encoded emergency calls across IEEE 802 technologies need to support regulatory requirements to improve successful completion of these calls.   No PHY and minimal MAC changes are anticipated in the project.  Any need to change MACs will be requested of the appropriated IEEE 802 WG.

One participant questioned the use of IP Based Communications.

The Chair stated that at his point in time most citizen to authority communication is PSTN or VoIP based.

Comment: Present systems hooks to wired phones and cellular and all other conections is IP based connections.

Question: Are we doing Authority to Authority and Authority to Citizen in this PAR?

Answer:  My intention is to put forth a project that is only citizen to authority E911 VoIP calls as the first project

Question: Are we not including a MAC of Phy changes?

Answer: A new MAC and related PHY is out of scope but might define some requirements for such.

Comment: Would like to change text from “can’t change” to “may change” MAC and PHY.

Added:  “ a new MAC or PHY is considered to be outside the scope of the current effort”

Question: Is it your intention to limit the PAR to the “such as” to Citizen to Authority,  Authority to Citizen and  Authority to Authority?

It was decided after some discussion that the PAR should only address the Citizen to Authority portion of the generally recognized set of Emergency Services problems.

	PRESENTATION – “ESSG EMERGENCY SERVICES OVERVIEW”
	Henderson


See document “sg-emergency-services-09-0001-00-ESSG-ecsg-emergency-services-overview.ppt”

· The presentation covers Emergency Services world wide

Question: Where do you consider first responders to company premises in categories? You need a crisp definition. Company emergency number?

· Call must go to PSAP and then is redirected and notifies that company.  

· We must home-in on these categories. 

· RFID tags has emergency button, will this cover that? Also “Medical Alert” devices.

· There is no single frame format that permits such a “notification” to pass through in IEEE 802.

· This relates to the “such as”. (Company intercept)

Question: Should the text messages to PSAP be considered? 3GPP does this. 

· Authority side now must change to handle these.

· Must focus our effort and these will all come out. 

· Need a category that covers private PSAPs to be added to the presentation

· Different markets/national bodies have different agencies that will represent the authority and public vs. authority.

· How much of the issues are IEEE 802 and how much should be sent elsewhere?

Note: Citizen to Authority slide, add  private SAPs or pSAP vs. PSAP. The concept of a call is broader than just a phone call. PSAP is Public Safety Answering Point and pSAP indicates a private Safety Answering Point (business)

· Work we do must support the handover technologies.

· C-A proposed solution slide: Initial packet might carry a trace route with it.

· There is a major degree of difficulty for unauthenticated contacts.

· Private network that is limited, what is the legislation that covers this scenario? 

· Must a network in a store permit an unauthenticated user be able to make a 911 call from a laptop?  

(NG 911 mandates this.) Can you implement this with little or now cost? 

· How do you stop unauthenticated calls?

The group is having disagreements on the solutions in the presentation. Should we be providing solution now? 

· The problem needs to be divided into authenticated and unauthenticated and handle them separately. 

· For different countries, IEEE 802 will need to translate from 911 to something else.

· System must have diversity in the calling system.

· Proposing a layer 2 software to have identity embedded in it.

· Is QoS in this presentation? (QoS is going to be difficult.) 

· The best we can do is to look at the router and try to find the MAC address of the terminal and AP. 

(PSAP must be an IP device) Terminal must encapsulate its MAC address sent to PSAP. Terminal needs to remain state. 

· How is VPNs handled?

We need to define what is needed and let the vendor supply the solution. We define the ability of IEEE 802 devices to provide the hooks to permit the vendor to build an application. 

We will be able to look at the IEEE 802 Working Groups and see if they can do this or provide the hooks to do it.

· PSAP require reliable location information.

Question: We are going to look mostly at C-A. 

· There is plenty of work in just that area.

· Chair would like the initial PAR focus on C-A only.

Question: Does Authority to Citizen require major complexity and are you sure we shouldn’t handle it?

· Wireline phones are going away at some point but TV and Radio will be around for a long time and be the primary link for Authority to Citizen. SMS and email takes a while to contact the citizen.

· We need a PAR that is very focused.

Question: What are the devices? 

· (Computer, phone, I-Pod, etc)

Question: How many differentiated cases do we need to do?

· We will need to decide many to one, or limit it to slightly more than one.

Suggestion by chair to moving forward:

We will meet Tuesday Afternoon, Wednesday afternoon and Thursday morning to work on the PAR

Recess of lunch.

	MEETING RECESSED FOR LUNCH
	Chair
	
	12:01 


MINUTES – TUESDAY SEPTEMBER 22, 2009 - 13:30 thru 16:00 SESSION

	MEETING CALLED TO ORDER
	Chair
	 
	13:30 


The meeting was called to order by the Study Group Chair Geoff Thompson. 

	ATTENDENCE – THIS SESSION
	Chair


Geoff Thompson - Chair

Scott Henderson

David Bagby – Calyso Ventures

Carl Kain - Noblis

George Bumiller

Tom Kuhara

Harry Worstell – acting Sec’y

	PAR AND 5 CRITERIA – con’t
	Chair


Chair: We are going to provide a uniform Structure of Management Information (SMI) for transferring required data for emergency services data transmission.

Proposed PAR Purpose

· “The purpose of this standard is to support Layer 1 and Layer 2 compliance to civil authority requirements complementary to IETF-ECRIT specifications for citizen to authority emergency services functionality. This is intended to cover voice, data and multi-media request across IEEE 802. This will provide a uniform Structure of management Information (SMI) for transferring required data for emergency services request.”

Revised to:

· The purpose of this standard is to support compliance with a new Layer 2 entity to civil authority requirements complementary to IETF-ECRIT specifications for citizen to authority emergency services functionality. This standard intends to encompass voice, data and multi-media request across IEEE 802 using a new Layer 2 entity and associated behaviors and provide a uniform Structure of Management Information (SMI) for transferring required data for emergency services request.

Proposed PAR Scope

· The standard will define mechanisms that support compliance within IEEE 802 to civil authority requirements for emergence services citizen to authority packet data encoded calls. (A new MAC and PHY is outside of the scope of this effort.)

Revised to:

· The standard will define mechanisms that supports the need for consistent data that is specifically required for citizen to authority emergency services packet data encoded session initiated request and support compliance within IEEE 802 to applicable civil authority requirements.

· A new MAC and PHY is outside of the scope of this effort.

Comment: IEEE 802.1 will/might need a VPN for ES. 

Comment: We are talking about getting to the router.

	PRESENTATION FOR WORKING GROUPS
	Chair


Document number:  sg-emergency-services-09-0003-00-ESSG-midweek-report-es-ecsg-090923-pdf.pdf

	MEETING RECESSED FOR THE DAY
	Chair
	
	16:09 


MINUTES – WEDNESDAY SEPTEMBER 23, 2009 - 13:30 thru 18:00 SESSION

	MEETING CALLED TO ORDER
	Chair
	 
	13:30 


The meeting was called to order by the Study Group Chair Geoff Thompson. 

	ATTENDENCE – THIS SESSION
	Chair


Attendees

Geoff Thompson - Chair

Scott Henderson

David Bagby – Calypso Ventures

Carl Kain - Noblis

George Bumiller

Tom Kuhara

Harry Worstell – acting Sec’y

	5 CRITERIA
	Chair


The Chair opened the meeting by working on the Broad Market Potential section of the 5-C.

BROAD MARKET POTENTIAL

A discussion of what the definition of an end device that would be encompassed in subsection A. 

Section “a”:

Text from IEEE 802.21 document 21-09-0027-09-00es-emergency-services-par-and-5c.doc:

“An IEEE 802 Emergence Services standard would be applicable to all IEEE 802 wireless and wireline end devices and end points of attachment which could potentially support emergency services connections”

There is a difference in the IEEE 802.11 definition and the IEEE 802 architecture document for end point. 

Comment: The chair would like to use the “end body” to have an application. 

Comment: Would like to change the sentence by removing the words “points of attachment” to wire line and mixtures thereof ”.

Result:

“An IEEE 802 Emergence Services standard would be applicable to all IEEE 802 wireless, wire-line and mixtures thereof which could potentially support emergency services requests” 

A long discussion continued on the issue of location, where a service request originated and name space.  

Section “b”

Text from IEEE 802.21 document 21-09-0027-09-00es-emergency-services-par-and-5c.doc:

· This would impact most or all vendors of IEEE 802 equipment as well as IEEE 802 based commercial and large private networks.

· The principal requirement of this standard is to support communication data link capabilities for emergency calls identified by government/civil regulatory authorities throughout the world.  This includes development to support emerging requirements for next generation emergency services generated by the emergency services operators and SDOs in concert with government authorities.  

This proposed standard may simplify changes currently under consideration by external organization such as IETF ECRIT.

Change first sentence from “This would impact most or all vendors of IEEE 802 equipment as well as IEEE 802 based commercial and large private networks” to “This standard is needed to comply with existing and forthcoming multi-national regulatory requirements for all IEEE 802 access networks. 

Remove the first sentence of the second paragraph results in: 

“This will be extensible to enable support of emerging requirements for next generation emergence services. Next generation emergency requirements are being generated by the emergency services operators and SDOs  in concert with government authorities.”

Result: 

· This standard is needed to comply with existing and forthcoming multi-national regulatory requirements for all IEEE 802 access networks.

· This will be extensible to enable support of emerging requirements for next generation emergency services.  Next generation emergency services requirements are being generated by the emergency services operators and SDOs in concert with government authorities.  

Section “c”:

Implementation of changes required by this standard will affect both end and relay devices in a balanced manner.

	Break
	Chair


	PRESENTATION – “LCI AND LOCATION FORMATS”
	Bajko


Document Number: 11-09-1021-00-000m-lci-and-location-formats.ppt

Slide 3: Arc Band is a circle with a hole in the middle. ( donut shape )

Comment: This is very useful information and will be considered at the appropriate time in the group.

	MEETING RECESSED FOR THE DAY
	Chair
	
	16:30 


MINUTES – SEPTEMBER 24, 2009 - 08:30 to 12:30 SESSION

	MEETING CALLED TO ORDER
	Chair
	 
	08:30 


The meeting was called to order by the Study Group Chair Geoff Thompson. 

	ATTENDENCE – THIS SESSION
	Chair


Geoff Thompson - Chair

Scott Henderson

Carl Kain 

Reinhard Gioger

Wayne Fisher

Harry Worstell – acting Sec’y

	5 CRITERIA – con’t.
	Chair


Compatibility

Text from IEEE 802.21 document 21-09-0027-09-00es-emergency-services-par-and-5c.doc:

1. The proposed project will be developed in conformance with the IEEE 802 Overview and Architecture.

2. The proposed project will be developed in conformance with IEEE 802.1D, IEEE 802.1Q, IEEE 802.1f.

3. Managed objects will be defined consistent with existing policies and practices for IEEE 802.1 standards.

Consideration will be made to ensure compatibility with the 802 architectural model including at least IEEE 802, IEEE 802.2, IEEE 802.1D, IEEE 802.1f, IEEE 802.1Q, and IEEE 802.1X.

Consideration will be made to ensure that compatibility is maintained with IEEE 802 security mechanisms and that existing security is not compromised.

Comment: First sentence doesn’t consider wireless. There is no wireless architecture document to reference.

Add: “In addition, it will accommodate the relay needs of currently approved IEEE 802 wireless standards”

1. The proposed project will be developed in conformance with the IEEE 802 Overview and Architecture. In addition, it will accommodate the relay needs of currently approved 802 wireless standards.

Second sentence  As stated is true but needs to add “The equivalent needed specification notations will need to be brought forth by  802.11, 802,15 and 802.16.”

2. The proposed project will be developed in conformance with IEEE 802.1D, IEEE 802.1Q, IEEE 802.1f. The equivalent needed  specification notations will need to be brought forth by  IEEE 802.11, IEEE 802,15 and IEEE 802.16.

A discussion on the last sentence pertaining to security and no changes were made.

Result:

1. The proposed project will be developed in conformance with the IEEE 802 Overview and Architecture.  In addition it will accommodate the relay needs of the currently approved IEEE 802 wireless standards.

2. The proposed project will be developed in conformance with IEEE 802.1D, IEEE 802.1Q, IEEE 802.1f.  The equivalent needed specification notations will need to be brought forth by IEEE 802.11, IEEE 802.15, and IEEE 802.16. 

3. Managed objects will be defined consistent with existing policies and practices for IEEE 802.1 standards.

Consideration will be made to ensure compatibility with the 802 architectural model including at least IEEE 802, IEEE 802.2, IEEE 802.1D, IEEE 802.1f, IEEE 802.1Q, and IEEE 802.1X.

Consideration will be made to ensure that compatibility is maintained with IEEE 802 security mechanisms and that existing security is not compromised.

Distinct Identity

Text from IEEE 802.21 document 21-09-0027-09-00es-emergency-services-par-and-5c.doc:

1. Existing IEEE 802 standards provide some of the individual capabilities required to meet emergency services functionality (e.g. location, connection integrity, beacon notice of alerts).  However, current implementations are inconsistent and do not provide all of the expected capabilities.

2. The need for unique and consistent IEEE 802 solutions for emergency calls is driven by insufficient functionality for VoIP based emergency calls across current IEEE 802 data link standards.

3. Existing IEEE 802 standards do not uniquely recognize an emergency call request and therefore do not address all of the required functionality.  This standard by its title will identify it as the consistent and unique IEEE 802 definition of capabilities to support emergency calls.

First sentence:

Remove beacon notice of alerts from first sentence.

Add to first sentence:”There is no single standard that provides Emergency Services Citizen to Authority call mechanisms and location information for all IEEE 802.”

Existing IEEE  802 standards provide some of the individual capabilities required to meet emergency services functionality (e.g. location, connection integrity).  However, current implementations are inconsistent and do not provide all of the expected capabilities.

Chance second sentence to “The need for unique and consistent IEEE 802 solutions for emergency calls is driven by insufficient functionality for VoIP based Citizen to Authority emergency calls across current IEEE 802 data link standards.”

Third sentence to “This standard by its title will be identified as the consistent and unique IEEE 802 definition of capabilities to support citizen to authority emergency calls.”

Result: 

1. There is no single standard that provides Emergency Services citizen to authority call mechanisms and location information for all of IEEE 802.

Existing IEEE 802 standards provide some of the individual capabilities required to meet emergency services functionality (e.g. location, connection integrity).  However, current implementations are inconsistent and do not provide all of the expected capabilities.

2. The need for a unique and consistent IEEE 802 solution for emergency calls is driven by insufficient functionality for VoIP based citizen to authority emergency calls across current IEEE 802 data link standards.

3. This standard by its title will be identified as the consistent and unique IEEE 802 definition of capabilities to support citizen to authority emergency calls.

Technical Feasibility

Text from IEEE 802.21 document 21-09-0027-09-00es-emergency-services-par-and-5c.doc:

Support for some emergency services functionality exists in various forms in different IEEE 802 standards or current development projects.  ‘Location’ information in IEEE 802.3, and ‘location’ , ‘unauthorized access’ in IEEE 802.11 and Beacon alerts are current examples. This project would reuse and harmonize existing IEEE  802 functionality and utilize extensions to existing and proven IEEE 802 functionality to provide full implementation of emergency services capabilities.  Conceptually similar capabilities (a distinct layer 2 identity and handling for emergency services connections) already exist in 3GPP and IEEE 802.16.

Change to :

A. The IEEE 802 functionality has been demonstrated by IEEE 802.16. There are other portions of the system functionality whose technical feasibility is outside our scope but IEEE 802 needs to provide the underlying support function. 

B. This project would reuse and harmonize existing IEEE  802 functionality and utilize extensions to existing and proven IEEE 802 functionality to provide full implementation of citizen to authority emergency services capabilities.  

C. Existing IEEE 802 functions are tested and in service in commercial networks leading to a high confidence in those part of the solution.

Economic Feasibility

Text from IEEE 802.21 document 21-09-0027-09-00es-emergency-services-par-and-5c.doc:

Support for emergency calls is identified as a requirement for implementation of technology which can provide connectivity for those calls.  Providing a consistent IEEE 802 solution to these requirements can simplify and potentially greatly improve support of emergency services functions.

Depending on the solution(s) developed, cost of supporting changes for emergency services could be those typical to any software change supporting a change to IEEE 802 standards in end devices and network points of attachment.  Additional changes above IEEE 802 would also be required but could be limited to software/routing changes to existing points of attachment.

Chang the second sentence to:

a. This project is equivalent to earlier projects in IEEE 802 which provided significant additional functionality for relatively small firmware.

Result:

a. Support for emergency calls is identified as a requirement for implementation of technology which can provide connectivity for those calls.  Providing a consistent IEEE 802 solution to these requirements can simplify and potentially greatly improve support of emergency services functions.

b. see a.

c. Installation of these features is consistent with normal software/firmware upgrades to a large portion of the installed base.

We believe that implementation of this standard will be a small part of the implementation of the total required solution set.

	PAR – con’t.
	Chair


5.5 Need for the Project: 

VoIP emergency calls are less effective than those provided by traditional wireline and cellular networks. 

Data encoded emergency calls across IEEE 802 technologies need to support regulatory requirements to improve successful completion of these calls.  

No PHY and minimal MAC changes are anticipated in the project.  Any need to change MACs will be requested of the appropriated IEEE 802 WG.

Change to:

VoIP emergency calls are less effective than those provided by traditional wireline and contemporary cellular networks. 

Data encoded emergency calls across IEEE 802 technologies need to support regulatory requirements to assure successful completion of these calls Public Service Access Point (PSAP) and to do so utilizing the existing set of PHYs and MACs.

5.6 Stakeholders for the Standard: 

Emergency Service authorities and government agencies (e.g. NENA, and the equivalent bodies in ROW); IETF; other telecom, cellular and emergency services standards development organizations (e.g. IETF, 3GPP, ETSI EMTEL). Within IEEE 802, the expected stake holders will be IEEE 802.1 for architectural considerations, IEEE 802.3, IEEE 802.11, IEEE 802.16, IEEE 802.20 and IEEE 802.22 as potential layer 2 alternatives and IEEE 802.21 for related handover development.  

Remove “for architectural considerations”

	ACTION ITEMS
	Chair


· Chair to request agenda time in each WG opening plenary at the November 2009 session in Atlanta to present the PAR and 5 Criteria to them.

· Request EC to extend the group.

· ECRIT and Workshop to get package or slide set for Executive Committee

	NEXT STUDY GROUP MEETING
	Chair


January interim meeting to be 11-14 January 2010 in La Jolla, San Diego, CA, USA..

	MEETING CALLED TO ADJOURNED
	Chair
	 
	12:03 
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