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1. Overview

1.3 Supplementary information on purpose

Insert the following to the end of the list:

Specifically, in the context of IEEE 802.11™-compliant devices, this standard

....
——Defines a mechanism to enable IEEE 802.11 stations to enable enhanced transmission and reception of broadcast data both in an infrastructure BSS where there is an association between the transmitter and the receiver(s) and in cases where there is no association between transmitter(s) and receiver(s).

2. Normative references

The following referenced documents are indispensable for the application of this document (i.e., they must be understood and used, so each referenced document is cited in text and its relationship to this document is explained). For dated references, only the edition cited applies. For undated references, the latest edition of the referenced document (including any amendments or corrigenda) applies.
3. Definitions
For the purposes of this document, the following terms and definitions apply. The IEEE Standards Dictionary Online should be consulted for terms not defined in this clause. 

3.4 Abbreviations and acronyms
Insert the following acronym definitions (maintaining alphabetical order):
eBCS


Enhanced Broadcast Service
4 General Description
4.3 Components of the IEEE Std 802.11 architecture

Insert a new subclause after subclause 4.3.30 as follows:
4.3.31 Enhanced Broadcast Service
Enhanced Broadcast Service (eBCS) extends the reach of wireless local area network (WLAN) to markets and use cases that require efficient distribution of local information such as:

· Information announcement systems in public locations, e.g., airports, stadium, etc.

· Sensor information collection, e.g., asset tracking

· Non-safety related transportation applications operating in unlicensed bands

· Multi-media broadcast 
4.5 Overview of the services
4.5.4 Access control and data confidentiality services
Change the nth paragraphs as follows:

<The current IEEE Std. 802.11 has a group temporal key security association (GTKSA) security framework for multicast that does not protect origin authenticity between devices having that GTKSA. Such protection is needed in some broadcast use cases.>
6 Layer Management
6.3 MLME SAP interface
<The MLME primitives will need to be updated with eBCS capabilities>

9 Frame Formats
9.4.2 Elements
9.4.2.1 General

Insert the following new rows into Table 9-77 (Element IDs) (header row shown for convenience):

Table 9-77 -- Element IDs

	Element
	Element ID
	Element ID Extension
	Extensible

	eBCS Parameters
	255
	<ANA>
	Yes


9.4.2.27 Extended Capabilities element

Table 9-134—Extended Capabilities element

	Bits
	Information
	Notes

	<ANA>
	eBCS Support
	A STA sets the eBCS Support field to 1 when dot11eBCSSupportImplemented is true. Otherwise, the STA sets the eBCS Support field to 0.


Insert the following subclauses:
9.4.2.248 eBCS Parameters 

The enhanced Broadcast Services (eBCS) Parameters element contains ….
9.4.5 Access network query protocol (ANQP) elements: [Motion 38]
Add the following elements:

· Define a new “Broadcast Capability” ANQP-element for eBCS services advertisement

· ANQP-element should indicate 0, 1, or multiple eBCS services

· This element could contain broadcast channel and timing information (e.g. time of transmission)

· Note: Since ANQP uses GAS, this provides both an unassociated and an association query/response mechanism (protected using Protected Dual of Public Action frames)

· Note: GAS is bi-directional between two STAs and hence works on both the uplink and downlink.

· The typical operation for a device would be to transmit a Broadcast Capability ANQP-element request to another device, and then the other device would respond with a Broadcast Capability ANQP-element response containing the required information, if the other device supports a broadcast capability.

· Define a new “Broadcast Switching” ANQP-element for requesting and reporting about switching broadcast channels on and off.

· ANQP-element could request switching broadcast channels on and off.

· Note: Since ANQP uses GAS, this provides both an unassociated and an association query/response mechanism (protected using Protected Dual of Public Action frames)

· Note: GAS is bi-directional between two STAs and hence works on both the uplink and downlink.

· The typical operation for a device would be to transmit a Broadcast Switching ANQP-element request to another device, with appropriate sub-fields set for the required action, and then the other device would respond with a Broadcast Switching ANQP-element response containing the required information, including error codes.

11 MLME
11.22.6 eBCS procedures
Insert the following subclauses:
11.22.6.1 Overview

The eBCS procedures allow a STA to ….
11.23.3.3 
ANQP procedures

Add behavior text about the 2 new ANQP-elements suggested in clause 9.4.5 [Motion #38]
12 Security

12.13 Authentication for eBCS

 (informative)
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Annex C (normative) 

ASN.1 encoding of the MAC and PHY MIB 

C.3 MIB Detail

Insert the following entry in Annex C::

Dot11WirelessMgmtOptionsEntry ::=

SEQUENCE {
…

dot11FineTimingMsmtRespActivated TruthValue,

dot11FineTimingMsmtInitActivated TruthValue,

dot11LciCivicInNeighborReport TruthValue,

dot11RMFineTimingMsmtRangeRepImplemented TruthValue,

dot11RMFineTimingMsmtRangeRepActivated TruthValue,

dot11RMLCIConfigured TruthValue,

dot11RMCivicConfigured TruthValue,
dot11eBCSSupportImplemented TruthValue 
}
…

dot11eBCSSupportImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION

"This is a capability variable.

Its value is determined by device capabilities.

This attribute, when true, indicates that a eBCS protocol (see 11.22.6  (eBCS Procedures)) is implemented. The capability is disabled otherwise."

DEFVAL { false }

::= { dot11WirelessMgmtOptionsEntry <ANA>}
Abstract


This document is a skeleton outline of a possible IEEE 802.11bc amendment (e.g. major headings and text from the IEEE 802.11bc PAR/CSD)





R1: Update per Motion #38.
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