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· FILS Request Parameters element

Update Figure 8-574d as shown below

	
	Element ID
	Length
	Parameter Control Bitmap
	FILS Criteria
	Max Delay Limit
	Minimum Data Rate
	RCPI Limit 
	OUI Response Criteria
	Max Channel Time
[CIDs 6460, 6144] 
	Hashed Domain Information field

	Octets: 
	1
	1
	1
	0 or 1
	0 or 1
	0 or 3
	0 or 1
	0 or 2
	0 or 1
	Var

	· FILS Request Parameters element format [13/1269r0 but with problem, adding the last column but not recognizing “Minimum Data Rate” column and not showing it as being deleted][CID 4453] 
	· 


Update Figure 8-574e as shown below

	
	B0
	B1
	B2
	B3
	B4
	B5
	B6
	
 B7

	
	FILS Criteria
Present
	Max Delay Limit
Present
	Minimum Data Rate
Present
	RCPI Limit
Present
[CID 2710]
	OUI Response Criteria
Present
	Max Channel Time Present [13/1269r0]
	Hashed Domain Information field Present
	Reserved



	Bits:
	1
	1
	1
	1
	1
	1
	1
	1

	
	· Parameter Control Bitmap field




 Change Line 21 on Page 45 as follows

Bits 0 to 6 of the Parameter Control Bitmap field correspond to the Parameter fields that are[CID 2304] present in the element.[CID 2304]  

Insert the following after line 21 on Page 47

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	Number of Hashed Domain Names
	Hashed Domain Name
	…...
	Hashed Domain Name

	Octets
	1
	4
	
	4


Figure 8-XXX Hashed Domain Information Field
The Hashed Domain Information field contains one or more Hashed Domain Names.  The number of Hashed Domain Names is indicated in the first octet.  The Hashed Domain Names are listed after the first octet.   
The value of the Hashed Domain Names in the Hashed Domain Information field is computed from the domain name that is compliant with the preferred name syntax defined in IETF RFC 1035 (same as the domain name used in 8.4.4.15 (Domain Name ANQP-element)). The exact computation method for the Hashed Domain Name is given in 10.45.4 (FILS authentication and higher layer setup capability indications)
10. MLME
10.1 Synchronization
10.1.4 Acquiring synchronization, scanning
10.1.4.3 Active scanning
10.1.4.3.4 Criteria for sending a probe response

Insert the following after line 22 of page 83.

g) If Hashed Domain Names are present in the FILS element and none of them match with any of the Hashed domain names of the domains supported by the AP.

Abstract


This document presents resolutions to CID 6064


“In the Probe Request, STA should be able to include the Security domains it is looking for. It could be "hashed domain name", or a full domain name”





The proposed resolution is to add a field in the FILS Request Parameters Element to include the Hashed domain name.  Revised text is presented in the following.
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