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Discussion
· FCC regulations

· At least once every 60 seconds, except when in sleep mode, i.e., a mode in which the device is inactive but is not powered-down, a Mode I device must either receive a contact verification signal from the Mode II or fixed device that provided its current list of available channels or contact a Mode II or fixed device to re-verify/re-establish channel availability.

· Purpose of contact verification signal
· To establish that the Mode I device is still within the reception range of the fixed or Mode II device for purposes of validating the list of available channels used by the Mode I device. 

· Requirements of the contact verification signal
· In the band
· Encoded with encryption

· every 60 seconds
Procedure to fulfill FCC requirement

· Use reception of valid encrypted data frames as the “contact verification”.
· If the AP is still communicating with the STA, this means the channel this AP and the STA is NOT changed.

· The STA won’t care about the changes on the channels that it is not using at all.
· If a STA has not received a unicast encrypted frame for 59 seconds, it should send a SA Query and wait for the SA response.
· Link is verified on receipt of the encrypted response from AP.
· This also realizes the purpose of contact verification signal
· Lack of response is failure and requires STA to reset to unenabled for that specific association/channel if it has not contacted the AP
Benefits
· Fulfill FCC requirement

· Reuse of existing frames

· Circumvent the need for enabling STA to keep sending contact verification signals every 60 seconds when the enabling STA is communication with the client STA.

10.af2 Regulatory Domain Operation 
TGaf editor: Insert the sub clause after 10.af2.2 as follows: 

10.af2.3 Contact Verification Signal
In some regulatory domains, a client STA shall establish that it is still within the reception range of an enabling STA for purposes of checking the validity of the channels that are used by the Mode I device. The receipt of any valid encrypted data frame in the band verifies that the client STA is still within the valid reception range of the enabling STA. If the STA has not received a unicast encrypted data frame for 59 seconds, it should send a SA Query request and wait for the SA Query response. The reception of the encrypted response from the enabling STA verifies that the client STA is still within the valid reception range. Lack of the SA Query response indicates that the channel in use is no longer available or the client STA is out of the range of reception of the enabling STA in the band. If the client also fails to contact the enabling STA to reestablish available channels, the STA shall terminate communication and become unenabled. 
Abstract


This document presents a way to realize the function of the contact verification signal as described by the FCC regulation in the 802.11 context. Editor's instructions are given based on the current draft D0.08.
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