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Introduction

Interpretation of a Motion to Adopt

A motion to approve this submission means that the editing instructions and any changed or added material are actioned in the TGaf Draft.  This introduction is not part of the adopted material.

Editing instructions formatted like this are intended to be copied into the TGaf Draft (i.e. they are instructions to the 802.11 editor on how to merge the text with the baseline documents).
TGaf Editor:  Editing instructions preceded by “TGaf Editor” are instructions to the TGaf editor to modify existing material in the TGaf draft.   As a result of adopting the changes, the TGaf editor will execute the instructions rather than copy them to the TGaf Draft.

Submission Note: Notes to the reader of this submission are not part of the motion to adopt.  These notes are there to clarify or provide context.
	68
	Padam Kafle
	J.2.4
	21
	31-33
	T
	In the sentence "An enabling STA may act as a dependent STA in a BSS that operates under
the control of another enabling STA -permitting an IT department to operate as the TV bands database interface for all
the Master Mode stations IT manages.", the last part does not look right. When any station acts as a dependent STA, it can not be considered any more as master mode station or enabling STA, it should be referred as client mode station or device.
	Clarify or edit the sentence as "A STA may act as a dependent STA in a BSS that operates under the control of an enabling STA outside of the BSS-permitting an IT department to operate as the TV bands database interface for all dependent stations (or access points) IT manages."

	69
	Padam Kafle
	J.2.4
	22
	1-3
	T
	When an enabling signal is received from a dependent AP, what information inside the DSE Registered Location element is set based on the information received from its enabling device, and what fields are due to its own are not clear. Also, clear description on how the enablement procedure between a dependent STA to the enabling device is supposed to be done in this scenario is not covered in current 11.11.4 and 11.11.5 clause (of 802.11y). It is important to add the necessary settings and steps in 802.11af spec, as it is different than enablement of a simple dependent STA receiving enabling signal directly from its master.
	as per the comment

	70
	Padam Kafle
	J.2.4
	22
	1-3
	T
	The "dependent AP" term only covers infrastructure BSS, I suggest to also include the IBSS case. In existing clause 11.11, the steps and content of signaling between such dependent AP and its enabling device is not specified completely. It is difficult to understand how the DSE service area of the enabling device (which could be a server in the IT department) is bounded when the enabling signal can be sent my multiple dependent APs. How the enabler can assert that the dependent AP is within its service area, or the coverage it creates for client stations remains within the coordinates specified for the enabler STA. The DSE enablement process between the dependent AP and its enabler should be extended, and should be clearly specified in the standard.
	Clarify, as per the comment. 

	73
	Padam Kafle
	J.2.4
	21
	26-31
	T
	When a dependent STA is connected to its enabler or master device via cellular or other non-WLAN media, how it is supposed to receive an enabling signal is not clear. It would be good to specify same general steps applicable to WLAN as well as non-WLAN connectivity. The procedure that needs to be used when using non-WLAN media are not clearly specified.
	Need clarification. 


Discussion:
Please refer to slide sets on 10/0812r1 for general background of TVWS enablement requirements, open issues and proposed terms and concept. The proposed draft text in this document provides resolution to comments 69 and 70, and also addresses concerns of comments 68 and 73 to some extent. Comment 68 has been also addressed by 10/0737r3. 
Based on the approved text from 11-10/0737r3, Registered Location Query Protocol was introduced for exchanging the enablement request and responses by means of GAS public action frames. Hence, the TVWS enablement procedure is specified by using DSE public action frames (802.11y) and also as an element of the RLQP protocol to be used with GAS public action frames (802.11u). By extending the advertisement protocol ID field for advertisement protocol element containing RLQP, additional information necessary to be provided in enabling signal to other dependent stations required by the proposed procedure of this submission is made possible.  In order to address the DSE enablement procedure for a dependent STA which intends to initiate its own network (i.e., it will transmit its own beacon frames, which may also require to include enabling signal element for initiating its network in a TVWS channel) as asked by technical comments 69 and 70, the signalling exchange for enablement request and response has been extended to indicate the different types of dependent stations and other associated parameters in the enablement request. Based on the introduction of RLQP protocol for enablement signalling from 11-10/0737r3, the general assumption was that the dependent AP’s location are already known to the enabler (or a registered location server) and because of such pre-established relationship, the enabler authorizes the enablement of such beaconing dependent APs without any need of exchanging location and other parameters. Another assumption could be that the dependent STA and the enabler exchanges other information required to authorize devices by means of higher layers. However, in many usage scenarios, a device without having pre-configured relationship to the enabler is required to utilize the enablement service offered by the enabler to initiate its own network. Hence, the proposed signalling exchange with Extended DSE Enablement element of the RLQP allows enablement requests for nodes having any pre-established relationship, but also introduces more generic parameter exchanges such as passing of specific modes of dependent stations and location information to the enabler.  

Technical comment 70 also wanted to include IBSS network initiated by a dependent station. In order for a dependent STA to be able to initiate an IBSS for D2D purpose by transmitting beacons, concept of two tiers of beaconing dependent stations is introduced in this document. The second tier beaconing station usually only transmits beacons to initiate a local IBSS network for STA to STA communication, but would like to use the enablement service of the same enabler which was used by another beaconing station (i.e., a first tier beaconing STA) already operating a TVWS network in the same service area. Tier 2 devices and its client devices can be constrained to transmit with lower maximum power levels than a Tier 1 device in order to limit the coverage areas.
Proposed Resolution:

Agree in principle with technical comments 69, 70 and 73 based on the discussion and editorial instructions in this document. Comment 68 has been accepted by 10/0737r3. 
Editing instructions:
3. Definitions
TGaf Editor: Insert text on page l line 48 as shown:
First tier beaconing (FTB) dependent station: A dependent STA that is allowed to transmit beacon frames to initiate its own network, which contains enabling signal information that can be used as a reference for enablement request from other beaconing stations in the area.  
Second tier beaconing (STB) dependent station: A dependent STA that is allowed to transmit beacon frames to initiate its own network, but is not allowed to be used as a reference for enablement request from other beaconing stations in the area.  
Non-beaconing (NB) dependent station: A dependent STA that does not transmit beacon frames, and is not allowed to initiate its own network. 
6. Layer Management

6.3 MLME SAP Interface

TGaf Editor: Insert a new subclause at the end of clause 6.3 as follows:

6.3.af4  Extended DSE enablement
The following MLME primitives support the signaling of extended DSE Enablement process for the enablement requests and responses.

6.3.af4.1 MLME-EXTENABLEMENT.request

6.3.af4.1.1 Function

This primitive requests that a (Protected) Extended DSE Enablement public action frame be sent by a STA to a specified peer MAC entity.

6.3.af4.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-EXTENABLEMENT.request (






                ExtendedDSEEnablement,






                EnablementTimeLimit, 

   Protected,





   VendorSpecificInfo






                )

	Name
	Type
	Valid Range
	Description

	ExtendedDSEEnablement
	A set of information subfields
	As described in 8.5.8.af4
	As described in 8.5.8.af4

	EnablementTime-

Limit
	Integer
	>= 1
	Specifies a time limit (in TU) after which the

enablement process will be terminated.

	Protected
	Boolean
	true, false
	Specifies whether the request is sent using a Robust Management frame.

If true, the request is sent using the Protected Extended DSE Enablement frame.

If false, the request is sent using the Extended DSE Enablement frame.

	VendorSpecificInfo
	A set of elements
	As defined in 8.4.2.28 (Vendor Specific element)
	Zero or more elements.


6.3.af4.1.3 When generated

This primitive is generated by the STA management entity (SME) to request enablement procedure with a specified peer MAC entity. During the enablement procedure, the SME can generate additional MLME-EXTENABLEMENT.request primitives.
6.3.af4.1.4 Effect of receipt

This primitive initiates an enablement procedure. The MLME subsequently issues a MLME-EXTENABLEMENT.confirm primitive that reflects the results.

6.3.af4.2 MLME-EXTENABLEMENT.confirm
6.3.af4.2.1  Function

This primitive reports the results of an enablement attempt with a specified peer MAC entity.

6.3.af4.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-EXTENABLEMENT.confirm (






                         ExtendedDSEEnablement,





                         Protection,






                         VendorSpecificInfo






                         )

	Name
	Type
	Valid Range
	Description

	ExtendedDSEEnablement
	A set of information subfields
	As described in 8.5.8.af4
	As described in 8.5.8.af4

	Protected
	Boolean
	true, false
	Specifies whether the response was received using a Robust Management frame.

If true, the response was received using the Protected Extended DSE Enablement public action frame.

If false, the response was received using the Extended DSE Enablement public action frame.

	VendorSpecificInfo
	A set of elements
	As defined in 8.4.2.28 (Vendor Specific element)
	Zero or more elements.


6.3.af4.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-EXTENABLEMENT.request primitive for enablement with a specified peer MAC entity.
6.3.af4.2.4 Effect of receipt

The SME is notified of the results of the enablement procedure.
6.3.af4.3 MLME-EXTENABLEMENT.indication

6.3.af4.3.1 Function

This primitive indicates receipt of a request from a specific peer MAC entity to establish an enablement relationship with the STA processing this primitive.

6.3.af4.3.2 Semantics of the service primitive
The primitive parameters as follows:

MLME- EXTENABLEMENT.indication (






 
            ExtendedDSEEnablement,





                         Protection,






                         VendorSpecificInfo






                         )

	Name
	Type
	Valid Range
	Description

	ExtendedDSEEnablement
	A set of information subfields
	As described in 8.5.8.af4
	As described in 8.5.8.af4

	Protected
	Boolean
	true, false
	Specifies whether the request was received using a Robust Management frame.

If true, the request was received using the Protected Extended DSE Enablement public action frame.

If false, the request was received using the Extended DSE Enablement public action frame.

	VendorSpecificInfo
	A set of elements
	As defined in 8.4.2.28 (Vendor Specific element)
	Zero or more elements.


6.3.af4.3.3 When generated

This primitive is generated by the MLME as a result of the receipt of an enablement request from a specific peer MAC entity.
6.3.af4.3.4 Effect of receipt

The SME is notified of the receipt of this enablement request.
6.3.af4.4 MLME-EXTENABLEMENT.response
6.3.af4.4.1  Function

This primitive is used to send a response to a specified peer MAC entity that requested enablement with the STA that issued this primitive.

6.3.af4.4.2 Semantics of the service primitive

The primitive parameters are as follows:
MLME- EXTENABLEMENT.response (

                         




           ExtendedDSEEnablement,





                         Protection,






                         VendorSpecificInfo






                         )

	Name
	Type
	Valid Range
	Description

	ExtendedDSEEnablement
	A set of information subfields
	As described in 8.5.8.af4
	As described in 8.5.8.af4

	Protected
	Boolean
	true, false
	Specifies whether the response is sent using a Robust Management frame.

If true, the response is sent using the Protected Channel Enablement public action frame.

If false, the response is sent using the Channel Enablement public action frame.

	VendorSpecificInfo
	A set of elements
	As defined in 8.4.2.28 (Vendor Specific element)
	Zero or more elements.


6.3.af4.4.3 When generated

This primitive is generated by the SME of a STA as a response to an MLME-EXTENABLEMENT.indication primitive.
6.3.af4.4.4 Effect of receipt

This primitive initiates transmission of a response to the specific peer MAC entity that requested enablement.
8. Frame formats
8.4 Management frame body components

8.4.2 Information elements
8.4.2.93 Advertisement Protocol element
TGaf Editor: Insert the following text before line 30 of page 16:
Change the sixth paragraph as shown:

The Advertisement Protocol ID is a variable length field. When this field contains a vendor specific Adver​tisement Protocol ID then this field will be structured per the Vendor Specific information element defined in 8.4.2.28, where the Element ID of the Vendor Specific information element of 8.4.2.28 is the first octet of the field and contains the vendor specific value for Advertisement Protocol ID defined in Table 8-43bl; oth​erwise its length is one octet and its value is the first octet of the field containing one of the values in Table 8-43bl and its length is as specified in Table 8-43bl. When one or more vendor-specific tuples are included in the Advertisement Protocol element, their total length needs to be constrained such that the total length of all the Advertisement Protocol Tuple fields (both vendor specific and otherwise) is less than or equal to 255 octets. 

TGaf Editor: Insert the following text before line 46 of page 16:
Change the Table 8-43bl (Advertisement Protocol ID definitions) as shown:

Table 8-43bl—Advertisement Protocol ID definitions
	Name
	Value
	Length (octets)

	Access Network Query Protocol
	0
	1

	MIH Information Service
	1
	1

	MIH Command and Event Services Capability Discovery
	2
	1

	Emergency Alert System (EAS)
	3
	1

	Registered Location Query Protocol
	4
	4

	Reserved
	4 5-220
	N/A

	Vendor Specific
	221
	Variable

	Reserved
	222 – 255
	N/A


Insert the following text just below the Table 8-43bl (Advertisement Protocol ID definitions), before the dashed list text:

When the Advertisement Protocol ID value is set for Registered Location Query Protocol, the format of the Advertisement Protocol ID field follows the format shown in Figure 8-42af1 (Advertisement Protocol ID format for protocol ID value set to RLQP).
	
	B0                              B7
	B8                B9
	B10                      
	B11            B15
	B16                      B31

	
	Advertisement Protocol ID Value
	Dependent STA Type
	Enabling Signal Status
	Reserved
	Enablement Identifier

	Bits:
	8
	2
	1
	5
	16


Figure 8-42af1 Advertisement Protocol ID format for protocol ID value set to RLQP
Dependent STA Type subfield is set as defined in Table 8-58af1 (Dependent STA Type subfield).

The Enabling Signal Status subfield is set to 1 to indicate that enablement service is offered for new stations; otherwise it is set to 0 to indicate that new stations can not request enablement at this time. 

The Enablement Identifier field is a 16-bit field with a value set by the enabler for the dependent station during the DSE Enablement procedure; otherwise, it is set to 0.
8.4.5 Registered Location Query Protocol elements
TGaf Editor: Change the Table 8-35af1, as shown:
Table 8-35af1 – Registered Location Query Protocol info ID definitions

	Info Name
	Info ID
	RLQP Info element (clause)

	Reserved
	0
	N/A

	DSE Enablement
	1
	8.4.5.1

	Channel Power Management
	2
	8.4.5.2

	Reserved Extended DSE Enablement
	3 – 220 3
	N/A 8.4.5.3

	Reserved
	4 – 220
	N/A

	Vendor Specific
	221
	8.4.2.28

	Reserved
	222 – 255
	N/A


TGaf Editor: Insert the following new subclause after 8.4.5.2 in line 62 of page 23, as shown:

8.4.5.3 Extended DSE Enablement
The Extended DSE Enablement of RLQP is used to exchange the requests and responses for the Extended DSE Enablement process using the GAS protocol. The Extended DSE Enablement element is included in a GAS Query Request or returned in a response to a GAS Query Request.
The element is in the format shown in Figure 8-45af4 (Extended DSE Enablement format).
	
	
	
	
	
	
	
	

	
	Info ID
	Length 
	RequesterSTA Address
	ResponderSTA Address
	Reason Result Code
	Enablement Identifier
	Enablement Request Info

	Octets:
	1
	2
	6
	6
	1
	2
	2

	
	
	
	

	
	STA LCI
	FTB Reference
	Channel and Power Limit Map (optional)

	Octets:
	18
	2
	Variable


Figure 8-45af4 Extended DSE Enablement format
The Info ID field is set to the value for Extended DSE Enablement defined in Table 8-35af1.

The Length field indicates the length of the remaining element fields in octets, and the value is variable.  The minimum value of the Length field is 17.

The remaining fields are as described in the Extended DSE Enablement frame (see section 8.5.8.af4).

TGaf Editor: Change the Table 8-131 in page 24 as shown:

Table 8-131 Public Action field values

	Action field value 
	Description

	9(724r3) 
	Network Channel Enablement

	<ANA>(472r1)
	White Space Map Announcement

	<ANA>(767r1)
	Channel Power Management Announcement

	<ANA>
	Extended DSE Enablement

	<ANA>-255
	Reserved


TGaf Editor: Insert the following text in line 32, page 24 below the Table 8-131:

8.5.8.4 DSE Enablement frame format
Change the Table 8-134(Reason Result Code field values) as shown:

Table 8-134—Reason Result Code field values
	Reason Result Code field value
	Description

	0
	Reserved

	1
	Reserved

	2
	Enablement requested

	3
	Success

	4
	Request declined

	5
	Request not successful as one or more parameters have invalid values

	6
	Enablement denied because the enabling STA is unable to handle additional dependent STAs

	7
	Handshake timeout

	8
	Enablement requested with detailed parameters

	8 9-255
	Reserved


TGaf Editor: In 8.5.8, insert the following text in page 26, line 28:

8.5.8.af4 Extended DSE Enablement frame format
The Extended DSE Enablement frame is an Action frame. It is transmitted by a STA as part of enablement. The format of the Extended DSE Enablement frame Action field is shown in Figure 8.58af4 (Extended DSE Enablement frame Action field format).
	
	
	
	
	
	
	
	

	
	Category
	Public Action 
	RequesterSTA Address
	ResponderSTA Address
	Reason Result Code
	Enablement Identifier
	Length 

	Octets:
	1
	1
	6
	6
	1
	2
	1


	
	
	
	
	

	
	Enablement Request Info
	STA LCI
	FTB Reference
	Channel and Power Limit Map (optional)

	Octets:
	2
	18
	2
	Variable


Figure 8-58af4—Extended DSE Enablement Action field format
The Length field indicates the length of the remaining frame fields in octets, and the value is variable. The minimum value of the Length field is 2. 

The Enablement Request Info field is used to indicate the type of enablement request and associated parameters. The format of the Enablement Request Info field is shown in Figure 8-58af5. 
	
	B0
	B1                  B2
	B3
	B4
	B5
	B6         B15

	
	Enablement Protocol  Type
	Dependent STA Type
	Location Provided
	FTB Reference Provided
	Enabling Signal Mode
	Reserved

	Bits:
	1
	2
	1
	1
	1
	10


Figure 8-58af5—Enablement Request Info field format
The Enablement Protocol Type subfield is set to 1 to indicate that the enablement request and response is to be performed using the detailed complete protocol; otherwise it is set to 0 to indicate that a vendor specific protocol is to be used to establish identity and location mapping of the requesting station. 

Dependent STA Type subfield is 2 bits in length, specifies the type of dependent station’s mode of operation for which enablement has been requested or granted, and is defined in Table 8-58af1 (Dependent STA Type subfield). When used with Extended DSE Enablement frame, its value shall not be set as STA with enabler functionality. 
Table 8-58af1— Dependent STA Type subfield subfield
	Bit 1
	Bit 2
	Usage

	0
	0
	Non-beaconing dependent STA 

	0
	1
	First tier beaconing dependent STA

	1
	0
	Second tier beaconing dependent STA

	1
	1
	STA with enabler functionality (non-dependent)


Location Provided subfield set to 1 indicates that the STA LCI field contained in the Extended DSE Enablement frame is its own location which is to be used for enablement request; otherwise it is set to 0 to indicate that the STA LCI field is not present.
FTB Reference Provided subfield set to 1 indicates that the FTB Reference field contained in the Extended DSE Enablement frame has to be utilized for the enablement request; otherwise it is set to 0 to indicate that the FTB Reference field is not present.

Enabling signal mode subfield set to 1 indicates that the dependent STA requesting the enablement can transmit enabling signal in the beacons; otherwise it is set to 0 to indicate that the dependent STA will not transmit the enabling signal. When the Dependent STA Type subfield is set to indicate non-beaconing STA, this subfield is always set to 0. 

The format of the STA LCI field is provided by the first 128 bits of DSE Registered Location element in 8.4.2.54, in which the last 5 bits (B123 – B127) remains reserved. The STA LCI contains the location of the Dependent STA requesting the DSE enablement, which is taken from the dot11STALCITable MIB object.
The FTB Reference field contains the 16 bit enablement identifier of the first tier beaconing dependent STA whose location is to be referred for the enablement. The value of this field should be set to the most recent enablement identifier field present in the enabling signal transmitted by the FTB STA. 
The Channel and Power Limit Map field contains the operating class, channel number and maximum transmit power level subfields, which may be repeated when enablement on multiple channels are possible. The format of the Channel and Power Map field is as shown in Figure 8-58af6- Channel and Power Map field format. This field is only sent by the enabler in response to the enablement requests from FTB or STB dependent stations.
	These fields are repeated, as determined by the Length field

	Operating Class
	Channel Number
	Constrained Maximum Transmit Power

	Octets:                 1
	1
	1 


Figure 8.58af6— Channel and Power Limit Map field format.
The Operating Class field is set to the number of the operating class of the channel, which is the subject of the channel and power management, as defined in Annex E. 

The Channel Number field is set to the channel number available to be used, which may be subject to the channel and power management during operation.  The channel number is a channel from the STA’s operating class as defined in Annex E.

The Constrained Maximum Transmit Power field indicates the power, in dBm, allowed to be transmitted on the specified channel.

The remaining fields are as described in the DSE Enablement Action frame (see 8.5.8.4).
TGaf Editor: In page 26, change the Table 8-143 (Protected Dual of Public Action field values) as shown:

Table 8-143 – Protected Dual of Public Action field values
	Action field value
	Description

	<ANA>
	Protected Channel Power Management Announcement

	<ANA>
	Protected Extended DSE Enablement


TGaf Editor: In page 26, insert the following text at the end of 8.5.11:

Insert the following clause at the end of 8.5.11.7, before 8.5.11.8, as shown:

8.5.11.7af2 Protected Extended DSE Enablement frame format

The Protected Extended DSE Enablement frame format is the same as the Extended DSE Enablement frame format (see 8.5.8.af4).  It is used instead of the Extended DSE Enablement frame when Management Frame Protection is negotiated.

10 MLME

10.12 DSE procedures

10.12.1 General

TGaf Editor: at the end of clause 10.12.1, insert text as shown:
Change the fourth paragraph as shown:

A fixed STA is a registered STA that broadcasts its registered location and in some regulatory domains is restricted from enabling other STAs (see 10.12.3 (Registered STA operation)). An enabling STA is a registered STA that in some regulatory domains broadcasts its registered location, and regulatory authorities permit it to enable operation of unregistered STAs (see 10.12.4). In some regulatory domains, a master station operates as an enabling STA. A 
A dependent STA is an unregistered STA that operates under the control of an enabling STA (see 10.12.5). In some regulatory domains, a client station operates as a dependent STA. In some regulatory domains, a dependent STA operates under the control of an enabler, which may not be part of the WLAN BSS, but could be an authorized server, e.g. a registered location server (see 10.12.6). A dependent STA can be a beaconing dependent STA or a non-beaconing dependent STA. The beaconing dependent STAs are allowed to transmit beacon frames, which can also function as an enabling signal indicating that enablement is possible. A non-beaconing dependent station does not transmit beacon frames, and is not allowed to initiate its own network. 
10.12.2.2 Enablement requester STA
Insert the following text after the last paragraph of 10.12.2.2
Upon receipt of an MLME-EXTENABLEMENT.request primitive, the enablement requester STA shall perform the following procedure: 

a) If one or more request parameters are invalid, issue an MLME-EXTENABLEMENT.confirm primitive with ReasonResultCode set to INVALID_PARAMETERS; else

b) Construct and transmit an Extended DSE Enablement frame requesting enablement.

1. Specific information items in the enablement message are as follows.

i. STA identity assertion (in RequesterSTAAddress)

ii. Enabling STA identity assertion (in ResponderSTAAddress)

iii. Reason result code = 8

iv. Enablement identifier = 0

v. Enablement Request Info field and other optional fields are used to indicate the type of enablement request and other related parameters as listed in Table 10-126af1 (Parameters Used by an Enablement Requesting STA) (see 10.12.6.1).
2. Specific items in the enablement message sent by the enablement responder STA are described in 10.12.2.3 (Enablement responder STA).

c) On receipt of a matching Extended DSE Enablement frame (i.e., the Requester STA Address and Responder STA Address mach the pending request) that acknowledges the Extended DSE Enablement frame, issue an MLME-EXTENABLEMENT.confirm primitive to inform the SME of the result of the enablement.

1. The primitive may contain information from an enablement response message received from the enabling STA (see 10.12.2.3 (Enablement responder STA)), or it may be issued for another reason (see 8.5.8.af4 (Extended DSE Enablement frame format)). 

2. The reason result code in the enablement confirmation message indicates when the enablement is successful. 

3. If the enablement was successful, the enablement state variable for the enablement responder STA shall be set to Enabled. 

d) If no matching Extended DSE Enablement frame is received for the Extended DSE Enablement frame within a period of EnablementTimeLimit TUs measured from the receipt of the MLME-EXTENABLEMENT.request primitive, issue an MLME-EXTENABLEMENT.confirm primitive with ResultCode set to TIMEOUT.

When RLQP is employed by an Enablement requester STA, it may use GAS public action frame with RLQP protocol containing an Extended DSE Enablement element as described in 10.12.6.2, instead of the procedure described in this subclause.

10.12.2.3 Enablement responder STA
Insert the following text after the last paragraph of 10.12.2.3

Upon receipt of, the enablement responder STA may enable the enablement requester STA using the following procedure: 

a) Create and transmit a response frame with the enablement status as defined in 8.5.8.af4 (Extended DSE Enablement frame format) set in the Reason Result Code field and with a dependent enablement identifier chosen to be unique among all dependent enablement identifiers that have been assigned if enablement was successful. The enablement responder shall transmit the ResultCode parameter from the .confirm primitive mapped as specified in Table 8-134 (Reason Result Code field values) of 8.5.8.af4 (Extended DSE Enablement frame format) to indicate the result of the enablement request.

1. Specific information items in the enablement message response are as follows:

i. STA identity assertion (in RequesterSTAAddress)

ii. Enabling STA identity assertion (in ResponderSTAAddress)

iii. The result of the requested enablement as defined in 8.5.8.af4 (Extended DSE Enablement frame format) 

iv. Enablement identifier
b) Issue an MLME-EXTENABLEMENT.indication primitive to inform the SME of the enablement.
1. If the enablement is successful, the enablement state variable for the enablement requester STA shall be set to Enabled.
The Enablement requester STA may send the enablement request using GAS public action frame, in which case the enablement responder STA shall use the RLQP protocol containing an Extended DSE Enablement element as described in 10.12.6.2.
10.12.6 DSE Registered Location Query Protocol procedures
10.12.6.1 General

TGaf Editor: In page 33, move the existing text in 10.12.6 to a new subclause 10.12.6.1 General and Insert the following text at the end of subclause 10.12.6:

10.12.6.2 Extended DSE Enablement Procedures
DSE enablement procedure using RLQP utilizes the registered location server as the enabler for the initiation of the network, which is the responder for enablement requests from a dependent station. 

Note- The enabler is a logical entity not necessarily capable to transmit or receive WLAN signals, but connected to the station advertising RLQP by any connectivity means, wireless or wireline. 

For the DSE enablement process, a dependent station may be a beaconing dependent station or a non-beaconing dependent station. The beaconing dependent station is allowed to transmit beacon frames to initiate its own network, whereas, the non-beaconing dependent station does not transmit beacons, and can only join the network initiated by other station. 
The beaconing dependent station can be a first tier beaconing (FTB) station which can transmit enabling signal and is eligible to provide reference for enablement of other beaconing stations in the area, or a second tier beaconing (STB) station which may transmit an enabling signal, but is not allowed to provide reference for enablement of other beaconing stations. A non-beaconing (NB) dependent station can only operate as simple client without being able to transmit beacons or enabling signal to assist enablement of other dependent stations in the area.

Note – The beaconing dependent stations are categorized as first tier and second tier mainly to distinguish different options for enablement of these devices, and their role on providing access to the enabler for other dependent stations in the service area. A first tier beaconing station has the capability to request its enablement using location information obtained by its own geolocation capability or by indicating its preconfigured identity for location mapping. On the other hand, a second tier beaconing station can request its enablement by providing a reference derived from enabling signal received from a first tier beaconing station. The enabler uses the location information of the referred first tier beaconing station for the enablement of such second tier station. The second tier devices and its client devices can be constrained to transmit with lower maximum power levels than a first tier device in order to limit the coverage areas.

A dependent STA may use RLQP to initiate enablement process with an enabler. An enablement requesting STA accomplishes this by transmitting a RLQP element with Info ID for Extended DSE Enablement in the Query Request field in a GAS Initial Request frame. Before a dependent STA can send GAS Query for enablement request, it may be required to first hear an enabling signal from a STA that advertises its access to the registered location query protocol advertisement server (RLQPAS) to forward such requests. Such station is the RLQP responder for the GAS Query Requests carrying Extended DSE Enablement element. The details of the procedures for an enablement requesting STA, RLQP Responding STA and the RLQP advertisement server are provided in the subclauses 10.12.6.2.1, 10.12.6.2.2 and 10.12.6.2.3. 
10.12.6.2.1 Enablement Requesting STA
A dependent STA which has its dot11DependentSTAType set to non-beaconing dependent STA shall first hear an enabling signal from a beaconing station before it can create and transmit GAS Initial Request frame containing the Extended DSE Enablement RLQP element. 
A dependent STA which has its dot11DependentSTAType set to first-tier beaconing station may create and transmit GAS Initial Request frame containing the Extended DSE Enablement RLQP element only when it first hears an enabling signal from a station with enabler functionality. 

A dependent STA which has its dot11DependentSTAType set to second-tier beaconing station may create and transmit GAS Initial Request frame containing the Extended DSE Enablement RLQP element only when it first hears an enabling signal from a station with enabler functionality or from a first-tier beaconing station. 

NOTE 1- A dependent station which intends to operate as a first-tier beaconing or second-tier beaconing station may not need to hear an enabling signal when the station has been configured with access to a RLQP server by other connectivity means that does not require enablement. The MIB attributes dot11RLSImplemented and dot11RLSActivated are both set to true for the stations which has already been in communication to the advertisement server responsible for RLQP queries, and would like to provide access to enabler for other dependent stations. 
NOTE 2- When the MIB attributes dot11RLSImplemented and dot11RLSActivated are both set to true; it is possible that the dependent STA has already established connectivity to the enabler by other wireless channels that do not require enablement or by non-wireless media. In such case, the dependent station internally generates and transmits the Query Request to Advertisement Server (enabler) that contains the message information required in Extended DSE Enablement frame for its enablement request. Only after becoming enabled by its enabler, the dependent STA can start transmitting enabling signal in its service area. 
A dependent STA employing RLQP may use GAS protocol for its enablement process with an enabler. Upon receipt of the MLME-GAS.request primitive for sending a GAS query request to a peer station for the purpose of Extended DSE Enablement, the STA performs the procedures as described in 10.23.3.1.1. The specific information items in the Query Request field of the GAS Initial Request frame are generated based on the requirements of a dependent station, as follows.
a) STA identity assertion (in RequesterSTAAddress)
b) Reason result code = 8
c) Enablement identifier = 0
d) Enablement Request Info field and other optional fields are used to indicate the type of enablement request and other related parameters as listed in Table 10-126af1 (Parameters Used by an Enablement Requesting STA). 
A dependent STA may use a detailed open protocol or a vendor specific protocol by indicating it in the Protocol Type subfield of the Enablement Request Info field. The detailed open protocol is used for the enablement requests and responses, when the STA indends to include all necessary credentials for enablement by the parameters in the extended DSE enablement frame format. The protocol type can be set to vendor specific protocol when the parameters to establish identity and location mapping of the requesting station to the enabler are not included in the enablement request. In this case, the enabler and the requesting STA may perform any vendor-specific procedures such as additional message exchanges by higher layers or the enabler may utilize any pre-configured mappings to the requesting station’s location and identity. 

Table 10-126af1— Parameters used by an Enablement Requesting STA
	Dependent STA Type
	Detailed Open Protocol
	Vendor Specific Protocol

	
	Enablement Request Info 
	STA LCI
	FTB Reference 
	Enablement Request Info 
	STA LCI
	FTB Reference 

	First tier beaconing (FTB)
	Protocol Type = 1

Dependent STA Type = FTB
Location Provided = 1

FTB Reference Provided = 0

Enabling Signal Mode = 1 
	present (dot11STALCITable)
	Not present
	Protocol Type = 0
Dependent STA Type = FTB

(other parameters can be set as desired)
	optional
	optional

	Second tier beaconing (STB) with own location
	Protocol Type = 1

Dependent STA Type = STB

Location Provided = 1

FTB Reference Provided = 0

Enabling Signal Mode = 1/0
	present

(dot11STALCITable)
	Not present
	Protocol Type = 0

Dependent STA Type = STB

(other parameters can be set as desired)
	optional
	optional

	Second tier beaconing (STB) without its own location
	Protocol Type = 1

Dependent STA Type = STB

Location Provided = 0

FTB Reference Provided = 1

Enabling Signal Mode = 1/0
	Not present
	present


	Protocol Type = 0

Dependent STA Type = STB

(other parameters can be set as desired)
	optional
	optional

	Non-beaconing (NB) 
	Protocol Type = 1

Dependent STA Type = NB

Location Provided = 0

FTB Reference Provided = 0

Enabling Signal Mode = 0
	Not present
	Not present
	Protocol Type = 0

Dependent STA Type = NB

(other parameters can be set as desired)
	optional
	optional


10.12.6.2.2 RLQP Responding STA
The station which has transmitted an enabling signal containing the Advertisement Protocol element indicating its support for RLQP is the RLQP responding station. 
NOTE- only a first tier or second tier beaconing dependent station or a station with enabler functionality can receive GAS Query Requests from other stations with RLQP, and can function as a RLQP responding STA. When the RLQP Responding STA is a station with enabler functionality, the advertisement server handling the RLQP may be collocated in the STA, without having to relay the request and responses externally. 
The RLQP Responding STA generates a Query Request that encloses the information received in the GAS Initial Request frame and provides responses to the Requesting station as per the procedures in 10.23.2.1.2. When a RLQP responding STA receives a GAS Initial Request frame containing the Extended DSE Enablement RLQP element, it may perform the following additional procedures:
1. When the RLQP Responding STA is a first tier beaconing STA, a second tier dependent STA may transmit a GAS Request containing Extended DSE Enablement using a reference to it for the enablement. The RLQP Responding STA only shall forward such GAS Initial Request frames to the RLQP server when it contains an Advertisement Protocol element for RLQP with an Enablement Identifier field that matches to the value transmitted in its recent enabling signal; otherwise, it shall transmit a directed GAS Initial Response frame to the requesting STA containing a Status Code equal to “Request Info Not Available” (see Table 10-3).  
2.     When the RLQP Responding STA is a first tier beaconing STA, it may randomly change its Enablement Identifier field locally when transmitting it in the Advertisement Protocol element advertising RLQP in its enabling signal (by means of beacon or probe response frames). 
When a second tier beaconing dependent station attains its enablement by providing reference to a first tier beaconing dependent station; the STB STA shall maintain continuous connectivity to receive any operational commands from the enabler either directly or through the FTB station, within the dot11EnablerAccessTimeLimit of maximum delay. 
NOTE- All dependent stations are conditional to the operational control such as channel and power management commands from the enabler or the local beaconing station which has provided its access to the enabler. The communication link to the enabler or the station providing access to the enabler can be via the same channel used for operation or it could be by any other connectivity link different from the operational WLAN channel. 
10.12.6.2.3 RLQP Advertisement Server (Enabler)
RLQP Advertisement Server is a logical entity which is accessible from a STA that had transmitted Advertisement Protocol element with Protocol ID for RLQP. For DSE enablement process, RLQP server functions as an enabler that grants enablement to operate for the dependent stations. 

In general, the methods and protocols a RLQP Responder STA uses to post the Query Requests or receive the Query Responses with a RLQP Advertisement Server are outside the scope of this specification. The following logical functions are provided by the RLQP server during Extended DSE Enablement process:
· It returns the value to be provided as ResponderSTAAddress for Enabler identity assertion in the Query Response.

· It returns the Reason Result Code value based on the result of an enablement request

· It assigns an unique Enablement Identifier value to be provided to the dependent STA requesting enablement when enablement was successful

· When the enablement request was received from a first tier or a second tier beaconing stations, it returns the Channel and Power limit map information available for such stations to initiate a network

· The RLQP server may perform access to external databases to derive its response for enablement request and associated parameters it shall provide in its Query Response. 
Annex C 
(normative) 
ASN.1 encoding of the MAC and PHY MIB
TGaf Editor: Insert the following text at the beginning of the Annex C in page 73, line 9, as shown:

C.3 MIB Detail

Insert the following entry at the end of the “dot11smt OBJECT IDENTIFIER ::= { ieee802dot11 1 }” of “Major Sections” in Annex C as follows:

-- dot11STALCITable ::= { dot11smt <ANA> }
TGaf Editor: Insert the following entries at the end of dot11StationConfigEntry sequence List:

dot11DependentSTAType 

INTEGER,
dot11EnablerAccessTimeLimit           INTEGER
TGaf Editor: Insert the following elements after dot11ChannelPowerManagementActivated in Annex C as shown:

dot11DependentSTAType OBJECT-TYPE
SYNTAX INTEGER {non-beaconing(1), first-tier beaconing (2), second-tier beaconing (3), non-dependent (4)}

MAX-ACCESS read-only

STATUS current

DESCRIPTION

"This is a control variable. 

This attribute specifies the type of dependent station for the purpose of enablement requirements. This value  is used to set the desired enablement request parameters in Extended DSE Enablement frames, and on using GAS frames carrying Extended DSE Enablement elemenet of RLQP. When set to non-beaconing, the station desires to operate as a non-beaconing dependent station after enablement. When set to first-tier beaconing, the station the station desires to operate as a first-tier beaconing dependent station after enablement. When set to non-beaconing, the station desires to operate as a non-beaconing dependent station after enablement. When set to first-tier beaconing, the station the station desires to operate as a first-tier beaconing dependent station after enablement. When set to second-tier beaconing, the station desires to operate as a second-tier beaconing dependent station after enablement. When set to non-dependent, it indicates that the station is not operating as a dependent STA and does not need to initiate enablement process."

::= { dot11DependentSTATypeEntry <ANA>}
dot11EnablerAccessTimeLimit OBJECT-TYPE

SYNTAX Integer (1..65535)

MAX-ACCESS read-write

STATUS current

DESCRIPTION

"This is a control variable.

It is written by an external management entity.

Changes take effect for the next MLME-START.request primitive.

This attribute specifies the amount of maximum time in units of mill-seconds that a dependent STA must be able to receive any message from the enabler or through a local access point providing access to the enabler before it is allowed to continue in TVWS channels"
DEFVAL { 500 }

::= { dot11StationConfigEntry <ANA> }

Insert the following dot11STALCITable elements in Annex C:

-- ********************************************************************

-- * dot11STALCI TABLE

-- ********************************************************************
dot11STALCITable OBJECT-TYPE

SYNTAX SEQUENCE OF Dot11STALCIEntry

MAX-ACCESS read-write

STATUS current

DESCRIPTION

“This table represents the geolocation of the STA as specified in clause       10.12.6.2.”

::= { dot11imt <ANA> }

dot11STALCIEntry OBJECT-TYPE

SYNTAX Dot11STALCIEntry

MAX-ACCESS read-write

STATUS current

DESCRIPTION

        “STA’s location information in Geospatial coordinates”

INDEX {dot11STALCIDIndex }

::= { dot11STALCITable 1 }

Dot11STALCIEntry ::=

SEQUENCE { 

dot11STALCIIndex 



Unsigned32, dot11STALCILatitudeResolution 

Unsigned32, 


dot11STALCILatitudeInteger 


Integer32, dot11STALCILatitudeFraction 

Integer32, dot11STALCILongitudeResolution 

Unsigned32, dot11STALCILongitudeInteger 

Integer32,
dot11STALCILongitudeFraction 

Integer32, dot11STALCIAltitudeType 


INTEGER, dot11STALCIAltitudeResolution 

Unsigned32, dot11STALCIAltitudeInteger 


Integer32, dot11STALCIAltitudeFraction 

Integer32, 
dot11STALCIDatum 



INTEGER }
dot11STALCIIndex OBJECT-TYPE

SYNTAX Unsigned32

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION

"Index for STA LCI elements in dot11STALCITable, greater than 0."

::= { dot11STALCIEntry 1 }

dot11STALCILatitudeResolution OBJECT-TYPE

SYNTAX Unsigned32 (0..63)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable.It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Latitude resolution is 6 bits indicating the number of valid bits in the fixed-point value of Latitude. This field is derived from IETF RFC 3825, and is accessed big-endian.”

::= { dot11STALCIEntry 2 }

dot11STALCILatitudeInteger OBJECT-TYPE

SYNTAX Integer32 (-359..359)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Latitude is a twos-complement 34 bit fixed point value consisting of 9 bits of integer and 25 bits of fraction. This field contains the 9 bits of integer portion of Latitude. This field is derived from RFC-3825, and is accessed big-endian.”

::= { dot11STALCIEntry 3}

dot11STALCILatitudeFraction OBJECT-TYPE

SYNTAX Integer32 (-16777215..16777215)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Latitude is a twos-complement 34 bit fixed point value consisting of 9 bits of integer and 25 bits of fraction. This field contains the 25 bits of fraction portion of Latitude. This field is derived from RFC-3825, and is accessed big-endian.”

::= { dot11STALCIEntry 4}

dot11STALCILongitudeResolution OBJECT-TYPE

SYNTAX Unsigned32 (0..63)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Longitude resolution is 6 bits indicating the number of valid bits in the fixed-point value of Longitude. This field is derived from RFC-3825, and is accessed big-endian.”

::= { dot11STALCIEntry 5}

dot11STALCILongitudeInteger OBJECT-TYPE

SYNTAX Integer32 (-359..359)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Longitude is a twos-complement 34 bit fixed point value consisting of 9 bits of integer and 25 bits of fraction. This field contains the 9 bits of integer portion of Longitude. This field is derived from RFC-3825, and is accessed big-endian.”

::= { dot11STALCIEntry 6}

dot11STALCILongitudeFraction OBJECT-TYPE

SYNTAX Integer32 (-16777215..16777215)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Longitude is a 2’s complement 34 bit fixed point value consisting of 9 bits of integer and 25 bits of fraction. This field contains the 25 bits of fraction portion of Longitude. This field is derived from IETF RFC 3825, and is accessed big-endian.”

::= { dot11STALCIEntry 7}

dot11STALCIAltitudeType OBJECT-TYPE

SYNTAX INTEGER {

meters(1),

floors(2),

hagm (3) }

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Altitude Type is four bits encoding the type of altitude. Codes defined are: meters in 2s-complement fixed-point 22-bit integer part with 8-bit fraction floors: in 2s-complement fixed-point 22-bit integer part with 8-bit fraction hagm: Height Above Ground in meters, in 2s-complement fixed-point 22-bit integer part with 8-bit fraction. This field is derived from IETF RFC 3825, and is accessed big-endian.”

::= { dot11STALCIEntry 8}

dot11STALCIAltitudeResolution OBJECT-TYPE

SYNTAX Unsigned32 (0..63)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Altitude resolution is 6 bits indicating the number of valid bits in the altitude. This field is derived from IETF RFC 3825, and is accessed big-endian.”

::= { dot11STALCIEntry 9}

dot11STALCIAltitudeInteger OBJECT-TYPE

SYNTAX Integer32 (-2097151..2097151)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Altitude is a 30 bit value defined by the Altitude type field. The field is encoded as a 2s-complement fixed-point 22-bit integer Part with 8-bit fraction. This field contains the fixed-point Part of Altitude. This field is derived from IETF RFC 3825, and is accessed big-endian.”

::= { dot11STALCIEntry 10}

dot11STALCIAltitudeFraction OBJECT-TYPE

SYNTAX Integer32 (-127..127)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Altitude is a 30 bit value defined by the Altitude type field. The field is encoded as a 2s-complement fixed-point 22-bit integer Part with 8-bit fraction. This field is derived from IETF RFC 3825, and is accessed big-endian.”

::= { dot11STALCIEntry 11 }

dot11STALCIDatum OBJECT-TYPE

SYNTAX INTEGER (0..7)

MAX-ACCESS read-only

STATUS current

DESCRIPTION

“This is a control variable. It is written by an external management entity or the SME. Changes take effect as soon as practical in the implementation. Datum is an 8-bit value encoding the horizontal and vertical references used for the coordinates given in this LCI. IETF RFC 3825 defines the values of Datum. Type 1 is WGS-84, the coordinate system used by GPS. Type 2 is NAD83 with NAVD88 vertical reference. Type 3 is NAD83 with Mean Lower Low Water vertical datum. All other types are reserved. This field is derived from IETF RFC 3825, and is accessed big-endian.”

::= { dot11STALCIEntry 12 }

-- **********************************************************************

-- * End of dot11STALCI TABLE

-- **********************************************************************



Abstract


This submission extends the DSE Enablement procedure to include enablement request/grant exchange between two tiers of beaconing stations with the enabler entity. The DSE enablement procedure with open protocol and enabling signal is proposed to facilitate enablement for mobile devices and D2D networks. 
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