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The editing instructions are shown in bold italic. Four editing instructions are used: change, delete, insert, and replace. Change is used to make corrections in existing text or tables. The editing instruction specifies the location of the change and describes what is being changed by using strikethrough (to remove old material) and underscore (to add new material). Delete removes existing material. Insert adds new material without disturbing the existing material. Insertions may require renumbering. If so, renumbering instructions are given in the editing instruction. Replace is used to make changes in figures or equations by removing the existing figure or equation and replacing it with a new one. Editorial notes will not be carried over into future editions because the changes will be incorporated into the base standard.

This amendment’s baseline is IEEE P802.11REVmb_D3.0

The section numbers follow from 11-08-0644-11-0000-ieee-802-11-2007-number-alignment-working-document.xls

3. Definitions 

Note to editor: Please insert as per alphabetical sorting in this section 

3.ae1 management frame QoS policy: A policy defining the (QoS) priority of the management frames. Stations (STAs) exchanging this policy transmit their management frames at the priority defined by the policy.


4. Abbreviations and acronyms 

Note to editor: Please insert as per alphabetical sorting in this section 

MFQ

Management Frame QoS 

· General description

5.4 Overview of the services
5.4.5 Traffic differentiation and QoS support
5.4.5.1 Management Frame QoS support

Some management frames may be transmitted at lower priority in order to improve performance of traffic streams requiring higher priority. This can be achieved by management frame QoS (MFQ) policy. MFQ policy defines the priorities of different management frames. A QoS STA that supports MFQ transmits management frames at priorities as defined by the MFQ policy configured on that STA. Generally, an MFQ STA receives the advertised MFQ policy of the target MFQ STA and uses the MFQ policy to communicate with the target STA. The MFQ policy between STAs can be configured and requested to be changed by either STA as per the STA’s requirements. 
7. Frame formats

7.2 Format of individual frame types

· Management frames

· Beacon frame format

 (11k)
	· Beacon frame body  

	Order
	Information
	Notes

	<ANA>(11n)
	Management Frame QoS Policy 
	The Management Frame QoS Policy element is present if dot11MgmtFrameQoSPolicyActivated (#1005)is(#1217) true(#1535).


· Association Response frame format

	· Association Response frame body  

	Order
	Information
	Notes

	<ANA>(11n)
	Management Frame QoS Policy 
	The Management Frame QoS Policy element is present if dot11MgmtFrameQoSPolicyActivated (#1is(#1217) true and the MFQ capability bit is set in the Extended Capabilities element in the Association Request that elicited this Association Response frame. (#1535) (#1535)


· Reassociation Response frame format

	· Reassociation Response frame body  

	Order
	Information
	Notes

	<ANA>(11n)
	Management Frame QoS Policy 
	The Management Frame QoS Policy element is present if dot11MgmtFrameQoSPolicyActivated (#1is(#1217) true and the MFQ capability bit is set in the Extended Capabilities element in the Reassociation Request that elicited this Reassociation Response frame. (#1535) (#1535)


· Probe Response frame format

	· Probe Response frame body  

	Order
	Information
	Notes

	<ANA>(11n)
	Management Frame QoS Policy 
	The Management Frame QoS Policy element is present if dot11MgmtFrameQoSPolicyActivated (#1is(#1217) true.(#1535) (#1535)


· Management frame body components

· Fields that are not information elements

· Action field

 (#29)

	· Category values

	Code
	Meaning
	See subclause
	Robust(11w)

	<ANA>
	Management Frame QoS Policy 
	7.4.20 (Management Frame QoS Policy action details)
	Yes(11w)


(#36)(#2211)
· Information elements

· General(#28)
	· Element IDs  

	(#1684)Element
	Element ID
	Length (in octets)
	Extensible

	Management Frame QoS Policy (see 7.3.2.126 Management Frame QoS Policy element)
	<ANA>
	3 to 255
	


· Extended Capabilities (#1684)element

	· Capabilities field  

	Bit
	Information
	Notes

	<ANA> (11n)
	MFQ Capability
	This bit in the Extended Capabilities information element is set to 1 if the STA supports Management Frame QoS Policy operation described in 11.24 (Management Frame QoS). Otherwise, it is set to 0.




7.3.2.126 Management Frame QoS Policy element(11n)
The Management Frame QoS Policy element defines priorities of management frames and is used to advertise and exchange management frame QoS policy between STAs. See Figure ae1 (Management Frame QoS Policy element format).
	
	Element ID
	Length
	Priority Definition Count
	List of Priority Definition fields (optional)

	Octets: 
	1
	1
	1
	variable

	
	Figure ae1 -  Management Frame QoS Policy element format


The Element ID field is equal to the Management Frame QoS Policy value in Table 7-24.
The value of the length field is between 1 and 255. 

The Priority Definition Count field indicates the number of Priority Definition field(s) included in this IE. 

List of Priority Definition fields contains zero or more Priority Definition fields (see 7.3.2.126.1 (Priority Definition field)). 

7.3.2.126.1 Priority Definition field (11n)
The Priority Definition field specifies a group of management frames and their associated priority. See Figure ae2 (Priority Definition Field format).

	
	B0      B1
	B2
	B3
	B4         B7
	B0          B3
	B4           B7
	
	B0                                  Bn

	
	Priority Definition Field Type
	U
	M
	Priority Definition Field Length 
	TID 
	Management  Frame Subtype 
	Category Value (optional)
	Action Value Bitmap (optional)

	Octets: 
	1
	1
	1
	Variable

	
	Figure ae2 -  Priority Definition Field format


The Priority Definition Field Type subfield is 2 bits in length and defines the structure of the Priority Definition field. It is set to 0. Values 1, 2, and 3 are reserved.

The Unicast subfield (U) set to 1 indicates the priority definition applies to unicast management frames, otherwise it is set to 0.

The Multicast subfield (M) set to 1 indicates the priority definition applies to multicast management frames, otherwise it is set to 0. 

The Priority Definition Field Length subfield is 4 bits in length and defines the length in octets of the Priority Definition field, excluding the first octet of the Priority Definition field. The value 0 is reserved.
The TID subfield is 4 bits in length and is defined in 7.1.3.5.1. Management frames indicated in the Priority Definition field are sent at priority defined in TID subfield. 

The Management Frame Subtype subfield is 4 bits in length. It indicates the subtype of management frames that are sent at the priority indicated in the TID subfield. The values are as defined in Table 7-1 for management frame type. 

The Category Value subfield is 1 octet in length and indicates the category value of action frames that are sent at the priority indicated in the TID subfield. The Category Value subfield is included when the Management Frame Subtype subfield indicates Action or Action No Ack subtype as defined in 11.24.3 (Interpreting management frame QoS priorities). 

The Action Value Bitmap subfield is of variable length and indicates the Action values for the corresponding category and subtype that are sent at the priority indicated in the TID subfield.The Action Value Bitmap subfield is included when the Management Frame Subtype subfield indicates Action or Action No Ack subtype and when the Category subfield is included. Each bit in the Action Value Bitmap subfield is mapped to the corresponding action value. 

Table ae1 indicates the valid combinations of optional fields in Priority Definition Field based on the Priority Definition Field Length subfield value 
	Table ae1: Valid combination of optional fields to be included in Priority Definition Field

	Priority Definition Field Length (octet(s))
	Category Value subfield
	Action Value Bitmap subfield

	1
	Not included
	Not included

	2
	Included
	Not included

	>= 3
	Included
	Included


· Action frame format details

7.4.20 Management Frame QoS Policy action details

The following action frames are defined for management frame QoS policy. An Action Value field, in the octet field immediately after the Category field, differentiates the frame formats. The Action Value field values associated with each frame format is defined in Table ae2 - Management Frame QoS Policy Action Value field values. 

	Table ae2 -  Management Frame QoS Policy Action Value field values

	Action Value 

field value 
	Description

	0
	MFQ Policy Query Request 

	1
	MFQ Policy Query Response 

	2
	MFQ Policy Config Request 

	3
	MFQ Policy Config Response 

	4
	MFQ Policy Config Delete 

	5-255
	Reserved


7.4.20.1 MFQ Policy Query Request frame format

The MFQ Policy Query Request frame uses the Action frame body format and is transmitted by a STA requesting a responding STA for the management frame priorities to be used for communicating with the responding STA. The format of the MFQ Policy Query Request frame body is shown in Figure ae3 - MFQ Policy Query Request frame body format.

	
	
	
	

	
	Category
	Action

Value
	Dialog Token

	Octets:
	1
	1
	1

	Figure ae3 - MFQ Policy Query Request frame body format


The Category field is(#29) set to <ANA> (representing Management Frame QoS Policy ).

The Action Value field is(#29) set to 0 (representing a MFQ Policy Query Request frame).

The Dialog Token field is(#29) set to a nonzero value chosen by the requesting STA sending the policy query to identify the query transaction.

7.4.20.2 MFQ Policy Query Response frame format

The MFQ Policy Query Response frame uses the Action frame body format and is transmitted by a STA in response to a MFQ Policy Query Request frame. The format of the MFQ Policy Query Response frame body is shown in Figure ae4 - MFQ Policy Query Response frame body format.

	
	
	
	
	

	
	Category
	Action

Value
	Dialog Token
	Management Frame QoS Policy element

	Octets:
	1
	1
	1
	Variable

	Figure ae4 - MFQ Policy Query Response frame body format


The Category field is(#29) set to <ANA> (representing Management Frame QoS Policy ).

The Action Value field is(#29) set to 1 (representing a MFQ Policy Query Response frame).

The Dialog Token field is(#29) set to the value in the corresponding MFQ Policy Query Request frame. 

The Management Frame QoS Policy Element field contains(#29) Management Frame QoS Policy element as described in 7.3.2.126 (Management Frame QoS Policy element). This field defines the management frame priorities that are used to communicate with the responding STA.

7.4.20.3 MFQ Policy Config Request frame format

The MFQ Policy Config Request frame uses the Action frame body format and is transmitted by a requesting STA to configure another STA to use the included management frame QoS policy configuration for communication with the requesting STA. The format of the MFQ Policy Config Request frame body is shown in Figure ae5 - MFQ Policy Config Request frame body format. 
	
	
	
	
	

	
	Category
	Action

Value
	Dialog Token
	Management Frame QoS Policy element

	Octets:
	1
	1
	1
	2

	Figure ae5 - MFQ Policy Config Request frame body format


The Category field is(#29) set to <ANA> (representing Management Frame QoS Policy ).

The Action Value field is(#29) set to 2 (representing a MFQ Policy Config Request frame).

The Dialog Token field is(#29) set to a nonzero value chosen by the STA sending the request to identify the transaction.

The Management Frame QoS Policy element is(#29) set as described in 7.3.2.126 (Management Frame QoS Policy element). It indicates the new priorities requested for management frame(s).

7.4.20.4 MFQ Policy Config Response frame format

The MFQ Policy Config Response frame uses the Action frame body format and is transmitted by a STA in response to a MFQ Policy Config Request frame. The format of the MFQ Policy Config Response frame body is shown in Figure ae6 - MFQ Policy Config Response frame body format.
	
	
	
	
	

	
	Category
	Action

Value
	Dialog Token
	Status Code  

	Octets:
	1
	1
	1
	1

	 Figure ae6 - MFQ Policy Config Response frame body format


The Category field is(#29) set to <ANA> (representing Management Frame QoS Policy ).

The Action Value field is(#29) set to 3 (representing a MFQ Policy Config Response frame).

The Dialog Token field is(#29) set to the Dialog Token value in the corresponding MFQ Policy Config Request frame.

The Status Code field contains status code in response to MFQ Policy Config Request frame as defined in Table ae3.

	Table ae3 – Status Code Definitions

	Status Code 
	Status code description 

	0
	Accept. The configuration change is accepted by responding STA

	1
	Reject due to policy conflict. The configuration change is rejected by responding STA and the requesting STA shall not retry the same request

	2-255
	Reserved


7.4.20.5 MFQ Policy Config Delete frame format

The MFQ Policy Config Delete frame uses the Action frame body format and is transmitted by a STA to delete all management priority changes requested by the STA as described in 11.24.2.4 (Management frame QoS policy configuration delete). The format of the MFQ Policy Config Delete frame body is shown in Figure ae7 – MFQ Policy Config Delete frame body format.

	
	Category
	Action

Value

	Octets:
	1
	1

	
	Figure ae7 – MFQ Policy Config Delete frame body format


The Category field is(#29) set to <ANA> (representing Management Frame QoS Policy ).

The Action Value field is(#29) set to 4 (representing a MFQ Policy Config Delete frame). 

9. MAC sublayer functional description

9.1 MAC architecture

9.1.3 Hybrid coordination function (HCF)

9.1.3.1 HCF contention-based channel access (EDCA) (#2119)
If dot11MgmtFrameQoSPolicyActivated is false or undefined for a STA, the STA shall send management Management frames shall be sent using the access category AC_VO without being restricted by admission control procedures. A QoS STA, for which  dot11MgmtFrameQoSPolicyActivated is false or undefined, shall also send management frames using the access category AC_VO before associating with any BSS, even if there is no QoS facility available in that BSS. If dot11MgmtFrameQoSPolicyActivated is true for a STA, the STA shall send  management frames as described in 11.24.2 (Managmement frame QoS policy configuration procedures).

· HCF controlled channel access (HCCA)

11. MLME
11.24 Management Frame QoS 
11.24.1 Management Frame QoS implementation dependencies

Implementation of MFQ is mandatory for a MFQ STA.When dot11MgmtFrameQoSPolicyActivated (#10is set to true, the STA is a QoS STA that supports mangamenent frame policy and the STA shall transmit management frames according to the priorities indicated in the management frame QoS policy. Such a STA is refered to as MFQ STA.

When dot11MgmtFrameQoSPolicyActivated (#100is true, the MFQ capability bit in the Extended Capabilities information element is set to 1 and the Extended Capabilities information element shall be included in Beacon frames, Association Request and Response frames, Reassociation Request and Response frames, and Probe Request and Response frames. When the MFQ capability bit is set to false or is not advertised for either of the STAs communicating with each other, both STAs shall transmit unicast management frames at default priority of AC_VO to each other and shall not send any unicast MFQ Policy Query Request frame to each other. All management frames are transmitted at AC_VO priority, unless configured otherwise by MFQ configuration. The specific priority definition of different management frames within a MFQ policy is beyond the scope of this document.
11.24.2 Managmement frame QoS policy configuration procedures 

Management frame QoS policies are exchanged and implemented between two MFQ STAs. If either of the STAs communicating with each other do not advertise support for MFQ capability by setting the MFQ capability bit in Extended Capabilities element as true, both STAs shall transmit management frames at default priority of AC_VO to each other. 
11.24.2.1 Managmement frame QoS policy configuration in ESS 

There are two types of MFQ policy: a complete MFQ policy and a partial MFQ policy. The complete MFQ policy is defined for all management frames that are transmitted at priorities other than AC_VO. The partial MFQ policy is defined for State 1 and State 2 management frames that are transmitted at priorities other than AC_VO.
APs configure non-AP STAs with the complete management frame QoS policy in the MFQ information element included in Association Response, Reassociation Response and Probe Response. The interpretation of the MFQ IE is described in 11.24.3 (Interpreting management frame QoS priorities). All associated MFQ STAs shall transmit management frames at priority according to the complete management frame QoS policy advertised by the AP. 
APs advertise the partial management frame QoS policy in Beacon frames. All MFQ STAs, transmitting management frames to an AP, shall transmit management frames destined to the AP in accordance to the management frame QoS policy defined in the received Beacon frame from the AP. If multiple Beacons frames from the AP are received, then the management frame QoS policy defined in the last received Beacon frame shall be used to transmit the management frame(s). If no Beacon frames from the AP are received prior to transmission of the management frame(s) or if the last Beacon frame from the AP does not contain the MFQ IE, then the management frame(s) shall be sent at AC_VO priority.

The management frame QoS policy for an MFQ STA in an ESS shall be implemented as follows:

· All management frames destined to an AP that the STA is not associated to, shall be transmitted in accordance to the MFQ policy in the AP’s Beacon frame as described above. 
· All management frames from an associated MFQ STA destined within it’s corresponding BSS shall be transmitted in accordance to it’s configured management frame QoS policy.

· All multicast management frames across multiple ESS shall be transmitted at AC_VO priority
11.24.2.2 Managmement frame QoS policy configuration in IBSS 

The MFQ Policy Query Request and MFQ Policy Query Response are used by MFQ STAs in IBSS to configure management frame QoS policy. The requesting MFQ STA may request the management frame QoS policy from a responding MFQ STA using MFQ Policy Query Request. The responding STA shall including the complete management frame QoS policy in the MFQ Policy Query Response frame sent to the requesting STA. After the MFQ Policy Query Response is received by the requesting STA, the requesting STA shall transmit all unicast management frames destined to the responding STA using the received management frame QoS policy. 

The MFQ Policy Query Request and MFQ Policy Query Response shall not be used in an ESS. 

11.24.2.3 Management frame QoS policy reconfiguration request and response 

The MFQ Policy Config Request and Response are used to negotiate management frame QoS policy between two MFQ STAs. A requesting STA may request a change in the management frame QoS policy used to transmit management frames to the responding STA using MFQ Policy Config Request frame. The management frames not included in this MFQ policy configuration request shall be sent at the previously configured MFQ policy between the two STAs. The responding STA shall respond with a status for the requested configuration change. The following responses are possible:

· If an accept status is received in the response, then both STAs shall transmit management frames to each other in accordance to the new MFQ policy. 
· If a reject due to policy conflict status is received, then configuration change request is rejected and both STAs transmit frames according to the previously configured MFQ policy. The requesting STA shall not retry the same configuration change request.
An MFQ AP may send MFQ policy configuration request to an associated MFQ STA.The associated MFQ STA shall always accept the MFQ policy configuration change request. The associated MFQ STA may send MFQ policy configuration request to the MFQ AP in it’s BSS. The AP may accept or reject this request.

11.24.2.4 Management frame QoS policy configuration delete 

The MFQ Policy Config Delete is used to delete management frame QoS policy configuration changes between two MFQ STAs. A requesting STA requests reverting all the MFQ policy configuration changes previously requested by the requesting STA using the MFQ policy configuration mechanism as defined in 11.24.2.3 (Management frame QoS policy reconfiguration request and response). After MFQ Policy Config Delete frame is successfully transmitted, both the requesting and responding STAs shall use the last complete MFQ policy sent by the responding STA to transmit management frames to each other. 

11.24.3 Interpreting management frame QoS priorities 
Management Frame QoS Policy information element, as defined in 7.3.2.126 (Management Frame QoS Policy element), indicates the transmit priorities of different management frames. The MFQ element with length field of value 1 and Priority Definition Count field of value 0 implies that the priority of all management frames is AC_VO. Management frames not specified in MFQ element are sent at AC_VO priority.

The MFQ element contains an optional list of Priority Definition Fields. If included, the Priority Definition Field indicates the priority of a group of management frames, as described in 7.3.2.126.1 (Priority Definition field). Using the description from Table ae4, priorities for either all management frames belonging to a given subtype or a given action category can be indicated in a single Priority Definition Field. Moreover, by setting multiple bits in Action Value Bitmap, priority of multiple action frames of a given action category can be indicated. For example, setting Bit 0 and Bit 1 indicates Event Request/Response frames when Management Frame Subtype subfield refers to Action management frames and Category Value subfield refers to WNM Category. This subfield is zero padded to complete any incomplete octet. As the length subfield is 4 bits long, a maximum of 104 action values in any given action category can be supported using Priority Definition Field of type 0. The Priority Definition Field may be used to indicate priority of a single management frame. 

Within the MFQ element, the Priority Definition Fields are an ordered list in which duplicate priorities defined in a given Priority Definition field supersedes the priorities defined in all previous Priority Definition fields. If same management frame is indicated in multiple Priority Definition fields, the management frame shall be sent at the priority defined in the last Priority Definition field containing the priority definition of the corresponding management frame. For example, if a Priority Definition field sets the entire WNM category to AC_BE priority and a later Priority Definition field sets Event Request/Report of WNM category to AC_BK, then all action frames of WNM category are sent at AC_BE priority with the exception of Event Request/Report which are sent at AC_BK priority.

	Table ae4: MFQ policy description for valid combination of optional fields in Priority Definition Field

	Management Frame Subtype subfield 
	Category Value subfield
	Action Value Bitmap subfield
	Description 

	Included
	Not included 
	Not included
	Policy to be applied to all management frames of the corresponding subtype 

	Included
	Included
	Not included
	Policy to be applied to all action frames of corresponding category value belonging to the management subtype frames 

	Included
	Included
	Included
	Policy to be applied to only Action frames indicated via the action value bitmap for corresponding category value and management subtype frames 


Annex A
Protocol Implementation Conformance Statement (PICS)

proforma

A.2 Abbreviations and special symbols

A.2.2 General abbreviations for Item and Support columns

Insert one new list item at the end of A.2.2 as indicated below:

MFQ

Management frame QoS 
A.4 PICS proforma–IEEE Std. 802.11-20071

A.4.3 IUT configuration

Insert this entry to the end of the IUT configuration table:
	Item
	IUT configuration
	References
	Status
	Support

	*CFae
	Is management frame QoS policy supported?
	
	(CF8 & CF11 & CF12 & CF15
):M
	Yes, No, N/A


Insert this new clause after A.4.21: 

A.4.22 MFQ extensions

	Item
	Protocol Capability
	References
	Status
	Support

	MFQ1
	Extended Capabilities information element
	7.3.2.27
	CFae:M
	Yes, No, N/A

	MFQ2
	Management Frame QoS Policy 
	11.24.2
	CFae:M
	Yes, No, N/A

	MFQ2.1
	
MFQ Policy Query Request frame
	7.4.20.1
	(CFae AND CF2):M
	Yes, No, N/A

	MFQ2.2
	
MFQ Policy Query Response frame
	7.4.20.2
	(CFae AND CF2):M
	Yes, No, N/A

	MFQ2.3
	
MFQ Policy Config Request frame
	7.4.20.3
	CFae:M
	Yes, No, N/A

	MFQ2.4
	
MFQ Policy Config Response frame
	7.4.20.4
	 CFae:M 
	Yes, No, N/A

	MFQ2.5
	               MFQ Policy Config Delete frame
	7.4.20.5
	CFae:M
	Yes, No, N/A


Annex D
Insert the following elements at the end of the dot11StationConfigTable element definitions:

dot11MgmtFrameQoSPolicyActivated   OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write
STATUS current

DESCRIPTION

“This attribute, when TRUE, indicates that the station implementation is capable of transmitting management frames in accordance to management frame priority.”

DEFVAL { true }

::= { dot11StationConfigEntry <ANA>}
Abstract


Submission for candidate P802.11ae draft text created after discussing 11-10-0476-01-00ae-Management-Frame-Policy-Definition.ppt in 802.11 TGae teleconference April 20th.








�Management frames too follow TXOP? Do we need changes here?  








Submission
page 1
Santosh Pandey, Cisco Systems


