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Summary of the intention of this document
1. Clean up the clause 11C.1 Mesh discovery.

2. Amend the definition of BSS.

3. Clarify what is Mesh Profile.

4. Use START primitive to become a member of a mesh BSS.
5. Use “become a member of a mesh BSS” consistently, instead of “join a mesh BSS”.

6. Add the missing MIB variables.

7. Add the missing PICS table entries.

Suggested changes to the draft spec

Apply the following changes.
Corresponding changes to D4.01 are indicated in the following text with “Track Changes” on, to clarify the direction to the editor. Please update the part indicated by the “Track Changes” only.
· Definitions

Change definition 3.25 basic service set (BSS) as indicated:
3.25 basic service set (BSS): A set of stations (STAs) that have successfully synchronized using the JOIN service primitives12 and one STA that has used the START primitive. Alternatively, a set of STAs that have used the START primitive specifying the same mesh profile as neighbor STA or a STA that has used the START primitive without having a neighbor STA that specifies the same mesh profile.
 Membership in a BSS does not imply that wireless communication with all other members of the BSS is possible.
Insert the following new definitions:
3.s13 mesh profile: A set of parameters that identifies the attribute of the mesh BSS and are commonly used in a single mesh BSS. The mesh profile consists of mesh ID, active path selection protocol, actie path selection metric, congestion control mode, synchronization protocol, and authentication protocol.
· Mesh BSS: The 802.11 wireless mesh network

· General

The IEEE 802.11 mesh facility provides MAC enhancements to support wireless LAN mesh topologies. The mesh facilities are available to mesh STAs that belong to a mesh BSS (MBSS). For mesh STAs that have not became a member of an MBSS only the mesh discovery service is available. The enhancements that distinguish mesh STAs from non-mesh STAs are collectively termed the mesh facility. The quantity of certain mesh-specific mechanisms may vary among mesh implementations.

· Information elements

· Mesh Configuration element

· General

The Mesh Configuration element shown in Figure s14 (Mesh Configuration element) is used to advertise mesh services. It is contained in Beacon frames and Probe Response frames transmitted by mesh STAs, and is also contained in Mesh Peering Open and Mesh Peering Confirm frames.

	Element

ID
	Length
	Active Path Selection Protocol Identifier
	Active Path Selection Metric Identifier
	Congestion Control Mode Identifier
	Synchronization Protocol Identifier
	Authentication Protocol Identifier
	Mesh Formation Info
	Mesh Capability

	Octets:1
	1
	1
	1
	1
	1
	1
	1
	2

	· Mesh Configuration element


The Element ID is set to the value given in Table 7-26 (Element IDs) for this element.

The Length field is set to 8.

The remainder of the fields are described in the following subclauses.

· Active Path Selection Protocol Identifier

The Active Path Selection Protocol Identifier field indicates the path selection protocol that is currently activated in the MBSS. Table s3 (Path selection protocol identifier values) provides path selection protocol identifier values defined by this standard.

	· Path selection protocol identifier values 

	Value
	Meaning

	0
	Hybrid Wireless Mesh Protocol (default path selection protocol) defined in 11C.10 (Hybrid Wireless Mesh Protocol (HWMP)) (default path selection protocol)

	1-254
	Reserved

	255
	Vendor specific

(The active path selection protocol is specified in the Vendor Specific element)


When the Active Path Selection Protocol Identifier field is 255, the active path selection protocol is specified by the Vendor Specific element that is present in the frame. The content of the Vendor Specific element is beyond the scope of this standard. (See 7.3.2.26)

· Active Path Selection Metric Identifier

The Active Path Selection Metric Identifier field indicates the path metric that is currently used by the active path selection protocol in the MBSS. Table s4 (Path selection metric identifier values) provides the path selection metric identifier values defined by this standard.

	· Path selection metric identifier values 

	Value
	Meaning

	0
	Airtime link metric defined in 11C.9 (Airtime link metric) (default path selection metric)

	1-254
	Reserved

	255
	Vendor specific

(The active metric is specified in the Vendor Specific element)


When the Active Path Selection Metric Identifier field is 255, the active path metric is specified by the Vendor Specific element that is present in the frame. The content of the Vendor Specific element is beyond the scope of this standard. (See 7.3.2.26)

· Congestion Control Mode Identifier

The Congestion Control Mode Identifier field indicates the congestion control protocol that is currently activated in the MBSS. Table s5 (Congestion control mode identifier values) provides the congestion control mode identifier values defined by this standard.

	· Congestion control mode identifier values 

	Value
	Meaning

	0
	Congestion control is not activated (default congestion control mode)

	1
	Congestion Control Signaling Protocol defined in 11C.11.2 (Congestion Control Signaling Protocol)

	2-254
	Reserved

	255
	Vendor specific

(The active congestion control protocol is specified in the Vendor Specific element)


The congestion mode identifier value of 0 indicates the mesh STA has no active congestion control protocol, and can be set as the default value for the congestion control mode identifier in the MBSS.

When the Congestion Control Mode Identifier field is 255, the active congestion control protocol is specified by the Vendor Specific element that is present in the frame. The content of the Vendor Specific element is beyond the scope of this standard. (See 7.3.2.26)

· Synchronization Protocol Identifier

The Synchronization Protocol Identifier field indicates the synchronization protocol that is currently activated in the MBSS. Table s6 (Synchronization Protocol Identifier values) provides the synchronization protocol identifier values defined by this standard.

	· Synchronization Protocol Identifier values 

	Value
	Meaning

	0
	Neighbor offset protocol defined in 11C.12.2.2 (Neighbor Offset Protocol) (default synchronization protocol)

	1-254
	Reserved

	255
	Vendor specific

(The active synchronization protocol is specified in the Vendor Specific element)


The Neighbor offset protocol is defined as a default synchronization protocol among mesh STAs. The details of the Neighbor offset protocol are described in 11C.12.2.2 (Neighbor Offset Protocol).

When the Synchronization Protocol Identifier field is 255, the active synchronization protocol is specified by the Vendor Specific element that is present in the frame. The content of the Vendor Specific element is beyond the scope of this standard. (See 7.3.2.26)

· Authentication Protocol Identifier

The Authentication Protocol Identifier field indicates the type of authentication protocol that is currently used to secure the MBSS. Table s7 (Authentication Protocol Identifier values) provides the authentication protocol identifier values defined by this standard.

	· Authentication Protocol Identifier values 

	Value
	Meaning

	0
	No authentication method is required to establish mesh peerings within the MBSS

	1
	SAE defined in 8.2A (Authentication using a pre-shared secret)

	2-254
	Reserved

	255
	Vendor specific

(The active authentication protocol is specified in the Vendor Specific element)


When the Authentication Protocol Identifier field is 255, the active authentication protocol is specified by the Vendor Specific element that is present in the frame. The content of the Vendor Specific element is beyond the scope of this standard. (See 7.3.2.26)

· Mesh Formation Info

The format of the Mesh Formation Info field is shown in Figure s15 (Mesh Formation Info field).

	B0
	B1
B6
	B7

	Connected to Portal
	Number of Peerings
	Reserved

	Bits: 1
	6
	1

	· Mesh Formation Info field


The Connected to Portal field is set to 1, if the mesh STA has a mesh path to a mesh STA collocated with a portal, and set to 0 otherwise.

The Number of Peerings field contains an unsigned integer that indicates the number of mesh peerings currently maintained by the mesh STA or 63 whichever is smaller.

· Mesh Capability

The Mesh Capability field comprises a set of values indicating whether a mesh STA is a possible candidate for mesh peering establishment. The details of the Mesh Capability field are shown in Figure s16 (Mesh Capability field).

	B0
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
 B15

	Accepting Additional Mesh Peerings
	MCCA Supported
	MCCA Enabled
	Forwarding
	Beacon Timing Report Enabled
	TBTT Adjustment Enabled
	TBTT Adjusting
	Mesh Power Save Level
	Reserved

	Bits: 1
	1
	1
	1
	1
	1
	1
	1
	8

	· Mesh Capability field


The Accepting Additional Mesh Peerings subfield is set to 1 if the mesh STA is willing to establish additional mesh peerings with other mesh STAs and set to 0 otherwise (i.e., the Accepting Additional Mesh Peerings subfield is set to the value of dot11MeshAcceptingAdditionalPeerings). 
The MCCA Supported subfield is set to 1 if the mesh STA implements the MCCA CF and set to 0 otherwise (i.e., the MCCA Supported subfield is set to the value of dot11MCCAImplemented). 

The MCCA Enabled subfield is set to 1 if the mesh STA is using the MCCA CF and set to 0 otherwise (i.e., the MCCA Enabled subfield is set to the value of dot11MCCAActivated).
The Forwarding subfield is set to 1 if the mesh STA forwards MSDUs and set to 0 otherwise (i.e., the Forwarding subfield is set to the value of dot11MeshForwarding). (#305)
The Beacon Timing Report Enabled subfield is set to 1 if MBCA beacon timing advertisement is enabled and is set to 0 otherwise. (see 11C.12.4.2 (Beacon timing advertisement))

The TBTT Adjustment Enabled subfield is set to 1 if the TBTT selection and TBTT adjustment is enabled and is set to 0 otherwise. (see 11C.12.4.3 (TBTT selection) and 11C.12.4.4 (TBTT adjustment))

The TBTT Adjusting subfield is set to 1 while the TBTT adjusting procedure is on going to notify that the mesh STA’s TBTT is shifting intentionally, and is set to 0 otherwise. (See 11C.12.4.4.3 (Adjustment procedure))

The Mesh Power Save Level field and the Power Management field in the Frame Control field indicate the mesh power mode of the mesh STA. The Power Management subfield set to 1 and the Mesh Power Save Level field set to 0 indicate that the mesh STA is operating in light sleep mode.The Power Management field set to 1 and the Mesh Power Save Level set to 1 indicate that mesh STA is operating in deep sleep mode. The Mesh Power Save Level field is reserved, if the Power Management subfield is set to 0.

· Mesh discovery

· General

A mesh STA shall perform either active scanning or passive scanning to discover an operating mesh BSS using the SCAN primitive (see 10.3.2 (Scan)). A mesh profile, a set of parameters identifying the mesh BSS configuration, can be also obtained through the scanning process, and it can be used to determine the scanning mesh STA's active mesh profile. Based on the result of the scan, the mesh STA may establish a new mesh BSS or become a member of the existing mesh BSS, using START primitive see 10.3.10 (Start). MLME-START.request triggers beaconing that facilitates the discovery of the mesh STA by the neighbor mesh STAs. The mesh STA that becomes a member of the existing mesh BSS may establish a mesh peering with one or more neighbor mesh STAs that are in the existing mesh BSS.
· Mesh identifier

A Mesh ID indicates the identity of an MBSS. The Mesh ID may be installed in mesh capable devices by a variety of means that are beyond the scope of this standard. For example, the Mesh ID might be set by the user, e.g., “Mike’s Mesh”. A mesh STA shall include the Mesh ID element (see 7.3.2.96 (Mesh ID element)) containing its Mesh ID in its Beacon, Probe Response frames, in order to advertise its identity. A mesh STA shall also include the Mesh ID element containing its Mesh ID in its Mesh Peering Open frames, Mesh Peering Confirm frames, and Mesh Peering Close frames.
A mesh STA shall set SSID element (see 7.3.2.1 (SSID element)) in Beacon, Probe Request, and Probe Response frames to the wildcard SSID.

NOTE—The wildcard SSID is used to notify non-mesh STAs that the mesh STA is neither a part of an infrastructure BSS nor an IBSS, so that the non-mesh STAs do not try to join the mesh BSS.

· Mesh profile
The mesh profile is a set of parameters that identifies the attribute of the mesh BSS. In a mesh BSS, all mesh STAs use the same mesh profile. Before establighing a mesh BSS or becoming a member of a mesh BSS, the mesh STA shall activate one mesh profile and may not change the mesh profile unless it leaves the mesh BSS of which it is a member. When a mesh STA leaves the mesh BSS of which it is a member, it should close all of its active mesh peerings explicitly using Mesh Peering Close frames (see 11C.3.2.4 (Mesh Peering Close frames)) and shall discard all session information obtained while operating under that profile, such as local forwarding information, security associations (and related keys), etc. An MLME receives the mesh STA’s active mesh profile from the SME upon receipt of an MLME-START.request primitive.
A mesh profile is considered as the same if all parameters comprise the mesh profile matches. A mesh profile consists of:

· A Mesh ID – specified by dot11MeshID
· A path selection protocol identifier – specified by dot11ActivePathSelectionProtocol
· A path selection metric identifier – specified by dot11ActivePathSelectionMetric (#914)
· A congestion control mode identifier – specified by dot11ActiveCongestionControlMode
· A synchronization protocol identifier – specified by dot11ActiveSynchronizationProtocol
· An authentication protocol identifier – specified by dot11ActiveAuthenticationProtocol
Active mesh profile is signalled through the Beacon and Probe Response frames via the Mesh ID element and the Mesh Configuration element, so that the mesh profile can be obtained by its neighbor mesh STAs through the scan. Mesh Configuration element is also present in Mesh Peering Open frames and Mesh Peering Confirm frames.
11C.1.4 Supplemental information for the mesh discovery
A mesh STA shall signal if it is willing to establish an additional mesh peerings with other mesh STAs. The mesh STA sets the Accepting Additional Mesh Peering subfield in the Mesh Capability field in the Mesh Configuration element to 1 when it is willing to accept new mesh peerings (see 7.3.2.95.8 (Mesh Capability)). This parameter is dynamically controlled by SME and given to MLME by dot11MeshAcceptingAdditionalPeerings.
NOTE: This control is driven by the internal policy. When Accepting Additional Mesh Peering subfield is 1, the mesh STA is supposed to have internal resource to accommodate more mesh peerings. The internal policy is outside the scope of this standard. For instance, a mesh STA might be configured to be able to maintain only two mesh peerings.
A mesh STA shall announce its topological information through the Mesh Formation Info field in the Mesh Configuration element. The contents of the Mesh Formation Info field shall be coded to reflect the current configuration.
11C.1.5 Scanning mesh BSSs
A mesh STA shall perform active scanning or passive scanning, depending on the value of the ScanMode parameter of the MLME-SCAN.request primitive (see 11.1.3), to discover neighbor mesh STAs. Upon receipt of an MLME-SCAN.request with the Mesh ID parameter set to the wildcard Mesh ID, the STA shall passively scan for any Beacon frames, or actively transmit Probe Request frames containing the wildcard Mesh ID, as appropriate depending on the value of ScanMode. Upon completion of scanning, an MLME-SCAN.confirm is issued by the MLME indicating all of the discovery information received. Further, mesh STAs shall conform to the passive scan procedure as described in 11.1.3.1 (Passive scanning) and the active scan procedure as described in 11.1.3.2 (Active scanning).
11C.1.6 Determination of the candidate peer mesh STA
When a mesh STA discovers one or more neighbor mesh STAs through scanning process, it may try to become a member of the mesh BSS of which the discovered mesh STA is a member, and establish a mesh peering with the neighbor mesh STA.


A discovered neighbor mesh STA shall be considered a candidate peer mesh STA if and only if all of the following conditions are met:

· A Beacon or Probe Response frame is received from the discovered neighbor mesh STA.

· The received Beacon or Probe Response frame indicates that the neighbor mesh STA uses the same mesh profile as the mesh STA’s. 
· The received Beacon or Probe Response frame contains a Mesh Configuration element (see 7.3.2.95 (Mesh Configuration element)), and the Accepting Additional Mesh Peerings subfield in the Mesh Capability field is set to 1. 
· The received Beacon or Probe Response frame indicates that the neighbor mesh STA uses the same 
· 
· 
· 
· 
· 
· BSSBasicRateSet as the mesh STA’s.
Additionally, if both the scanning mesh STA and the discovered neighbor STA are HT STAs, the following condition shall be met to consider the discovered mesh STA a candidate mesh STA.
· The received Beacon or Probe Response frame indicates that the neighbor mesh STA uses the same BSSBasicMCSSet as the mesh STA’s.
NOTE1-- If the scanning mesh STA has not become a member of any MBSS yet, it may simply activate the same mesh profile as the discovered neighbor mesh STA’s profile to fulfill these conditions.

The Mesh Formation Info field in the Mesh Configuration element is available to assist mesh STAs in determining which neighbor mesh STAs to establish mesh peerings with. The details of the usage of this information are beyond the scope of this standard.



NOTE2—Selection of candidate peer mesh STAs with whom to form links is outside the scope of this standard. That is, the mesh STA might freely select the mesh STAs with which it attempts to establish a mesh peering.

A candidate peer mesh STA becomes a peer mesh STA only after the mesh peering management protocol (11C.3 (Mesh peering management)) has been completed successfully and a mesh peering is established between the two mesh STAs.

11C.1.7 Establishing or becoming a member of a mesh BSS
After the determination of the active mesh profile, the mesh STA may establish a new mesh BSS or become a new member to an existing mesh BSS. In either case, the mesh STA shall start beaconing using START primitive. Upon receipt of an MLME-START.request, a mesh STA shall select a beacon period, initialize and start its TSF timer as specified by its active synchronization protocol as described in 11C.12.2 (Extensible synchronization framework), and begin transmitting Beacon frames as described in 11C.12.3 (Beaconing). 
If dot11MultiDomainCapabilityActivated is true, a mesh STA shall not establish or become a member of a mesh BSS, unless a properly formed Beacon frame including a Country element can be constructed, and dot11CountryString has been set.
A STA shall include a Country element in the transmission of Beacon frames if either dot11MultiDomainCapabilityActivated, dot11SpectrumManagementRequired, or dot11RadioMeasurementEnabled is true. See 7.2.3.1 (Beacon frame format) for the description of a properly formed Beacon frame.
A mesh STA may continue the discovery procedure after establishing or becoming a member of an MBSS, in order to look for other candidate peer mesh STAs to establish mesh peerings with.

· Processing Mesh Peering Management frames

· Overview

Mesh Peering Management frames are Self Protected Action frames. When Mesh Peering Management frames are used for MPM, protection on these frames is not enabled (see 7.4.14 (Self Protected Action frame details)).

The construction of Mesh Peering Management frames is specified in 11C.3.2.2.1 (Mesh Peering Open frame contents), 11C.3.2.3.1 (Mesh Peering Confirm frame contents), and 11C.3.2.4.1 (Mesh Peering Close frame contents).

The mesh STA shall process mesh peering instance identifier in the incoming Mesh Peering Management frame using the Mesh Peering Instance Controller. Mesh Peering Management frames accepted by the Mesh Peering Instance Controller shall be passed to the corresponding mesh peering management state machine for further processing.

The MPM FSM shall classify the incoming Mesh Peering Management frames to decide either to accept, reject, or silently discard the frame. If the frame contains a group address in TA or RA, it shall be silently discarded. Processing of Mesh Peering Management frames is specified in 11C.3.2.1 (Overview

)
, 11C.3.2.2.2 (Processing Mesh Peering Open frames), 11C.3.2.3.2 (Processing Mesh Peering Confirm frames), and 11C.3.2.4.2 (Processing Mesh Peering Close frames). If the incoming frame is accepted or rejected, further actions shall be taken according to the mesh peering management finite state machine as specified in 11C.3.3 (Mesh Peering Management Finite State Machine

 (MPM FSM))
.

The mesh STA shall process the configuration parameters conveyed in the Mesh Peering Open and Mesh Peering Confirm frames in a mesh peering instance. Mesh STA shall verify that the parameters reported by the candidate peer mesh STA in the Mesh Peering Confirm frame match the parameter values the mesh STA has agreed to use for this mesh peering instance. In particular, the mesh STA shall verify the following fields or subfields. This verification is needed to satisfy the consistency property, i.e., to guarantee that mesh STAs agree on the configuration before establishing a mesh peering.

 The configuration includes the following elements:

· Mesh ID element

· Fields in Mesh Configuration element

· Active Path Selection Protocol Identifier field

· Active Path Selection Metric Identifier field

· Congestion Control Mode Identifier field

· Synchronization Protocol Identifier field

· Authentication Protocol Identifier field

· Mesh Capability field, including the following subfields

· Accepting Additional Mesh Peerings

· MCCA Enabled

· Supported rates element, Extended Supported Rates element, and HT Operation element if present

Mesh STAs shall verify that the same Mesh ID is used.

Mesh STAs shall verify that the same Path Selection Protocol, the same Path Selection Metric, the same Congestion Control Mode, and the Synchronization Protocol are used.

Mesh STAs shall verify that the same Authentication Protocol is used. If the agreed authentication protocol is SAE, the mesh STA shall verify that Mesh Peering Protocol Identifier in MPM element is set to “Authenticated Mesh Peering Exchange”, AMPE element and MIC element are present in the frame, and RSN element is present if it is a Mesh Peering Open frame or Mesh Peering Confirm frame.

Mesh STAs shall verify that the candidate peer mesh STA sets the Accepting Additional Mesh Peerings subfield to 1.

The mesh STA shall verify that it supports MCCA services when the candidate peer mesh STA sets the MCCA Enabled subfield to 1.

Mesh STAs shall verify that the candidate peer mesh STA uses the same BSSBasicRateSet parameter. 

HT mesh STAs shall verify that the candidate peer mesh STA uses the same BSSBasicMCSSet parameter when the candidate mesh STA is a HT STA.

If any of the verifications fails, the received Mesh Peering Open frame or Mesh Peering Confirm frame shall be rejected and mesh peering establishment attempt shall be terminated. Further actions associated with closing a mesh peering instance is specified in 11C.3.3 (Mesh Peering Management Finite State Machine

 (MPM FSM))
.

When two HT mesh STA establish a mesh peering, and they support a common HT capability, the HT feature may be used for the mesh peering communication.

· Mesh Peering Open frames

· Mesh Peering Open frame contents

The Mesh Peering Open frame shall contain:

· In the Mesh Peering Management element, the Mesh Peering Protocol Identifier shall be set to 00-0F-AC:0 “Mesh Peering Management Protocol”.

· Mesh ID, which shall be set to the Mesh ID supported by the mesh STA’s mesh profile.

· Mesh Configuration

· Active Path Selection Protocol ID field shall be set to the value supported by the mesh STA’s mesh profile

· Active Path Selection Metric ID field shall be set to the value supported by the mesh STA’s mesh profile

· Congestion Control Mode ID shall be set to the value supported by the mesh STA's mesh profile. 

· Synchronization Protocol ID shall be set to the value supported by the mesh STA's mesh profile.

· Authentication Protocol ID shall be set to the value supported by the mesh STA's mesh profile.

· Mesh Capability field

· Accepting Additional Mesh Peerings subfield is set to 1

· MCCA Enabled subfield is set according to the mesh STA’s configuration

· Mesh Peering Management element shall contain the Local Link ID field. The Local Link ID field shall be set to the identifier generated to identify the current mesh peering instance.

· Other elements as defined in 7.4.14.2 (

· Mesh Peering Open frame format) may be present and set to the value according to mesh STA’s parameter configuration.

· Processing Mesh Peering Open frames

The mesh STA shall first process the Mesh ID element and Mesh Configuration element as specified in 11C.3.2.1 (Overview

)
. 

The mesh STA shall reject the Mesh Peering Open frame if it contains an unacceptable or erroneous configuration parameter (see 11C.3.2.1 (Overview

)
) or the value of a configuration parameter (see 11C.3.2.1 (Overview

)
) is not the same as the value in either a Mesh Peering Open frame or a Mesh Peering Confirm frame received earlier for this mesh peering instance.

In other cases, the mesh STA may accept the Mesh Peering Open frame. The mesh peering instance state shall be updated to include the mesh peering instance identifier and other information from Mesh Configuration element. The mesh STA may also update the mesh peering state based on other parameters in the Mesh Peering Open frame.

· Extensible path selection framework

This standard includes an extensible framework to enable flexible implementation of path selection protocols and metrics within the mesh framework. The standard includes a default mandatory path selection protocol (HWMP) and default mandatory path selection metric (Airtime Link Metric) for all mesh STAs to to ensure interoperability.

A mesh STA may include multiple protocol implementations (that is, the default protocol, vendor specific protocols, etc.) as well as multiple metric implementations, but only one path selection protocol and only one path selection metric shall be used by a mesh STA at a time.

As described in 11C.1.3 (Profiles for extensibility) and 11C.1.4 (Candidate peer mesh STA discovery), mesh STAs use the Mesh Configuration element (7.3.2.95 (Mesh Configuration element)) to announce the active path selection protocol and active path selection metric of the MBSS. This allows a neighbor mesh STA to identify if it should become a member of the MBSS and how it should establish mesh peerings with its members. This standard does not force an existing MBSS that is using a protocol other than the default protocol to switch to the default protocol when a new mesh STA requests mesh peering establishment. While it is possible, in principle, to implement such behavior, an algorithm to coordinate such reconfiguration is beyond the scope of this standard.

· (normative) Protocol Implementation Conformance Statement (PICS) proforma
· PICS proforma - IEEE Std 802.11, 2007

A.4.4.2 MAC frames
Insert the following rows after the “FT25” row of the table in A.4.4.2:

	Item
	Protocol Capability
	Reference
	Status
	Support

	FT26
	Mesh Data frames
	7.1.3.1 (Frame Control field), 7.1.3.6.3 (Mesh Control field)
	MP2:M
	Yes No N/A 

	FT27
	Mesh Peering Open frame
	7.4.14.2 (

Mesh Peering Open frame format)
	MP1.4.1:M
	Yes No N/A 

	FT28
	Mesh Peering Confirm frame
	7.4.14.3 (Mesh Peering Confirm frame format)
	MP1.4.2:M
	Yes No N/A 

	FT29
	Mesh Peering Close frame
	7.4.14.4 (Mesh Peering Close frame format)
	MP1.4.3:M
	Yes No N/A 

	FT30
	Mesh Link Metric Request frame
	7.4.15.2 (Mesh 

Link Metric Request frame format)
	MP11.1:M
	Yes No N/A 

	FT31
	Mesh Link Metric Report frame
	7.4.15.3 (Mesh Link Metric Report frame format)
	MP11.2:M
	Yes No N/A 

	FT32
	Mesh Path Selection frame
	7.4.16.2 (

HWMP Mesh Path Selection frame format)
	HWM1:M
	Yes No N/A 

	FT33
	Portal Announcement frame
	7.4.17.2 (

Portal Announcement frame format), 11C.8 (Interworking)
	HWM1:M
	Yes No N/A  

	FT34
	Congestion Control Notification frame
	7.4.18.2 (Congestion Control Notification frame format), 11C.11 (Intra-mesh congestion control)
	MP6.2:M
	Yes No N/A  

	FT35
	MCCA Setup Request frame
	7.4.18.3 (MCCA Setup Request frame format)
	MP5:M
	Yes No N/A 

	FT36
	MCCA Setup Reply frame
	7.4.18.4 (MCCA Setup Reply frame format)
	MP5:M
	Yes No N/A  

	FT37
	MCCAOP Advertisement Request frame
	7.4.18.5 (MCCAOP Advertisement Request frame format)
	MP5:M
	Yes No N/A  

	FT38
	MCCAOP Advertisements frame
	7.4.18.6 (MCCAOP Advertisements frame format)
	MP5:M
	Yes No N/A  

	FT39
	MCCAOP Reservation Teardown frame
	7.4.18.7 (MCCAOP Reservation Teardown frame format)
	MP5:M
	Yes No N/A  

	FT40
	TBTT Adjustment Request frame
	7.4.18.8 (TBTT Adjustment Request frame format)
	MP4.2.2:M
	Yes No N/A  

	FT41
	Mesh Channel Switch Announcement frame 
	7.4.18.10 (Mesh Channel Switch Announcement frame format)
	MP7.1:M
	Yes No N/A  

	FT42
	Proxy Update frame
	7.4b.2.2 (Proxy Update frame format)
	MP12:M
	Yes No N/A 

	FT43
	Proxy Update Confirmation frame
	7.4b.2.3 (Proxy Update Confirmation frame format )
	MP12:M
	Yes No N/A  


Insert the following rows after the “FR25” row of the table in A.4.4.2: 

	Item
	Protocol Capability
	Reference
	Status
	Support

	FR26
	Mesh Data frames
	7.1.3.1 (Frame Control field), 7.1.3.6.3 (Mesh Control field)
	MP2:M
	Yes No N/A 

	FR27
	Mesh Peering Open frame
	7.4.14.2 (

Mesh Peering Open frame format)
	MP1.4.1:M
	Yes No N/A 

	FR28
	Mesh Peering Confirm frame
	7.4.14.3 (Mesh Peering Confirm frame format)
	MP1.4.2:M
	Yes No N/A 

	FR29
	Mesh Peering Close frame
	7.4.14.4 (Mesh Peering Close frame format)
	MP1.4.3:M
	Yes No N/A 

	FR30
	Mesh Link Metric Request frame
	7.4.15.2 (Mesh 

Link Metric Request frame format)
	MP11.1:M
	Yes No N/A 

	FR31
	Mesh Link Metric Report frame
	7.4.15.3 (Mesh Link Metric Report frame format)
	MP11.2:M
	Yes No N/A 

	FR32
	Mesh Path Selection frame
	7.4.16.2 (

HWMP Mesh Path Selection frame format)
	HWM1:M
	Yes No N/A 

	FR33
	Portal Announcement frame
	7.4.17.2 (

Portal Announcement frame format), 11C.8 (Interworking)
	HWM1:M
	Yes No N/A  

	FR34
	Congestion Control Notification frame
	7.4.18.2 (Congestion Control Notification frame format), 11C.11 (Intra-mesh congestion control)
	MP6.2:M
	Yes No N/A  

	FR35
	MCCA Setup Request frame
	7.4.18.3 (MCCA Setup Request frame format)
	MP5:M
	Yes No N/A 

	FR36
	MCCA Setup Reply frame
	7.4.18.4 (MCCA Setup Reply frame format)
	MP5:M
	Yes No N/A  

	FR37
	MCCAOP Advertisement Request frame
	7.4.18.5 (MCCAOP Advertisement Request frame format)
	MP5:M
	Yes No N/A  

	FR38
	MCCAOP Advertisements frame
	7.4.18.6 (MCCAOP Advertisements frame format)
	MP5:M
	Yes No N/A  

	FR39
	MCCAOP Reservation Teardown frame
	7.4.18.7 (MCCAOP Reservation Teardown frame format)
	MP5:M
	Yes No N/A  

	FR40
	TBTT Adjustment Request frame
	7.4.18.8 (TBTT Adjustment Request frame format)
	MP4.2.2:M
	Yes No N/A  

	FR41
	Mesh Channel Switch Announcement frame 
	7.4.18.10 (Mesh Channel Switch Announcement frame format)
	MP7.1:M
	Yes No N/A  

	FR42
	Proxy Update frame
	7.4b.2.2 (Proxy Update frame format)
	MP12:M
	Yes No N/A 

	FR43
	Proxy Update Confirmation frame
	7.4b.2.3 (Proxy Update Confirmation frame format )
	MP12:M
	Yes No N/A  


· Mesh Protocol Capabilities

· General Mesh Support

	Item
	Protocol Capability
	Reference
	Status
	Support

	*MP1
	Support of Mesh Capability
	5.2.13 (Mesh BSS: The 802.11 wireless mesh network)
	PC39:M
	Yes No N/A  

	MP1.1
	Announcement of mesh profile and supplemental information for the mesh discovery 
	11C.1.3 (Mesh profile), 11C.1.4 (Supplemental information for the mesh discovery)
	MP1:M
	Yes No N/A 

	MP1.2
	Candidate peer mesh STA determination 
	11C.1.6 (Determination of the candidate peer mesh STA)
	MP1:M
	Yes No N/A 

	MP1.3
	Becoming a member of a mesh BSS 
	11C.1.7 (Establishing or becoming a member of a mesh BSS)
	MP1:M
	Yes No N/A 

	MP1.4
	Mesh Peering Management 
	11C.3 Mesh peering management
	MP1:M
	Yes No N/A 

	*MP1.4.1
	Processing of Mesh Peering Open frame 
	11C.3.2.2 Mesh Peering Open frames
	MP1.4:M
	Yes No N/A 

	*MP1.4.2
	Processing of Mesh Peering Confirm frame 
	11C.3.2.3 Mesh Peering Confirm frames
	MP1.4:M
	Yes No N/A 

	*MP1.4.3
	Processing of Mesh Peering Close frame 
	11C.3.2.4 Mesh Peering Close frames
	MP1.4:M
	Yes No N/A 

	MP1.4.4
	MPM Finite State Machine 
	11C.3.3 Mesh Peering Management Finite State Machine
	MP1.4:M
	Yes No N/A 

	MP1.5
	Authenticated Mesh Peering Exchange 
	11C.4 Authenticated Mesh Peering Exchange
	MP1:O
	Yes No N/A 

	MP1.5.1
	Protected Mesh Peering Management frame processing 
	11C.4.3 Construction and Processing AES-SIV...
	MP1.5:M
	Yes No N/A 

	MP1.5.2
	AMPE Finite State Machine 
	11C.4.6 Authenticated Mesh Peering Exchange Finite State Machine
	MP1.5:M
	Yes No N/A 

	MP1.5.3
	MGTK distribution 
	11C.4.4 MGTK Distribution
	MP1.5:M
	Yes No N/A 

	*MP2
	Mesh Control field
	7.1.3.6.3 (Mesh Control field)
	MP1:M
	Yes No N/A 

	MP2.1
	Address Extension recognition
	7.1.3.6.3 (Mesh Control field)
	MP2:M
	Yes No N/A 

	MP2.2
	Decrement of Mesh frame TTL
	7.1.3.6.3 (Mesh Control field)
	MP2:M
	Yes No N/A 

	MP3
	Mesh STA beaconing
	11C.12.3 (Beaconing)
	MP1:M
	Yes No N/A  

	MP4
	Mesh STA synchronization
	11C.12.2 (Extensible synchronization framework)
	MP1:M
	Yes No N/A  

	MP4.1
	Neighbor Offset Protocol
	 11C.12.2.2 (Neighbor Offset Protocol)
	MP4:M
	Yes No N/A  

	MP4.2
	Mesh Beacon Collision Avoidance 
	11C.12.4 (Mesh Beacon Collision Avoidance (MBCA))
	MP4:O
	Yes No N/A  

	MP4.2.1
	Beacon timing announcement
	11C.12.4.2 (Beacon timing advertisement)
	MP4:O
	Yes No N/A  

	*MP4.2.2
	TBTT adjustment
	11C.12.4.3 (TBTT selection)
	MP4:O
	Yes No N/A  

	*MP5
	MCCA
	9.9a.3 (MCF coordinated channel access (MCCA))
	MP1:O
	Yes No N/A 

	MP5.1
	MCCAOP Advertisement
	9.9a.3.8 (MCCAOP Advertisements)
	MP5:M
	Yes No N/A 

	MP5.2
	Neighbor MCCAOP Recognition
	9.9a.3.4 (Neighborhood MCCAOP times at a mesh STA) - 9.9a.3.6 (MCCA access fraction (MAF))
	MP5:M
	Yes No N/A  

	MP5.3
	MCCAOP Setup
	9.9a.3.7 (MCCAOP setup procedure)
	MP5:M
	Yes No N/A  

	MP5.4
	Access during MCCAOPs
	9.9a.3.10 (Access during MCCAOP)
	MP5:M
	Yes No N/A 

	MP6
	Intra Mesh Congestion Control
	11C.11 (Intra-mesh congestion control)
	MP1:O
	Yes No N/A  

	MP6.1
	Local congestion monitoring and detection
	11C.11 (Intra-mesh congestion control)
	MP6:M
	Yes No N/A  

	*MP6.2
	Congestion Control signaling
	11C.11 (Intra-mesh congestion control)
	MP6:M
	Yes No N/A  

	MP6.3
	Local rate control
	11C.11 (Intra-mesh congestion control)
	MP6:M
	Yes No N/A  

	MP7
	MBSS channel selection
	11C.6 (MBSS channel switching)
	MP1:M
	Yes No N/A 

	*MP7.1
	Channel switch announcement
	11C.6 (MBSS channel switching)
	MP7:M
	Yes No N/A 

	MP7.2
	Channel switch execution
	11C.6 (MBSS channel switching)
	MP7:M
	Yes No N/A 

	MP8
	Mesh power save operation (operation in light or deep sleep mode)
	11C.13 (Power save in a mesh BSS)
	MP1:O
	Yes No N/A 

	MP8.1
	Mesh power modes
	11C.13.2 (Link specific mesh power modes), 

11C.13.9 (Operation in link specific mesh power mode)
	MP8:M
	Yes No N/A 


11C.13.4 (Mesh power mode indications and transitions

	)

	MP8:M
	Yes No N/A 


11C.13.7 (Mesh Awake Window

	)

	MP8:M
	Yes No N/A 

	MP9
	Mesh power save support
	11C.13 (Power save in a mesh BSS)
	MP1:M
	Yes No N/A 


11C.13.5 (TIM transmissions

	 in an MBSS)

	MP9:M
	Yes No N/A 

	MP9.2
	Link specific mesh power modes
	11C.13.2 (Link specific mesh power modes)
	MP9:M
	Yes No N/A 

	MP9.3
	Non-peer power modes
	11C.13.3 (Non-peer mesh power modes)
	MP9:M
	Yes No N/A 


11C.13.10 (Peer service periods

	)

	MP9:M
	Yes No N/A 


11C.13.10 (Peer service periods

	)

	MP9:M
	Yes No N/A 

	MP10
	Airtime link metric computation
	11C.9 (Airtime link metric)
	MP1:M
	Yes No N/A 

	MP11
	Link metric reporting
	11C.7.4 (Link metric reporting)
	MP1:M
	Yes No N/A  

	*MP11.1
	Link metric request
	11C.7.4 (Link metric reporting)
	MP11:M
	Yes No N/A  

	*MP11.2
	Link metric report
	11C.7.4 (Link metric reporting)
	MP11:M
	Yes No N/A  

	*MP12
	Proxy operation
	11C.8.4 (Proxy protocol)
	MP1:O
	Yes No N/A  

	MP13
	MSDU/MMPDU forwarding
	11C.7 Mesh pathselection and forwarding framework
	MP1:O
	Yes No N/A  

	MP13.1
	Individually addressed MSDU forwarding
	11C.7.5.2 (Addressing of individually address frames and data forwarding)
	MP13:M
	Yes No N/A  

	MP13.2
	Group addressed MSDU forwarding
	11C.7.5.3 (Addressing of group address frames and data forwarding)
	MP13:M
	Yes No N/A  

	MP13.3
	MMPDU forwarding
	11C.7.5.4 (Addressing of management frames and MMPDU forwarding)
	MP13:M
	Yes No N/A  


· (normative) ASN.1 encoding of the MAC and PHY MIB

dot11SAERetransPeriod OBJECT-TYPE


SYNTAX INTEGER


MAX-ACCESS read-only


STATUS current


DESCRIPTION

"This is a status variable.

It is written by the SME when establishing or becoming a member of a BSS.

This object specifies the initial retry timeout, in millisecond units, used by the SAE authentication and key establishment protocol."


DEFVAL {40}


::= { dot11OperationEntry 21}

Dot11MeshStationConfigEntry ::=


SEQUENCE {



dot11MeshID






OCTET STRING,



dot11MeshNumberOfPeerings




INTEGER, 


dot11MeshAcceptingAdditionalPeerings


TruthValue, 


dot11MeshConnectedToPortal




TruthValue, 


dot11MeshSecurityActivated




TruthValue, 


dot11MeshActiveAuthenticationProtocol


INTEGER, 


dot11MeshConfigGroupUpdateCount



INTEGER, 



dot11MeshActivePathSelectionProtocol


INTEGER, 


dot11MeshActivePathSelectionMetric


INTEGER, 


dot11MeshForwarding





TruthValue,



dot11MeshMaxRetries





INTEGER,



dot11MeshRetryTimeout




INTEGER,



dot11MeshTTL






INTEGER,



dot11MeshPortalAnnouncementProtocol 


TruthValue,



dot11MeshPortalAnnouncementInterval


INTEGER,



dot11MeshConfirmTimeout




INTEGER,



dot11MeshHoldingTimeout




INTEGER,



dot11MeshActiveCongestionControlMode


INTEGER, 



dot11MeshActiveSynchronizationProtocol


INTEGER,



dot11MeshNbrOffsetMaxNeighbor



INTEGER,



dot11MeshBeaconTimingReportInterval


INTEGER,



dot11MeshBeaconTimingReportMaxNum



INTEGER,



dot11MeshTBTTSelectionActivated



TruthValue,



dot11MeshDelayedBeaconTxInterval



INTEGER,



dot11MeshDelayedBeaconTxMaxDelay



INTEGER,



dot11MeshDelayedBeaconTxMinDelay



INTEGER,



dot11MeshAverageBeaconFrameDuration


INTEGER,



dot11MeshSTAMissingAckRetryLimit



INTEGER,



dot11MCCAImplemented 




TruthValue,



dot11MCCAActivated 





TruthValue,



dot11MAFlimit 





INTEGER,



dot11MCCAScanDuration




INTEGER,



dot11MCCAAdvertPeriodMax




INTEGER,



dot11MCCATrackStates OBJECT-TYPE



INTEGER,



dot11MCCAOPtimeout





INTEGER,



dot11MCCACWmin





INTEGER,



dot11MCCAAIFSN





INTEGER

} 

dot11MeshID OBJECT-TYPE


SYNTAX OCTET STRING (SIZE(0..32))


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

Changes take effect for the next MLME-START.request.

This attribute reflects the Mesh ID configured in this entity."

dot11MeshNumberOfPeerings OBJECT-TYPE



SYNTAX INTEGER (0..255)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.
Changes take effect as soon as practial in the implementation.

This object shall indicate the number of mesh peering currently maintained by the STA. This value is reflected in the Number of Peerings subfield in the Mesh Formation Info field in the Mesh Configuration element."

dot11MeshAcceptingAditionalPeerings OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.
Changes take effect as soon as practial in the implementation.

This object shall specify whether or not the station is willing to accept additional peerings. This value is reflected in the Accepting Additional Mesh Peerings subfield in the Mesh Capability field in the Mesh Configuration element."

dot11MeshConnectedToPortal OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.
Changes take effect as soon as practial in the implementation.

This object shall specify whether or not the station has a mesh path to a mesh STA collocated with a potal. This value is reflected in the Connected to Portal subfield in the Mesh Formation Info field in the Mesh Configuration element."

dot11MeshSecurityActivated OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object shall specify whether or not the station is security enabled."

dot11MeshActiveAuthenticationProtocol OBJECT-TYPE


SYNTAX INTEGER { Null (0), SAE (1), VendorSpecific (255) }

MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.
Changes take effect for the next MLME-START.request.

This attribute shall specify the active authentication protocol."
DEFVAL { Null }

dot11MeshConfigGroupUpdateCount OBJECT-TYPE


SYNTAX Unsigned32 (1..4294967295)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

The number of times Mesh Group Key Inform frame in Mesh Group Key Handshake will be retried per Mesh Group Key Handshake attempt."


DEFVAL { 3 }

dot11MeshActivePathSelectionProtocol OBJECT-TYPE


SYNTAX INTEGER { HWMP (0), VendorSpecific (255) }

MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.
Changes take effect for the next MLME-START.request.
This attribute shall specify the active path selection protocol."
DEFVAL { HWMP }
dot11MeshActivePathSelectionMetric OBJECT-TYPE


SYNTAX INTEGER { AirtimeLinkMetric (0), VendorSpecific (255) }

MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.
Changes take effect for the next MLME-START.request.

This attribute shall specify the active path selection metric."
DEFVAL { AirtimeLinkMetric }

dot11MeshForwarding OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute shall specify the ability of a mesh STA to forward MSDUs. The default value for this attribute is true."

dot11MeshMaxRetries OBJECT-TYPE


SYNTAX INTEGER


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object specifies the maximum number of Mesh Peering Open retries that can be sent to establish a new mesh peering instance in a mesh. The default value for this attribute is 2."

dot11MeshRetryTimeout OBJECT-TYPE


SYNTAX INTEGER


MAX-ACCESS read-write


STATUS current


DESCRIPTION 

"This is a control variable.

It is written by an external management entity.

This object specifies the initial retry timeout, in millisecond units, used by the Mesh Peering Open message. The default value for this attribute is 40."

dot11MeshTTL OBJECT-TYPE



SYNTAX INTEGER (0..255)



MAX-ACCESS read-write



STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute shall specify the value of TTL field set at a source mesh STA. The default value for this attribute is 31."

dot11MeshPortalAnnouncementProtocol OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute shall specify whether or not the mesh STA is using the Portal Announcement protocol. The default value for this attribute is false."

dot11MeshPortalAnnouncementInterval OBJECT-TYPE


SYNTAX INTEGER (1..65535)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

The Portal Announcement Interval is the number of seconds between the transmission of two Portal Announcements. The default value for this attribute is 10."

dot11MeshConfirmTimeout OBJECT-TYPE


SYNTAX INTEGER


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object specifies the initial retry timeout, in millisecond units, used by the Mesh Peering Open message. The default value for this attribute is 40."

dot11MeshHoldingTimeout OBJECT-TYPE


SYNTAX INTEGER


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object specifies the confirm timeout, in millisecond units, used by the mesh peering management to close a mesh peering. The default value for this attribute is 40."

dot11MeshActiveCongestionControlMode OBJECT-TYPE


SYNTAX INTEGER { 

Null (0), 


CongestionControlSignaling (1), 

VendorSpecific (255) }

MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.
Changes take effect for the next MLME-START.request.

This attribute shall specify the active congestion control protocol."
DEFVAL { Null }

dot11MeshActiveSynchronizationProtocol OBJECT-TYPE


SYNTAX INTEGER { NeighborOffsetProtocol (0), VendorSpecific (255) }


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.


Changes take effect for the next MLME-START.request.
This attribute shall specify the active synchronization protocol.

DEFVAL { NeighborOffsetProtocol }









dot11MeshNbrOffsetMaxNeighbor OBJECT-TYPE


SYNTAX INTEGER  (1..255)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object shall specify the maximum number of neighbor STAs with which the mesh STA maintains synchronization using the neighbor offset protocol. The default value for this attribute is 16. "

dot11MeshBeaconTimingReportInterval OBJECT-TYPE


SYNTAX INTEGER  (0..255)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object shall specify when the Beacon Timing element is present in Beacon frames. When set to 0, Beacon Timing element is not present in either Beacon frames or Probe Response frames. In other cases, Beacon Timing element is present when the DTIM Count value in the Beacon frame is zero or equal to an integer multiple of the set value. The default value for this attribute is 0. "

dot11MeshBeaconTimingReportMaxNum OBJECT-TYPE


SYNTAX INTEGER  (0..255)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object shall specify the maximum number of Beacon Timing Information field contained in a Beacon Timing element in the transmitting Beacon frames. The default value for this attribute is 16. "

dot11MeshTBTTSelectionActivated OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object shall specify whether or not the station activates Mesh TBTT selection functions, which is utilized to avoid beacon collisions. When set to true, the mesh STA selects its TBTT not to collide with neighbor’s and neighbor’s neighbor’s TBTT. The default value for this attribute is false. "

dot11MeshDelayedBeaconTxInterval OBJECT-TYPE


SYNTAX INTEGER  (0..255)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute shall specify the interval of the delayed beacon transmission, for MBCA purpose. The value 0 indicates that the delayed beacon transmission is disabled exceptionally. The default value for this attribute is 0."

dot11MeshDelayedBeaconTxMaxDelay OBJECT-TYPE


SYNTAX INTEGER  (0..4023)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute shall specify the maximum delay time from a TBTT for the delayed beacon transmission, for MBCA purpose. The value is expressed in units of microseconds. The default value for this attribute is 0."

dot11MeshDelayedBeaconTxMinDelay OBJECT-TYPE


SYNTAX INTEGER  (0..4023)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute shall specify the minimum delay time from a TBTT for the delayed beacon transmission, for MBCA purpose. The value is expressed in units of microseconds. The default value for this attribute is 0."

dot11MeshAverageBeaconFrameDuration OBJECT-TYPE


SYNTAX INTEGER  (0..4023)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute shall specify the expected averaged duration of last 16 Beacon frames received by the neighboring mesh STAs. The value is expressed in units of microseconds."

dot11MeshSTAMissingAckRetryLimit OBJECT-TYPE


SYNTAX INTEGER (0..100)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute indicates the number of times the mesh STA may retry a frame for which it does not receive an ACK for a STA in power-save mode after the mesh STA does not receive an ACK to a directed MPDU sent with the EOSP set to 1."

dot11MCCAImplemented OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-only


STATUS current


DESCRIPTION

"This is a capability variable.

Its value is determined by device capabilities.

This object shall specify whether or not the MCCA is implemented in this station."

dot11MCCAActivated OBJECT-TYPE


SYNTAX TruthValue 


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object shall specify whether or not the station is MCCA enabled."

dot11MAFlimit OBJECT-TYPE


SYNTAX INTEGER (0..255)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object shall specify the maximum MCCA Access Fraction allowed at the mesh STA. This number is always a multiple of (1/255)."

dot11MCCAScanDuration OBJECT-TYPE


SYNTAX INTEGER 


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute specifies the duration in TUs that a mesh STA scans on the current operating channel before it may accept or setup MCCAOPs."

dot11MCCAAdvertPeriodMax OBJECT-TYPE


SYNTAX INTEGER 


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object shall specify the maximum interval that a mesh STA with dot11MCCAActivated equal to TRUE waits for an MCCAOP Advertisements update. It is expressed in number of DTIM intervals."

dot11MCCATrackStates OBJECT-TYPE


SYNTAX INTEGER 


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object shall specify the minimum number of MCCAOP reservations which a mesh STA with dot11MCCAActivated equal to TRUE must track; it equals 83, which is the maximum number of MCCAOP reservations that can be reported in one MCCAOP Advertisement element."

dot11MCCAOPtimeout OBJECT-TYPE


SYNTAX INTEGER 


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This object specifies the timeout value for an MCCAOP teardown. It is expressed in TU."

dot11MCCACWmin OBJECT-TYPE


SYNTAX INTEGER (0..aCWmin)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute shall specify the value of the minimum size of the window that shall be used by the mesh STA during the MCCAOP for which it is the MCCAOP owner for generating a random number for the backoff. The default value of this attribute shall be 0."

dot11MCCAAIFSN OBJECT-TYPE


SYNTAX INTEGER (0..15)


MAX-ACCESS read-write


STATUS current


DESCRIPTION

"This is a control variable.

It is written by an external management entity.

This attribute shall specify the number of slots, after a SIFS duration, that the mesh STA shall sense the medium idle either before transmitting or executing a backoff during an MCCAOP for which it is the MCCAOP owner. The default value of this attribute shall be 1."
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Abstract
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