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Make the following changes to the Definitions section:
3. Definitions
3.268 emergency services association: A STA association to an RSN in which a STA without security credentials is granted access to the network for the purposes of accessing emergency services, using unprotected unicast frames.
Make the following changes to section 8:
8. Security
8.1.6 Emergency Service establishment in an RSN 
An AP that supports RSNAs and has the UESA bit set to 1 in the Interworking element in beacon and probe response frames, supports both RSNAs and Emer​gency Services associations (see 11.3.2.1) simultaneously.
NOTE: STAs with emergency services association are advised to discard all group addressed frames they receive, as they do not posses the Group Key and will not be able to decrypt group addressed frames.
NOTE: In an RSNA enabled BSS having one or more STAs associated with an emergency services association, an AP should avoid transmitting unprotected group addressed frames to not disturb the operation of STAs in possession of credentials. One possible way of achieving this is to support Proxy-ARP in the AP, as defined in 11.22.13. In addition, it is recommended that an AP supporting emergency services association should also support DMS to convert group addressed frames to individually addressed frames and transmit them to STAs associated using the emergency services association. STAs using emergency services association could request for DMS if needed.




Introduction


This proposal addresses comment ID 222


This proposal is based on Draft P802.11u_D8.03





The proposal addresses the RSNA bypassing procedure in the draft specification
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