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Make the following changes to  section 11.23.6:
11.23.6 Interworking Procedures: Emergency Alert System (EAS) Support
The Emergency Alert System (EAS) provides alerts, typically issued by authorities. The Interworking Proce​dures EAS support enables the alerts to be transmitted upon request from APs to non-AP STAs. Subsequent to advertisement in Beacon and Probe Response frames, a non-AP STA uses Native and non-Native GAS queries to retrieve an EAS message from the network according to the following procedures.
When dot11EASEnabled is set to TRUE, EAS operation shall be supported. When EAS operation is not sup​ported, dot11EASEnabled shall be set to FALSE.
When the IEEE 802.11 infrastructure is informed of the availability of an EAS message (the mechanism by which is out of scope of this standard), an AP with dot11EASEnabled set to TRUE shall advertise the avail​ability of the EAS message by including an Emergency Alert Identifier element (see 7.3.2.94) for that mes​sage in its Beacon and Probe Response frames. The AP shall include one instance of an Emergency Alert Identifier element in its Beacon and Probe Response frames for each active EAS Message. The Emergency Alert Identifier element provides an Alert Identifier Hash value, a unique indicator of the EAS Message of the alert to the non-AP STA. The Alert Identifier Hash value allows the non-AP STA to determine whether this is a new alert.
NOTE—The same value of hash will be computed by each AP in an ESS and by each AP in different ESSs. Thus a non-AP STA, which can download emergency alert messages when in a pre-associated state, can unambiguously determine that it has already downloaded the message, avoiding unnecessary duplicates.
When an EAS Message has expired (the mechanism by which is out of scope of this standard), an AP with dot11EASEnabled set to TRUE shall remove the corresponding instance of an Emergency Alert Identifier el​ement from its Beacon and Probe Response frames.
The Alert Identifier Hash in the Emergency Alert Identifier element shall be computed using HMAC-SHA1-64 hash algorithm as shown in 7.3.2.94.

Upon receiving an Emergency Alert Identifier element for an EAS Message which has not already been re​trieved from the network, a non-AP STA having dot11EASEnabled set to TRUE shall retrieve the EASN message from the AP either:

· using the non-Native GAS procedures, indicating to the AP the hash of the message it wants to retrieve, or
· retrieve the Emergency Alert Server URI (see 7.3.4.13) using a Native GAS query according to the procedures in 11.23.2.1; then the STA shall form the EAS Message URI by concatenating the Emergency Alert Server URI with the hexadec​imal numerals of the Alert Identifier Hash converted to UTF-8 encoded characters and the “.xml” file exten​sion.
Example: If the Emergency Alert Server URI is http://eas.server.org, the Alert Identifier Hash is 0x1234567890abcdef, then the EAS Message URI is http://eas.server.org/1234567890abcdef.xml.
A non-AP STA in the un-associated state having dot11EASEnabled set to TRUE shall retrieve the EAS mes​sage 
using non-native GAS procedures defined in 11.23.2.2 with Advertisement Protocol ID set to the value for EAS (see Table 7-43be). A non-AP STA in the associated state having dot11EASEnabled set to TRUE shall retrieve the EAS message using either non-native GAS procedures defined in 11.23.2.2 with Advertise​ment Protocol ID set to the value for EAS (see Table 7-43be) or HTTP using Internet Protocols (the latter being preferred).



Introduction


This proposal addresses comment ID 


This proposal is based on Draft P802.11u_D8.0















page 2



