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Modify as shown below:
· Mesh Peering Management framework

· Overview

The MBSS Peering Management framework supports all functions to establish, manage, and tear down peerings between mesh STAs. When dot11MeshSecurityActivated is true,  a mesh STA shall manage mesh peering and Mesh TKSA for each peer mesh STA.

MBSS peering management functions shall be invoked after a candidate peering mesh STA is discovered via Candidate peer mesh STA discovery procedure in Error! Reference source not found..

One of the following protocols shall be invoked to establish the mesh peering with the candidate peer mesh STA:

· The Mesh Peering Management (MPM) protocol that establishes and manages the mesh peering between candidate peer mesh STAs. When dot11MeshSecurityActivated is false, the mesh STA shall execute the MPM protocol to manage its mesh peerings with peer mesh STAs. See Error! Reference source not found. for MPM protocol details.

· The Authenticated Mesh Peering Exchange (AMPE) protocol that establishes and manages mesh peering and Mesh TKSA between candidate peer mesh STAs. When dot11MeshSecurityActivated is true, the mesh STA shall execute the AMPE protocol to manage its mesh peerings and the corresponding Mesh TKSAs with peer mesh STAs. See Error! Reference source not found. for AMPE handshake details.

A mesh STA shall use a Mesh Peering Instance Controller (Error! Reference source not found.) to manage all mesh peering instances established or in the process of establishment or teardown with its peer mesh STAs and candidate peer mesh STAs.


The authentication protocol shall satisfy the following requirements:

· Using authentication credential(s) as required by the authentication protocol to achieve mutual authentication of the two mesh STAs

· Produce mutually shared Mesh PMKSA

· Achieve secrecy of the shared Mesh PMK

· Pre-processing Mesh Peering Management frames

If the Mesh Peering Protocol Identifier field in the Mesh Peering Management element indicates “Mesh Peering Management Protocol”, Mesh Peering Management element shall be pre-processed to identify the mesh peering instance. The Authenticated Mesh Peering element and MIC element, if present in the frame, shall be ignored.




Abstract





This submission suggests corrections to mesh peering management text 11C.2 MBSS peering management framework, 11C.3  Mesh Peering Management, 11C.4 Authenticated Mesh Peering Exchange, 11C.5 Mesh Group Key Handshake clauses of IEEE 802.11s 4.0 draft. 





It also suggests resolutions to CIDs 2648, 2649, 2650, 2651, 2652, 2654, 2660.
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