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Insert the changes indicated into the TGv draft:
1. Overview

1.2 Purpose

Insert the following dash list item at the end of the list of items in 1.2:

—
Defines mechanisms for Wireless Network Management of STAs, including BSS Max idle period management, BSS transition management, channel usage, collocated interference reporting, diagnostic, multicast diagnostic, event reporting, a flexible multicast service, a multiple BSSID advertisement capability, proxy ARP service advertisement, location services, timing measurement service, TIM broadcast service, directed multicast service, WNM-Sleep mode and traffic filtering service, and a WNM notification capability.
5.2.11.1 Overview

Wireless Network Management (WNM) enables STAs to exchange information for the purpose of improving the overall performance of the wireless network. STAs use WNM protocols to exchange operational data so that each STA is aware of the network conditions, allowing STAs to be more cognizant of the topology and state of the network. WNM protocols provide a means for STAs to be aware of the presence of collocated interference, and enable STAs to manage RF parameters based on network conditions.

In addition to providing information on network conditions, WNM also provides a means to exchange location information, provide support for the multiple BSSID advertisement capability on the same wireless infrastructure, support efficient delivery of group addressed frames, and enable a WNM-Sleep mode in which a STA can sleep for long periods of time without receiving frames from the AP.

The WNM service includes:

—
BSS Max idle period management

—
BSS transition management

ﾑ
Channel usage

—
Collocated interference reporting

—
Diagnostic reporting

—
Directed Multicast Service (DMS)

—
Event reporting

—
Flexible Multicast Service (FMS)

—
Location services

—
Multicast diagnostic reporting

—
Multiple BSSID advertisement capability

—
Proxy ARP

—
QoS traffic capability 

—
SSID list

—
Triggered STA statistics

—
TIM broadcast

—
Timing measurement

—
Traffic filtering service

—
WNM-Sleep mode
—
WNM Notification
5.2.11.20 WNM Notification

WNM Notification provides a mechanism for a STA to notify a peer STA of a management event. One event is defined, firmware update notification. 

7.3.2.27 Extended Capabilities information element

Insert the following Bits and change the Reserved row in Table 7-35a as follows (note that the entire table is not shown here): 
	Table 7-35a—Capabilities field



	Bit(s)
	Information
	Notes

	7
	Event
	The STA sets the Event field to 1 when the MIB attribute dot11MgmtOptionEventsEnabled is true, and sets it to 0 otherwise. See 11.22.2.

	8
	Diagnostics
	The STA sets the Diagnostics field to 1 when the MIB attribute dot11MgmtOptionDiagnosticsEnabled is true, and sets it to 0 otherwise. See 11.22.3.

	9
	Multicast Diagnostics
	The STA sets the Multicast Diagnostics field to 1 when the MIB attribute dot11MgmtOptionMulticastDiagnosticsEnabled is true, and sets it to 0 otherwise. See 11.22.2.

	10
	Location Tracking
	The STA sets the Location Tracking field to 1 when the MIB attribute dot11MgmtOptionLocationEnabled is true, and sets it to 0 otherwise. See 11.22.4.

	11
	FMS
	The STA sets the FMS field to 1 when the MIB attribute dot11MgmtOptionFMSEnabled is true, and sets it to 0 otherwise.

See 11.2.1.4a and 11.22.7.

	12
	Proxy ARP Service
	The AP sets the Proxy ARP Service field to 1 when the MIB attribute dot11MgmtOptionProxyARPEnabled is true, and sets it to 0 otherwise. See 11.22.13. A non-AP STA sets the Proxy ARP Service field to 0.

	13
	Collocated Interference Reporting
	The STA sets the Collocated Interference Reporting field to 1 when the MIB attribute dot11MgmtOptionCoLocIntfReportingEnabled is true, and sets it to 0 otherwise. See 11.22.9.

	14
	CIVIC Location
	The STA sets the CIVIC Location field to 1 when the MIB attribute dot11RRMCivicMeasurementEnabled is true, and sets it to 0 otherwise. See 11.10.8.9.

	15
	Geo Location
	The STA sets the Geo Location field to 1 when the MIB attribute dot11RRMLCIMeasurementEnabled is true, and sets it to 0 otherwise. See 11.10.8.6.

	16
	TFS
	The STA sets the TFS field to 1 when the MIB attribute dot11MgmtOptionTFSEnabled is true, and sets it to 0 otherwise. See 11.22.11.

	17
	WNM-Sleep Mode
	The STA sets the WNM-Sleep Mode field to 1 when the MIB attribute dot11MgmtOptionWNMSleepModeEnabled is true, and sets it to 0 otherwise. See 11.2.1.16.

	18
	TIM Broadcast
	The STA sets the TIM Broadcast field to 1 when the MIB attribute dot11MgmtOptionTIMBroadcastEnabled is true, and sets it to 0 otherwise. See 11.2.1.15.

	19
	BSS Transition
	The STA sets the BSS Transition field to 1 when the MIB attribute dot11MgmtOptionBSSTransitionEnabled is true, and sets it to 0 otherwise. See 11.22.6.

	20
	QoS Traffic Capability
	The STA sets the QoS Traffic Capability field to 1 when the MIB attribute dot11MgmtOptionQoSTrafficCapabilityEnabled is true, and sets it to 0 otherwise. See 11.22.9.

	21
	AC Station Count
	The STA sets the AC Station Count field to 1 when the MIB attribute dot11MgmtOptionACStationCountEnabled is true, and sets it to 0 otherwise. See 11.22.10.

	22
	Multiple BSSID
	The STA sets the Multiple BSSID field to 1 when the MIB attribute dot11MgmtOptionMultiBSSEDEnabled is true, and sets it to 0 otherwise. See 11.10.11 and 11.1.2.3a.

	23
	Timing Measurement
	The STA sets the Timing Measurement field to 1 when the MIB attribute dot11MgmtOptionTimingMsmtEnabled is true, and sets it to 0 otherwise. See 11.22.5.

	24
	Channel Usage
	The STA sets the Channel Usage field to 1 when the MIB attribute dot11MgmtOptionChannelUsageEnabled is true and sets it to 0 otherwise. See 11.22.14. 

	25
	SSID List
	The STA sets the SSID List field to 1 when the MIB attributedot11MgmtOptionSSIDListEnabled is true, and sets it to 0 otherwise. See 11.1.3.

	26
	DMS
	The STA sets the DMS field to 1 when the MIB attribute dot11MgmtOptionDMSEnabled is true and sets it to 0 otherwise. See 11.22.15.

	27
	UTC TSF Offset
	The STA sets the UTC TSF Offset field to 1 when the MIB attribute dot11MgmtOptionUTCTSFOffsetEnabled is true and sets it to 0 otherwise. See 11.21.3.

	28
	WNM Notification
	The STA sets the WNM Notification field to 1 when the MIB attribute dot11MgmtOptionWNMNotificationEnabled is true and sets it to 0 otherwise. See 11.22.xx.

	29 — n
	Reserved
	All other bits are reserved, and are set to 0 on transmission and ignored on reception.


7.4.12.1 WNM Action fields

Several Action frame formats are defined for Wireless Network Management (WNM) purposes. An Action

field, in the octet field immediately after the Category field, differentiates the formats. The Action field values associated with each frame format are defined in Table 7-57ac.

Table 7-57ac—WNM Action field values
	Action field value
	Description

	0
	Event Request

	1
	Event Report

	2
	Diagnostic Request

	3
	Diagnostic Report

	4
	Location Configuration Request

	5
	Location Configuration Response

	6
	BSS Transition Management Query

	7
	BSS Transition Management Request

	8
	BSS Transition Management Response

	9
	FMS Request

	10
	FMS Response

	11
	Collocated Interference Request

	12
	Collocated Interference Response

	13
	TFS Request

	14
	TFS Response

	15
	TFS Notify

	16
	WNM-Sleep Mode Request

	17
	WNM-Sleep Mode Response

	18
	TIM Broadcast Request

	19
	TIM Broadcast Response

	20
	QoS Traffic Capability Update

	21
	Channel Usage Request

	22
	Channel Usage Response

	23
	DMS Request

	24
	DMS Response

	25
	WNM Notification Request

	26
	WNM Notification Response

	27-255
	Reserved


Add the following subsection into the draft:

7.4.12.xx WNM Notification Request Frame format

	Category
	Action
	Dialog Token
	Type
	Optional Subelements


octets:


1

1   
 1
      1
         variable
Figure 7-101xyx

The Dialog Token field is set to a nonzero value chosen by the STA sending the WNM-Notification request to identify the request/response transaction.
The Category field is set to the value indicating the WNM category, as specified in Table 7-24 in 7.3.1.11.

The Action field is set to the value indicating WNM Notification Request frame, as specified in Table 7-57ac in 7.4.12.1.

The Type field indicates the type of WNM Notification, as defined in  Table 7-43xx. 

	Table 7-43xx—WNM Notification Type



	Value
	Description 

	0
	Firmware Update Notification

	1-255
	Reserved


The Optional Subelements field format contains zero or more subelements, each consisting of a one octet Subelement ID field, a one octet Length field and a variable length Data field, as shown in Figure 7-95p. The optional subelements are ordered by non-decreasing Subelement ID.

The Subelement ID field values for the defined optional subelements are shown in Table 7-wxyz. A Yes in the Extensible column of a subelement listed in Table 7-wxyz indicates that the length of the subelement might be extended in future revisions or amendments of this standard. When the Extensible column of an element is Subelement, then the subelement might be extended in future revisions or amendments of this standard by defining additional subelements within the subelement. See 9.14.2.
	Table 7-wxyz – WNM  Notification Optional Subelements 

	Subelement ID
	Name
	Length field
(octets)
	Extensible

	0
	AP Descriptor
	10
	

	1
	Firmware Version - Current
	3-251
	

	2
	  Firmware Version - New
	3-251
	

	3-220
	   Reserved
	
	

	221
	Vendor Specific
	1 to 239
	

	222-255
	Reserved
	
	


When the Type field is 0, the AP Descriptor, Firmware Version-Current and Firmware Version –New optional subelements are included in the WNM Notification Request frame. The AP descriptor field format is as defined in Table 7-43ab. The Firmware Version-Current subelement contains the current firmware version, in the Firmware Version subelement format defined in Table 7-43ab. The Firmware Version-New subelement contains the new firmware version, in the Firmware Version subelement format defined in Table 7-43ab.
The Vendor Specific subelements have the same format as their corresponding elements (see 7.3.2.26). Multiple Vendor Specific subelements can be included in the list of Optional Subelements.

7.4.12.xy WNM Notification Response Frame format

	Category
	Action
	Dialog Token
	Response Status
	Optional Subelements


octets:


1

1
   1

1
       variable

Figure 7-101xyx

The Category field is set to the value indicating the WNM category, as specified in Table 7-24 in 7.3.1.11.

The Action field is set to the value indicating WNM Notification Response frame, as specified in Table 7-57ac in 7.4.12.1.
The Dialog Token field is set to the nonzero value of the corresponding WNM Notification Request frame. If the WNM Notification Response frame is being transmitted other than in response to a WNM Notification Request frame, then the Dialog token is set to zero.
The Response Status field indicates the Response Status value, as defined in  Table 7-43xz. 

	Table 7-43xz—WNM Notification Response Status


	Value
	Description 

	0
	Notification Acknowledged

	1-255
	Reserved


The Optional Subelements field format contains zero or more subelements, each consisting of a one octet Subelement ID field, a one octet Length field and a variable length Data field, as shown in Figure 7-95p. The optional subelements are ordered by non-decreasing Subelement ID.

The Subelement ID field values for the defined optional subelements are shown in Table 7-xyz. A Yes in the Extensible column of a subelement listed in Table 7-xyz indicates that the length of the subelement might be extended in future revisions or amendments of this standard. When the Extensible column of an element is Subelement, then the subelement might be extended in future revisions or amendments of this standard by defining additional subelements within the subelement. See 9.14.2.
	Table 7-xyz—Optional Subelements for WNM Notification Response


	Subelement ID
	
	Name
	Length field
(octets)
	Extensible

	0-220
	
	Reserved
	
	

	221
	
	Vendor Specific
	1 to 239
	

	222-255
	
	Reserved
	
	


The Vendor Specific subelements have the same format as their corresponding elements (see 7.3.2.26). Multiple Vendor Specific subelements can be included in the list of Optional Subelements.

10.3.xx WNM Notification request

This set of primitives supports the exchange of WNM Notification Request and Response frames between peer SMEs. 
10.3.xx.1 MLME-WNMNOTIFICATIONREQUEST.request
10.3.xx.1.1 Function

This primitive requests the transmission of a WNM Notification Request frame to a peer entity.

10.3.xx.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-WNMNOTIFICATIONREQUEST.request
(
Peer MAC Address,
Dialog Token






Type,
Optional Subelements)

	Name
	Type
	Valid range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity to which the WNM Notification  Request frame is sent.

	Dialog Token
	Integer
	1-255
	The dialog token to identify the WNM notification transaction.

	Type
	Integer
	1 – 255
	The type of  WNM  notification.

	Optional Subelements
	Set subelements
	Set of sub- elements
	A set of sub-elements describing the notification.


10.3.xx.1.3 When generated

This primitive is generated by the SME to request that a WNM Notification Request frame be sent to a peer entity to initiate a WNM notification.

10.3.xx.1.4 Effect of receipt

On receipt of this primitive, the MLME constructs a WNM Notification Request frame containing the elements specified. This frame is then scheduled for transmission.

10.3.xx.2 MLME- WNMNOTIFICATIONREQUEST.confirm

10.3.xx.2.1 Function

This primitive reports the result of the WNM Notification request.

10.3.xx.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME- WNMNOTIFICATIONREQUEST.confirm
(
ResultCode)

	Name
	Type
	Valid range
	Description

	ResultCode
	Enumeration
	SUCCESS, TRANSMISSION FAILURE, INVALID PARAMETERS, or UNSPECIFIED FAILURE
	Reports the outcome of a request to send a WNM Notification Request frame.


10.3.xx.2.3 When generated

This primitive is generated by the MLME when transmission of the WNM Notification Request frame is acknowledged, (re) transmission of the WNM Notification Request frame fails, the WNM Notification Request frame contains invalid parameters, or for unspecified failure reasons.

10.3.xx.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.

10.3.xx.3 MLME- WNMNOTIFICATIONREQUEST indication

10.3.xx.3.1 Function

This primitive indicates that a WNM Notification Request frame has been received.

10.3.xx.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME- WNMNOTIFICATIONREQUEST.indication
(
Peer MAC Address,
Dialog Token






Type,
Optional Subelements)

	Name
	Type
	Valid range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity from which the WNM Notification request was received. 

	Dialog Token
	Integer
	1 – 255
	The dialog token to identify the WNM notification transaction.

	Type
	Integer
	1 – 255
	The type of WNM Notification Request 

	Optional Subelements
	Set ofsub- elements

	Set of sub- elements
	A set of sub-elements comprising the notification.


10.3.xx.3.3 When generated

This primitive is generated by the MLME when a valid WNM Notification Request frame is received.

10.3.xx.3.4 Effect of receipt

On receipt of this primitive, the SME replies to the request.

10.3.xy WNM Notification response
10.3.xy.1 MLME-WNMRESPONSE.request

10.3.xy.1.1 Function

This primitive supports the signaling of the WNM Notification Response frame between peer SMEs.

10.3.xy.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME- WNMNOTIFICATIONRESPONSE.request
(
Peer MAC Address,
Dialog Token






Response Status,
Optional Subelements)

	Name
	Type
	Valid range
	Description

	Peer MAC Address
	MAC Address
	Any valid individual MAC Address
	The address of the peer MAC entity to which the WNM Notification Reponse frame is sent.

	Dialog Token
	Integer
	1 – 255
	The dialog token to identify the WNM notification transaction.

	Response Status
	Integer
	1 – 255
	The response status of the WNM notification.

	Optional Subelements
	Set of subements.
	Set of subelements
	A set of subelements describing the results of the WNM notification.


10.3.xy.1.3 When generated

This primitive is generated by the SME to request that a WNM Notification Response frame be sent to a peer entity to report the results of the WNM notification.

10.3.xy.1.4 Effect of receipt

On receipt of this primitive, the MLME constructs a WNM Notification Response frame containing the indicated fields. This frame is then scheduled for transmission.

10.3.xy.2 MLME- WNMRESPONSE.confirm

10.3.xy.2.1 Function

This primitive reports the result of the requested transmission of the WNM Notification Response frame frame.

10.3.xy.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME- WNMNOTIFICATIONRESPONSE.confirm
(,
ResultCode)

	Name
	Type
	Valid range
	Description

	ResultCode
	Enumeration
	SUCCESS, INVALID PARAMETERS, or UNSPECIFIED FAILURE
	Reports the outcome of a request to send a WNM Notification Response  frame.


10.3.xy.2.3 When generated

This primitive is generated by the MLME when the request to transmit a WNM Notification Response frame completes.

10.3.xy.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates the result code.

10.3.xy.3 MLME-WNMNOTIFICATIONRESPONSE.indication

10.3.xy.3.1 Function

This primitive indicates that a WNM Notification Response frame has been received from a peer entity.

10.3.xy.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME- WNMNOTIFICATIONRESPONSE.indication
(
Peer MAC Address,
Dialog Token,
Reponse Status






Optional Subelements)

	Name
	Type
	Valid range
	Description

	Peer MAC Address
	MACAddress
	Any valid individual MAC Address
	The address of the peer MAC entity from which the WNM-Notification Response frame was received. 

	Dialog Token
	Integer
	1 – 255
	The dialog token to identify the WNM notification transaction.

	Response Status
	Integer
	1 – 255
	The response status of the WNM notification.

	Optional Subelements
	Set of subements.
	Set of subelements
	A set of subelements describing the results of the WNM notification.


10.3.xy.3.3 When generated

This primitive is generated by the MLME when a valid WNM Notification Response frame is received.

10.3.xy.3.4 Effect of receipt

On receipt of this primitive, the WNM notification can be made available for SME processes.

11.22.xx WNM Notification

Implementation of the WNM Notification capability is optional for a WNM STA. A STA that implements the WNM Notification capability has the MIB attribute dot11MgmtOptionWNMNotificationImplemented set to true. When dot11MgmtOptionWNMImplemented is true, dot11WirelessManagementImplemented shall be true. A STA that has a value of true for the MIB attribute dot11MgmtOptionWNMNotificationEnabled is defined as a STA that supports WNM Notification. A STA for which the MIB attribute dot11MgmtOptionWNMNotificationEnabled is set to true shall set the WNM Enabled field of the Extended Capabilities information element to 1. 

A STA that supports WNM Notification reporting shall only send a WNM Notification Request or Response frame to a STA within the same infrastructure BSS or the same IBSS whose last received Extended Capabilities information element contained a value of 1 for the WNM Notification bit in the Capabilities field. 

A STA shall only transmit both the WNM Notification Request frame and the WNM Notification Response frame with an individually addressed destination address. 

The WNM Notification capability enables a STA to indicate management information, including information about its firmware to a peer STA. Use of the information provided is outside the scope of this standard. A non-AP STA that supports WNM Notification and receives a WNM Notification request frame with the Type field set to 0 shall respond with a WNM Notification Response frame with the Response Status field set to 0. 

A.4.21 WNM extensions

	Item
	Protocol Capability
	References
	Status
	Support

	Item
	Protocol Capability
	References
	Status
	Support

	WNM1
	Extended Capabilities information element
	7.3.2.27
	CFv:M
	Yes, No, N/A

	WNM2
	STA Statistics (Triggered) and Multicast Diagnostics 
	11.10.7
	CFv:M
	Yes, No, N/A

	
WNM2.1
	
Protocol for Triggered Measurements
	11.10.7
	CFv:M
	Yes, No, N/A

	
WNM2.2
	
Triggered STA Statistics
	7.3.2.21.8,
7.3.2.22.8, 7.4.6.1,7.4.6.2,
11.10.8.5
	CFv:O
	Yes, No, N/A

	
WNM2.3
	
Multicast Diagnostics
	7.3.2.21.12,
7.3.2.22.11, 7.4.6.1,7.4.6.2,
11.20.2
	CFv:M
	Yes, No, N/A

	WNM3
	Event 
	11.22.2
	CFv:M
	Yes, No, N/A

	
WNM3.1
	
Event Request frame
	7.3.2.66,
7.4.12.2
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM3.2
	
Event Report frame
	7.3.2.67,
7.4.12.3
	(CFv AND CF2):M
	Yes, No, N/A

	WNM4
	Diagnostic 
	11.22.3
	CFv:M 
	Yes, No, N/A

	
WNM4.1
	
Diagnostic Request frame
	7.3.2.68,
7.4.12.4
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM4.2
	
Diagnostic Report frame
	7.3.2.69,
7.4.12.5
	 (CFv AND CF2):M 
	Yes, No, N/A

	WNM4.3
	Configuration Profile Diagnostic Type
	7.3.2.69.3, 11.22.3.2
	CFv:M
	Yes, No, N/A

	WNM4.4
	Manufacturer Information STA Report Diagnostic Type
	7.3.2.69.2, 11.22.3.3
	CFv:M
	Yes, No, N/A

	WNM4.5
	Association Diagnostic Type
	7.3.2.68.2, 7.3.2.69.4, 11.22.3.4
	CFv:M
	Yes, No, N/A

	WNM4.6
	802.1X Authentication Diagnostic Type
	7.3.2.68.3,

7.3.2.69.5, 11.22.3.5
	(CFv AND PC34):M
	Yes, No, N/A

	WNM5
	Location
	11.22.4, 7.3.2.70
	CFv:M
	Yes, No, N/A

	WNM5.1
	Location Civic Request/Report
	11.10.8.9
	CFv:M
	Yes, No, N/A

	WNM5.2
	Location Identifier Request/Report
	11.10.8.10
	CFv:M
	Yes, No, N/A

	WNM5.3

WNM5.3.1

WNM5.3.2
	Location Track Notification

Time Of Departure Notifications

Motion Detection Notifications
	11.22.4,7.4.7.10

11.22.4,7.3.2.70

11.22.4,7.3.2.70
	CFv:O

CFv:O

CFv:O
	Yes, No, N/A

	WNM5.4

WNM5.4.1

WNM5.4.2


	Location Configuration Request frame

Normal Indication

Motion Indication
	7.4.12.6,7.3.2.70

7.4.12.6,7.3.2.70

7.4.12.6,7.3.2.70
	CFv:M

CFv:O

CFv:O
	Yes, No, N/A

Yes, No, N/A

Yes, No, N/A

	WNM5.5
	Location Configuration Response frame
	7.4.12.7,7.3.2.70
	CFv:M
	Yes, No, N/A

	*WNM6
	Multiple BSSID Support
	11.1.2.3a, 11.1.3, 11.10.11
	CFv:O
	Yes, No, N/A

	WNM6.1
	Multiple BSSID element
	7.3.2.46
	WNM6:M
	Yes, No, N/A

	WNM6.2
	Multiple BSSID-index element
	7.3.2.73
	WNM6:M
	Yes, No, N/A

	WNM7
	BSS Transition Management
	11.22.6
	CFv:M 
	Yes, No, N/A

	
WNM7.1
	
Neighbor Report element
	7.3.2.37

	(CFv AND CF1):M
	Yes, No, N/A

	
WNM7.2
	
BSS Transition Management Query frame
	7.4.12.8
	(CFv AND CF1):M
	Yes, No, N/A

	
WNM7.3
	
BSS Transition Management Request frame
	7.4.12.9
	 (CFv AND CF2):M 
	Yes, No, N/A

	
WNM7.4
	
BSS Transition Management Response frame
	7.4.12.10
	 (CFv AND CF2):M 
	Yes, No, N/A

	*WNM8
	FMS
	11.2.1.4a
	CFv:O
	Yes, No, N/A

	WNM8.1
	FMS Request frame
	7.4.12.11
	(CF2&WNM8):M
	Yes, No, N/A

	WNM8.2
	FMS Response frame
	7.4.12.12
	(CF1&WNM8):M
	Yes, No, N/A

	WNM9
	Proxy ARP
	11.22.13
	CFv:O
	Yes, No, N/A

	*WNM10
	Collocated Interference Reporting
	 11.22.9
	CFv:O
	Yes, No, N/A

	WNM10.1
	Collocated Interference Request frame
	7.4.12.13
	WNM10:M
	Yes, No, N/A

	WNM10.2
	Collocated Interference Response frame
	7.4.12.12
	WNM10:M
	Yes, No, N/A

	*WNM11
	BSS Max idle period
	11.22.12
	CFv:M
	Yes, No, N/A

	WNM11.1
	BSS Max Idle Period element
	7.3.2.78
	WNM11:M
	Yes, No, N/A

	*WNM12
	TFS 
	11.22.11
	CFv:O
	Yes, No, N/A

	WNM12.1
	TFS Request frame
	7.3.2.79, 7.4.12.15
	WNM12:M
	Yes, No, N/A

	WNM12.2
	TFS Response frame
	7.3.2.80, 7.4.12.16
	WNM12:M
	Yes, No, N/A

	WNM12.3
	TFS Notify frame
	7.4.12.17
	(CF1&WNM12):M,

(CF2&WNM12):O
	Yes, No, N/A

	*WNM13
	WNM-Sleep Mode 
	11.2.1.16
	WNM12:O
	Yes, No, N/A

	WNM13.1
	WNM-Sleep Mode Request frame
	7.3.2.81, 7.4.12.18
	WNM13:M
	Yes, No, N/A

	WNM13.2
	WNM-Sleep Mode Response frame
	7.3.2.81, 7.4.12.19
	WNM13:M
	Yes, No, N/A

	*WNM14
	TIM Broadcast
	 11.2.1.13 
	CFv:O
	Yes, No. N/A

	WNM14.1
	TIM Broadcast Request frame
	7.3.2.82, 7.4.12.20,
	WNM14:M
	Yes, No, N/A

	WNM14.2
	TIM Broadcast Response frame
	7.3.2.83, 7.4.12.21
	WNM14:M
	Yes, No, N/A

	WNM14.3
	TIM Broadcast frame
	7.4.13.2
	WNM14:M
	Yes, No, N/A

	*WNM15
	QoS Traffic Capability
	11.22.9
	(CFv AND CF2):O
	Yes, No, N/A

	WNM15.1
	QoS Traffic Capability element
	7.3.2.77,
	WNM15:M
	Yes, No, N/A

	WNM15.2
	QoS Traffic Capability update frame
	7.4.12.22
	WNM15:M
	Yes, No, N/A

	WNM16
	AC Station Count
	11.22.10
	(CFv AND CF2):O
	Yes, No, N/A

	 WNM17
	Timing Measurement
	11.22.5
	CFv:O
	Yes, No, N/A

	*WNM18
	Channel Usage
	11.22.14
	CFv:O
	Yes, No, N/A

	WNM18.1
	Channel Usage Request frame
	7.3.2.85, 7.4.12.23
	WNM18:M
	Yes, No, N/A

	WNM18.2
	Channel Usage Response frame
	7.3.2.85, 7.4.12.24
	WNM18:M
	Yes, No, N/A

	*WNM19
	DMS
	11.22.15
	(CFv AND CF16):O
	Yes, No, N/A

	WNM19.1
	DMS Request frame
	7.3.2.87, 7.4.12.25 
	WNM19:M
	Yes, No, N/A

	WNM19.2
	DMS Response frame
	7.3.2.88, 7.4.12.26 
	WNM19:M
	Yes, No, N/A

	WNM20
	UTC TSF Offset
	11.21.3, 7.3.2.65,

7.3.2.86
	CFv:O
	Yes, No, N/A

	WNM21
	WNM Notification
	11.22.xx
	(CFv AND CF16):O
	Yes, No, N/A

	WNM21.1
	WNM Management Notification Request  frame
	7.4.12.xx 
	WNM19:M
	Yes, No, N/A

	WNM21.2
	WNM Management Notification Response  frame
	 7.4.12.xx 
	WNM19:M
	Yes, No, N/A


Insert the following new MIB entries, also inserting entries into the Dot11WirelessMgmtOptionsEntry table.

dot11MgmtOptionWNMNotificationImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-only 



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the station implementation is capable of supporting WNM Notification when the dot11WirelessManagementImplemented is set to TRUE."



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry x } 

dot11MgmtOptionWNMNotificationEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current 



DESCRIPTION 



"This attribute, when TRUE, indicates that the capability of the station to provide WNM Notification is enabled. The capability is disabled, otherwise"



DEFVAL { false}



::= { dot11WirelessMgmtOptionsEntry y } 

Additional suggested changes to the base spec:

1. P221, L38, change from 

“A STA shall transmit both the Event Request frame and the Event Report frame only with an individually

addressed destination address. If a non-AP STA that supports event reporting receives an Event Request

frame with a multicast destination address, it shall discard the frame. “

to

“A STA shall transmit both the Event Request frame and the Event Report frame only with an individually

addressed destination address. 
2. P225, L19, Change from 

“A STA shall only transmit both the Diagnostic Request frame and the Diagnostic Report frame with an individually addressed destination address. If a STA that supports diagnostic reporting receives a Diagnostic Request or Report frame with a broadcast or multicast destination address, it shall discard the frame. “

To

“A STA shall only transmit both the Diagnostic Request frame and the Diagnostic Report frame with an individually addressed destination address. 
3. Throughout clause 10, the .indication primitives, MAC address entry descriptions, change as below:
P145, L26, P147,L21, change from “The address of the peer MAC entity to which the

event request shall be sent.” 

To “The address of the peer MAC entity from which the

event request was received.”
P147, L21, change from 

The address of the peer MAC entity to which the

event report shall be sent. 
to

“The address of the peer MAC entity from which the

event report was received. “
Similarly for P151, L23, P152, L19, P156, L20, P158, L48, P175, L54, and P177, L51
4. In Clause 10, P149, L63 and similar, change from 
“to which the

diagnostic request shall be sent.” To 

“to which the

diagnostic request is sent.”
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A new Management Notification frame exchange is introduced, to improve manageability of AP devices, initially with a Firmware Update Notification, for use in consumer applications.
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