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Summary of the intention of this document
1. Add/delete/modify some of the definitions that are claimed to be confusing or inappropriate.

2. Move some of the definitions to Clause 3A.
3. Add MBSS to Clause 4.

4. Modify 5.2.12 to clarify the overview of mesh BSS, mesh services, and mesh facilities.

5. Add some description in 5.4.1.1 to clarify the relationship between mesh BSS and DSS.

Suggested changes to the draft spec

1. Modify the definition of WDS rather than removing it.
 ( CID 204, 967, 1151
2. Move some of the definitions to Clause 3A.
( CID 1192

3. Add the definition of “mesh facility”.
( CID 825, 981, 1153

4. Modify the definition of “neighbor STA”
( CID 977, 982, 1154, 206, 530, 1103

5. Remove the definition “neighbor peer mesh STA”  and “neighbor mesh STA”.
( CID 1075

6. Modify the description in 5.2.12 to provide the overview of the mesh BSS, mesh services, and mesh facilities.
( CID 1076, 127, 1187, 986, 985, 827, 118, 983, 1159, 1004, 988, 8, 1118, 990, 1096, 10, 989, 984, 1160, 11, 120, 589, 1005, 1097, 625, 56, 338, 991, 833, 681
7. Add some description in 5.4.1.1 to clarify the relationship between mesh BSS and DSS.
( CID 992, 993
Apply the following changes.
Corresponding changes to D3.03 are indicated in the following text with “Track Changes” on, to clarify the direction to the editor. Please update the part indicated by the “Track Changes” only.
· Definitions

Change definition 3.42 Distribution system service (DSS) as indicated:

· Distribution system service (DSS): The set of services provided by the distribution system (DS) that enable the medium access control (MAC) to transport MAC service data units (MSDUs) between stations (STAs) that are not in direct communication with each other over a single instance of the wireless medium (WM). These services include transport of MSDUs between the access points (APs) of basic service sets (BSSs) within an extended service set (ESS), transport of MSDUs between portals and BSSs within an ESS, transport of MSDUs between mesh stations (mesh STAs) of mesh basic services sets (MBSSs), and transport of MSDUs between STAs in the same BSS in cases where the MSDU has a multicast or broadcast destination address or where the destination is an individual address and the STA is associated with an AP. DSSs are provided between pairs of IEEE 802.11 MACs.

Change definition 3.170 wireless distribution system (WDS) as indicated:
3.170 wireless distribution system (WDS): A mechanism for wireless communication using a four address frame format specified in this standard. This standard describes such a frame format, but doest not describe how such a mechanism or frame format would be used. A distribution system (DS) comprised of wireless communication using IEEE 802.11. The specification of the wireless distribution system is beyond the scope of this standard. 
Insert the following new definitions:

· The subclause numbering of definition is of the form “3.s<x>” where <x> is an increasing number. These numbers need to be assigned before the sponsor ballot.

· candidate peer mesh station (STA): A neighbor mesh STA to which a mesh peering has not been established but meets eligibility requirements to become a peer mesh STA.

· destination mesh STA: A mesh STA where a frame leaves the MBSS. A destination mesh STA may be a mesh STA that is the final destination of a frame or a proxy mesh STA that receives a frame from the MBSS and translates and forwards the frame to an entity outside of the MBSS.

· 
· link metric: A criterion used to characterize the performance/quality/eligibility of a link.

· mesh access point: A mesh station (STA) that is collocated with one or more access point(s).

· 
· mesh basic service set (MBSS): A basic service set (BSS) that forms a self-contained network of mesh stations (mesh STAs), and which may be used as a distribution system (DS).

· 
· 
· 
· Mesh Data Frame: A unicast data frame that has both the FromDS and ToDS bits set to 1 that is transmitted from a mesh STA to a peer mesh STA or a group addressed data frame that has FromDS set to 1 and ToDS set to 0 that is transmitted from a mesh STA.
· mesh facility: The set of enhanced functions, channel access rules, frame formats, mutual authentication methods, and managed objects used to provide the data transfer among autonomously operating STAs that may not be in direct communication each other over a single instance of the wireless medium. 
· mesh link: A link from one mesh station (STA) to a neighbor mesh STA that has been established with the mesh peering management protocol.

· mesh neighborhood: The set of all neighbor mesh STAs relative to a particular mesh STA.

· mesh path: A concatenated set of mesh links from a source mesh STA to a destination mesh STA. 

· mesh path selection: The process of selecting a mesh path. 

· mesh peering: A logical relationship from one mesh STA to another mesh STA that has been established with the mesh peering management protocol.

· mesh power mode: a mesh STA can select its power mode seen by neighboring peer mesh STA among active, light sleep and deep sleep modes. For peer mesh STAs the mesh power mode is peering specific.

· mesh services: The set of services that enable the creation and operation of an MBSS.

· mesh station (mesh STA): A station (STA) that implements the mesh facility. A mesh STA that operates in the Mesh BSS (MBSS) may provide the distribution services for other mesh STAs.

· 
· 
· neighbor station (STA): A STA that is in direct communication range over a single instance of the wireless medium.

· next hop mesh STA: the next peer mesh STA on the path to the destination mesh STA.

· path metric: An aggregate multi-hop criterion used to characterize the performance/quality/eligibility of a mesh path. 

· peer mesh station (STA): A mesh STA to which a mesh peering has been established.
· peer service period (PSP): A peer service period is a contiguous period of time during which one or more individually addressed frames are transmitted between two peer mesh STAs and at least one mesh STA operates in power save mode. A peer service period is directional and may contain one or more TXOPs. One mesh STA transmits frames and initiates the termination of the peer service period. A mesh STA may have multiple peer service periods ongoing in parallel. At most one peer service period can be set up in each direction with each peer mesh STA.

· precursor mesh STA: a neighbor peer mesh STA that identifies the mesh STA as the next hop mesh STA to the destination mesh STA.

· protocol instance: An execution of a particular protocol that consists of the state of the communicating parties as well as the messages exchanged.

· proxy mesh station (STA): A mesh STA that represents 802 entities outside the mesh basic service set (MBSS).

· source mesh STA: A mesh STA where a frame enters the MBSS. A source mesh STA may be a mesh STA that is the original source of a frame or a proxy mesh STA that receives a frame from an entity outside of the MBSS and translates and forwards the frame on a mesh path.
3A. Definitions specific to IEEE 802.11
Insert the following new definitions:

3A.sX Mesh Awake Window: A period of time where the mesh STA operates in awake state after its Beacon or Probe Response frame transmission that contained the Mesh Awake Window element.
3A.sX mesh coordinated channel access (MCCA): A coordination function for the MBSS.

3A.sX mesh coordinated channel access opportunity (MCCAOP): A period of time that is set up between a transmitter and a receiver.

3A.sX mesh coordination function (MCF): A coordination function that combines aspects of the contention-based and reduced contention access methods. The MCF includes the functionality provided by both enhanced distributed channel access (EDCA) and mesh controlled channel access (MCCA).
3A.sX DTIM interval: The value, in Time Units, that is equivalent to the product of the Beacon Interval and the DTIM Period subfields specified within the TIM element in Beacon frames.

· Abbreviations and acronyms

Insert the following new acronym in alphabetical order:

AODV
Ad hoc On-demand Distance Vector

AMPE
Authenticated Mesh Peering Exchange

HWMP
Hybrid Wireless Mesh Protocol 
MBSS
Mesh Basic Service Set
MBCA
Mesh Beacon Collision Avoidance

MCCA
Mesh Coordinated Channel Access

MCCAOP
Mesh Coordinated Channel Access Opportunity

MCF
Mesh Coordination Function

PANN
Portal Announcement

PERR
Path Error

PREP
Path Reply

PREQ
Path Request

PXU
Proxy Update

PXUC
Proxy Update Confirm

RANN
Route Announcement

RSPI 
Receiver Service Period Initiation

SAE
Simultaneous Authentication of Equals

TTL
Time to Live

· General description

· Components of the IEEE 802.11 architecture

· numbering of following subclauses based on TGv ending with 5.2.11.

· 5.2.12 is the first unused subclause.

Insert the following new clause after 5.2.11.

· Mesh BSS: The 802.11 wireless mesh network

· Overview of the mesh BSS
The mesh BSS is the IEEE 802.11 LAN consists of autonomous STAs. Inside the mesh BSS, all the STAs can establish peer-to-peer wireless link and transfer messages mutually without any topological constraints. Further, using the multi-hop capability, messages are transferred to the STA that may not be in direct communication each other over a single instance of the wireless medium. From the data delivery view point, it appears as if all STAs in a mesh BSS are directly connected at the MAC layer even if the STAs are out of coverage area each other. This multi-hop capability enables a range enhancement of the STAs and this can be a significant benefit for the wireless LAN deployment. 
STAs in the mesh BSS can be source or sink of the traffic flow, whereas some of the STAs may only propagate the message for other STAs. As described in 5.2.12.3, mesh BSS may have interfaces to the external network and can be utilized as a backhaul of the infrastructure BSSs.

5.2.12.2 Mesh STA
A STA that forms mesh BSS is termed as mesh station (mesh STA). Mesh STAs are QoS STAs that support mesh services, i.e., they participate in interoperable formation and operation of a Mesh Basic Service Set (MBSS). The QoS functionality of a mesh STA is limited as follows. Mesh STAs support non-AP STA operation under the HCF using TXOPs gained through the EDCA mechanism defined in 9.9.1. Since a Mesh BSS (MBSS) has no HC, none of HCCA, polled TXOP operation, admission control or TSPEC setup are applicable for mesh STAs. Mesh STAs may utilize No Ack, no explicit acknowledgment and Block Ack operation.

5.2.12.3 IEEE 802.11 components and mesh BSS
An example mesh BSS and 802.11 network is illustrated in Figure s1 (Example MBSS containing mesh STAs, mesh APs, and portals). A mesh STA may be collocated with one or more other entities (e.g., AP, portal, etc.), see 11C.8.6 (Mesh STA collocation). The implementation of collocated entities is beyond the scope of this standard. The configuration of a mesh STA that is collocated with an Access Point allows the utilization of the mesh BSS as a distribution system. In this case, two different entities (mesh STA and Access Point) exist in the collocated device and the mesh BSS is hidden to the STA that associates to the Access Point. Only mesh STAs participate in mesh functionalities such as path selection and forwarding. Mesh portals interface the mesh BSS to other IEEE 802 LAN segments.
	[image: image1.wmf]

	· Example MBSS containing mesh STAs, mesh APs, and portals




	

	



5.2.12.4 Inroduction of mesh functionalities
Mesh BSS is formed and operated by the set of services called mesh services. Mesh services are provided by the following major mesh facilities:
· Mesh discovery

· Mesh peering management

· Mesh security
· Mesh beaconing and synchronization
· Mesh Coordination Function
· Mesh power management
· Mesh channel switching
· Three address, four address, and extended addressed frame format

· Mesh Path Selection and Forwarding
· Interworking with external networks
· Intra-Mesh Congestion Control
5.2.12.4.1 Mesh discovery
A mesh STA performs either of the active scan or the passive scan to discover the operating mesh BSS. Each mesh STAs are responsible to transmit Beacon frames periodically, and respond with the Probe Response frame when the Probe Request frame is received, so that the neighbor mesh STAs can perform the mesh discovery appropriately. The identification of the mesh BSS is given by the Mesh ID element contained in the the Beacon and the Probe Response frames. The details of the mesh discovery are described in 11C.1.
5.2.12.4.2 Mesh peering management
Mesh BSS is formed based on the mutual link establishment. When two neighbor mesh STAs agree to establish a link each other, they establish the mesh peering and become peer mesh STAs upon the successful completion of this process. A mesh STA may establish mesh peering with multiple neighbor mesh STAs. The details of the mesh peering management are described in 11C.3, 11C.4, and 11C.5.
5.2.12.4.3 Mesh security
In an MBSS, mesh link security protocols are used to authenticate a mesh peering and to establish session keys between a pair of mesh STAs. Mesh link security protocols rely on the existence of a common pairwise master key (PMK) at the two mesh STAs. The details of the mesh security are described in 8.2A, 8.8, 8.9, and 11C.2.
5.2.12.4.4 Mesh beaconing and synchronization
In order to assist the mesh discovery, mesh power management, and synchronization in a mesh BSS, all the mesh STAs transmit Beacon frames periodically. The synchronization in a mesh BSS can be maintained by the default synchronization protocol, Neighbor Offset Protocol. Mesh Beacon Collision Avoidance is also specified to mitigate the collision of Beacon frames among hidden nodes. The details of the mesh beaconing and synchronization are described in 11C.12 and Annex V.3.
5.2.12.4.5 Mesh Coordination Function
A mesh STA uses Mesh Coordination Function (MCF) for the channel access. MCF consists of EDCA (contention-based channel access defined in 9.9.1) and MCCA (controlled channel access defined in 9.9a.3). MCCA is a reservation based channel access and aims to optimize the efficiency of frame exchanges in the mesh BSS.

5.2.12.4.6 Mesh power management
In terms of power management, a mesh STA is in either of the Active mode, the Light Sleep mode, or the Deep Sleep mode. The mesh STA tracks the power mode of each of its neighbor peer mesh STAs, and delivers the frames based on the rules defined in 11C.13. 
5.2.12.4.7 Mesh channel switching
When a mesh STA tries to swith the operating channel, it uses channel switch protocol defined in 11C.6. The channel switch protocol enables the propagation of the channel swithing event throughout the mesh BSS, prior to the channel swith execution.
5.2.12.4.8 Three address, four address, and extended addressed frame format
Three address, four address, and extended addressed frame format enables the distribution of the messages over multiple instances of the wireless medium within a mesh BSS and the integration to the ESS. Frame format details are described in Clause 7 and 11C.7.5.
5.2.12.4.9 Mesh Path Selection and Forwarding 
Mesh Path Selection enables the route discovery over multiple instances of the wireless medium within a mesh BSS. Hybrid Wireless Mesh Protocol (HWMP) is defiend as the default path selection protocol for the mesh BSS. HWMP provides both the proactive path selection and the reactive path selection. Details of the HWMP are described in 11C.10. Link metrics are used to determine the candidate path to the destination of the mesh path. The default link metric, airtime link metric is defined in 11C.9.

Once the Mesh Path of a particular pair of the source STA and the destination STA is found through the Mesh Path Selection procedure, mesh STAs propagate the data by the forwarding function. The details of the forwarding function are described in 11C.7.

As a result of the Mesh Path Selection and Forwarding, MSDUs can be transmitted among all the mesh STAs in a mesh BSS, even if the mesh STAs are not neighbor STA each other. Figure s2 depicts the MSDU transfer within a mesh BSS.
	[image: image3.wmf]

	· MAC data transport over an MBSS


5.2.12.4.10 Interworking with external networks 
A mesh BSS may have zero or more portals that may be connected to one or more LAN segments. In case multiple portals are connected to the mesh BSS, proper configuration measures are necessary. Such a mechanisms and frames utilized to measure the configuration are defined for the mesh BSS. The details of the mesh BSS interworking is described in 11C.8.
5.2.12.4.11 Intra-mesh congestion control 

Intra-mesh congestion control can be used to offer the flow control over the multi-hop environment. Intra-mesh congestion control is useful to mitigate the wasteful wireless medium utilization caused by the buffer overflow at the downstream nodes.  Intra-mesh congestion control consists of three main mechanisms: Local congestion monitoring and congestion detection, congestion control signaling, and local rate control. The detials of the intra-mesh congestion control are described in 11C.11.



	

	
	



	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


· Overview of the services
5.4.1 Distribution of messages within a DS

5.4.1.1 Distribution
Change the sixth paragraph in 5.4.1.1 as follows:

While IEEE Std 802.11 does not specify DS implementations, it does recognize and support the use of the WM as the DSM. This is specifically supported by the IEEE 802.11 frame formats. (Refer to Clause 7 (Frame formats) for details.) Also, the mesh BSS is applicable to form a whole or a part of the DS using the WM, as shown in Figure s1. The mesh services are used to form mesh BSS and distribute the messages, and the methods how the mesh BSSs are formed and how the messages are distributed through a mesh BSS are defined in Clause 11C.
References:
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Abstract


This document provides suggested resolutions to many of the open comments labelled as G-Def and G-Architecture.
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�The text is cited from the definition of DSS in the base standard.


�Note to editor:�remove table s1.
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