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Insert the following new clause before 11.21.1.1.1 AP Geospatial Location procedures
11.21.1.1.1 Emergency Call Number procedures

A STA, having dot11InterworkingServiceEnabled set to true, may use Native-GAS procedures in 11.21.2.1 to retrieve Emergency Call Number information as specified by the element in 7.3.4.3. The Emergency Call Number information provides the STA with dial-strings with which a STA can establish an emergency call.
Insert the following new clause
11.25.1.1 General Operation

Emergency Service support provides STAs with the ability to contact authorities, in an emergency situation.  The following procedures allow the STA to determine whether emergency services are supported by the AP, and whether un-authenticated emergency service access is allowed.
When dot11ESNetwork is set to TRUE, emergency service operation shall be supported. When emergency operation is not supported, dot11ESNetwork shall be set to FALSE.
Insert the following new text immediately following Table 11-15b
An AP with dot11ESNetwork set to TRUE shall advertise the ESC and UESA bits by including an Interworking element (see 7.3.2.84) in its Beacon and Probe response frames.

[non-AP procedures??]

When the non-AP STA's SME receives the Interworking element, it shall make the ESC and UESA bits available to higher layers so that in turn, they can enable emergency services if required.




Abstract


This proposal addresse CIDs 7191, 7199, 7200, 7201 from IEEE 802.11u LB152.
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