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Summary of the intention of this document
1. Clean up the Mesh Configuration element and update the relevant references to the Mesh Configuration element accordingly.
2. Provide the resolution to comments on Mesh Discovery.

Suggested changes to the draft spec

1. Delete Version field.
( CID212, 786, 855

2. Clean up the protocol identification value for the better consistency.
( CID252, 253, 345, 346, 347, 348, 349, 859, 860, 862
3. Consolidate some of the fields in the Mesh Configuration element to reduce the redundancy and make this IE shorter.
( CID445

4. Change the clause 11C.1.4 (Candidate peer mesh STA discovery) as well.
CID1171, 215, 216, 801, 893, 894
Apply the following changes.
Corresponding changes to D3.02 are indicated in the following text with “Track Changes” on, to clarify the direction to the editor. Please update the part indicated by the “Track Changes” only.
· Information elements

Insert the following rows (ignoring the header row and footer note) in Table 7-26 (Element IDs)—Element IDs in the correct position to preserve ordering by the “Element ID” column and update the “Reserved” range of codes appropriately.

	· Element IDs 

	Information element
	Element ID
	Total length of element in octets including the Type and Length octets
	Extensible

	Mesh Configuration (see 7.3.2.86)
	· 
	9
	

	Mesh ID (see 7.3.2.87)
	· 
	2 to 34
	

	Mesh Link Metric Report (see 7.3.2.88)
	· 
	3 to 257
	

	Congestion Notification (see 7.3.2.89) 
	· 
	10
	

	Peering Management (see 7.3.2.90)
	· 
	5 to 9
	

	Supported MBSS Regulatory Classes and Channels (see 7.3.2.91)
	· 
	5 to 257
	

	Mesh Channel Switch Announcement (see 7.3.2.92)
	· 
	9
	

	Mesh Awake Window (see 7.3.2.93)
	· 
	4
	

	Beacon Timing (see 7.3.2.94)
	· 
	7 to 257
	

	MCCAOP Setup Request (see 7.3.2.95)
	· 
	7
	

	MCCAOP Setup Reply (see 7.3.2.96)
	· 
	4 or 8
	

	MCCAOP Advertisements (see 7.3.2.97)
	· 
	3 to 257
	

	MCCAOP Reservation Teardown (see 7.3.2.98)
	· 
	3 or 9
	

	Portal Announcement (PANN) (see 7.3.2.99)
	· 
	15
	

	Root Announcement (RANN) (see 7.3.2.100) 
	· 
	19
	

	Path Request (PREQ) (see 7.3.2.101)
	· 
	39 to 257
	

	Path Reply (PREP) (see 7.3.2.102)
	· 
	33 or 39
	

	Path Error (PERR) (see 7.3.2.103)
	· 
	14 to 254
	

	Proxy Update (PU) (see 7.3.2.104)
	· 
	11 to 251
	

	Proxy Update Confirmation (PUC) (see 7.3.2.105)
	· 
	10
	

	Authenticated Peering Exchange (see 7.3.2.106)
	· 
	86 to 257
	

	Mesh Peering Protocol Version (see 7.3.2.107)
	· 
	3
	


· Mesh Configuration element

The Mesh Configuration element shown in Figure s14 (Mesh Configuration element) is used to advertise Mesh services. It is contained in Beacon frames and Probe Response frames transmitted by mesh STAs, and is also contained in Peering Open and Peering Confirm frames.

	Element

ID
	Length
	
	Active Path Selection Protocol Identifier
	Active Path Selection Metric Identifier
	Congestion Control Mode Identifier
	Synchronization Protocol Identifier
	Authentication Protocol Identifier
	Mesh Formation Info
	Mesh Capability

	Octets:1
	1
	
	1
	1
	1
	1
	1
	1
	1

	· Mesh Configuration element


The Element ID is set to the value given in Table 7-26 (Element IDs) for this information element. The Length field is set to 7.

The remainder of the fields are described in the following subclauses.
· Active Path Selection Protocol Identifier

The Active Path Selection Protocol Identifier field indicates the path selection protocol that is currently activated in the MBSS. 
	
	

	
	

	· 


Table s4 provides the path selection protocol identifier values defined by this standard.
	· Path selection protocol identifier values 

	Value
	Meaning

	0
	Path selection protocol is not activated



	1
	Hybrid Wireless Mesh Protocol  defined in 11C.11 (Hybrid Wireless Mesh Protocol (HWMP)) (default path selection protocol)

	2-254
	Reserved

	255
	Vendor specific 
(The acrtive protocol is specified in the Vendor Specific information element)


When the Active Path Selection Protocol Identifier field is set to 255, active path selection protocol is specified by the Vendor Specific information element that is present in the frame. The content of the Vendor Specific information element is beyond the scope of this standard. (See 7.3.2.26)

(#s516 & 517)
· Active Path Selection Metric Identifier

The Active Path Selection Metric Identifier field indicates the path metric that is currently used by the active path selection protocol in the MBSS. 
	
	

	
	

	· 


Table s5 provides the path selection metric identifier values defined by this standard.

	· Path selection metric identifier values 

	Value
	Meaning

	0
	Path selection metric is not specified

	1
	Airtime link metric defined in 11C.10 (Airtime link metric) (default path selection metric)

	2-254
	Reserved (#s518 &519)

	255
	Vendor specific
(The acrtive metric is specified in the Vendor Specific information element)


When the Active Path Selection Metric Identifier field is set to 255, the active path metric is specified by the Vendor Specific information element that is present in the frame. The content of the Vendor Specific information element is beyond the scope of this standard. (See 7.3.2.26)

· Congestion Control Mode Identifier

The Congestion Control Mode Identifier field indicates the congestion control protocol that is currently activated in the MBSS. 
	
	

	
	

	· 


Table s6 provides the congestion control mode identifier values defined by this standard.


	· Congestion control mode identifier values 

	Value
	Meaning

	0
	Congestion control is not activated (default congestion control mode)

	1
	Congestion Control Signaling Protocol defined in 11C.12.1

	2-254
	Reserved

	
	

	255
	Vendor specific
(The acrtive metric is specified in the Vendor Specific information element)


The congestion mode identifier value of 0 indicates the mesh STA has no active congestion control protocol, and can be set as the default value for the congestion control mode identifier in the MBSS.
When the Congestion Control Mode Identifier field is set to 255, the active congestion control protocol is specified by the Vendor Specific information element that is present in the frame. The content of the Vendor Specific information element is beyond the scope of this standard. (See 7.3.2.26)

· Synchronization Protocol Identifier

The Synchronization Protocol Identifier field indicates the synchronization protocol that is currently activated in the MBSS.  

	
	

	
	

	· 


Table s7 provides the synchronization protocol identifier values defined by this standard.


	· Synchronization Protocol Identifier values 

	Value
	Meaning

	0
	Synchronization is not activated

	1
	Neighbor offset protocol defined in 11C.13.2.2 (default synchronization protocol)

	2-254
	Reserved

	
	

	255
	Vendor specific
(The acrtive metric is specified in the Vendor Specific information element)


The Neighbor offset protocol is defined as a default synchronization protocol among mesh STAs. The details of the Neighbor offset protocol are described in 11C.13.2.2 (Neighbor Offset Protocol).
When the Synchronization Protocol Identifier field is set to 255, the active synchronization protocol is specified by the Vendor Specific information element that is present in the frame. The content of the Vendor Specific information element is beyond the scope of this standard. (See 7.3.2.26)

· Authentication Protocol Identifier

The Authentication Protocol Identifier field indicates the type of authentication protocol that is currently used to secure the MBSS. 
	
	

	
	

	· 


Table s8 provides the authentication protocol identifier values defined by this standard.


	· Authentication Protocol Identifier values 

	Value
	Meaning

	0
	No authentication method is required to establish peerings within the MBSS

	1
	SAE defined in 11C.2 (Mesh Authentication Using a Pre-Shared Secret)

	2-254
	Reserved

	255
	Vendor specific
(The acrtive metric is specified in the Vendor Specific information element)



When the Authentication Protocol Identifier field is set to 255, the active authentication protocol is specified by the Vendor Specific information element that is present in the frame. The content of the Vendor Specific information element is beyond the scope of this standard. (See 7.3.2.26)

· Mesh Formation Info

The details of the Mesh Formation Info field are shown in Figure s20 (Mesh Formation Info field).
	B0
	B1-B4
	B5-B7

	Connected to Portal
	Number of Neighbors
	Reserved

	Bits: 1
	4
	3

	· Mesh Formation Info field


The Connected to Portal field is set to 1, if the mesh STA has a mesh path to a portal, and set to 0 otherwise.

The Number of Neighbors field is set to the number of neighbor mesh STAs or 15 whichever is smaller.

· Mesh Capability

The Mesh Capability field comprises a set of values indicating whether a mesh STA is a possible candidate for peering establishment. The details of the Mesh Capability field are shown in Figure s21 (Mesh Capability field).
	B0
	B1
	B2
	B3
	B4
	B5
	B6
	B7

	Accepting Peerings
	MCCA Supported
	MCCA Enabled
	Forwarding
	Beacon Timing Report Enabled
	TBTT Adjustment Enabled
	Mesh Power Save Level
	Reserved

	Bits: 1
	1
	1
	1
	1
	1
	1
	1

	· Mesh Capability field


The Accepting Peerings field is set to 1 if the mesh STA is to establish peerings with other mesh STAs and set to 0 otherwise.

The MCCA Supported field is set to 1 if the mesh STA implements MCCA services and set to 0 otherwise.

The MCCA Enabled field is set to 1 if the mesh STA is using MCCA services and set to 0 otherwise.

The Forwarding field is set to the value of the MIB variable dot11MeshForwarding. (#305)
The Beacon Timing Report enabled field is set to 1 if MBCA beacon timing report function (see 11C.13.4 (Mesh Beacon Collision Avoidance (MBCA) mechanism)) is enabled on the mesh STA and is set to 0 otherwise.

The TBTT Adjustment Enabled field is set to 1 if the TBTT adjusting function upon either of the detection of potential beacon reception at the neighboring mesh STA or the reception of TBTT Adjustment Request is enabled on the mesh STA, and is set to 0 otherwise.

If the Power Management field is set to 1, the value 0 in the Mesh Power Save Level field indicates that the mesh STA is operating in light sleep mode, and the value 1 in the Mesh Power Save Level field indicates that mesh STA is operating in deep sleep mode. If the Power Management field is set to 0, the Mesh Power Save Level field is reserved.

· Candidate peer mesh STA discovery

The purpose of this procedure is to discover candidate peer mesh STAs and their configuration. When a mesh STA discovers one or more candidate peer mesh STAs, it may try to establish a peering with the candidate peer mesh STA and join an MBSS depending on the candidate peer mesh STA’s configuration. Mesh STA may continue the discovery procedure after joining an MBSS in order to look for other candidate peer mesh STAs to establish peerings.
If the mesh STA is a member of an MBSS, exactly one mesh profile is active.When a mesh STA deactivates a mesh profile, session information obtained while operating under that profile, such as local forwarding information and security associations (and related keys) created under that mesh profile, shall also be made inactive. Keys in an inactive security association shall not be used for any purpose, such as securing a protocol instance or encrypting an MPDU.

A mesh STA performs passive or active scans to discover neighbor mesh STAs. A discovered mesh STA shall be considered a candidate peer mesh STA if and only if all of the following conditions are met:

· A Beacon or Probe Response frame is received from the discovered mesh STA.

· The received Beacon or Probe Response frame contains a Mesh ID that matches the Mesh ID of the scanning mesh STA’s mesh profile.

The received Beacon or Probe Response frame contains a Mesh Configuration element (see 7.3.2.86 (Mesh Configuration element
)

· ) that contains

a.

A path selection protocol identifier matching the scanning mesh STA’s path selection protocol identifier
· A path selection metric identifier matching the scanning mesh STA’s path selection metric identifier

· A congestion control mode identifier matching the scanning mesh STA’s congestion control mode identifier.

· A synchronization protocol identifier matching the scanning mesh STA’s synchronization protocol identifier.

· An authentication protocol identifier matching the scanning mesh STA’s authentication protocol identifier.

· An Accepting Peerings field (in the Mesh Configuration field) set to 1.

5. The BSSBasicRateSet indicated by the received Beacon or Probe Response frame matches the BSSBasicRateSet of the scanning mesh STA.
If the scanning mesh STA does not join any MBSS yet, it may simply activate the same mesh profile as the discovered candidate peer mesh STA’s profile to fulfill these conditions.
The Mesh Formation Info field in the Mesh Configuration element is available to assist mesh STAs in determining which neighbor mesh STAs to establish peerings with. The details of the usage of this information are beyond the scope of this standard.
A candidate peer mesh STAs becomes a peer mesh STAs only after the peering management protocol (11C.5 (Mesh peering management)) has successfully established a peering between the two mesh STAs.

NOTE—Selection of candidate peer mesh STAs with whom to form links is outside the scope of this standard. That is, the mesh STA might freely select the mesh STAs with which it attempts to establish a peering.
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Abstract


This document provides suggested resolutions to CID1171, 215, 216, 801, 893, 894, 212, 786, 855, 252, 253, 345, 346, 347, 348, 349, 859, 860, 862, and 445.









































�Remove version field


�This change has been made to shorten the Mesh Config IE, and allow more flexibility for the protocol definition. Vendos Specific IE can even contain OUI-36.


See CID 445, 572, etc.






page 2
Kazuyuki Sakoda

