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	LB144  Comment Resolution


1. Comments addressed in this submission:  [From Spreadsheet]
This submission proposes resolutions to a set of comments from LB144 that are related to clauses 5 or are categorized as “general.”  
	ID
	Commenter
	Clause/ Pg/ Ln/ Type
	Comment
	Suggested Remedy
	Resolution
	Comment Resolution

	14
	Bumiller, George
	5
2

21

ER
	The use and capabilities of 802.11p should be covered in Clause 5 and generall in the other sections.
	Provide the user of the specification with sufficient information to understand the main applications of the capability being standardized.
	 Decline
	The capabilities of the communication mechanism defined in 802.11p are covered in Claue 5.2.11, principally the capability to communicate data frames between STAs that do not belong to a BSS.  The task group has previously received, and accepted, comments to remove text that discusses the applications that have motivated this amendment.  Clause 5.2.11 notes the intended usage as “rapidly varying communication environments such as those involving mobile STAs where the interval over which the communication exchanges take place may be of very short-duration (e.g. measured in milliseconds).”  That’s as far in the direction of usage as we think the 802.11 WG would like us to go.

	15
	Roy, Richard
	5

2

22

E
	In support of the several comments in the previous LB 125 that stated clause 5 should contain more "justification' for the additional functionality in the p amendment, 1375r3 proposes just such changes.
	As given in 11-08-1375-01-000p-clause 5 changes.doc
	Declined 
	The comment and suggested remedy refer to different versions of 11-08-1375.   TGp assumes the commenter wishes to refer us to the version 3.  In Vancouver TGp voted via a motion in 11-09-0043/r3 to counter a similar comment relative to 11-08-1375/r2.  Submission 11-08-1375/r3 suggests changes in six subclauses.  TGp assumes this comment refers to all of those except the changes to clause 5.2.11, which are addressed in CID #34 of this ballot.  Of the remaining five subclauses, the changes suggested in 11-08-1375/r3 are identical to those of r2 for two of them: 5.1.1.3 and 5.4.3.5.  TGp reaffirms its decision in 11-09-0043/r3 to decline the suggested changes for those two subclauses.  The suggested changes for the remaining three subclauses changed between r2 and r3 of 11-08-1375. The change to subclause 5.2 includes a new definition of the word “set” in Basic Service Set, namely as a collection not of STAs but of frames.  However, this directly contradicts the first sentence of clause 5.2 (“each of which has two STAs that are members of the BSS”) so TGp declines to adopt the suggestion in the comment.  TGp also declines the suggestion relative to subclause 5.1.1.5 because it depends on the declined suggestion from subclause 5.2 (and for reasons inherent in the motion of 11-09-0043/r3).  Finally, TGp declines to remove the baseline words “in the BSS” from subclause 5.2.6 because of the ambiguity the removal would create about which “other STAs” a STA is requied to interoperate with.   

	16
	Thomson, Allan
	5.2.6

2

37

TR
	The additional text "…or to interoperate with other STAs when exchanging QoS….etc" is too broad a statement. Does this mean the AP now has to provide QoS to probing STAs? What specific QoS frames are being supported "outside" of the BSS.
	Clarify what QoS frames are supported "outside" of the BSS for the AP or refer to clause 5.2.11 that defines this behavior
	Accepted
	Insert “(see 5.2.11 and 11.19)” after “outside the context of a BSS” to provide the reader with a pointer to clauses where the concept, and the rules associated with the concept, are discussed in detail.  In those clauses it is clear that an AP cannot exchange data frames OCB, so the text added by the amendment does not apply to a QoS AP.  The “outside the context of a BSS” concept is limited to data frames, so the only QoS frames supported outside the context of a BSS are QoS data frames (in the sense of 7.2.2).  The text added in the amendment is limited to exchanging QoS data frames OCB.

	17
	Fischer, Matthew
	5.2.6

2

41

TR
	I cannot tell the difference between your 5.2.6 and the baseline 5.2.6
	Remove the instruction and accompanying text that suggests that 5.2.6 is changing from the baseline.
	 Declined
	 In D6.0 the words “or to interoperate with other STAs when exchanging QoS data frames outside the context of a BSS” are added to the baseline.  These appear in the standard underline format.  So, the editing instructions are correct.

	18
	Ecclesine, Peter
	5.2.11

2

45

TR
	The scope of this amendment is restricted from 3.65 GHz bands. The title of this subclause "STA transmission of data frames outside the context of a BSS" is beyond the scope of the PAR, and should be qualified by some language that is within scope. 802.11y Public Action frames are sent "outside the context of a BSS" by an enabling STA.
	Rewrite this subclause using language that is clearly restricted to operation within the scope of the 802.11p PAR.
	 Declined
	TGp disagrees that the PAR restricts capabilities introduced in the amendment to operations conducted in any given band (see 11-09-0020/r1).  Therefore, TGp believes it has already complied with the suggested remedy.  Also, this subclause now includes the following clarification:  “NOTE—The state of dot11OCBEnabled does not affect the validity of management or control frame transmissions, except with regard to scanning, authentication, and association as noted in Clause 11.19”.  Since Public Action frames are not within the exception of the note, it is clear that the state of dot11OCBEnabled has no bearing on them.  TGp agrees that Public Action frames can be considered to be outside the context of a BSS, and it is primarily for that reason that the scope of the MIB variable dot11OCBEnabled = true is limited to data frames (plus those management frames associated with the exception noted above).

	19
	Montemurro, Michael
	5.2.11 

2

45

E
	It seems bizarre to describe behaviour in clause 5 based on MIB variable settings.
	I think the description could be re-worded to use a phrase like "data communications outside of a BSS mode" or similar instead of quoting the MIB variable.
	Declined
	TGp has previously received and accepted comments to the contrary, requesting that the condition be stated in terms of the objective MIB variable state rather than in terms of words that are subject to interpretation and potential confusion.  It is also more succinct to refer to the MIB variable than to “the transmission of data frames outside the context of a BSS”.  So, after defining what dot11OCBEnabled=TRUE means, in clauses 5 and 11, we state the condition in terms of the MIB variable in most places.

	20
	Ecclesine, Peter
	5.2.11

2

49

TR
	The scope of this amendment is restricted from 3.65 GHz bands. The requirement "A STA will transmit a data frame outside the context of a BSS only if dot11OCBEnabled is set to true." is beyond the scope of the PAR, and should be qualified by some statement that is within scope.
	Rewrite this subclause using language that is clearly restricted to operation within the scope of the 802.11p PAR.
	 Declined
	See the resolution of CID #18

	21
	Cypher, David
	5.2.11

2

50

ER
	As per 11-09-0190-00-0000-jan-2009-closing-plenary-reports.ptt, Slide 12, third bullet; Booleans should be capitalized: TRUE and FALSE when “set to” 
	Change true to TRUE
	Accepted
	Accepted in principle.  The comment is quite correct.  However, upon closer scrutiny, the indicated sentence includes the words “set to” incorrectly.  The condition in the sentence should be stated “when dot11OCBEnabled is true,” not “when dot11OCBEnabled is set to true.”  The sentence should be modified to omit the words “set to”.   The words “set to” should be included only when referencing the specific act of setting the variable.  Submission 11-09-0190 states that Booleans should be lower case when used with “is”.

	22
	Stephenson, Dave
	5.2.11

2

50

E
	"Will" is a statement of intent, not whether a behavior is permitted.
	Change the text "A STA will transmit a data frame …" to "A STA may transmit a data frame …"
	 
	Counter: change cited text to “A STA transmits a data frame”.  TGp wishes to avoid use of the word “shall” in subclause 5.2.11.  See also CID 30.

	23
	Engwer, Darwin
	5.2.11

3

1

E


	"unicast or groupcast" is undefined (and non-IEEE 802 conformant) terminology.  The preferred usage terms are "individually addressed" and "group addressed".
	change "unicast or groupcast" to "individually or group addressed"
	Accepted
	Accepted in principle. See CID #24.

	24
	Stephens, Adrian
	5.2.11

3

1

ER
	"unicast or a groupcast" - there is no such term as groupcast.
	Replace with "individual or group"
	Accepted
	Accepted as per Suggested Remedy

	25
	Cypher, David
	5.2.11

3

11

ER
	As per 11-09-0190-00-0000-jan-2009-closing-plenary-reports.ptt, Slide 12, third bullet; Booleans should be capitalized: TRUE and FALSE when “set to” 
	Change false to FALSE
	Accepted
	Accepted in principle.  The comment is quite correct.  However, upon closer scrutiny, the indicated sentence includes the words “set to” incorrectly.  The end of the sentence should be stated “operate as if dot11OCBEnabled is false,” not “operate as if dot11OCBEnabed is set to false.”  The sentence should be modified to omit the words “set to”. The words “set to” should be included only when referencing the specific act of setting the variable.  Submission 11-09-0190 states that Booleans should be lower case when used with “is”.

	26
	Simon, Francois
	5.2.11

3

14

E
	The word "bands" should be singular as implied in the previous sentence.
	Correct as per comment
	Accepted
	Accepted in principle.  The words “such bands” are changed to “such a band”.  The article “a” is necessary with this change.
	.  

	27
	Cypher, David
	5.2.11

3

15

ER
	As per 11-09-0190-00-0000-jan-2009-closing-plenary-reports.ptt, Slide 12, third bullet; Booleans should be capitalized: TRUE and FALSE when “set to” 
	Change true to TRUE
	Accepted
	Accepted in principle.  The comment is quite correct.  However, upon closer scrutiny, the indicated sentence includes the words “set to” incorrectly.  The condition in the sentence should be stated “for which dot11OCBEnabled is true,” not “with dot11OCBEnabled set to true.”  The sentence is changed to use the “for wihich …” construction.   The words “set to” should be included only when referencing the specific act of setting the variable.  Submission 11-09-0190 states that Booleans should be lower case when used with “is”.
	

	28
	Simon, Francois
	5.2.11

3

17

E
	In this case, the "out-of-band" communication and frame exchange is implied to use the over-the-air media.
	Suggest to replace the sentence with "using out-of-band communication or frame exchange"
	Declined
	Declined, The current Text in D6.0 is  correct.

	29
	Stephenson, Dave
	5.2.11

3

17

ER
	The sentence beginning "A STA's SME will determine …", which has an embedded "e.g.", is confusing because the sentence is describing an SME behavior, not how the SME determines the PHY layer parameters.
	Clarify the sentence.
	 Accepted
	The commenter is right that the example relates not directly to the SME’s “determination” but to means by which the SME may obtain information that helps with “determination”.  The sentence is clarified by inserting  “information obtained via” between “using” and “out-of-band” 

	30
	Stephens, Adrian
	5.2.11

3
20

T
	There's a lot of unnecessary "will" verbs in this subclause.  For example:  "The BSSID field of a data frame sent by a STA with
dot11OCBEnabled set to true will be the wildcard BSSID value."

Will is only needed when explicit sequencing or knowledge of future time is necessary.
	Replace cited text with:  "The BSSID field of a data frame sent by a STA with
dot11OCBEnabled set to true is set to the wildcard BSSID value."   Review and replace the 9 "wills" in this draft as necessary.
	 Accepted
	The suggested change is adopted.  Of the nine occurrences of “will” in the draft, three are in boilerplate language and are retained; the other six are all removed.  Four of these are in 5.2.11.  One is in Annex D.  One is in Annex J.

	31
	Stephenson, Dave
	5.2.11

3

20

ER
	The sentence beginning "The BSSID field …" is a normative behavior which should be included in clause 11 rather than clause 5.
	Move it.
	 Declined
	Clause 11.19 already has a normative statement covering the BSSID field.  The sentence in 5.2.11 is explanatory, an informative statement of fact for the benefit of the reader.  It does not use the normative “shall” as clause 11.19 does.  Removing this sentence would not improve the amendment. 

	32
	Cypher, David
	5.2.11

3

21

ER
	As per 11-09-0190-00-0000-jan-2009-closing-plenary-reports.ptt, Slide 12, third bullet; Booleans should be capitalized: TRUE and FALSE when “set to” 
	Change true to TRUE (two occurrences)
	Accepted
	Accepted in principle.  The comment is quite correct.  However, upon closer scrutiny, the indicated sentences include the words “set to” incorrectly.  The condition in the sentences should be stated “for which dot11OCBEnabled is true,” not “with dot11OCBEnabled set to true.”  The sentences are changed to use the “for wihich …” construction.   The words “set to” should be included only when referencing the specific act of setting the variable.  Submission 11-09-0190 states that Booleans should be lower case when used with “is”.

	33
	Engwer, Darwin
	5.2.11

3

21

ER
	It is not clear from this sentence what type of "network" a STA with OCBEnabled might be conencted to.  Isn't the STA itself part *of* a network, a WAVE network?  Does this sentence mean to say that the STA may be connected to an IEEE 802 network?  In the end I'm not sure of the intended purpose of this sentence.  Perhaps the easier solution is to just leave it out.
	Remove the sentence that reads "A STA with dot11OCBEnabled set to true might be connected to a network, but the specification of that network is outside the scope of this standard."
	Counter
	Counter – will change “a network” to “an external network”

	34
	Roy, Richard
	5.2.11

3

22

TR
	The ability to exchange data frames (and all other frames for that matter) is a potentially useful capability in many 802.11 WLAN deployments regardless of the state of other links currently in use.  To date, no valid technical reason for prohibitiing the use of this very generic capability in all conditions has been tendered.  In fact, a recent poll of knowledgeable members of the WG concluded that such a capability could successfully coexist with all other legacy 802.11 link states (cf. BSS, IBSS links).  As written, the material in this subclause intends to prohibit the general use of this very  useful functionality.  It should be rewritten to allow coexistence with current legacy link states.  
	Rewrite as suggested in 11-08-1375-03-000p-clause 5 changes.doc
	 Declined
	The expansion requested in the comment has consistently been declined by TGp in D4.0 (March ’08), D5.0 (November ’08), and D6.0 (March ’09).   Neither the comment nor the referenced document provides relevant new information.

	35
	Fischer, Matthew
	5.3.1

3

27

TR
	Your numbering appears to be incorrect.          (WKF Note:  Submittal shows Pg 5, Ln 22. Changed to Pg 3, ln27)
	Fix the bullet numbering.
	 
	***Withdrawn by M Fischer ***  WKF: Note this comment appears to be from using the "Redline doc".

	36
	Cam-Winget, Nancy
	5.3.1

3

31

TR
	By removing the security services, not only has dot11OCBEnabled defined a "mode" that can not be secured, but the state machine under which associations are established changed.
	At minimum, updates to 5.3.1 with a note describing how session establishment and states are modified.  If it is not done here, then Clause 11.3 and it's state machine figures must be updated for this new "mode".  
	 Declined
	From Clause 11.19, when dot11OCBEnabled = True synchronization, authentication, and association as defined in Clauses 11.1 and 11.3 do not apply.  So, the “state machine under which associations are established,” referenced in the comment, does not apply and is not changed.  When dot11OCBEnabled = True there are no MAC sublayer “sessions,” and therefore no modifications concerning session establishment or the state machine are appropriate.  

	37
	Cam-Winget, Nancy
	5.3.1

3

31

TR
	this document seems to obviate the 802.11 security mechanisms performed during session establishment and rules for appropriate session teardown (as defined in TGw).  Without these, it means that this new mode can not be secured!
	Given the sensitivities around security, this is unacceptable.  A note in 5.3.1 or a subclause in Section 8 need to be added to describe how this new mode can be secured, if at all….and if not, why it is acceptable for this "mode" to run with no Layer 2 security.
	 Counter
	The note that the commenter asks for is effectively supplied in Clause 5.2.11.  There it notes that “the latency associated with establishing a BSS” is not appropriate for the targeted environment, hence the introduction of the new capability in this amendment.  It is acceptable to operate with no MAC sublayer security because “any

required authentication services would be provided by the station management entity (SME) or by applications

outside of the MAC sublayer.”  An example of a protocol that supports such higher layer security is IEEE P1609.2.  This serves as an “existence proof” of an acceptable, secured solution.

	38
	Roy, Richard
	5.3.1

3

34

TR
	The ability to exchange data frames (and all other frames for that matter) is a potentially useful capability in many 802.11 WLAN deployments regardless of the state of other links currently in use.  To date, no valid technical reason for prohibitiing the use of this very generic capability in all conditions has been tendered.  In fact, a recent poll of knowledgeable members of the WG concluded that such a capability could successfully coexist with all other legacy 802.11 link states (cf. BSS, IBSS links).  As written, the material in this subclause intends to prohibit the general use of this very  useful functionality.  It should be rewritten to allowcoexistence with current legacy link states.  
	Remove these changes to 5.3.1.
	 Declined
	 See CID 34

	243
	Cam-Winget, Nancy
	General

100

2

TR
	Given that some fundamental states in 802.11 have been changed in 5.3.1 (e.g. authentication, deauth and data confidentiality)….it seems that a much bigger change to the document is warranted.  While I do not agree that security should be voided….in doing so in 5.3.1, updates to other clauses that describe these services as an inherent part of the core of 802.11.  Some clauses that need to be updated include (but may not be confined to) 5.4 (and its subclauses), 7.2.3 (e.g. 7.2.3.10, 7.2.3.11), 7.3.2, 8, 11.  In addition to these clauses, somewhere (11.3? or clause 7?) the prohibition of some IE's (like RSNIE) also need to be noted.
	Since security has been eradicated when dot11OCBEnabled is true, this needs to be noted all throughout the 802.11 specification, describing what IE's and what frames are allowed; if they are used, are they discarded? Or is the link broken (e.g. disassociated)?  These behaviors need to be described.
	Declined
	From Clause 11.19, when dot11OCBEnabled = True synchronization, authentication, and association as defined in Clauses 11.1 and 11.3 do not apply.  The states and services noted in 5.3 1 are not “changed,” rather they are merely inactive if dot11OCBEnabled = true.  Therefore, there is no need for the additional comprehensive changes to the document requested by the commenter.  The services definitions in 5.4 are unchanged.  The authentication and deauthentication frames defined in 7.2.3.10 and 7.2.3.11 are not used when dot11OCBEnabled = true.  The definitions of the information elements in 7.3.2 are unchanged.  The security functionality in clause 8 is unchanged.  Clause 11 already includes the key normative statement noted above.   If an inapplicable frame is received by a STA with dot11OCBEnabled = true, the behavior is implementation dependent.  The statement in 11.19 is sufficient for interoperability.

	247
	Durand, Roger
	General

100

6

ER
	The overall 11p 6.0 document appears to have gone thru a labotomy relative to recent document revisions regarding details and why 11p is doing what it is doing. I believe 802.11p has moved the wrong way by removing basic needed details in order to comprehend what and why 11p exists as the present document now asks far more questions, then it answers. Simply removing entire portions of the document doesn't answer multiple previous technical comments. 
	Increase document detail so that someone skilled in the 802.11 art can read this document and understand what 11p is doing and why.
	Declined
	Clause 5.2.11 explains that the amendment defines a new capability for communicating data frames between STAs that are not members of a BSS.  It notes the utility of this capability for “rapidly varying communication environments such as those involving mobile STAs where the interval over which the communication exchanges take place may be of very short-duration (e.g. measured in milliseconds).”  Recognizing that this capability can be used in a variety of ways, members of the 802.11 WG have previously requested that the amendment not include information about applications that may wish to use the new capability.  TGp believes that the amendment strikes an appropriate balance between providing important information to help a reader and avoiding details that may imply a narrow applicability or a specific implementation.  Those who are interested in background material on DSRC technology and other WAVE standards can consult 11-07-2045.


2. Summary of text changes to P802.11p D6.0 resulting from these comment resolutions.
The following CIDs above result in changes to the document:
· CID #16 results in an insertion in Clause 5.2.6
· CID #21 and CID #25 result in removing the words “set to” (twice)
· CID #22 results in rewording a sentence from “A STA will transmit” to “A STA transmits”

· CID #24 results in changing “a unicast or a groupcast” to “an individual or a group”

· CID #26 results in changing “bands” to “a band”

· CID #27 and #32 result in changing “with dot11OCBEnabled set to true” to “for which dot11OCBEnabled is true” (3 places)

· CID #29 results in the words “information obtained via” into a sentence

· CID #30 results in several changes to omit the word “will”.  Four of those changes are in clause 5.2.11.  One change is in Annex D.  One change is in Annex J.

· CID #33 results in changing “a network” to “an external network”
In addition, since the EDCA parameter set is being removed as an optional parameter of the Timing Information frame, the words “and QoS parameters” also needs to be removed in Subclause 5.2.11 from the parenthetical example: “(e.g. supported rates and QoS parameters)”
3. Proposed Text Revisions to P802.11p D6.0
3.1 Proposed Text Revision to Clause 5.2.6

Editor to make changes (deletions, if any, in yellow background; insertions, if any, in green background) as follows (CID 16):
5.2.6 QoS BSS: The QoS network

Change the second paragraph in 5.2.6 as follows:

The enhancements that distinguish QoS STAs from non-QoS STAs and QoS APs from non-QoS APs are
collectively termed the QoS facility. The quantity of certain, QoS-specific, mechanisms may vary among

QoS implementations, as well as between QoS STAs and QoS APs, over ranges specified in subsequent

clauses. All service primitives, frame formats, coordination function and frame exchange rules, and management

interface functions except for the Block Acknowledgment (Block Ack) function, direct-link setup

(DLS), and automatic power-save delivery (APSD) are part of the core QoS facilities. A QoS STA or QoS

AP must implement those core QoS facilities necessary for its QoS functions to interoperate with other

STAs in the BSS or to interoperate with other STAs when exchanging QoS data frames outside the context

of a BSS (See 5.2.11 and 11.19). Functions such as the Block Ack, DLS, and APSD are separate from the core QoS facilities; and

the presence of these functions is indicated by STAs separately from the core QoS facilities. A comprehensive

statement on mandatory and optional functionalities is available in Annex A.
3.2 Proposed Text Revision to Clause 5.2.11
Editor to make changes (deletions, if any, in yellow background; insertions, if any, in green background) as follows (CIDs 21-22, 24-27, 29-30, 32-33, and changes to definition of Timing Information frame made via other submissions):
Insert the following new subclause (5.2.11) after the last subclause in 5.2, renumbering as necessary:

5.2.11 STA transmission of data frames outside the context of a BSS

In addition to defining procedures for IEEE 802.11 STA communication within a BSS, this standard also

allows a STA that is not a member of a BSS to transmit data frames. Such data frames are defined as being

transmitted outside the context of a BSS. A STA will transmits a data frame outside the context of a BSS

only if dot11OCBEnabled is set to true.

NOTE—The state of dot11OCBEnabled does not affect the validity of management or control frame transmissions,

except with regard to scanning, authentication, and association as noted in Clause 11.19
When dot11OCBEnabled is true a data frame can be sent to either a unicast or a groupcastan individual or a group destination MAC

address. This type of communication is only possible between STAs that are able to communicate directly

over the wireless medium. It allows immediate communication, avoiding the latency associated with establishing

a BSS. When dot11OCBEnabled is true a STA is not a member of a BSS and it does not utilize the

802.11 authentication or association services. This capability is particularly well-suited for use in rapidly

varying communication environments such as those involving mobile STAs where the interval over which

the communication exchanges take place may be of very short-duration (e.g. measured in milliseconds).

Since 802.11 MAC sublayer authentication services are not used when dot11OCBEnabled is true, any

required authentication services would be provided by the station management entity (SME) or by applications

outside of the MAC sublayer. STAs that do not have the MIB variable dot11OCBEnabled defined

operate as if dot11OCBEnabled is set to false.

Communication of data frames when dot11OCBEnabled is true might take place in a frequency band that is

dedicated for its use, and such a bands might require licensing depending on the regulatory domain. A STA

withfor which dot11OCBEnabled isset to true will initially transmits and receives on a channel known in advance, either

through regulatory designation or some other out-of-band communication. A STA's SME will determines
PHY layer parameters, as well as any changes in operating channel, e.g. using information obtained via out-of-band communication

or over-the-air frame exchange. The Timing Advertisement frame (see clause 7.2.3.14) provides one means

for STAs to exchange management information (e.g. supported rates and QoS parameters) prior to communicating

data frames outside the context of a BSS. The BSSID field of a data frame sent by a STA withfor which
dot11OCBEnabled isset to true will beis the wildcard BSSID value. A STA withfor which dot11OCBEnabled isset to true

might be connected to an external network, but the specification of that network is outside the scope of this standard.
3.3 Proposed Text Revision to Annex D
Editor to make changes (deletions, if any, in yellow background; insertions, if any, in green background) as follows (CID 30):
Insert the following elements at the end of the “dot11StationConfigEntry” element definitions:

dot11OCBEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current

DESCRIPTION

"A STA will uses the defined outside the context of a BSS

procedures if and only if this attribute is true. The

default value of this attribute is false."

::= { dot11StationConfigEntry 93 }
3.4 Proposed Text Revision to Annex J.2.2
Editor to make changes (deletions, if any, in yellow background; insertions, if any, in green background) as follows (CID 30):
Insert the following new sections, J.2.2 and J.2.3, noting <ANAB> refers to the ANA number

assigned to the new entries in Table I.3 through this amendment:

J.2.2 5.850 to 5.925 GHz in the USA

STAs operating under the behavior limits set <ANAB> are required to be registered with the FCC ULS. The

registration includes :

— classification by coverage size, which is defined by EIRP and

— identification of channels the STA will beis permitted to use.

STAs shall be classified for operation in this band by their Maximum TX Power capability, as listed in Table

I.5a in I.2. STAs shall be compliant to the spectral emission requirements for their class listed in I.2.3.

STAs shall have the following elements set to "true":

— dot11MultiDomainCapabilityEnabled,

— dot11RegulatoryClassesRequired,

— dot11SpectrumManagementRequired,

— dot11OCBEnabled.
4. Motion

Move to accept the Recommended Resolutions to these comments in Section 1 above and the proposed changes to P802.11p D6.0 noted in Section 3 above and instruct the editor to make these changes to the latest draft of P802.11p.
Motion by:                


Date: 
Second:  ____

____
	Approve: 
	Disapprove: 
	Abstain: 





Abstract


This submission addresses select comments from LB 144 for D6.0 of P802.11p.  It proposes resolutions of CIDs: 14-38 related to Clause 5, and also CIDs 243 and 247 that relate to the document generally.  The resulting document changes affect clauses 5.2.6, 5.2.11, Annex D, and Annex J.2.2.
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