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Call to order

· Review IEEE 802 policies and procedures for Intellectual Property

Chair asked for information on any Patents or Patent Applications that are applicable to the subject discussed during this meeting – None were given.

· Attendance reminder.

· Approve Minutes from the last meeting as document 11-09/346r0

Minutes were approved unanimously.

· Approve the agenda as document 11-09/0546r0 

Agenda was approved unanimously
· Review operating rules for WNG standing committee.

· Presentation of document 11-09/111r2 by Hitoshi Morioka
IEEE 802.11r handover is fast enough for this application.
IEEE 802.11p is designed for sub-millisecond responses. It could be used for this application. It can be applied at any band.

IEEE 802.11p will be addressed in the next version of the presentation.

The higher layer issues have not been sufficiently addressed to determine whether IEEE 802.11 can be applied as a solution to this problem.

This presentation is currently focused on the lower layers. There are currently solutions to address higher layer problems.

There is a capacity problem as well as a roaming problem if every Wi-Fi user on the train had to roam between AP’s.

In this system, Wi-Fi is used as backhaul so there is only a single Fast Transition per AP-AP handover.

STRAWPOLL: A study group to develop a PAR and Five Criteria for “High Speed Broadband Access for high speed vehicular transportation systems” should be created.

a) Yes

b) No

c) Don’t know, Need more information

d) Don’t care.

Result: a – 2; b – 3; c – 23; d – 3.
The contributor will bring back another presentation with a motion during the July meeting.
· Presentation of document 21-09/0069r0 by Changmin Park
The intent of the MRPM management messages are intended to be non-authoritative.

IEEE 802.21 requests the members of IEEE 802.11 to comment on any concerns with the PAR for MRPM.

The purpose of this presentation is to explain MRPM to the IEEE 802.11 working group.

The intended purpose of this presentation is to provide a power management feature for mobile devices.

MRPM allows for both radios to be operational at the same time.

This PAR does not address  or affect IEEE 802.11 PS modes.

· Presentation of document 11-09/315r2 by Dan Harkins

AES only has a key length of 128 bits. There is not alternative with a longer key length for 256 bits.
SAE should be added in a consistent manner inside of 11s. In that way, we do not need another study group.

Making SAE more general is out-of-scope of IEEE 802.11s.

SAE only addresses the authentication problem. There is also an issue with a cipher selection.

There is currently no PAR and Five criteria. There is a need to do this work.

It’s not clear from this presentation what security problem is trying to solve.

IEEE 802.11i is enterprise focused and too rigid to serve consumer requirements.

We have failed the consumer market. We need a better solution.

The SAE protocol is resistant to dictionary attack. It only requires a null terminated ASCII string and is better for usability in the consumer environment.

The idea is to use the right tool for the right job.

· Presentation of document 11-09/580r0 by Andrew Miles

Usability does not need to be sacrified for security in a P2P environment.
SAE could be done quicker within IEEE 802.11s. However it has been indicated that SAE is out-of-scope of IEEE 802.11s.

MOTION: Move to request the 802.11 Working Group to approve and forward to the IEEE 802 Executive Committee the creation of a new IEEE 802.11 Study Group, called the Enhanced 802.11 Security Study Group (ESSG), to investigate ways to provide security enhancements to 802.11 on the following:

· Secure, robust, de-centralized key management using public key-based and password-based credentials.

· Faster, more robust, or more power-efficient ciphers to protect 802.11 frames.

Upon confirmation of feasibility and per 802 operating rules, the ESSG shall draft a PAR and 5 criteria to be submitted to the 802.11 WG.
Discussion:

· There needs to be work to be done to make security better in a P2P environment

· There needs to be support for Suite B.

Moved: Dan Harkins

Second:  Marc Emmelmann

Result: Yes – 10; No – 7; Abstain – 22. Motion fails.
· Adjourn
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