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Summary of the intention of this document
1. TGs draft D2.07 does not have enough description to explain how the multirate will be supported by mesh STAs.

2. 11n draft spec changes the clause describing the multirate support significantly, and TGs draft spec needs to be aligned with 11n amendment.
Multirate support is defined based on the assumption that the BSS has a specific BSSBasicRateSet parameter and BSSBasicMCSSet parameter for HT STAs.

3. The following text is intended to clarify how BSSBasicRateSet parameter and BSSBasicMCSSet parameter for HT STAs should be treated by mesh STAs.
Suggested changes to the draft spec

1. Replace the text of clause 9.6 in TGs draft D2.07 by the following text.
Apply the following changes.
Corresponding changes to D2.07 is indicated in the following text with “Track Changes” on, to clarify the direction to the editor. Please update the part indicated by the “Track Changes” only.
To TGs Editor: Change the 9.6 Multirate support as shown:

· Multirate support

· 
· The following text is based on the amendment by 11n.




Insert the following subclause after the 9.6.0c.
9.6.0ca Basic Rate Set and Basic MCS Set for mesh STA
In case of mesh STA, BSSBasicRateSet shall be rates of mandatory PHY rates, so that each of peer mesh STA’s BSSBasicRateSet are identical throughout the MBSS. 
If the mesh STA is also a HT STA, BSSBasicMCSSet shall be MCSs of mandatory PHY MCSs.

To TGs Editor: Change the subclause 11B.4.2.1. as shown.

· Mesh peering management

· Processing Peering Management Frames

· Overview

Peering management frames are public Action frames. The protection of the peering management frames shall be provided by the peering management protocol, independent of the robust management protection mechanism.

The construction of peering management frames is specified in 11B.4.2.2.1, 11B.4.2.3.1, and 11B.4.2.4.1.

The mesh STA shall classify the incoming peering management frames to decide either to accept, reject, or silently discard the frame. If the frame contains a group address in TA or RA, it shall be silently discarded. Processing of peering management frames is specified in 11B.4.2.1, 11B.4.2.2.2, 11B.4.2.3.2, and 11B.4.2.4.2. If the incoming frame is accept or rejected, further actions shall be taken according to the peering management finite state machine as specified in 11B.4.4.

The mesh STA shall process peering instance identifier in the incoming peering management frame (See 11B.4.4) and further pass the frame to the corresponding peering management state machine to process other information in the frame.

The mesh STA shall process the configuration parameters conveyed in the Peering Open and Peering Confirm frames in a peering instance. Mesh STA shall verify that the parameters reported by the candidate peer mesh STA in the Peering Confirm frame match those the mesh STA has agreed to use for this link instance. In particular, the mesh STA shall verify the following fields or subfields. This verification is needed to satisfy the consistency property, i.e., to guarantee that mesh STAs agree on the configuration before establishing a peering.

· Mesh ID element

· Fields in Mesh Configuration element

· Active Path Selection Protocol Identifier field

· Active Path Selection Metric Identifier field

· Congestion Control Mode Identifier field

· Synchronization Protocol Identifier field

· Authentication Protocol Identifier field

· Mesh Capability field, including the following subfields

· Accepting Peerings

· MCCA Enabled

· Supported rates element, Extended Supported Rates element, and HT Operation element if present
· 
Mesh STAs shall verify that the same Mesh ID is used.

Mesh STAs shall verify that the same Path Selection Protocol and the same Path Selection Metric are used.

The mesh STA shall verify that it supports MCCA services when the candidate peer mesh STA sets the “MCCA Enabled” field to 1.

Mesh STAs shall verify that the same Authentication Protocol is used. If the RSN information element is not present, the mesh STA shall ignore values in the Abbreviated Handshake element and MIC field.
Mesh STAs shall verify that the candidate peer mesh STA supports all the Rates in the BSSBasicRateSet parameter. 
HT mesh STAs shall verify that the candidate peer mesh STA supports all the MCSs in the BSSBasicMCSSet parameter when the candidate mesh STA is a HT STA.
If any of the verifications listed above fails, the received Peering Open or Peering Confirm frame shall be rejected and peering establishment attempt shall be terminated. Further actions of closing a peering instance is specified in 11B.4.4.

When two HT mesh STA establish a peering, if they support a common HT capability, the HT feature may be used for the peering communication.
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Abstract


This document provides some additional text needed to describe the multirate support by mesh STAs.









































�The original description is deleted, since clause 9.6.0d.1 already described that the frame shall be transmitted using one of the rate in BSSBasicRateSet.
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