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Abstract

The document proposes resolution to two comments received on L-SIG TXOP Protection for TGn Sponser Ballot.
CID18:
Comment:
	CID
	LB
	Draft
	Clause Number(C)
	Page(C)
	Line(C)
	Comment
	Proposed Change

	18
	0
	7
	
	150
	
	9.13.5.1: The indication of L-SIG Protection support for a HT device is specified here. However, there are non-HT devices that don't support L-SIG Protection. The spec does not provide a means for a third party non-HT device to indicate whether it supports L-SIG protection or not. As a result, a non-HT device that doesn't support L-SIG Protection can transmit packets during a L-SIG Protected period, causing interferences or collisions with L-SIG Protected packets, which defeats the purpose of L-SIG Protection. Lacking such a means for non-HT devices make the usefulness of L-SIG Protection limited.
	Remove L-SIG Protection mechanism from the spec if the means for non-HT devices to indicate the capability of L-SIG Protection is unable to be specified.


Proposed Resolution: Disagree
The purpose of the L-SIG Protection support bit is to indicate whether a STA supports the TRANSMISSION of an L-SIG TXOP frame.  “A STA shall not transmit a frame using L-SIG TXOP Protection directed to a recipient that does not support L-SIG TXOP Protection (Page 154, line 52 of TGn D7.02)”, so a non-supporting device is never forced to transmit an L-SIG TXOP Protected frame.
For legacy devices, because it is inherent that the device does not support transmission of an L-SIG TXOP protected frame (by the fact that it is a legacy device), they will never be directed an L-SIG TXOP Protect frame.

As for the reception of an L-SIG TXOP frame, legacy devices will view it as any other Mixed Format frame, and shall honor what is written in the SIGNAL field.  As honoring of the SIGNAL field is mandatory for legacy devices, what to do for legacy devices that violate the baseline spec, is out of scope of our standard.  A similar argument can be given to legacy devices that do not honor the NAV.
CID                         140:
Comment:
	CID
	LB
	Draft
	Clause Number(C)
	Page(C)
	Line(C)
	Comment
	Proposed Change

	140
	0
	7
	9.13.5.4
	153
	44
	LSIG NAV update rule is as specified below: "An HT STA that set the L-SIG TXOP Protection Support field to 1 on association that receives a PHY-RXSTART. indication with RXVECTOR parameter FORMAT set to HT_MF and LSIGVALID set to TRUE, and that receives no valid MPDU from which a Duration/ID value can be determined shall, when the PHYRXEND. indication is received, update its NAV to a value equal to:". Further in Section 20.3.24, Rx PLCP procedure says: "Subsequent to an indication of a valid HT-SIG CRC, a PHY-RXSTART.indication(RXVECTOR) shall be issued." The two statements combined imply that LSIG NAV won't be updated if HT-SIG CRC fails. This makes the application of LSIG protection limited to the case where HTSIG passes but packet cannot be properly decoded.
	Extend LSIG protection rule to allow updation of NAV if LSIGVALID true and independent of HTSIG CRC status


Proposed Resolution: Disagree
As L-SIG and HT-SIG are encoded with the same modulation, if the HT-SIG CRC fails, it is most likely that the information in the L-SIG is invalid as well.  Therefore, a HT STA shall discard any MF frames with invalid HT-SIG CRC, as specified in TGn D7.02.





























































































































































































Submission
page 3
Yuichi Morioka, Sony Corporation

