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	CID
	Comment / Explanation
	Recommended Change
	Resolution Notes
	What I did

	1922


	"If a root receives a PU element with a add proxy information or if it detects a new proxied address in its DS (e.g. through bridge learning) and the root already has proxy information for one or more of these proxied address, it shall send a PU element with Bit 0 set to 1"

Telepathy is at work here.   Bridge learning occurs in a layer above the MAC.  There is no clause 10 interface that communicates this data to the MLME.
	Provide the clause 10 interface to support this behaviour,  or remove the cited text.
	BTW a STA is not in the DS yet it is a proxied entity.  We should remove the "through bridge learning" text and the reference to the DS.  In general, we simply want the MSTA to send information about a proxied address regardless of its origin


	This comment was already resolved in D2.06 – the whole paragraph is gone.  I did add a note explaining that proxied entities can be STAs associated with an AP or STAs behind a portal

	1631


	The PU is transmitted to "the" (not "a") destination MP. Furthermore, the PU is not a request. Use proper naming for MIB variables (dot11…) for PU_TIMEOUT and MAX_PU.


	Change sentence into "The PU element is transmitted via unicast from the MP to the destionation MP. This PU element may be repeated after every dot11… for dot11… times until the MP receives a corresponding PUC element."


	Group with a proxy cleanup submission.


	Removed “from the mesh STA to a destination mesh STA.”

	1732


	It is never defined what the proxy information comprises.


	Define proxy information similar to forwarding information in clause 11B.9.4.4


	Submission needed.


	Modelled definition of proxy information on forwarding information.  Included in the Proxy Protocol clause, just before the Proxy Update.

	1116


	An MAP is really an MPP with a special case of being able to use the same medium as the MPs.  We can have a small section describing this subtlety, explain that DS bits are different, MAC addresses are different and that in all other respect MAPs are just MPPs.  We should note that these MPPs should not use a PANN because it is an optimization that is useful only if the MPP is connected to "the wire"


	Maybe create a special section in 11B.7 after the overview.  Can also use this as a spot to emphasize the fact that an AP and an MP cannot share the same physical address


	Change "11B.7.5 Proxy protocol" and explain what we use proxies for (portals, 

A Mesh access point is not a portal.

Lump with proxy work


	Provided examples of proxied MAC addresses

	996


	The portal announcement message is not well defined. 802.11-2007 provides a definition for the portal ("The logical point at which the integration service is provided" and "integration service: The service that enables delivery of medium access control (MAC) service data units (MSDUs) between the distribution system (DS) and a non-IEEE-802.11 local area network (LAN) (via a portal)").

However, the portal announcement message indicates a "a live connection to an external network." What does that mean?

If a portal has a connection to an 802.3 (Ethernet) it should issue the PANN message. What happens if a higher layer protocol (e.g. Spanning Tree) has blocked the port? What is a "live connection"? "Live" with respect to which layer? Is a PHY link sufficient? Should there be IP connectivity?


	Clarify the meaning of the PANN.


	submission needed


	The information element clause is no place to discuss those issues.

	1918


	"Enabling the announcement protocol in a given MPP is beyond the scope of this standard."

True,  but it should be possible for the MLME to discover if it is an MPP,  in order to perform the normative behaviour described for it in this subclause.


	Add a mib variable that is true for an MPP.   Then define an MPP as a STA for which this mib variable exists and is set to true.


	Lump with work on portal.  Create MIB variable that drives the transmission of the PANN.


	Added dot11MeshPortalAnnouncementProtocol is set to 1

	1029


	"The combination of MP functionality and the IEEE 802.1D bridging functionality is called an MPP." that goes way beyond what an 802.11-2007 portal.

In section M.4 802.11-2007 states "There are a number of differences between the IEEE 802.11 integration service and the service provided by an IEEE 802.1 bridge. In the IEEE 802.11 architecture, a portal provides the minimum connectivity between an IEEE 802.11 WLAN system and a non-IEEE-802.11 LAN. Requiring an IEEE 802.1D bridge in order to be compliant with IEEE Std 802.11 would unnecessarily render some implementations noncompliant. The most important distinction is that a portal has only one “port” (in the sense of IEEE Std 802.1D, for example) through which it accesses the DS. This renders it unnecessary to update bridging tables inside a portal each time a STA changes its association status. In other words, the details of distributing MSDUs inside the IEEE 802.11 WLAN need not be exposed to the portal. Another difference is that the DS is not an IEEE 802 LAN (although it carries IEEE 802 LLC SDUs). Requiring that the DS implements all behaviors of an IEEE 802 LAN places an undue burden on the architecture. Finally, it is an explicit intent of this standard to permit transparent integration of an IEEE 802.11 WLAN into another non-IEEE-802.11 LAN, including passing bridge PDUs through a portal. While an implementer may wish to attach an IEEE 802.1D bridge to the portal (note that the non-IEEE-802.11 LAN interface on the bridge need not be any particular type of LAN), it is not an architectural requirement of this standard to do so."

Chapter 3 already defines the MPP.


	Delete sentence "The combination of MP functionality and the IEEE 802.1D bridging functionality is called an MPP."


	Good idea.  Similar to comments 996 and 1918


	Removed all text that reiterates what a portal is.  The standard already explains what a portal is.


Modify 11B.7 as shown
· Interworking

· Overview of interworking in a mesh BSS

An MBSS functions like an IEEE 802 LAN segment that is compatible with IEEE 802.1D. The MBSS appears as a single access domain.

The combination of mesh STA functionality and the IEEE 802.1D bridging functionality is called a portal. 

The mesh MAC entity appears as a single port to an IEEE 802.1D MAC Relay entity in IEEE 802.1D (to which it presents the Internal Sublayer Service interface) or any other higher-layer entity, such as a Spanning Tree Protocol entity.

An MBSS may have zero or more portals which may be connected to one or more LAN segments. In case two portals connect the MBSS to one external LAN segment, broadcast loops may occur and the IEEE 802.1D bridging protocol may cause the LAN ports of one of the portals to be closed. These cases can be prevented by proper configuration measures. 

The default path selection protocol supports the transfer of “proxy information” towards the portal (see 11B.7.5 Proxy protocol). The portal shall support the Internal Sublayer Service interface to transfer this information to the MAC Relay Entity as defined in IEEE 802.1D. As a result, the bridge, or, more specifically, the Learning Process within the MAC Relay Entity will learn the addresses of all the mesh STAs and their attached stations.
· Portal announcement protocol

This subclause describes the function, generation and processing of the Portal Announcement (PANN).

Enabling the announcement protocol in a given portal is beyond the scope of this standard.

· Function

The Portal Announcement (PANN) element, described in 7.3.2.96, is used to announce the presence of a mesh STA collocated with a configured as a portal in the mesh BSS. Portal Announcements allow mesh STAs to select the appropriate portal and build a path towards it. A mesh STA which receives a Portal Announcement message shall propagate the Portal Announcement as described below but may ignore its content.

The PANN sequence number of the Portal Announcement shall be incremented by the portal before each transmission.

· Conditions for generating and sending a PANN

A mesh STA shall propagate a PANN frame in the following cases:

Case A: Original transmission


All of the following applies: 

· The mesh STA is configured as a portal

· dot11MeshPortalAnnouncementProtocol is set to 1
·  At every dot11MeshPortalAnnouncementInterval 

The content of a PANN element in Case A shall be as shown in Table s54.

	· Content of a PANN element in Case A

	Field
	Value

	ID
	Value given in Table 7-26 for the PANN element

	Length
	13

	Flags
	Not used

	Hop Count

	0

	Time to Live
	Maximum number of hops allowed for the Portal Announcement

	Mesh Portal Address
	Mesh STA MAC address

	PANN Sequence Number
	A sequence number specific for the portal


Case B:
Propagation


All of the following applies:

· The mesh STA has received a Portal Announcement

· The decremented time to live of the Portal Announcement is equal to or greater than 1

· dot11MeshForwarding is set to 1  NOTE TO EDITOR: THERE IS A CHANGE HERE!
The content of a PANN element in Case B shall be as shown in Table s55.

	· Content of a PANN element in Case B

	Field
	Value

	ID
	Value given in Table 7-26 for the PANN element

	Length
	13

	Flags
	As received

	Hop Count

	As received + 1

	Time to Live
	As received – 1

	Mesh Portal Address
	As received

	PANN Sequence Number
	As received


· PANN processing

A received Portal Announcement is subject to certain acceptance criteria. Processing depends on the contents of the Portal Announcement and the information available at the receiving mesh STA.

· Acceptance criteria

The Portal Announcement element shall not be accepted (and shall not be processed as described in 11B.7.2.3.2) if

· the PANN Sequence Number of the Portal Announcement is lower than the PANN Sequence Number of the recently received Portal Announcement from this portal.

· Effect of receipt

The following applies only to a Portal Announcement element that was accepted according to the acceptance criteria in 11B.7.2.3.1 (Acceptance criteria) above.

1. The receiving mesh STA shall transmit a Portal Announcement as defined in 11B.7.2.2, Case B

· Mmesh STA data forwarding behavior

When a mesh STA has a data message to send, it first follows the data forwarding procedures defined in 11B.6.5. If the mesh STA is not able to determine an intra-mesh path to the destination MAC address, the mesh STA shall assume that the destination is outside the mesh BSS and shall forward the message to one or more portals (see 11B.7.4.1). If the destination appears to be outside the mesh BSS but there is no portal available, the mesh STA shall silently discard the frame.

· Pportal data forwarding behavior

Forwarding of frames by the portal into the mesh BSS follows the procedures given in 11B.6.5.

Portals can learn the addresses of the mesh STAs and of devices attached to these mesh STAs through the receipt of path selection messages and messages carrying proxy information (see 11B.9.9).

· Handling of frames that leave the MBSS

A frame sent by a mesh STA in the mesh BSS has the following final destinations:

· A mesh STA address or a proxied address that the portal knows is reachable through the mesh BSS

The portal forwards the frame to the destination mesh STA.

· An address that the portal knows is outside the mesh BSS

The portal forwards the frame on the external network.

· An address unknown to the portal

The portal forwards the frame on the external network.

· Handling of frames that enter the MBSS

A frame received by a portal in an MA_UNITDATA.request at the MAC service has two possible destinations:

· A mesh STA address or proxied address that the portal knows is inside the mesh BSS

The portal forwards the frame to the destination mesh STA.

· An address unknown to the portal

The portal has two options: 

· To attempt to establish a path to the destination (see 11B.6)
· To broadcast the frame within the mesh BSS using the Mesh Broadcast procedure (see 11B.6.5.3)

The criteria for making this choice are beyond the scope of this standard.
· Proxy protocol

Insert 11B.7.5.1 and 11B.7.5.2 as shown

11B.7.5.1 Proxy information
Forwarding information of mesh STAs only contains addresses that belong to the MBSS.  Mesh STAs forward frames to MAC addresses that are outside the MBSS by treating such addresses as proxied addresses.  The mesh STAs that are the destinations of the frames destined to proxied addresses are called proxy mesh STAs, and their MAC addresses are called proxy addresses.  
Proxy information consists of at least a proxied MAC address, the corresponding destination proxy MAC address of the proxy mesh STA and the corresponding proxy lifetime.
Proxy information is updated in the following circumstances:

· A mesh STA receives and processes a Proxy Update (see 11B.7.5.1 Proxy Update (PU))

· A mesh STA receives and processes an information element of the active path selection protocol containing proxy information.  In HWMP, these are PREQ elements (see 11B.9.5.3.2 Effect of receipt) and PREP elements (see 11B.9.6.3.2 Effect of receipt). 

Mesh STA implementations may also maintain proxy information on STAs that are associated with a collocated AP or are behind a collocated portal—the method for doing this is beyond the scope of this standard.
11B.7.5.2 Proxy usage
Proxied entities are entities whose MAC addresses cannot be discovered and reached using mesh services, i.e. they are not part of an MBSS.  Examples of such entities are
· STAs that are associated with an AP that is collocated with a mesh STA

· STAs that are behind a portal that is collocated with a mesh STA

Modify 11B.7.5.1 as shown (it should now be 11B.7.5.3)

· Proxy Update (PU)

This clause describes the function, generation and processing of the PU element.

· Function

A PU element is generated by a mesh STA to inform a destination mesh STA of its proxied addresses. 

· Conditions for generating and sending a PU

A proxy mesh STA may transmit a PU when it adds or deletes a local proxy to its proxy information. A portal mesh STA may also transmit a PU at periodic intervals.

The PU element is transmitted in an individually addressed manner from the mesh STA to a destination mesh STA. This request may be repeated until the mesh STA receives a PUC element. 

The content of a PU element shall be as shown in Table s56.

	· Content of a PU element

	Field
	Value/description

	ID
	Value given in Table 7-26 for the PU element

	Length
	9 + N * 6

	Flags
	Bit 0: 0: add proxy information; 1: delete proxy information

1 – 7: Reserved

	PU Sequence number
	Sequence number of the PU

	Proxy Address
	MAC address of the proxy mesh STA

	Number of Proxied Device Address (N)
	Number of proxied addresses reported to the destination mesh STA N (N(1)

	Proxied Device MAC Address
	MAC address of proxied entities to which the mesh STA is providing mesh services


· Effect of receipt of PU processing 
The destination mesh STA shall update the proxy address in its proxy information with the list of proxied addresses reported in the PU.  The lifetime of the proxy information is the same as the lifetime of the path to the proxy address.
A PU element in a PU frame is individually addressed from a mesh STA to a destination mesh STA. The destination mesh STA shall update the proxy address in its proxy information with the list of proxied addresses reported in the PU. 

· Proxy Update Confirmation (PUC)

This clause describes the function, generation and processing of the PUC element.

· Function

A PUC IEelement is generated by a destination mesh STA to inform the sender of PU that the PU has been properly received.

· Conditions for generating and sending a PUC

A PUC is individually addressed from the destination mesh STA of the corresponding PU to the mesh STA that sent the PU. 

The content of a PUC element shall be as shown in Table s57.

	· Content of a PUC element

	Field
	Value/description

	ID
	Value given in Table 7-26 for the PUC element

	Length
	8

	Flags
	Bit 0- 7: Reserved

	PU Sequence number
	PU Sequence number of the PU which is being confirmed

	Destination mesh STA Address
	MAC address of the recipient of the PU


· Effect of receipt of PUC processing
On receiving a PUC element in a PUC frame, the mesh STA shall no longer send any PUs with the same PU sequence number.

Modify 7.3.2.96 as shown
· PANN information element

The Portal Announcement (PANN) element is used for announcing in the MBSS the presence of a mesh STA  collocated with a configured as a Mesh Portal (that has a live connection to an external network). Mesh STAs may use this information to increase the efficiency of communication with stations outside the MBSS.

The PANN element is transmitted in a beacon or a Mesh Interworking action frame (see clause 7.4.15 Mesh Interworking action frame details).
The format of the PANN element is shown in Figure s42.

	Element ID
	Length
	Flags
	Hopcount
	Time to Live
	Mesh Portal Address
	PANN Sequence Number

	Octets: 1
	1
	1
	1
	1
	6
	4

	· PANN  element


The Element ID is set to the value given in Table 7-26 for this information element. The length is set to 13.

The Flags field is reserved for future use.

The Hop Count field is coded as an unsigned integer. When the Mesh Portal sends the PANN primitive, it sets the hop count to 0. The Hop Count field indicates the number of hops the PANN primitive has traversed.

The Time to Live field is coded as an unsigned integer and indicates the maximum number of hops allowed for this element.

The Mesh Portal Address is represented as a 48-bit MAC address and is set to the MAC address of the mesh STA that is collocated with the portal.

The PANN Sequence Number field is coded as an unsigned integer and is set to a PANN Sequence Number specific for the originating mesh portal.

Detailed usage of the PANN element is described in 11B.7.

Modify 7.3.2.97 as shown
· RANN information element

The Root Announcement (RANN) element is used for announcing the presence of a mesh STA configured as Root mesh STA. RANN elements are sent out periodically by the Root mesh STA.

The PANN element is transmitted in a beacon or a Mesh Path Selection action frame (see clause 7.4.14 Mesh Path Selection action frame details).
The format of the RANN element is shown in Figure s43.

	Element ID
	Length
	Flags
	Hopcount
	Time to Live
	Root mesh STA Address
	HWMP Sequence Number 
	Metric 

	Octets: 1
	1
	1
	1
	1
	6
	4
	4

	· RANN  element


The Element ID is set to the value given in Table 7-26 for this information element. The length is set to 17.

The format of the Flags field is shown in Figure s44.

	B0
	B1    B7

	Portal Role
	Reserved

	Bits: 1
	7

	· RANN Flags field format


The Flags field is set as follows.

Bit 0: Portal Role (0 = non-portal, 1 = portal).

Bit 1-7: Reserved.

The Hop Count field is coded as an unsigned integer and indicates the number of hops from the originating root mesh STA to the mesh STA transmitting this element.

The Time to Live field is coded as an unsigned integer and indicates the remaining number of times the RANN may be propagated.

The Root mesh STA Address field is represented as a 48-bit MAC address and is set to the Root mesh STA MAC address.

The HWMP Sequence Number is coded as an unsigned integer and is set to the HWMP sequence number specific to the root mesh STA. 

The Metric field is coded as an unsigned integer and is set to the cumulative metric from the originating root mesh STA to the mesh STA transmitting the announcement.

Detailed usage of the RANN element is described in 11B.9.8.

Add lines in Table 7-8 as shown
	Table 7-8 Beacon frame body

	Order
	Information
	Notes

	27
	Portal Announcement
	The Portal Announcement information element is present within Beacon frames when dot11MeshEnabled and dot11MeshPortalAnnouncement are true.

	28
	Root Announcement
	The Root Announcement information element is present within Beacon frames when dot11MeshEnabled is true and the active path selection protocol is HWMP.


Insert in Annex D at between entries 6 and 7 (before dot 11MeshPortalAnnouncement Interval) and replace X with correct number and update all subsequent numbers
dot11MeshPortalAnnouncementProtocol OBJECT-TYPE


SYNTAX INTEGER


MAX-ACCESS read-write

STATUS current


DESCRIPTION

“This attribute shall specify whether or not the mesh portal is using the Portal Annoucement protocol.”

DEFVAL { 0}


::= { dot11MeshSTAConfigEntry X}




Abstract


The submission is a resolution of comments 1116, 1922, 1631, 1732, 1918, 1029 and 996.
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Baseline: D2.06





Instructions to the TGs editor are shown in red.  When the instruction “modify (the text) as shown” is used, red indicates a deletion and blue indicates an insertion.











�This is just a formatting change (to a numbered list)
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