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7.3.2.61.  Emergency Services Public Credential information element

The Emergency Services Public Credential information element, defined in Figure 7-95as, provides a non-AP STA with the public identifier and authentication type to use for emergency access (see U.4.4)
TGu Editor: Change Figure 7-95as as shown:

	
	Element ID
	Length
	Emergency Services Public Credentials Control
	Emergency Authentication EAP Type
	Emergency Public Identifier Length
	Emergency Public Identifier
	Emergency Public Password Length
	Emergency Public Password (optional)
	Emergency Authentication Tunneled Type (optional)

	Octets:
	1
	1
	1
	7
	1
	variable
	1
	variable
	0, 2, or 7


TGu Editor: Insert the following paragraphs describing the new fields added in Figure 7-95as into the section following the figure in the order the fields appear in Figure 7-95as.
The Emergency Public Identifier Length is a one-octet field that describes the length of the Emergency Public Identifier in octets.

The Emergency Public Password Length is a one-octet field that describes the length of the Emergency Public Identifier in octets.  If no Emergency Public Password is defined, the length field is zero.
TGu Editor: Change the description of the Length field as follows:
The Length field is set to 8 plus the sum of the number of octets in the Emergency Public Identifier and Emergency Public Password elements and the Emergency Authentication Tunnelled Type field when it is present.  The length of the Emergency Public Identifier and the length of Emergency Public Password plus all fixed-length fields is less than 255.
TGu Editor: Change the description of the Emergency Authentication EAP Type field as follows:
The Emergency Authentication EAP Type is one of the EAP methods as specified in by IANA EAP Method Type Numbers. The format of the Emergency Authentication EAP Type field is shown in Figure 7-95at, and is designed to accommodate Expanded EAP types. When not used to communicate an Expanded EAP type, the Vendor-Id subfield and the three most significant octets of the Vendor-Type field are set to 0 , and the last octet defines the EAP type. If the Emergency Services Public Credentials Control field indicates the presence of a tunnelled type, then this field represents the outer EAP type.

TGu Editor: Change the description of the Emergency Public Password field as follows:
The Emergency Public Password field contains the password that is used to authenticate to the emergency services network.  This field is not present if the Emergency Public Password Length field is zero.
TGu Editor: Change the description of the Emergency Authentication Tunnelled Type field as follows:
The presence and size of the Emergency Authentication Tunneled Type field depends on the value of the Emergency Services Public Credentials Control field:

—If the Emergency Services Public Credentials Control field is set to 0, the Emergency Authentication Tunnelled type field is not present.
—If the Emergency Services Public Credentials Control field value is 1, the Emergency Authentication Tunnelled Type field is 7 octets long and describes an EAP type, shown in Figure 7-95ar, as specified in IANA EAP Method numbers (see IANA EAP Method).
—If the Emergency Services Public Credentials Control field value is 2, the Emergency Authentication Tunnelled Type value is 2 octets long and describes a PPP authentication type as specified in IANA PPP Protocol Numbers (see IANA PPP Protocol).

7.3.3.4.  Emergency Public Network Access query information
TGu Editor: Change the first paragraph as follows:
The Emergency Public Network Access query information provides information related to network access for public emergency use. This query information may be returned in response to a Native GAS Query Request that can be initiated by non-AP STA to the AP that supports Emergency Services. The format of the Emergency Public Network Access query information is provided in Figure 7-95bd. It includes one or more duples of Emergency Subtype code and Emergency Information data elements.  Each duple provides information on a method of authenticating to a network to use emergency services.  If a network supports multiple methods of authentication for emergency services users, then multiple duples will be present.
TGu Editor: Insert the following paragraph at the end of the clause:
The format of the Emergency Information Data for the Public Credentials field depends on the type of authentication in use.
If the Subtype Code is zero (for open association), then the Emergency Information Data for the Public Credentials field has zero length and is not used.

If the Subtype Code is one (for public credentials), then the Emergency Information Data for the Public Credentials field has the following format, where the fields are as defined in clause 7.3.2.61.
TGu Editor: Insert the following figure at the end of the clause and renumber figures appropriately:
	Length
	Emergency Services Public Credentials Control
	Emergency Authentication EAP Type
	Emergency Public Identifier Length
	Emergency Public Identifier
	Emergency Public Password Length
	Emergency Public Password (optional)
	Emergency Authentication Tunneled Type (optional)

	1
	1
	7
	1
	variable
	1
	variable
	0, 2, or 7


Figure 7-95be: Emergency Information Data for the Public Credentials
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Abstract


This document addresses LB 137 CIDs in bucket 4218 (CIDs 4171, 4177, 4218, 4229, 4460, 4461, 4462, 4486, 4487, 4750) and bucket 4738 (4738, 4739).





The baseline for this document is P802.11u-D4.02.
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