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· Change the following text in D4.02 as modified by 1277rx
7.1.3.3.3 BSSID field
Change the first paragraph of 7.1.3.3.3 to read:

The BSSID field is a 48-bit field of the same format as an IEEE 802 MAC address. When communicating

inside the context of a BSS, the contents of this This field uniquely identifies each BSS. The value of this

field, in an infrastructure BSS, is the MAC address currently in use by the STA in the AP of the BSS. When communicating outside the context of a BSS, the value in the BSSID field can be any 48-bit value.

Insert after the second paragraph of 7.1.3.3.3:

When STAs are communicating outside the context of a BSS, the value of the BSSID field may take on any

48-bit value, and, while not identifying a BSS, may be set by a higher layer or the SME. When the optional

basic service set identification parameter in the MA-UNITDATA.request is present, the value of that parameter shall be used to set the values of the address fields as shown in Table 7-7 (instead of any BSSID value in the MIB).
Change the last sentence of the last paragraph of 7.1.3.3.3 to:
A wildcard BSSID value (all 1’s) shall not be used in the BSSID field except for management frames of subtype probe request where explicitly permitted elsewhere in this standard.
To read as follows:
· BSSID field

Change the first  paragraph of 7.1.3.3.3 to read:

The BSSID field, the location of which may vary as indicated in Table 7-7, is a 48-bit field of the same format as an IEEE 802 MAC address. When communicating inside the context of a BSS, the content of this This field (referred to as the BSSID) uniquely identifies the BSS. The value of this field, in an infrastructure BSS, is the MAC address currently in use by the STA in the AP of the BSS. The BSSID of an infrastructure BSS is the MAC address currently in use by the STA in the AP of the BSS. When communicating outside the context of a BSS, the BSSID can be any 48-bit value, the specification of which is outside the scope of this standard.
Insert after the second paragraph of 7.1.3.3.3:

When STAs are exchanging data frames outside the context of a BSS, the BSSID may take on any 48-bit value, and, while not identifying a BSS, may be set using the optional basic service set identification parameter in the MA-UNITDATA.request or the SME.  When the optional basic service set identification parameter is present in the MA-UNITDATA.request, the value of that parameter shall be used to set the values of the BSSID (address) field as shown in Table 7-7 (overriding any BSSID value contained in the MIB). 

Change the last sentence of the last paragraph of 7.1.3.3.3 to:

The wildcard BSSID value (all 1’s) shall not be used in the BSSID field except for management frames of subtype probe request where explicitly permitted elsewhere in this standard.
Replace the text in D4.02 concerning 7.2.2 with the following text:
· Data frames

Change the statements immediately following Table 7-7 as shown:
A STA uses the contents of the Address 1 field to perform address matching for receive decisions. In cases where the Address 1 field contains a group address, the contents of the BSSID field are also checked to ensure that the broadcast or multicast originated from a STA in the BSS of which the receiving STA is a member.  Additionally, if dot11OCBEnabled is true, the contents of the BSSID field may be further checked to ensure that they match the wildcard BSSID or some other BSSID that the SME accepts as valid.

Insert the following after a) and b) of subclause with heading, "The BSSID of the Data frame is determined as follows:":

c) When dot11OCBEnabled is true, and the STA is transmitting a data frame outside the context of a BSS, the BSSID may be any MAC address that the receiver can filter the packet on or the wildcard BSSID.
Remove the following text in D4.02 concerning 7.3.1.10:
· Timestamp field

Change the first sentence as follow:

This field contains the value of the timing synchronization function (TSF) timer (see 11.1 and 11.18) of the frame’s source.
Replace the text in D4.02 concerning 7.3.2.2 with the following text:
· Supported Rates element

Change the first sentence in the first paragraph as follows:

The Supported Rates element specifies up to eight rates in the Operational-Rate-Set parameter, as described in the MLME-JOIN.request, and the MLME-START.request, and the MLME-TIMING_INFO.request primitives.
Change the first sentence in the third paragraph as follows:

The Supported Rate information in Beacon and Probe Response management frames is delivered to the management entity in a STA via the BSSBasicRateSet parameter in the MLME-SCAN.confirm primitive.  The Supported Rate information in the Timing and Information management frame is delivered to the management entity in a STA via the BasicRateSet parameter in the MLME-TIMING_INFO.indication primitive.
Replace the text in D4.02 concerning 7.3.2.27 with the following text and instruct the editor to request the assignment of a CALM support bit in the extended capabilities field:
· Extended Capabilities information element

Insert the following rows into Table 7-35a in the appropriate row:

	· Capabilities field

	Bit
	Information
	Notes

	1
	WAVE support 
	If MIB attribute dot11WAVEEnabled is true, then the WAVE indication  bit is set to 1, otherwise it is set to 0.

	<ANA>
	CALM support 
	If MIB attribute dot11CALMEnabled is true, then the CALM indication  bit is set to 1, otherwise it is set to 0.


Replace the following text in D4.02 as modified by 1280r2:
7.3.2.29 EDCA Parameter Set element

Change the second paragraph of 7.3.2.29 as follows:
For an infrastructure BSS, Tthe EDCA Parameter Set element is used by the AP to establish policy (by changing default MIB attribute values), to change policies when accepting new STAs or new traffic, or to adapt to changes in offered load; Tthe most recent EDCA parameter set element received by a non-AP STA is used to update the appropriate MIB values.  For communication outside the context of a BSS (dot11OCBEnabled is TRUE) the EDCA Parameter Set element may be transmitted by a STA within a Timing and Information frame to indicate that it is the preferred parameter set and the SME of the receiving STA may update the appropriate MIB values.

with the following text:
7.3.2.29 EDCA Parameter Set element

Change the second paragraph of 7.3.2.29 as follows:
For an infrastructure BSS, Tthe EDCA Parameter Set element is used by the AP to establish policy (by changing default MIB attribute values), to change policies when accepting new STAs or new traffic, or to adapt to changes in offered load, and tThe most recent EDCA parameter set element received by a non-AP STA is used to update the appropriate MIB values. If dot11OCBEnabled is true, the SME determines the EDCA parameter set to be used and updates the appropriate EDCA-related MIB variables. 
STAs may transmit EDCA parameter sets in Timing and Information management frames.  Such information is useful for STAs intending to exchange frames outside the context of a BSS and wanting to use a particular EDCA parameter set to do so.  The SME of a STA receiving an EDCA parameter set in a Timing and Information management frame determines the EDCA parameter set to be used and updates the appropriate EDCA-related MIB variables.  

As there is no need to prohibit the use of such a valuable feature as admission control, remove the inserted text the following paragraph of D4.02 as modified by 1280r2:
Change the sixth paragraph of 7.3.2.29 as follows:
The value of the AC index (ACI) references the AC to which all parameters in this record correspond. The mapping between ACI and AC is defined in Table 7-36. The ACM (admission control mandatory) subfield indicates that admission control is required for the AC. If the ACM subfield is set to 0, then there is no admission control for the corresponding AC. If the ACM subfield is set to 1, admission control has to be used prior to transmission using the access parameters specified for this AC. The ACM subfield is set to 0 for every ACI/AIFSN field in an EDCA Parameter Set element that is contained in a Timing and Information frame.
The AIFSN subfield indicates the number of slots after a SIFS duration a non-AP STA should defer before either invoking a backoff or starting a transmission. The minimum value for the AIFSN subfield is 2.

Move to accept the recommended changes to P802.11p D4.02 noted above and instruct the editor to make these changes to P802.11p D4.02.
Motion by: ____________________Date: _________________
Second:  ______________________
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�This again is overly restrictive it seems.  We should allow for admission control, but when it doesn't make sense, don't use it. 
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