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This submission addresses changes to clause 5 to address comments requesting more explanation of the impact of and reason for the changes being made by TGp for 5.9GHz operations and communication outside the context of a BSS.
Change clause 5 changes in 802.11p D4.02 to read as follows:
· General Description

Change item d) in 5.1.1.2 as follows:

5.1.1.2 Media impact on design and performance

d) Have dynamic topologies where significant topological variations may occur during time intervals in which only a few 802.11 MAC frames may be exchanged.

5.1.1.3 The impact of handling mobile STAs

Add after the last paragraph in 5.1.1.3 the following:

Mobile STAs may be moving relative to each other quite rapidly (e.g., vehicles passing on a roadway) and may come within and leave communication range over very short time intervals.  Hence, the assumption that such STAs can exchange any number of packets to set up and maintain a link through a data exchange may not be valid. 

5.1.1.5 Interaction with non-IEEE-802 protocols

Add after the last paragraph in 5.1.1.5 the following:

In situations where STAs are intending to exchange data frames outside the context of a BSS, non-IEEE 802.11 protocols may be used to provide security as well as network and transport layer services.  For example, IEEE P1609 and several other international standards bodies are developing such a set of protocols and services for use in rapidly varying (vehicular) environments.
· Components of the IEEE 802.11 architecture

Change the second paragraph in 5.2 to read as follows:

While data communication outside the context of a BSS is permitted (when dot11OCBEnabled is set to true), the basic service set (BSS) is the basic building block of an IEEE 802.11 LAN. Figure 5-1 shows two BSSs, each of which has two STAs that are members of the BSS.
Insert a new subclause (5.2.a) after 5.2.2 and renumber as appropriate:

5.2.a STA communication outside the context of a BSS

In addition to defining STA communication within a BSS, this standard also allows data exchanges between 802.11 STAs outside the context of a BSS.  That is, STAs may exchange data frames without having to first become a member of a BSS.  This allows immediate communication between STAs, avoiding the latency associated with establishing a BSS.  This ability is particularly well-suited for use in rapidly varying communication environments such as those involving mobile STAs where the interval over which the communication exchanges take place may be of very short-duration (e.g. measured in milliseconds).  This facility is enabled by having dot11OCBEnabled set to true. STAs that do not have the MIB variable dot11OCBEnabled defined operate as if dot11OCBEnabled were set to false.  Note that communication between STAs may take place in frequency bands that require licensing depending on the regulatory domain.  
The SME of a STA capable of (dot11OCBEnabled set to true) and intending to exchange data frames with other such STAs outside the context of a BSS may initially configure the PHY with parameters (frequency, bandwidth, data rate, etc.) known a priori via mechanisms outside the scope of this standard.  These mechanisms may include regional regulation and out of band communication.  In addition, the Timing and Information management frame (see clause 7.2.3.a) provides a mechanism for STAs to announce management information such as supported rates and QoS parameters prior to exchanging data frames outside the context of a BSS.  Since 802.11 MAC layer authentication services are not used when exchanging data frames outside the context of a BSS, any required authentication services would be provided by the station management entity or by applications outside the MAC. 
STAs with dot11OCBEnabled set to true may queue for transmission to peers any valid management, control, groupcast (broadcast and multicast) and unicast data frame at any time.  There is no delay in establishing direct communication links between 802.11 STAs because beaconing, scanning, and MAC level authentication and association are not required prior to exchanging data frames. STAs exchanging data frames outside the context of a BSS do not presume the presence of a DS (see clause 5.2.3) 
and may implement services analogous to the DSS as well as security services in the station management entity, the specification of which is outside the scope of this standard. 

Change the second paragraph in 5.2.6 to read as follows:
5.2.6 QoS BSS: The QoS network

The enhancements that distinguish QoS STAs from non-QoS STAs and QoS APs from non-QoS APs are

collectively termed the QoS facility. The quantity of certain, QoS-specific, mechanisms may vary among

QoS implementations, as well as between QoS STAs and QoS APs, over ranges specified in subsequent

clauses. All service primitives, frame formats, coordination function and frame exchange rules, and

management interface functions except for the Block Acknowledgment (Block Ack) function, direct-link

setup (DLS), and automatic power-save delivery (APSD) are part of the core QoS facilities. A QoS STA or

QoS AP must implement those core QoS facilities necessary for its QoS functions to interoperate with other STAs in the BSS or to interoperate with other STAs when exchanging QoS data frames outside the context of a BSS. Functions such as the Block Ack, DLS, and APSD are separate from the core QoS facilities; and the presence of these functions is indicated by STAs separately from the core QoS facilities. A comprehensive statement on mandatory and optional functionalities is available in Annex A.
Change the second paragraph in 5.4.3.5 to read as follows:
5.4.3.5 Data origin authenticity

Data origin authenticity is only applicable to unicast data frames. The protocols do not guarantee data origin authenticity for broadcast/multicast data frames, as this cannot be accomplished using symmetric keys and public key methods are too computationally expensive.

The data origin authenticity mechanisms in this standard are only applicable to unicast data frames. The protocols specified in this standard use symmetric key mechanisms which are not suitable for guaranteeing data origin authenticity for groupcast (broadcast and multicast) data frames.  Data origin authenticity mechanism for groupcast data frames and frames transmitted outside the context of a BSS may be accomplished using public key methods which are outside the scope of this standard.
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