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7.3.2.59 Interworking information element

The Interworking information element contains information about the interworking service capabilities of a STA as shown in Figure 7-95ao.
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	Length
	Network
Type
	Internet
	ASRA
	EASN
	Emergency Service Accessible
	Venue Group

	Venue Type
	HESSID
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	Octets:
	1
	1 
	1
	1
	1
	0 or 6


Figure 7-95ao-Interworking element format

The value of the length field is 3 if no HESSID field is present or 9 if an HESSID field is present.  
The Network Types are shown in 7-43r. It is set by AP to advertise its Network Type to non-AP STAs. A non-AP STA uses this field to indicate the desired Network Type in an active scan. See U.1 for informative text on usage of fields contained within the Interworking element.
Table 7-43r Network Type codes
	Network Type Codes
	Meaning
	Description

	0
	Private network
	Non-authorized users are not permitted on this network. Examples of this network type are home networks and enterprise networks, which may employ user accounts. These networks may or may not employ encryption.

	1
	Private network with guest access
	Private network but guest accounts are available. 

	2
	Chargeable public network
	The network is accessible to anyone, however, access to the network requires payment. Further information on types of charges may be available through other methods (e.g., 802.21, http:/https redirect or DNS redirection).

	3
	Free public network
	The network is accessible to anyone and no charges apply for the network use.

	4
	Peer to Peer Network
	A small network of personal devices such as camera and computer, where one device assumes the role of AP.

	5 to 13
	Reserved
	Reserved

	14
	Test or experimental
	The network is used for test or experimental purposes only.

	15
	Wildcard
	Wildcard network type


Bit 4 is the Internet field. The AP sets  this field to 1 if the network provides connectivity to the Internet; otherwise it is set to 0 indicating that it is unspecified whether the network provides connectivity to the Internet. 
Bit 5 is the Additional Step Required for Access (ASRA) field. It is set to 1 by the AP to indicate that the network requires a further step for access; otherwise it is set to 0. For more information, refer to  Network Authentication Type Information in 7.3.35.
Bit 6 is the Emergency Alert System Notification (EASN) field. It is set to 1 by an AP  to indicate that a higher layer EASN message is available at the AP for download. It is a reserved field for the non-AP STA. The EASN capability field set to 0 indicates that no higher layer EASN message is available at the AP for download. When the field is set to 1 by an AP, a non-AP STA requests further information from the higher layers to receive the full EASN message.
Bit 7 is the Emergency Service Accessible field. When the AP sets it to 0, this field indicates that no emergency services is directly configured to be reachable through the SSID. When set to 1, this field indicates that higher layer emergency services are reachable through the SSID, in addition to any other services offered. Emergency services may be supported either by an ESO (emergency services only) network or a network that supports emergency services accessible with public credentials. An AP advertises this capability if at least one of the two methods is supported.

For a network to be identified as an Emergency Services (ES) network, location capability is enabled on an AP if the AP is located in a regulatory domain that requires location capabilities. In addition, this field is only advertised if all of the following are true (see U.4.2 for further information):

· If an ESO network, the SSID is configured for open authentication and used exclusively for providing emergency services 

· If an Emergency Services network with public credentials, the SSID is configured for RSN authentication 

· dot11QosOptionImplemented is true 

· dot11EBREnabled is true 

· Network supports end-to-end QoS from non-AP STA to all APs in ESS to PSAP. It is outside the scope of the Interworking Service how this information is known to the AP 
The Venue Group and Venue Type fields are both one octet values selected from 7-43s and 7-43t respectively. The entries in 7-43s and 7-43t are drawn from the International Building Code's Use and Occupancy Classifications [B33]. An AP sets the default value of Venue Group to Residential and the default value of Venue Type to unspecified. A non-AP STA sets the default value of Venue Group to unspecified and the default value of Venue Type to unspecified. A non-AP STA sets the default value of Venue Group to unspecified and the default value of Venue Type to 


Table 7-43s-Venue Group codes and descriptions
	Venue Group Code
	Venue Group Description

	0
	Unspecified

	1
	Assembly

	2
	Business

	3
	Educational

	4
	Factory and Industrial

	5
	Institutional

	6
	Mercantile

	7
	Residential

	8
	Storage

	9
	Utility and Miscellaneous

	10
	Vehicular

	11
	Outdoor

	12 - 255
	Reserved


 
7-43t- Venue Type assignments
	Venue 
Group
	Venue 
Type Code
	Venue Description

	0
	0
	Unspecified

	0
	1 - 255
	Reserved

	1
	0
	Unspecified Assembly

	1
	1
	Arena

	1
	2
	Stadium

	1
	3
	Passenger Terminal (e.g., airport, bus, ferry, train station)

	1
	4
	Amphitheater

	1
	5
	Amusement Park

	1
	6
	Place of Worship

	1
	7
	Convention Center

	1
	8
	Library

	1
	9
	Museum

	1
	10
	Restaurant

	1
	11
	Theater

	1
	12
	Bar

	1
	13
	Coffee Shop

	1
	14
	Zoo or Aquarium

	1
	15
	Emergency Coordination Center

	1
	16 - 255
	Reserved

	2
	0
	Unspecified Business

	2
	1
	Doctor or Dentist office

	2
	2
	Bank

	2
	3
	Fire Station

	2
	4
	Police Station

	2
	6
	Post Office

	2
	7
	Professional Office

	2
	8
	Research and Development Facility

	2
	9
	Attorney Office

	2
	10 - 255
	Reserved

	3
	0
	Unspecified Educational

	3
	1
	School, Primary

	3
	2
	School, Secondary

	3
	3
	University or College

	3
	4-255
	Reserved

	4
	0
	Unspecified Factory and Industrial

	4
	1
	Factory

	4
	2 - 255
	Reserved

	5
	0
	Unspecified Institutional

	5
	1
	Hospital

	5
	2
	Long-Term Care Facility (e.g., Nursing home, Hospice, etc.)

	5
	3
	Alcohol and Drug Re-habilitation Center

	5
	4
	Group Home

	5
	5
	Prison or Jail

	5
	6 - 255
	Reserved

	6
	0
	Unspecified Mercantile

	6
	1
	Retail Store

	6
	2
	Grocery Market

	6
	3
	Automotive Service Station

	6
	4
	Shopping Mall

	6
	5 - 255
	Reserved

	7
	0
	Unspecified Residential

	7
	1
	Hotel or Motel

	7
	2
	Dormitory

	7
	3
	Boarding House

	7
	4 - 255
	Reserved

	8
	0 - 255
	Reserved

	9
	0 - 255
	Reserved

	10
	0
	Unspecified Vehicular

	10
	1
	Automobile or Truck

	10
	2
	Airplane

	10
	3
	Bus

	10
	4
	Ferry

	10
	5
	Ship or Boat

	10
	6
	Train

	10
	7 - 255
	Reserved

	11
	0
	Unspecified Outdoor

	11
	1
	Muni-mesh Network

	11
	2
	City Park

	11
	3 - 255
	Reserved



The HESSID field specifies the value of HESSID, see 11.18.1. A non-AP STA uses this field to indicate the desired HESSID in an active scan. 



Abstract


This proposal addresses a number of comments related to the Interworking element, which resulted from LB137.  This proposal addresses the following CIDs: 4005, 4074, 4075, 4078, 4180, 4213, 4215, 4395, 4448, 4449, 4616, 4638, 4732, 4733, 4734 and 4842.  





This document is based on 802.11u-d4.01. 
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