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Abstract

This document contains a proposal for introduction of the primitives to support an MLME-Stop mechanism.
Insert the following new clauses at the end of 10.3:

10.3.X Stop

This mechanism supports the process of terminating an existing BSS.
10.3.X.1 MLME-STOP.request

10.3.X.1.1 Function

This primitive requests that the MAC entity stop a BSS previously started by using an MLME-START.request primitive

10.3.X.1.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-STOP.request
(
SSID
)

	Name
	Type
	Valid range
	Description

	SSID
	Octet string
	1-32 octets
	The SSID of the BSS to be stopped.


10.3.X.1.3 When Generated

This primitive is generated by the SME to terminate an infrastructure BSS (with the MAC entity within an AP) or IBSS (where the MAC entity was the first STA in the IBSS).  The MLME-STOP.request primitive must be generated only after successful use of an MLME-START.confirm primitive.

The MLME-STOP termination procedure does not reset the MAC to initial conditions.  An MLME-RESET.request primitive must be issued prior to use of the MLME-START.request primitive subsequent to an MLME-STOP.request.

The following paragraph can be included if 802.11v BSS Transition Management with Termination information is available:

It is desirable, but not required that the SME notify associated non-AP STAs of imminent infrastructure BSS termination before issuing the MLME-STOP.request.  This can be done with the BSS Transition Management procedure, using the Termination information.

10.3.X.1.4 Effect of Receipt

This primitive initiates the termination of the BSS.  All services provided by the AP to an infrastructure BSS, including Beacons, Probe Responses and access to the DS, are stopped by the termination.  All non-AP STAs in an infrastructure BSS are deauthenticated by the termination.  In an IBSS, the STA will stop transmitting Beacons or Probe Responses for the BSS.  In an IBSS, any STAs authenticated with this STA are deauthenticated by the termination.  The MLME subsequently issues an MLME-STOP.confirm primitive that reflects the results.

10.3.X.2 MLME-STOP.confirm

10.3.X.2.1 Function

This primitive reports the results of a termination procedure.

10.3.X.2.2 Semantics of the Service Primitive

The primitive parameters are as follows:

MLME-STOP.confirm
(
ResultCode
)

	Name
	Type
	Valid range
	Description

	ResultCode
	Ennumeration
	SUCCESS,

INVALID_PARAMETERS
	Indicates the result of the MLME-STOP.request.


10.3.X.2.3 When Generated

This primitive is generated by the MLME as a result of an MLME-STOP.request to terminate a BSS.

10.3.X.2.4 Effect of Receipt

The SME is notified of the results of the BSS termination procedure.

Insert the following new clause after 11.1.5:

11.1.6 Terminating a BSS

An infrastructure BSS may be terminated at any time.  A STA may cease support for an IBSS that it formed at any time.  Upon receipt of an MLME-STOP.request, a STA shall stop transmitting Beacon and Probe Response frames, and deauthenticate all associated STAs.
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