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Insert the following definitions in “4. Abbreviations and acronyms” (Page 4)
4. Abbreviations and acronyms
Insert the following new abbreviations and acronyms into clause 4 in alphabetical order:
802.x LAN
IEEE 802 based local area networks such as 802.3 and 802.11

AAA

authentication, authorization, and accounting

ASRA

additional step required for access

DN

destination network

EAS

emergency alert system

EASN

emergency alert system notification
EBR

expedited bandwidth request
EDT

eastern daylight time
EICI

emergency information change indication
ES

emergency services

ESO

emergency services only

EST

eastern standard time

GAS

 generic advertisement Service

HESSID 
homogenous ESS identifier

MICS

media independent command service

MIES 

media independent event service

MIH 

media independent handover

MIIS

media independent information service

MLPP

multi-level precedence and preemption 

NAI 

network access identifier

PHB

per-hop behavior

PoS

point of service

Add a row into Table 7-42s in 7.3.2.27
7.3.2.27 Extended capabilities information element
Insert the following additional row at the end of Table 42s.
Table 7-42s—Capabilities field
	Bit(s)
	Information
	Notes

	<ANA>
	Interworking
	When dot11InterworkingServiceEnabled is set to TRUE, the Interworking field is set to 1 to indicate the STA supports Interworking Service as described in 11.18. When dot11InterworkingServiceEnabled is set to FALSE, the Inter​working field is set to 0 to indicate the STA does not support this capability.

	<ANA>
	QoS Map
	When dot11QosMapEnabled is set to TRUE, the QoS Map field is set to 1 to indicate the STA supports QoS Map service as described in 11.18.6. When dot11QosMapEnabled is set to FALSE, the QoS Map field is set to 0 to indi​cate the STA does not support this capability.

	<ANA>
	EBR
	When dot11EBREnabled is set to TRUE, the EBR field is set to 1 to indicate the STA supports EBR as described in 7.3.2.62. When dot11EBREnabled is set to FALSE, the EBR field is set to 0 to indicate the STA does not support this capability.

	<ANA>
	SSPN Interface
	When dot11SSPNInterfaceEnabled is set to TRUE, the SSPN Interface field is set to 1 to indicate the AP supports SSPN Interface service as described in 11.18.4. When dot11SSPNInterfaceEnabled is set to FALSE, the SSPN Inter​face is set to 0 to indicate the AP does not support this capability. Non-AP STAs shall set this field to 0.

	<ANA>
	EASN
	When dot11EASNEnabled is set to TRUE, the EASN field is set to 1 to indicate the STA supports EASN mechanism as described in 11.18.5. When dot11EASNEnabled is set to FALSE, the EASN field is set to 0 to indicate the STA does not support this capability.


7.3.2.59 Interworking information element
Change Figure 7-95ao in  7.3.2.59  as follows:
	Interworking element format

	 
	 
	 
	B0 - B3
	B4
	B5
	B6
	B7
	 
	 
	 
	

	 
	Element ID
	Length
	Network
Type
	Internet
	ASRA
	EASN Available
	Emergency Network
	Venue Group
	802.11 Venue Type
	HESSID
(optional)
	EICI

(optional)

	Bits
	 
	 
	4
	1
	1
	1
	1
	 
	 
	 
	

	Octets:
	1
	1
	 
	 
	 
	 
	 
	1
	1
	0 or 6
	0 or 1


Figure 7-95ao—Interworking element format
The value of the Length field is the length of the Interworking capabilities field. The value of the length field dependent on the presence of the optional fields: It is 3 when no optional field is present, it is 4 when only EICI present, it is 9 if only  HESSID is present and it is 10 when all optional fields are present.

The Network Types are shown in Table 7-43r. A non-AP STA uses this field to indicate the desired Network Type in an active scan. See U.4 for informative text on usage of fields contained within the Interworking el​ement.
Change the text as follows:

Bit 6 is the Emergency Alert System Notification (EASN) Available field. It is set to 1 by the AP to indicate that a higher layer EASN is available at the AP for download. The EASN Available field set to 0 indicates that no higher layer EASN message is available at the AP for download. When this field is set to 1 by an AP, the EICI optional field is present. For more information, refer to 11.8.5. EAS protocols define when message are active.
Insert  the following text below at the end of clause 7.3.2.59
The Emergency Information Change Indication (EICI) is an optional field used to indicate the presence of a new EASN message. When there is no active EASN message, the EASN Available field is set to 0 and the EICI optional field is not present. When an EASN message is available, the EASN Available field is set to 1, the EICI field is present. For more information on EICI field see 11.18.5.
11.18.5 Interworking Procedures: Emergency Alert System (EAS) Support
Change  11.18.5  as follows:
The Emergency Alert System Notification (EASN) provides alerts, typically issued by authorities, to be transmitted, upon request, to non-AP STAs using the GAS protocol, from an AP within the IEEE 802.11 infrastructure. The mechanism provided by the interworking service uses the EASN Available and EICI fields in the Interworking element in Figure 7-95ao. When dot11EASNEnabled in APs is set to TRUE, EASN is supported and APs shall set the EASN field in the Extended capabil​ities element to 1; otherwise the dot11EASNEnabled is set to FALSE and APs shall set the EASN field in the Extended capabilities to 0.
When a new EASN message is received by the IEEE 802.11 infrastructure, or existing emergency alerts are updated, each AP then advertises the availability of the EASN message by setting the Interworking element EASN Available field to 1, and incrementing the EICI field by 1.
When there is no EASN message, the EICI field is not present and EASN available field shall be set to 0. If a new EAS message becomes available thereafter, the EICI field reappears and its value is incremented upon its previous value. 
Once the non-AP STA receives this advertisement, and find that the EASN Available field is set to 1 from 0 or the EICI field changes value, it should utilize non-native GAS procedures to retrieve the alert message from the AP, typically formatted using the Common Alert Protocol (CAP). By utilizing GAS, the emergency functionality of the interworking service is extended to provide EAS support for client devices.

The CAP allows the collection and distribution of “all-hazard” safety notifications and emergency warnings across information networks and public alert systems used by first responders. 

Authorization and integrity protection of the message is the responsibility of the authority and is out of scope of this standard.
Change the mib in Annex D  as follows:
Annex D
Insert new entries in Dot11StationConfigEntry
Dot11StationConfigEntry::=
SEQUENCE {
dot11StationID 






MACAddress,
dot11MediumOccupancyLimit 




INTEGER,
dot11CFPollable 






TruthValue,
dot11CFPPeriod 






INTEGER,
dot11CFPMaxDuration 





INTEGER,
dot11AuthenticationResponseTimeOut 



Unsigned32,
dot11PrivacyOptionImplemented 




TruthValue,
dot11PowerManagementMode 




INTEGER,
dot11DesiredSSID 





OCTET STRING,
dot11DesiredBSSType





 INTEGER,
dot11OperationalRateSet 




OCTET STRING,
dot11BeaconPeriod 





INTEGER,
dot11DTIMPeriod 





INTEGER,
dot11AssociationResponseTimeOut 


Unsigned32,
dot11DisassociateReason 




INTEGER,
dot11DisassociateStation 




MACAddress,
dot11DeauthenticateReason 



INTEGER,
dot11DeauthenticateStation 



MACAddress,
dot11AuthenticateFailStatus 



INTEGER,
dot11AuthenticateFailStation 



MACAddress,
dot11MultiDomainCapabilityImplemented 

TruthValue,
dot11MultiDomainCapabilityEnabled 


TruthValue,
dot11CountryString 




OCTET STRING,
dot11SpectrumManagementImplemented 


TruthValue,
dot11SpectrumManagementRequired 


TruthValue,
dot11RSNAOptionImplemented 



TruthValue,
dot11RSNAPreauthenticationImplemented 

TruthValue,
dot11RegulatoryClassesImplemented 


TruthValue,
dot11RegulatoryClassesRequired 



TruthValue,
dot11QosOptionImplemented 



TruthValue,
dot11ImmediateBlockAckOptionImplemented 

TruthValue,
dot11DelayedBlockAckOptionImplemented 

TruthValue,
dot11DirectOptionImplemented 



TruthValue,
dot11APSDOptionImplemented 



TruthValue,
dot11QAckOptionImplemented 



TruthValue,
dot11QBSSLoadOptionImplemented 



TruthValue,
dot11QueueRequestOptionImplemented 


TruthValue,
dot11TXOPRequestOptionImplemented 


TruthValue,
dot11MoreDataAckOptionImplemented 


TruthValue,
dot11AssociateinNQBSS 




TruthValue,
dot11DLSAllowedInQBSS 




TruthValue,
dot11DLSAllowed 





TruthValue,
dot11InterworkingServiceImplemented 


TruthValue,
dot11InterworkingServiceEnabled 


TruthValue,
dot11QosmapImplemented 




TruthValue,
dot11QosMapEnabled 




TruthValue,
dot11EBRImplemented 




TruthValue,
dot11EBREnabled 





TruthValue,
dot11ESNetwork 





TruthValue,
dot11SSPNInterfaceImplemented 



TruthValue,
dot11SSPNInterfaceEnabled 



TruthValue,
dot11EASNImplemented




TruthValue,

dot11EASNEnabled





TruthValue,
dot11GASResponseBufferingTime



INTEGER
}

Insert the following elements to the dot11StationConfigTable definitions in Annex D.
dot11EASNImplemented OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION
“This attribute when TRUE, indicates the STA is capable of emergency alert system notification with external networks. A STA setting this to TRUE implements emergency alert system notification. When this is set to FALSE, the STA does not implement emergency alert system notification.”
DEFVAL (false)
::= {dot11StationConfigEntry ANA }
dot11EASNEnabled OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION
“This attribute when TRUE, indicates the capability of the STA to support emergency alert system when interwork with external networks is enabled. The capability is disabled otherwise.”
DEFVAL (false)
::= {dot11StationConfigEntry ANA+1}



Abstract


This document is a normative text proposal for EASN. The text is aligned with IEEE P802.11u/D4.01, October, 2008.
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