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1. Background
IEEE Std 802.11 defines three IEEE 802.11 compliant devices:

· A generic IEEE 802.11 device – station (STA) which, by definition can take the role of a stand alone STA (e.g. mobile device) or an access point (AP) which contains the additional functionality to access to the distribution system.  In most cases, an AP is placed at a fixed location.  The definition of a STA satisfy both;
· station (STA): Any device that contains an IEEE 802.11-conformant medium access control (MAC) and physical layer (PHY) interface to the wireless medium (WM).

· The generic IEEE 802.11 STA is defined further into two different STA definitions:
· access point (AP): Any entity that has a station (STA) and provides access to the distribution services, via the wireless medium (WM) for associated STAs.

· non-AP STA: A STA that is not also an AP.

In the current draft of the amendment, IEEE P802.11p/D4.02, when STAs are communicating outside the context of a BSS, all STAs are actually non-AP STAs.  Therefore, the changes specified in Clause 2 of this document are proposed to be compliant with the base standard.
The changes indicated below are related to IEEE P802.11p/D4.02. Distinction is indicated by an editor note in “blue”.
2. Recommended Changes to P802.11p D4.02:
Change in subclause 1.2 in D4.02

Change the first indented statement as follows:

— Describes the functions and services required by an IEEE 802.11™-compliant device to operate within and outside the context of ad hoc and infrastructure networks as well as including the aspects of  non-AP STA mobility (transition) within those networks.
Changes in subclause 3.149a in D4.02
Insert the following new definition:

3.141149a Timing and higher layer information frame: A frame sent by a non-AP STA for transmitting timing and other information used by higher layers.
Changes in subclause 5.2.2a in D4.02
Insert a new subclause (5.2.2a) after 5.2.2:

5.2.2a STA communication outside the context of a BSS

Direct communication between 802.11 non-AP STAs without having to become a member of a BSS is possible (i.e., non-AP STAs may exchange data frames outside the context of a BSS or an IBSS). This allows immediate communication between non-AP STAs, avoiding the latency associated with establishing a BSS. This ability is particularly well-suited for use in rapidly varying communication environments such as those involving mobile STAs where the interval over which the communication exchanges take place may be of very short-duration (e.g. measured in milliseconds). The use of this facility is determined by upper layers, which are also responsible for system management and security. Direct communication between non-AP STAs may take place in a frequency band that is dedicated for its use, and such bands may require licensing depending on the regulatory domain.
Non-AP STAs communicating outside the context of a BSS may send any valid data, management, or control frame to peers at any time. There is no significant delay in establishing direct communication links between the 802.11 STAs because beaconing, scanning, and MAC level authentication and association are not required prior to exchanging data frames. Non-AP STAs communicating outside the context of a BSS do not presume the presence of a DS and may implement services analogous to the DSS as well as security services in the station management entity or higher layers, the specification of which is outside the scope of this standard.
Changes in subclause 7.1.3.1.3, Table 7-2, 1st row in D4.02
7.1.3.1.3 To DS and From DS fields

Change the first three rows of Table 7-2 as shown:

Table 7-2—To/From DS combinations in data frames
	To DS and From

DS values
	Meaning

	To DS = 0

From DS = 0
	A data frame direct from one STA to another STA within the same IBSS, or a data frame from one non-AP STA to another non-AP STA within the same BSS or outside the context of a BSS, as well as all management and control frames.


Change in subclause 7.1.3.3.3 in D4.02
Insert after the second paragraph of 7.1.3.3.3

When non-AP STAs are communicating outside the context of a BSS, the value of the BSSID field may take on any 48-bit value, and, while not identifying a BSS, may be set by a higher layer or the SME. When the optional basic service set identifier parameter in the MA-UNITDATA.request is present, the value of that parameter shall be used to set the values of the address fields as shown in Table 7-7 (instead of any BSSID value in the MIB).
Change in subclause 7.1.3.5.1 in D4.02
7.1.3.5.1 TID subfield

Insert the following at the end of paragraph 7.1.3.5.1:

For non-AP STAs operating outside the context of a BSS, traffic streams are not used and the TID always corresponds to a TC.
Change in subclause 7.1.3.5.5 in D4.02
7.1.3.5.5 Queue Size subfield

Change the second sentence of the first paragraph of 7.1.3.5.5 as follows:
The Queue Size subfield is present in QoS data frames sent by STAs associated in a BSS and QoS frames sent by non-AP STAs outside of the context of a BSS with bit 4 of the QoS Control field set to 1.

Change in subclause 7.2.2 in D4.02
Insert the following after a) and b) of subclause with heading, "The BSSID of the Data frame is determined as follows:":

c) If the STA (non-AP STA) is transmitting a data frame outside of a BSS when dot11WAVEEnabled is true, the BSSID may be a MAC address that the receiver can filter on the packet or the wildcard BSSID.
Change in subclause 7.3.2.29 in D4.02
7.3.2.29 EDCA Parameter Set element

Insert the following new paragraph and table at the end of 7.3.3.29

The default EDCA parameter set for non-AP STAs transmitting QoS frames outside the context of a BSS is given in Table 7-37a. This EDCA parameter set shall be used by all STAs transmitting frames outside the context of a BSS unless overridden by the SME.
Change in subclause 10.3.9.1.4 in D4.02
10.3.9.1.4 Effect of receipt

Insert the following text at the end of 10.3.9.1.4:

For non-AP STAs communicating outside the context of a BSS, if the SetDefaultMIB parameter is set to false, MAC operation shall resume in less than 2 TUs after the STAAddress parameter is changed.

Changes in subclause 10.3.42.3.2, Table  in D4.02
10.3.42.3.2 Semantics of the service primitive

	Name
	Type
	Valid range
	Description

	BasicRateSet
	Set of Integers

	1 - 127 inclusive (for each integer in the set)

	The set of data rates that must be supported by all non-AP STAs that desire to communicate with this non-AP STA outrside the context of a BSS. A receiving non-AP STA must be able to receive and transmit at each of the data rates listed in the set.

	Operational RateSet

	Set of Integers

	1 - 127 inclusive (for each integer in the set)

	The set of data rates that the transmitting non-AP STA desires to use for communication outside the context of a BSS. A receiving non-AP STA must be able to receive at each of the data rates listed in the set. This set is a superset of the basic rate set announced by the non-AP STA



Change in subclause 11.1 in D4.02
11.1 Synchronization

Change subclause 11.1 to the following:

All STAs within a single BSS shall be synchronized to a common clock using the mechanisms defined herein. Refer to 11.18 for optional synchronization for non-AP STAs communicating outside the context of a BSS.
Change in subclause 11.3 in D4.02 – The actual text below is not yet placed in the current D4.02at the time of this submission. The changes related to “non-AP STA” is marked in “green”.
11.3 STA authentication and association

Change the text of subclause 11.3 as follows:
A STA keeps two state variables for each STA with which direct communication via the WM is needed:

— Authentication state: The values are unauthenticated and authenticated.

· Association state: The values are unassociated and associated.

These two variables create three local states for each remote STA:

— State 1: Initial start state, unauthenticated, unassociated.

— State 2: Authenticated, not associated.

— State 3: Authenticated and associated.

The relationships between these STA state variables and the services are given in Figure 11-6.
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Figure 11-6—Relationship between state variables and services
The current state existing between the source and destination STAs determines the IEEE 802.11 frame types that may be exchanged between that pair of STAs (see Clause 7). The state of the sending STA given by Figure 11-6 is with respect to the intended receiving STA. The allowed frame types are grouped into classes and the classes correspond to the STA state. In State 1, only Class 1 frames are allowed. In State 2, either Class 1 or Class 2 frames are allowed. In State 3, all frames are allowed (Classes 1, 2, and 3). The frame classes are defined as follows:
a) Class 1 frames (permitted from within States 1, 2, and 3 and when communicating outside the context of a BSS)

1) Control frames

i) Request to send (RTS)

ii) Clear to send (CTS)

iii) Acknowledgment (ACK)

iv) Contention-Free (CF)-End+ACK

v) CF-End
vi) Block Ack (BlockAck) when communicating outside the context of a BSS.

vii) Block Ack Request (BlockAckReq) when communicating outside the context of a BSS
2) Management frames

i) Probe request/response

ii) Beacon

iii) Authentication: Successful authentication enables a STA to exchange Class 2 frames.  Unsuccessful authentication leaves the STA in State 1.

iv) Deauthentication: Deauthentication notification when in State 2 or State 3 changes the STA’s state to State 1. The STA shall become authenticated again prior to sending Class 2 frames. Deauthentication notification when in State 3 implies disassociation as well.

v) Announcement traffic indication message (ATIM)

vi) Spectrum Management Action: Within an IBSS, action frames are Class 1. Public Action

vii) Within an IBSS and when communicating outside the context of a BSS. all action frames.

viii) Timing and higher layer information.
3) Data frames

i) Data: Data frames between STAs in an IBSS with frame control (FC) bits “To DS” and “From DS” both false.
ii) QoS data frames between non-AP STAs communicating outside the context of a BSS.
b) Class 2 frames (if and only if authenticated; allowed from within States 2 and 3 only)

1) Management frames

i) Association request/response: Successful association enables Class 3 frames.

Unsuccessful association leaves STA in State 2.

ii) Reassociation request/response: Successful reassociation enables Class 3 frames.  Unsuccessful reassociation leaves the STA in State 2 (with respect to the STA that was sent the reassociation message). Reassociation frames shall only be sent if the sending STA is already associated in the same ESS.

iii) Disassociation: Disassociation notification when in State 3 changes a STA’s state to State 2. This STA shall become associated again if it wishes to utilize the DS.

If STA A receives a Class 2 frame with a unicast address in the Address 1 field from STA B that is

not authenticated with STA A, STA A shall disallow the received Class 2 frame and send a deauthentication frame to STA B.

c) Class 3 frames (if and only if associated; allowed only from within State 3)

1) Data frames

i) Data subtypes: Data frames allowed, i.e., either the “To DS” or “From DS” FC bits may be set to true to utilize the DSS.

ii) QoS data subtypes allowed to/from non-AP STA(s) that are associated with AP(s).

iii) Data frames between STAs in a BSS with FC bits “To DS” and “From DS” both false.

2) Management frames

i) Within an infrastructure BSS, all Action frames except the following frames:


A) Public Action
QoS, DLS, and Block Ack Action

3) Control frames

i) Power save (PS)-Poll

ii) Block Ack (BlockAck) Action: Within an infrastucture BSS, action frames are Class 3.

iii) Block Ack Request (BlockAckReq)

iv) Block Ack Request (BlockAckReq)
If STA A receives a Class 3 frame with a unicast address in the Address 1 field from STA B that is authenticated but not associated with STA A, STA A shall disallow the received Class 3 frame and send a disassociation frame to STA B.
If STA A receives a Class 3 frame with a unicast address in the Address 1 field from STA B that is not authenticated with STA A, STA A shall disallow the received Class 3 frame and send a deauthentication frame to STA B.
(The use of the word “receive” in this subclause refers to a frame that meets all of the filtering criteria specified in Clause 8 and Clause 9.)
Changes in subclause 11.18 in D4.02
Insert the following new subclause, 11.18, after subclause 11.17:

EDITORIAL NOTE: IEEE Std 802.11™–2007 ends with 11.9 and .11k,D7.0 adds 11.10; .11y,

D6.0 add 11.9a and 11.11; .11n,D3.0 add 11.12 through 11.15; .11w,D3.0 adds 11.16; and .11u,

D1.0 add 11.17.

11.18 STAs communicating outside the context of a BSS
A non-AP STA may communicate outside of the context of a BSS. A non-AP STA communicating outside the context of a BSS may transmit and receive frames without scanning or MAC sublayer authentication or association procedures.  A non-AP STA may be a member of a BSS and also communicate outside the context of a BSS.

Changes in subclause 11.18.1 in D4.02
11.18.1 Generation and timestamping of a Timing and higher layer information frame

A non-AP STA communicating outside the context of a BSS that is sending a Timing and higher layer information frame sets the value of the timestamp to the value of the non-AP STA's TSF timer at the time that the data symbol containing the first bit of the timestamp is transmitted to the PHY plus the transmitting non_AP STAs delays through its local PHY from the MAC-PHY interface to its interface with the WM (see 11.18.2). A Timing and higher layer information frame is generated by a non-AP STA's MLME in response to receiving an MLMETIMING_HL_INFO.request from the STA's SME. After generating the frame, the MLME generates an MLME-TIMING_HL_INFO.confirm to the SME.
Change in subclause 11.18.2 in D4.02
11.18.2 TSF

Each non-AP STA communicating outside the context of a BSS shall maintain a TSF timer with modulus 264 counting in increments of microseconds. The local TSF timer may be set by the SME using the MLMESETTSFTIME.request (see 10.3.25b). MAC sublayer synchronization is not required for a STA communicating outside the context of a BSS. If such a STA chooses to synchronize with the MAC sublayer, it shall update its TSF timer according to the following algorithm: the received timestamp value is adjusted by adding an amount equal to the receiving STA's delay through its local PHY components plus the time since the first bit of the timestamp was received at the MAC/PHY interface.
3.
Motion (if technical and/or significant):

Move to accept the Recommended Resolutions to these comments and the Recommended changes to P802.11p noted above and instruct the editor to make these changes to the latest draft of P802.11p.
Motion by: ___Francois Simon________________Date: 
Second:  ______________________

	Approve:
	Disapprove:
	Abstain:
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Abstract


This paper addresses a proposed redefinition of Station (STA) in IEEE P802.11p/D4.02.
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