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Summary

This submission addresses LB 132 CID 447, which states that emergency services may be offered on several different network types, and it is not mutually exclusive with other network type codes.  To accomplish this goal, the submission assigns the remaining reserved bit in 802.11u-D3.01 to be used for emergency services, and removes it from the type code list.  No other changes are required because references to emergency services in the remaining clauses to emergency services are made in a general way and do not explicitly reference the type code.
Editorial Instructions

Change the introduction of clause 7.3.2.59 to read:

7.3.2.59 Interworking information element

The Interworking information element contains information about the interworking service capabilities of a STA as shown in Figure 7-95an.

	
	Element ID
	Length
	Network Type
	Internet
	ASRA
	EAS
	
Emergency Network
	Venue Group
	Venue Type
	HESSID (optional)

	Bits
	
	
	4
	1
	1
	1
	1
	
	
	

	Octets
	1
	3 or 9
	
	
	
	
	
	1
	1
	0 or 6


Figure 7-95an: Interworking information element
The value of the Length field is the length of the Interworking Capabilities field. For a non-AP STA, the value of the Length field is 1. For an AP, the value of the length field is either 3 or 9 depending on whether the HESSID field is included.

The Network Types are shown in Table 7-43r. A non-AP STA uses this field to indicate the desired Network Type in an active scan.

Table 7-43r: Network Type Codes

	Network Type Code
	Meaning
	Description

	0
	Private network
	Non-authorized users are not permitted on this network. Examples of this network type are home networks and enterprise networks, which may employ user accounts. These networks may or may not employ encryption.

	1
	Private network with guest access
	Private network but guest accounts are available.

	2
	Chargeable public network
	The network is accessible to anyone, however, access to the network requires payment. Further information on types of charges may be available through other methods (e.g. 802.21, http/https redirect or DNS  redirection)

	3
	Free public network
	The network is accessible to anyone and no charges apply for the network use.

	
	
	

	4 to 13
	Reserved
	Reserved

	14
	Test or experimental
	The network is used for test or experimental purposes only

	15
	Wildcard
	Wildcard network type










Bit 4 is the Internet bit. If this bit is set to 1, the network provides connectivity to the Internet; otherwise it is set to 0 ndicating that it is unspecified whether the network provides connectivity to the Internet.

Bit 5 is the Additional Step Required for Access (ASRA) field. It is set to 1 to indicate that the network requires a further step for access.

Bit 6 is the Emergency Alert System Notification (EASN) capability field. When it is set to 1 by the AP, it indicates that alert message is available and awaits retrieval. It is set to 0 by the non-AP STA upon transmission and ignored by the AP upon reception. The EASN capability field set to 0 indicates that no higher layer EAS is in operation. The setting of this bit may then require a non-AP STA to request further information from the higher layers to receive the full EAS information. The upper layer system alert information would typically be received by using a suitable advertisement protocol as described in 11.18.5

Bit 7 is  the Emergency Network bit.  When set to zero, this bit indicates that no emergency services are directly configured to be reachable through the SSID.  When set to one, this bit indicates that higher layer emergency services are reachable through the SSID, in addition to any other services offered. Emergency services may be supported either by an ESO (emergency services only) network or a network that supports emergency services accessible with public credentials. An AP advertises this capability if at least one of the two methods is supported.
For a network to be identified as an Emergency Service (ES) network, location capability is enabled on an AP if the AP is located in a regulatory domain that requires location capabilities. In addition, this network type is only advertised if all of the following are true (see T.1 for further information):
—If an ESO network, the SSID is configured for open authentication and used exclusively for providing

emergency services

—If an Emergency Service (ES) network with public credentials, the SSID is configured for RSN authentication

—dot11QosOptionImplemented is true

—Expedited Bandwidth Request Service capability field is set to 1

—Network supports end-to-end QoS from non-AP STA to all APs in ESS to PSAP. It is outside the scope of the Interworking Services how this information is known to the AP
No further changes are made to this 7.3.2.59, however, the text following this on the Venue Group and Venue Type should be retained with no changes.
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Abstract


This submission addresses LB 132 CID 447, which states that emergency services may be offered on several different network types, and it is not mutually exclusive with other network type codes.  (This suggestion was originally made in 11-07/2427.)





This submission is based on draft P802.11u-D3.01.
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