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Abstract

This document contains normative text changes to resolve comment IDs 12, 14, 49, 110, 155, 157, 199, 337, 338, 339, 375, 635, 637, 715, 1222, 1242, 1243, 1283, 1297, 1308 and 1309 from LB133.
To address CID #110, a clarification is made to the description of the Peer MAC Address field in the STA Statistics Request element described in P802.11k-2008 specification.
The submission is referenced to draft D3.0 and augments to all editor instructions as well as the actual base draft modifications.   

All new text relative to the draft D3.0 is identified in blue color and underlined and all deleted text is identified by strikethrough.
7.3.2.21.8 STA Statistics Request
TGv Editor: Change the description of Peer MAC Address field as follows:

The Peer MAC Address field is the RA or TA MAC address for the frame statistics of this measurement. If the Peer MAC Address field is the wildcard address, then the value of the STA counters reported in the STA Statistics Report is the sum of the respective values for every peer of the reporting STA. For other MAC addresses in the Peer MAC Address field, the value of STA counters reported in the STA Statistics Report corresponds to frames where the RA or the TA matches the MAC address in the Peer MAC Address field.

Insert a new row into Table 7-29c in 7.3.2.21.8 as shown below:

	Table 7-29c—Group Identity for a STA Statistics Request



	Statistics Group Name
	Group Identity

	RSNA Counters
	16

	Reserved
	1617 – 255


EDITORIAL NOTE—Table 7-29c is defined in the 802.11k draft.

Change the paragraph starting with “The Measurement Duration field...” as follows:

The Measurement Duration field is set to the duration of the requested measurement in TUs except when triggered reporting is used. When triggered reporting is used, the measurement duration is set to 0. 

Insert a new row to Table 7-29k of 802.11k D13.0 as follows:

	Table 7-29k—Optional Sub-element IDs for STA Statistics Request



	Sub-element ID
	Name
	Length field
(octets)
	Extensible

	0
	Reserved
	
	

	1
	Triggered Reporting
	Variable
	

	02-220
	Reserved
	
	


	221
	Vendor Specific
	1 to 239
	

	222-255
	Reserved
	
	


Insert the following after Table 7-29k (before the paragraph that reads "The Vendor Specific sub-elements  ":

The Triggered Reporting sub-element is used to specify trigger conditions and thresholds for triggered STA Statistics measurements. It is present 
when setting up triggered reporting from STA Counters, QoS STA Counters, or RSNA Counters, see 11.10.8.5.

The format of the Triggered Reporting sub-element for STA Counters is shown in Figure 7-62i1. The fields marked as optional are the fields that are only present if the appropriate bit in the STA Counter Trigger Condition field
 is set to 1.

	
	
	
	
	
	

	
	Measurement Count 


	Trigger Timeout


	STA Counter Trigger Condition
	dot11FailedCount
Threshold (optional)
	dot11FCS
ErrorCount
Threshold (optional)

	Octets:
	4
	2
	2
	0 or 4
	0 or 4

	
	
	
	
	
	

	
	dot11Multiple
RetryCount
Threshold (optional)
	dot11Frame
DuplicateCount
Threshold (optional)
	dot11RTS
FailureCount
Threshold (optional)
	dot11ACK
FailureCount
Threshold (optional)
	dot11RetryCount
Threshold (optional)

	Octets:
	0 or 4
	0 or 4
	0 or 4
	0 or 4
	0 or 4

	Figure 7-62i1—Triggered Reporting sub-element for STA Counter


EDITORIAL NOTE—Figure 7-62i is defined in the 802.11k draft.


The value in the Measurement Count field specifies the number of MSDUs or MPDUs 
transmitted and/or received by the STA, which are to be used to determine if one or more of the trigger conditions have been met. 

The Trigger Timeout field contains a value in units of 100 TU during which a measuring STA does not generate further triggered STA Statistics Reports after a trigger condition has been met.

The STA Counter Trigger Condition field specifies trigger values used when requesting triggered STA Statistics reporting. The format of the STA Counter Trigger Condition field is shown in Figure 7-62i2.

	
	B0
	B1
	B2
	B3

	
	dot11FailedCount
	dot11FCSErrorCount
	dot11Multiple
RetryCount 
	dot11Frame
DuplicateCount

	Bits
	1
	1
	1
	1

	
	B4
	B5
	B6
	B7-B15

	
	dot11RTS
FailureCount
	dot11ACK
FailureCount
	dot11RetryCount
	Reserved

	Bits
	1
	1
	1
	9

	Figure 7-62i2—STA Counter Trigger Condition field


Each bit in the STA Counter Trigger Condition field is set to 1 to request that a STA Statistics Report frame be generated when the corresponding STA counter defined in Figure 7-68i and Figure 7-68j (in 7.3.2.22.8) exceeds the value of the corresponding STA counter threshold defined in Figure 7-62i1, within the total number of MSDUs/MPDUs indicated in the Measurement Count field. See 11.10.8.5. One or more trigger conditions are set with specified thresholds. In the triggered STA Statistics request, the value of the Group Identity field is set to either 0 or 1. When the group identity field value of the triggered STA Statistics request is set to 0, B2 – B6 in the STA Counter Trigger Condition field are set to 0. When the group identity of the triggered STA Statistics request is set to 1, B0 and B1 in the STA Counter Trigger Condition field are set to 0.
The dot11FailedCount Threshold field contains a value representing the number of dot11FailedCount occurrences within the number of MSDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11FailedCount bit in the STA Counter Trigger Condition field is set to 1.

The dot11FCSErrorCount Threshold field contains a value representing the number of dot11FCSErrorCount occurrences within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11FCSErrorCount bit in the STA Counter Trigger Condition field is set to 1.

The dot11MultipleRetryCount Threshold field contains a value representing the number of dot11MultipleRetryCount occurrences within the number of MSDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11MultipleRetryCount bit in the STA Counter Trigger Condition field is set to 1.

The dot11FrameDuplicateCount Threshold field contains a value representing the number of dot11FrameDuplicateCount occurrences within the number of MSDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11FrameDuplicateCount bit in the STA Counter Trigger Condition field is set to 1. 

The dot11RTSFailureCount Threshold field contains a value representing the number of dot11RTSFailureCount occurrences within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11RTSFailureCount bit in the STA Counter Trigger Condition field is set to 1.

The dot11ACKFailureCount Threshold field contains a value representing the number of dot11ACKFailureCount occurrences within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA This field is present when the dot11ACKFailureCount bit in the STA Counter Trigger Condition field is set to 1.

The dot11RetryCount Threshold field contains a value representing the number of dot11RetryCount occurrences within the number of MSDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11RetryCount bit in the STA Counter Trigger Condition field is set to 1.

The format of the Triggered Reporting sub-element for QoS STA Counters is shown in Figure 7-62i3. The fields marked as optional are the fields that are only present if the appropriate bit in the QoS STA Counter Trigger Condition is set to 1.
	
	
	
	
	
	

	
	Measurement Count 
	Trigger Timeout
	QoS STA Counter Trigger Condition
	dot11QoSFailedCount
Threshold (optional)
	dot11QoSRetryCount
Threshold (optional)

	Octets:
	4
	2
	2
	0 or 4
	0 or 4

	
	
	
	
	
	

	
	dot11QoSMultiple
RetryCount
Threshold (optional)
	dot11QoSFrame
DuplicateCount
Threshold (optional)
	dot11QoSRTSCount
Failure
Threshold (optional)
	dot11QoSACK
FailureCount
Threshold (optional)
	dot11QoSDiscardedCount
Threshold (optional)

	Octets:
	0 or 4
	0 or 4
	0 or 4
	0 or 4
	0 or 4

	Figure 7-62i3—Triggered Reporting sub-element for QoS STA Counters


The UP of the QoS STA Counters for triggered QoS Statistics measurement is determined by the group identity of the measurement request field for a STA Statistics Request frame as defined in Figure 7-29j.

The value in the Measurement Count field specifies the number of MSDUs or MPDUs
 transmitted and/or received by the STA. that are to be used to determine if one or more of the trigger conditions have been met.

The Trigger Timeout field contains a value in units of 100 TU during which a measuring STA does not generate further triggered STA Statistics Reports after a trigger condition has been met.

The QoS STA Counter Trigger Condition field specifies reporting triggers when requesting triggered STA Statistics reporting. The format of the QoS STA Counter Trigger Condition field is shown in Figure 7-62i4.
	
	B0
	B1
	B2
	B3

	
	dot11QoS
FailedCount
	dot11QoS
RetryCount
	dot11QoSMultiple
RetryCount 
	dot11QoSFrame
DuplicateCount

	Bits:
	1
	1
	1
	1

	
	B4
	B5
	B6
	B7-B15

	
	dot11QoSRTS
FailureCount
	dot11QoSACK
FailureCount
	dot11QoS
DiscardedCount 
	Reserved

	Bits:
	1
	1
	1
	9


Figure 7-62i4—QoS STA Counter Trigger Condition field

Each bit in the QoS STA Counter Trigger Condition field is set to 1 to request that a STA Statistics Report frame be generated when the corresponding QoS STA counter defined in Figure 85j (in STA Statistics Report) exceeds the value of the corresponding QoS STA counter threshold defined in Figure 7-62i3, within the total number of MSDUs/MPDUs given in Measurement Count. See 11.10.8.5. One or more trigger conditions are set with specified thresholds.

The dot11QoSFailedCount Threshold field contains a value representing the number of dot11QoSFailedCount occurrences within the number of MSDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11QoSFailedCount bit in the QoS STA Counter Trigger Condition field is set to 1. 

The dot11QoSRetryCount Threshold field contains a value representing the number of dot11QoSRetryCount occurrences within the number of MSDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11QoSRetryCount bit in the QoS STA Counter Trigger Condition field is set to 1. 

The dot11QoSMultipleRetryCount Threshold field contains a value representing the number of dot11QoSMultipleRetryCount occurrences within the number of MSDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11QoSMultipleRetryCount bit in the QoS STA Counter Trigger Condition field is set to 1. 

The dot11QoSFrameDuplicateCount Threshold field contains a value representing the number of dot11QoSFrameDuplicateCount occurrences within the number of MSDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11QoSFrameDuplicateCount bit in the QoS STA Counter Trigger Condition field is set to 1. 

The dot11QoSRTSFailureCount Threshold field contains a value representing the number of dot11QoSRTSFailureCount occurrences within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11QoSRTSFailureCount bit in the QoS STA Counter Trigger Condition field is set to 1. 

The dot11QoSACKFailureCount Threshold field contains a value representing the number of dot11QoSACKFailureCount occurrences within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11QoSACKFailureCount bit in the QoS STA Counter Trigger Condition field is set to 1. 

The dot11QoSDiscardedCount Threshold field contains a value representing the number of dot11QoSDiscardedCount occurrences within the number of MSDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11QoSDiscardedCount bit in the QoS STA Counter Trigger Condition field is set to 1.

The format of the Triggered Reporting sub-element for RSNA Counters is shown in Figure 7-62i5. The fields marked as optional are the fields that are only present if the appropriate bit in the RSNA Trigger Condition is set to 1.

	
	
	
	
	
	

	
	Measurement Count 
	Trigger Timeout
	RSNA Counter Trigger Condition
	dot11RSNAStats
CMACICVErrors Threshold (optional)
	dot11RSNA
StatsCMACReplays Threshold (optional)

	Octets:
	4
	2
	2
	0 or 4
	0 or 4

	
	
	
	
	
	

	
	dot11RSNA
StatsRobustMgmt
CCMPReplays Threshold (optional)
	dot11RSNAStats
TKIPICVErrors Threshold (optional)
	dot11RSNAStats
TKIPReplays Threshold (optional)
	dot11RSNAStats
CCMPDecryptErrors Threshold (optional)
	dot11RSNAStats
CCMPReplays Threshold (optional)

	Octets:
	0 or 4
	0 or 4
	0 or 4
	0 or 4
	0 or 4

	Figure 7-62i5—Triggered Reporting sub-element for RSNA Counter


The value in the Measurement Count field specifies the number of MSDUs or MPDUs
 transmitted and/or received by the STA. that are to be used to determine if one or more of the trigger conditions have been met.

The Trigger Timeout field contains a value in units of 100 TU during which a measuring STA does not generate further triggered STA Statistics Reports after a trigger condition has been met.

The RSNA Counter Trigger Condition field specifies reporting triggers when requesting triggered STA Statistics reporting. The format of the RSNA Trigger Condition field is shown in Figure 7-62i6.

	
	B0
	B1
	B2
	B3

	
	dot11RSNAStats
CMACICVErrors
	dot11RSNA
StatsCMACReplays
	Dot11RSNAStats
RobustMgmt
CCMPReplays
	dot11RSNAStats
TKIPICVErrors



	Bits:
	1
	1
	1
	1

	
	B4
	B5
	B6
	B7-B15

	
	dot11RSNAStats
TKIPReplays
	dot11RSNAStats
CCMPDecryptErrors
	dot11RSNAStats
CCMPReplays
	Reserved 

	Bits:
	1
	1
	1
	9

	Figure 7-62i6—RSNA Trigger Condition field


Each bit in the Trigger Condition field is set to 1 to request that a STA Statistics Report frame be generated when the corresponding RSNA Error or Failure counter defined in Figure v7-68l1 (see 7.3.2.22.8) exceeds the value of the corresponding RSNA Failure Threshold in Figure 7-62i5 within the total number of MSDUs/MPDUs given in Measurement Count. See 11.10.8.5. One or more trigger conditions are set with specified thresholds.

The dot11RSNAStatsCMACICVErrors Threshold field contains a value representing the number of dot11RSNAStatsCMACICVErrors  within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA.. This field is present when the dot11RSNAStatsCMACICVErrors bit in the RSNA Trigger Condition field is set to 1. 

The dot11RSNAStatsCMACReplays Threshold field contains a value representing the number of dot11RSNAStatsCMACReplays  within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA.. This field is present when the dot11RSNAStatsCMACReplays bit in the RSNA Trigger Condition field is set to 1. 

The dot11RSNAStatsRobustMgmtCCMPReplays Threshold field contains a value representing the number of  dot11RSNAStatsRobustMgmtCCMReplays within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11RSNAStatsRobustMgmtCCMPReplays bit in the RSNA Trigger Condition field is set to 1.

The dot11RSNAStatsTKIPICVErrors Threshold field contains a value representing the number of  dot11RSNAStatsTKIPICVErrors within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11RSNAStatsTKIPICVErrors bit in the RSNA Trigger Condition field is set to 1.

The dot11RSNAStatsTKIPReplays Threshold field contains a value representing the number of  dot11RSNAStatsTKIPReplays within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11RSNAStatsTKIPReplays bit in the RSNA Trigger Condition field is set to 1.

The dot11RSNAStatsCCMPDecryptErrors Threshold field contains a value representing the number of  dot11RSNAStatsCCMPDecryptErrors within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11RSNAStatsCCMPDecryptErrors bit in the RSNA Trigger Condition field is set to 1.

The dot11RSNAStatsCCMPReplays Threshold field contains a value representing the number of  dot11RSNAStatsCCMPReplays within the number of MPDUs indicated in the Measurement Count field that results in a triggered report sent by the measuring STA. This field is present when the dot11RSNAStatsCCMPReplays bit in the RSNA Trigger Condition field is set to 1.

 
7.3.2.22.8 STA Statistics Report

Change the paragraph starting with “The Measurement Duration field...” as follows:

The Measurement Duration is set to the duration over which the change in Statistics Group Data was measured and reported, expressed in units of TUs. A Measurement Duration value of 0 indicates a report of the current values of the Statistics Group Data. In a triggered STA Statistics report the Measurement Duration field is reserved. 

Insert a new row and change the None row accordingly in Table 7-31f:
	Table 7-31f—Group Identity for a STA Statistics Report



	Group Identity Requested
	Statistics Returned

	16
	dot11RSNAStatsCMACICVErrors (Counter32)
dot11RSNAStatsCMACReplays (Counter32)
dot11RSNAStatsRobustMgmtCCMPReplays(Counter32)
dot11RSNAStatsTKIPICVErrors (counter32)
dot11RSNAStatsTKIPReplays (counter32)
dot11RSNAStatsCCMPDecryptErrors (counter32)
dot11RSNAStatsCCMPReplays (counter32)

	1716– 255
	None


Insert a new row to Table 7-31g of 802.11k D13.0 as follows:

	Table 7-31g—Optional Sub-element IDs for STA Statistics Report



	Sub-element ID
	Name
	Length field
(octets)
	Extensible

	0
	 Reserved
	
	

	1
	Reporting Reason
	variable
	


	2-220
	Reserved
	
	

	221
	Vendor Specific
	1 to 239
	

	222-255
	Reserved
	
	


Insert the following after Table 7-31g (before the paragraph that reads "The Vendor Specific sub-elements  ":

The format of the Measurement Report field for RSNA Counters Group is shown in Figure 7-68l1.

	
	
	
	
	

	
	dot11RSNAStats
CMACICVErrors
	dot11RSNAStatsCMACReplays
	dot11RSNAStats
BIPReplays
	dot11RSNAStats
RobustMgmt
CCMPReplays

	Octets:
	4
	4
	4
	4

	
	
	
	
	

	
	dot11RSNAStats
TKIPICVErrors 
	dot11RSNAStats
TKIPReplays 
	dot11RSNAStats
CCMPDecryptErrors 
	dot11RSNAStats
CCMPReplays 

	Octets
	4
	4
	4
	4

	Figure 7-68l1—Measurement Report field format for RSNA Counters Group


EDITORIAL NOTE—Figure 7-68l is defined in the 802.11k draft.

The Reporting Reason sub-element indicates the reason why the measuring STA sent the STA Statistics report. It is present
 if Statistics Group Name is from STA Counters, QoS STA Counters, or RSNA Counters (see 11.10.8.5).

The Reporting Reason sub-element for STA Counters is shown in Figure 7-68l2.

	
	B0
	B1
	B2
	B3

	
	dot11Failed
	dot11FCS
Error
	dot11Multiple
Retry 
	dot11Frame
Duplicate

	Bits
	1
	1
	1
	1

	
	B4
	B5
	B6
	B7

	
	dot11RTS
Failure
	dot11ACK
Failure
	dot11Retry
	Reserved


	Bits
	1
	1
	1
	1

	Figure 7-68l2—Reporting Reason sub-element for STA Counters


The Reporting Reason sub-element for QoS STA Counters is shown in Figure 7-62i3.

	
	B0
	B1
	B2
	B3

	
	dot11QoS
Failed
	Dot11QoS
Retry
	dot11QoSMultiple
Retry 
	dot11QoSFrame
Duplicate

	Bits
	1
	1
	1
	1

	
	B4
	B5
	B6
	B7

	
	dot11QoSRTS
Failure
	dot11QoSACK
Failure
	dot11QoS
Discarded 
	Reserved

	Bits
	1
	1
	1
	1

	Figure 7-68l3—Reporting Reason sub-element for QoS STA Counters


The Reporting Reason sub-element for RSNA Counters is shown in Figure 7-68l4.

	
	B0
	B1
	B2
	B3

	
	dot11RSNAStats
CMACICVErrors
	dot11RSNA
StatsCMACReplays
	dot11RSNAStats
RobustMgmt
CCMPReplays


	dot11RSNAStats
TKIPICVErrors

	Bits:
	1
	1
	1
	1

	
	B4
	B5
	B6
	

	
	dot11RSNAStats
TKIPReplays
	dot11RSNAStats
TKIPReplays
	dot11RSNAStats
CCMPReplays


	

	Bits:
	1
	1
	1
	

	Figure 7-68l4—Reporting Reason sub-element for RSNA Counters


In a non-triggered STA Statistics Report, all fields in the Reporting Reason sub-element are set to 0.

7.3.2.31 TCLAS element

Change the first paragraph as follows: 

The TCLAS element specifies an information element that contains a set of parameters necessary to identify incoming MSDUs (from a higher layer in all STAs or from the DS in an AP) with a particular TS to which they belong which belong to a particular TS. The TCLAS element is also used when the traffic is not connected to a TS, for example by the FBMS and TFS services. If required, the TCLAS element is provided in ADDTS Request and ADDTS Response frames only for the downlink or bidirectional links. TCLAS element need not be provided for the uplink or direct link transmissions. The structure of this element is shown in Figure 7-85.

Insert a new row into Table 7-42 and change the Reserved value as follows:
	Table 7-42—Frame classifier type



	Classifier type
	Classifier parameters

	3
	Filter Offset parameters

	4
	IP and higher layer Parameters

	35 – 255
	Reserved



Change the seventh and eighth paragraphs as follows: 

For Classifier Type 1, frame classifier is defined for both IPv4 and IPv6, shown in Figure 7-88 and Figure 7-89, and distinguished by the Version subfield. The classifier parameters represent corresponding values in a received IPv4 or IPv6 packet. The subfields in the classifier parameters are represented and transmitted in the big-endian format. The classifier parameters are the following parameters:

—
In a TCP or UDP header: Source Address, Destination Address, Source Port, Destination Port, and Version, plus

—
One of the following:


—In an IPv4 header: Differentiated Services Code Point (DSCP) (IETF RFC 2474-1998 [B21]) and Protocol, or


—In an IPv6 header: Flow Label.

—
IP Version

—
Source and Destination IP Address

—
Source and Destination Port (when Protocol 
is TCP or UDP)

—
DSCP value in Type of Service (IPv4)
—
Protocol (IPv4)

—
Flow Label (IPv6 only)

Note that Frame classification when extension headers are used is supported only if the TCLAS does not classify on ports (Classifier Mask has the Source and Destination Port bits set to 0).

Change Figure 7-88 as follows:
	
	
	
	
	
	

	
	Classifier Type (1)
	Classifier Mask
	Version (4)
	Source IP Address
	Destination IP Address

	Octets:
	1
	1
	1
	4
	4

	
	
	
	
	
	

	
	Source Port
	Destination Port
	DSCP
	Protocol
	Reserved

	Octets:
	2
	2
	1
	1
	1

	Figure 7-88—Frame Classifier field of Classifier Type 1 for traffic over IPv4


Change Figure 7-89 as follows:

	
	
	
	
	
	

	
	Classifier Type (1)
	Classifier Mask
	Version(6)
	Source IP Address
	Destination IP Address

	Octets:
	1
	1
	1
	16
	16

	
	
	
	
	
	

	
	Source Port
	Destination Port
	Flow Label

	Octets:
	2
	2
	3

	Figure 7-89—Frame Classifier field of Classifier Type 1 for traffic over IPv6


Insert the following paragraphs as indicated below:

The value in the Version subfield is set to the value specified in IETF RFC 791-1981[B35] or IETF RFC 2460-1998 [B36]. 

The DSCP subfield contains the value in the 6 least significant bits as described in IETF RFC 2474[Bxx]
. The 2 most significant bits are reserved. 

The Flow Label subfield contains the value in the 20 least significant bits. The 4 most significant bits are reserved.

Note: for example, the flow label 0x12345 is represented as the octet sequence 0x01, 0x23, 0x45.

A valid TCLAS element meets the following conditions, and is in error otherwise:

—
The Version bit in the Classifier Mask field is set to 1, 

—
If one or both of the Source and Destination subfield bits in the Classifier Mask are set to 1 then the IPv4 Protocol subfield bit or the IPv6 Next Header subfield bit in the Classifier Mask is set to 1 and the value in the Protocol or Next Header subfield is either set to TCP or UDP [B37].

Insert the following text at the end of 7.3.2.31:

For Classifier Type 3, the classifier parameters are defined by a filter offset field and a filter value field. The Frame Classifier field of Classifier Type 3 is defined in Figure 7-107a. It has a variable length.

	
	
	
	
	
	

	
	Classifier Type (3)
	Classifier Mask

	Filter Offset
	Filter Value
	Filter Mask

	Octets:
	1
	1
	2
	variable
	Variable

	
	Figure 7-107a—Frame Classifier field of Classifier Type 3


The Classifier Mask field is reserved.

The value of the Filter Offset field is the number of octets from the beginning of the MSDU or MMPDU at which the Filter Value is compared. A value of zero for the Filter Offset indicates that the Filter Value field is to be compared to the first octet of the payload after decryption following the MAC header.

The length of the Filter Value and Filter Mask fields is (Length – 3)/2, where Length is the value in the Length field of the TCLAS element
.
The Filter Value field is an octet string that is compared to the MSDU or MMDPU content, beginning at the octet indicated by the Filter Offset.

The Filter Mask field is an octet string that is used to indicate which bits in the Filter Value field are compared. The length of the Filter Mask field is equal to the length of the Filter Value field. A bit in the Filter Value field is only compared if the matching bit in the Filter Mask field is set to 1.

Insert a new Classifier Type 4 with the description as indicated below:

For Classifier Type 4, frame classifier is defined for both IPv4 and IPv6, shown in Figure 7-88 and Figure 7-89a, and distinguished by the Version subfield. The classifier parameters represent corresponding values in a received IPv4 or IPv6 packet. The subfields in the classifier parameters are represented and transmitted in the big-endian format. The classifier parameters are the following parameters:

—
IP Version

—
Source and Destination IP Address

—
Source and Destination Port

—
DSCP value in Type of Service (IPv4) or Traffic Class (IPv6)

—
Protocol (IPv4) or Next Header (IPv6)

—
Flow Label (IPv6 only)

Note that Frame classification when extension headers are used is supported only if the TCLAS does not classify on ports (Classifier Mask has the Source and Destination Port bits set to 0).

	
	
	
	
	
	

	
	Classifier Type (1)
	Classifier Mask
	Version(6)
	Source IP Address
	Destination IP Address

	Octets:
	1
	1
	1
	16
	16

	
	
	
	
	
	

	
	Source Port
	Destination Port
	DSCP
	Next Header
	Flow Label

	Octets:
	2
	2
	1
	1
	3

	Figure 7-89a—Frame Classifier field of Classifier Type 4 for traffic over IPv6 with DSCP


Insert the following paragraphs as indicated below:

The value in the Version subfield is set to the value specified in IETF RFC 791-1981[B35] or IETF RFC 2460-1998 [B36]. 

The DSCP subfield contains the value in the 6 least significant bits as described in IETF RFC 2474[Bxx]. The 2 most significant bits are reserved. 

The Flow Label subfield contains the value in the 20 least significant bits. The 4 most significant bits are reserved.

Note: for example, the flow label 0x12345 is represented as the octet sequence 0x01, 0x23, 0x45.

If the Version bit in the Classifier Mask field is set to 0, in order for the TCLAS element to be valid, all the bits corresponding to classifier parameters other than the Source Port, Destination Port, DSCP and Protocol/Next Header are set to 0 in the Classifier Mask. The classifier applies to both IPv4 and IPv6 packets. 

11.10.8.5 STA Statistics Report

Insert the following at the end of 11.10.8.5:

A STA may request that a STA Statistics report be sent when statistics of interest reach a threshold as defined in the Measurement Request element of the STA Statistics Request frame (see 7.3.21.8). This is termed a triggered STA Statistics measurement and shall be requested by setting the Enable and Report bits to 1 within a Measurement Request Element containing the STA Statistics Measurement Type. The Measurement Request field shall contain a STA Statistics Request with the trigger conditions specified in the Triggered Reporting sub-element, as defined in 7.3.2.21.8. One or more trigger conditions may be set with specified thresholds. See 11.10.7. To prevent generation of too many triggered reports, the value of the Trigger Timeout field shall be set to a value greater or equal to the value of dot11MinTriggerTimeout. If the value of the Trigger Timeout field is less than the value of dot11MinTriggerTimout, the STA shall reject the measurement request and respond with a report where the Measurement Report Mode field is set to “Incapable”.

A STA accepting a triggered STA Statistics measurement shall measure the requested statistics. If a trigger condition occurs, the measuring STA shall send a STA Statistics measurement report to the requesting STA. The measuring STA shall not send further triggered STA Statistics reports for that trigger condition to the requesting STA until the Trigger Timeout period specified in the request frame has expired, or new trigger conditions have been requested. The STA Statistics measurement report is defined in 7.3.2.22.8. If the number of MPDUs/MSDUs indicated in the Measurement Count field are transmitted and/or received 
without any of the counted statistics meeting the corresponding trigger threshold then the measuring STA shall reset all counted statistics accumulated in the current measuring window and shall restart measuring for another measurement count window.

If a STA receives a STA Statistics measurement request from the same STA for which a triggered STA Statistics measurement is in progress, in progress  triggered measurement shall be terminated and the counted statistics shall be reset.

STA Statistics reported in a triggered STA Statistics report shall be the values accumulated over the number of transmitted or received MSDUs/MPDUs before the trigger condition is met. Measurement duration shall not be used in triggered STA statistics measurement and the Measurement Duration field in both the Measurement Request and any Measurement Report shall be set to 0.



All triggered STA Statistics measurements shall be terminated at a measuring STA by receiving a STA Statistics measurement request with the Enable bit set to 1 and the Report bit set to 0. A STA requesting a triggered STA Statistics measurement may update the trigger conditions by sending a STA Statistics measurement request specifying the new trigger conditions.
Once accepted by a measuring STA, a triggered STA Statistics measurement continues to be active until the measurement request is superseded by a STA Statistics measurement request from the requesting STA or the measuring STA disassociates or reassociates. 



Annex-D:

TGV Ed: Add the following to the end of “dot11StationConfigEntry” of the “dotStationConfig TABLE” as follows:

dot11WirelessManagementImplemented TruthValue, 

dot11MaxIdlePeriod 


INTEGER,

dot11TIMBroadcastInterval     INTEGER,

dot11TIMBroadcastOffset       INTEGER,


dot11MinTriggerTimeout     INTEGER}

TGV Ed: Insert the following elements at the end of the dot11StationConfigTable element definitions:

dot11MinTriggerTimeout
 OBJECT-TYPE

SYNTAX INTEGER (10..7200)

UNITS "seconds"

MAX-ACCESS read-write

STATUS current

DESCRIPTION

"This attribute indicates the minimum allowable value for Triggered Timeout. A Triggered STA Statistics report is generated by the STA after the timeout if none of the trigger conditions are satisfied.

."

DEFVAL { 10 }

::= { dot11StationConfigEntry xx }
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