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1. Normative references
Editing Instructions: Add the following references, alphabetizing as appropriate
IETF RFC 1034, Domain Names—Concepts and Facilities, November 1987

7. Frame formats

7.3
Management frame body components

7.3.3
Native Query Protocol information elements
Insert the following to the contents of Table 7-43x as shown below:

Table 7-43x—Native query protocol info ID definitions
	Info Name
	Info ID
	Native Info Element (clause)

	Capability List
	1
	7.3.3.1

	Venue Name
	2
	7.3.3.3

	Emergency Call Number Information
	3
	7.3.3.4

	Emergency Public Network Access
	4
	7.3.3.5

	Network Authentication Type
	5
	7.3.3.6

	Roaming Consortium List
	6
	7.3.3.7

	AP Geospatial Location
	7
	7.3.3.8

	AP Civic Location
	8
	7.3.3.9

	Domain Name List
	9
	7.3.3.10

	Reserved
	10 – 220
	n/a

	Vendor Specific
	221
	n/a

	Reserved
	222 – 255
	n/a


Insert the following new subclause, renumbering clauses as necessary:

7.3.3.10 Domain Name List
The Domain Name List element provides a list of domain names corresponding to SSPs whose networks are accessible via this AP.  Domain Names in this Info ID are taken from dot11DomainNameTable.  This list element may be returned in response to a Native GAS Query Request.  The format of the Domain Name List element is provided in Figure 7-95bn.

	
	
	
	
	
	
	
	

	
	Info ID
	Length
	Status Code
	Domain Name field #1
	Domain Name field #2
(optional)
	…
	Domain Name field #N
(optional)

	Octets:
	1
	2
	2
	variable
	variable
	
	variable


Figure 7-95bn—Domain Name list format
The Length field is the 2-octet length of the Domain Name List element and is equal to 2 plus total length of the Domain Name Fields
The Status Code is a 2-octet field whose value is drawn from Table 23.

The Domain Name field is shown in Figure 7-95bo.

	
	
	

	
	Length
	Domain Name

	Octets:
	1
	variable


Figure 7-95bo—Domain name field definition

· The length sub-field is the length in octets of the Domain Name subfield.  Its value is equal to the number of octets in the Domain Name subfield

· The Domain Name sub-field is a domain name compliant with the “Preferred Name Syntax” as defined in RFC 1034.  The maximum length of this field is 255 octets.

Insert the following text as shown below:

Annex D

dot11imt OBJECT IDENTIFIER ::= { ieee802dot11 4 }
-- IMT GROUPS 
-- dot11ApRadioTable::


::= { dot11imt 1 } 
-- dot11InterworkingTable


::= { dot11imt 2 } 
-- dot11ApGeospatialLocation

::= { dot11imt 3 } 

-- dot11ApCivicLocation:


::= { dot11imt 4 } 

-- dot11RoamingConsortiumTable

::= { dot11imt 5 } 

-- dot11DomainNameTable


::= { dot11imt 6 } 

dot11DomainNameTable   OBJECT-TYPE

        SYNTAX                SEQUENCE OF Dot11DomainNameEntry

        MAX-ACCESS            not-accessible

        STATUS                current

        DESCRIPTION



“This is a table of Domain Names which form the Domain



Name List in Native Query Protocol.  The Domain Name


List may be transmitted to a non-AP STA in a Native-GAS


Response.  Each table entry corresponds to a single Domain



Name.

    ::= { dot11imt 6 }

dot11DomainNameEntry OBJECT-TYPE

        SYNTAX     Dot11DomainNameEntry

        MAX-ACCESS not-accessible

        STATUS     current

        DESCRIPTION



“Each Domain Name identifies a SSP or other provider



of a network service.  A non-AP STA in possession of security



credentials for the SSPN or network identified by the Domain,


Name should be able to successfully authenticate with this


AP."

        INDEX { dot11DomainNameOui }

        ::= { dot11DomainNameTable 1 }

Dot11DomainNameEntry ::=

        SEQUENCE {



dot11DomainName           OCTET STRING



dot11DomainNameRowStatus  RowStatus
           }
dot11DomainName OBJECT-TYPE


SYNTAX OCTET STRING (SIZE(255))


MAX-ACCESS not-accessible


STATUS current


DESCRIPTION



"This attribute contains a Domain Name of up to 255 octets



formatted in accordance with the “Preferred Name Syntax” as



defined in RFC 1034.”

::= { dot11DomainNameEntry 1 }
dot11DomainNameRowStatus OBJECT-TYPE


SYNTAX RowStatus

MAX-ACCESS read-create

STATUS current


DESCRIPTION



"This object represents the status column for a



conceptual row in this table.”

::= { dot11DomainNameEntry 2 }




Abstract


P802.11u-d3.0 provides methods to facilitate fast discovery of hotspots.  As important as discovery is for the non-AP STA to have assurance that it will be able to successfully authenticate with the network.  One method by which this may be done is discovering the SSPs domain name which the client may use to select a provider (via policy settings or user intereaction) and then utilize in a later authentication step to validate the service provider’s AAA server.  This proposal provides a Domain Name List element which is transmitted by an AP to a non-AP STA as the result of a Native-GAS query.





This method may be used instead of the Roaming Consortium list or in addition to it.  Not all SSPs may have a OUI assigned as required by the Roaming Consortium list; for those that don’t, this method provides an alternative.





Also, there are many networks which are not operated by SSPs, but need to use domain name to identify the provider of some service.  For example, a shopping mall may provide an ESS for use by all the stores in the mall, but users may authenticate to and obtain service from a specific store as identified by its domain name.  Because the stores serve only a small geographically area, they would not need an OUI—which is appropriate for a state-wide, national or international roaming footprint (for the Roaming Consortium list)— nor would they want to go through the trouble to obtain one.  Moreover, many entities already provide a website and have a registered domain name.





The domain name is used by the non-AP STA as the identifier of a AAA realm.





Use of this Native-GAS query is optional.





This document is based on IEEE 802.11-2007 and 802.11u-d3.0 as modified by � HYPERLINK "https://mentor.ieee.org/802.11/file/08/11-08-0887-00-000u-state-1-location-query.doc" ��11-08-0887-00-000u�.
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