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Abstract

This document addresses TGz LB127 Draft 1.0 CID 38-40, and 633, 47 and 56.
Instructions to the editor:

· Add the normative reference including the editor instruction in Clause 2
· Accept changes and replace section 7.2.2.1 in TGz draft 1.1
· Add editor instruction and changes for 7.3.1.11

· Remove 7.2.2.1.1 through 7.2.2.1.12 and insert 7.4.12 including subclauses
2. Normative references

Insert the following new reference in alphabetical order:

IETF RFC 1042, A Standard for the Transmission of IP Datagrams over IEEE 802 Networks, J. Postel, J. Reynolds, February 1988 (status: informational).
7.2.2.1
TDLS frame format

The TDLS frame body is specified in Figure z1, omitting any possible security header and trailer.

	
	LLC
	SNAP
	Remote Frame Type
	TDLS Packet Type
	Information

	Octets:
	3
	5
	1
	1
	variable


Figure z1—TDLS MSDU format

LLC is defined in ISO/IEC 8802-2:1998.
SNAP is defined in IEEE Std 802-2001. The formatting of the SNAP header is according to RFC 1042. The Ethertype is set to 89-0d.


The Remote Frame Type field is set to <ANA> (TDLS).

The TDLS Packet Type field specifies the type of the TDLS frame, as specified in Table z1.

The Information field contains a TDLS action frame body, as specified in 7.4.12.1 through 7.4.12.12.
7.3.1.11 Action field

Insert the following row (ignoring the header row) in Table 7-24 in the correct position to preserve ordering by the “Code” column and update a “Reserved” range of codes appropriately.

Table 7-24—Category Values
	Code
	Meaning
	See subclause

	<ANA>
	TDLS
	7.4.12


7.4 Action frame format details
Insert the following new clauses in 7.4:
7.4.12 TDLS Action frame details
Several Action frame formats are defined to support tunneled direct link setup (TDLS). The Action field values associated with each frame format within the TDLS category are defined in Table 7-z1. The frame formats are defined in 7.4.12.1 to 7.4.12.12.
Table 7-z1—TDLS Action field values
	Action field value
	Meaning

	0
	TDLS Setup Request

	1
	TDLS Setup Response

	2
	TDLS Setup Confirm

	3
	TDLS Teardown Request

	4
	TDLS Teardown Response

	5
	TDLS DL Path Switch Request

	6
	TDLS DL Path Switch Response

	7
	TDLS AP Path Switch Request

	8
	TDLS AP Path Switch Response

	9
	Peer Traffic Indication

	10
	TDLS Channel Switch Request

	11
	TDLS Channel Switch Response

	12 – 255
	Reserved


7.4.12.1 TDLS Setup Request frame format

The frame body of a TDLS Setup Request frame contains the information shown in Table z2.

Table z2—Information for TDLS Setup Request frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Dialog Token
	The Dialog Token contains a unique nonzero value for the conversation between the peer STAs involved in this request.

	4
	Association Request frame body without RSN element
	The Association Request frame body is specified in 7.2.3.4.

	5
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	6
	RSNIE_I
	The RSNIE for Initiator STA is included if security is required on the direct link.

	7
	SMK Message 1 FTIE
	The SMK Message 1 FTIE is included if security is required on the direct link.

	8
	DH_I
	The Public value for Initiator STA is included if security is required on the direct link.

	9
	Supported Regulatory Classes
	The Supported Regulatory Classes element is defined in TGy 7.3.2.51 (optional)

	10
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements


7.4.12.2 TDLS Setup Response frame format

The frame body of a TDLS Setup Response frame contains the information shown in Table z3.

Table z3—Information for TDLS Setup Response frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Status Code
	The Status Code is defined in 7.3.1.9.

	4
	Dialog Token
	The Dialog Token is copied from the corresponding TDLS Setup Request.

	5
	Association Request frame body without RSN element
	The Association Request frame body is specified in 7.2.3.4. Only present for Status Code 0 (Successful).

	6
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1. Only present for Status Code 0 (Successful).

	7
	RSNIE_P
	The RSNIE of Peer STA is included if security is required on the direct link and the Status Code is 0 (Succesful).

	8
	SMK Message 2 FTIE
	The SMK Message 2 FTIE is included if security is required on the direct link and the Status Code is 0 (Succesful).

	9
	DH_P
	The Public value for Peer STA is included if security is required on the direct link and the Status Code is 0 (Succesful).

	10
	Supported Regulatory Classes
	The Supported Regulatory Classes element is defined in TGy 7.3.2.51 (optional)

	11
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements. Only present for Status Code 0 (Successful).


7.4.12.3 TDLS Setup Confirm frame format

The frame body of a TDLS Setup Response frame contains the information shown in Table z4.

Table z4—Information for TDLS Setup Confirm frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Status Code
	The Status Code is defined in 7.3.1.9.

	4
	Dialog Token
	The Dialog Token is copied from the corresponding TDLS Setup Response.

	5
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	6
	SMK Message 3 FTIE
	The SMK Message 3 FTIE is included if security is required on the direct link.

	7
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements


7.4.12.4 TDLS Teardown Request frame format

The frame body of a TDLS Teardown frame contains the information shown in Table z5.

Table z5—Information for TDLS Teardown Request frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Reason Code
	The Reason Code is defined in 7.3.1.7.

	4
	Dialog Token
	The Dialog Token contains a unique value for the conversation between the peer STAs involved in this request.

	5
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	6
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements


7.4.12.5 TDLS Teardown Response frame format

The frame body of a TDLS Teardown frame contains the information shown in Table z6.

Table z6—Information for TDLS Teardown Response frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Status Code
	The Status Code is defined in 7.3.1.9.

	4
	Dialog Token
	The Dialog Token is copied from the corresponding TDLS Teardown Request.

	5
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	6
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements


7.4.12.6 TDLS DL Path Switch Request frame format

The frame body of a TDLS DL Path Switch Request frame contains the information shown in Table z7.

Table z7—Information for TDLS DL Path Switch Request frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Reason Code
	The Reason Code is defined in 7.3.1.7.

	4
	Dialog Token
	The Dialog Token contains a unique value for the conversation between the peer STAs involved in this request.

	5
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	6
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements


7.4.12.7 TDLS DL Path Switch Response frame format

The frame body of a TDLS DL Path Switch Response frame contains the information shown in Table z9.

Table z9—Information for TDLS DL Path Switch Response frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Status Code
	The Status Code is defined in 7.3.1.9.

	4
	Dialog Token
	The Dialog Token is copied from the corresponding TDLS Suspend frame.

	5
	Result
	The Result field (1-octet) indicates the result of the Path Switch request and is set to one of values in Table z10.

	6
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	7
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements


7.4.12.8 TDLS AP Path Switch Request frame format

The frame body of a TDLS AP Path Switch Request frame contains the information shown in Table z11.

Table z11—Information for TDLS AP Path Switch Request frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Reason Code
	The Reason Code is defined in 7.3.1.7.

	4
	Dialog Token
	The Dialog Token contains a unique value for the conversation between the peer STAs involved in this request.

	5
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	6
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements


7.4.12.9 TDLS AP Path Switch Response frame format

The frame body of a TDLS AP Path Switch Response frame contains the information shown in Table z12.

Table z12—Information for TDLS AP Path Switch Response frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Status Code
	The Status Code is defined in 7.3.1.9.

	4
	Dialog Token
	The Dialog Token is copied from the corresponding TDLS Path Switch Request frame.

	5
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	6
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements


7.4.12.10 Peer Traffic Indication 

The frame body of a Peer Traffic Indication frame contains the information shown in Table z13.

Table z13—Peer Traffic Indication 

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	AC_BK traffic available
	1 octet field which is set to 0 if AC_BK is empty and set to 1 if traffic is available in AC_BK. Values 2-255 are reserved. 

	4
	AC_BE traffic available
	1 octet field which is set to 0 if AC_BE is empty and set to 1 if traffic is available in AC_BE. Values 2-255 are reserved

	5
	AC_VI traffic available
	1 octet field which is set to 0 if AC_VI is empty and set to 1 if traffic is available in AC_VI. Values 2-255 are reserved

	6
	AC_VO traffic available
	1 octet field which is set to 0 if AC_VO is empty and set to 1 if traffic is available in AC_VO. Values 2-255 are reserved

	7
	Peer PSM Indication Window 
	1 octet field which indicates the minimum interval between successive Peer Traffic Indication frames sent to the same peer, expressed in Beacon Intervals.  

	6
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	7
	Vendor Specific
	One or more vendor-specific information elements may appear in this frame. This information element follows all other information elements


The Peer Traffic Indication frame indicates the power save buffer state at the STA buffering data for a peer STA in Peer PSM client mode.
Each of the ACs traffic available fields is 1 octet in length. It is set to zero value if the corresponding AC (AC0, AC1, AC2, AC3) is empty and set to 1 if traffic is available for the specific AC. Values 2-255 are reserved.
7.4.12.11 TDLS Channel Switch Request frame format

The frame body of the TDLS Channel Switch Request frame contains the information shown in Table z10.

Table z10—Information for TDLS Channel Switch Request frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Target Channel
	1-octet field which specifies the channel number of the target channel.

	4
	Regulatory Class
	1-octet field which specifies the regulatory class for the target channel.

	5
	Secondary Channel Offset
	The secondary channel offset is included when switching to a 40 MHz direct link (optional).


The TDLS Channel Switch Request frame is sent over the direct path. Switching back to the base channel is always accepted. The regulatory class for the base channel corresponds to the regulatory class of the BSS to which the stations are associated.

7.4.12.12 TDLS Channel Switch Response frame format

The frame body of the TDLS Channel Switch Request frame contains the information shown in Table z11.

Table z11—Information for TDLS Channel Switch Response frame

	Order
	Information
	Notes

	1
	Category
	

	2
	Action
	

	3
	Result Code
	1-octet field which contains an integer which is set to 0 to indicate that the switch request is accepted and set to 1 if the switch request is rejected.


The TDLS Channel Switch Response frame is sent over the direct path.

	38
	Adrian
	Stephens
	7.2.2.1
	
	
	T
	Y
	How is a TDLS frame encrypted?   As specified it cannot be.
	Allow a TDLS frame to be encrypted - i.e. allow security header and trailer.
	Accept – see 11-08-0773-00-000z

	39
	Adrian
	Stephens
	7.2.2.1
	11
	17
	T
	Y
	Add a normative reference to LLC/SNAP.   Be very careful which octet of this field matches which octet of the snap header because network specs are often big-endian and we are little-endian.
	As in comment.
	Accept – see 11-08-0773-00-000z

	40
	Adrian
	Stephens
	7.2.2.1
	
	
	T
	Y
	What we're doing here is creating a way to tunnel certain defined types in a data frame.

We then have to define formats for such messages a TDLS setup request that are almost the same as the non-tunnelled version.

This creates two problems:
1.  We have subtly different frame formats for TDLS and non-TDLS frames that can easily diverge.
2.  There is no support for vendor specific frames.
	I think the idea of defining new frame types transportable only through this tunnel is heading off in the wrong direction.

I would like to see the TDLS frame format capable of tunnelling any management action frame (or perhaps only the DLS action frames),  including vendor-specific elements.

The TDLS-specific frames can then be defined in the DLS action frame section.  Any divergences between similar tunnelled and non-tunnelled versions can be described in the DLS action frame based on whether the frame is carried using TDLS or not.
	Accept – see 11-08-0773-00-000z


	633
	Osama
	Aboul-Magd
	General
	
	
	T
	N
	The use of data frames to perform management actions doesn't seem to be correct. while I understand the reasons for using the data frames, I am still not convinced this usage is appropriate. I think the TG should investigate other ways for setting TDLS using management frames. Is it possible 
	
	Accept – see 11-08-0773-00-000z

	47
	Bill
	Marshall
	7.2.2.1
	11
	13
	T
	y
	These are ordinary data packets. They should not be defined in 7.
	Move the definition of these packets and the procedures for their use to 11; preferably incorporating this into 11.z1.  As an example, see how TGr defined the packets that originally defined and allocated Ethertype 89-0d.
	Counter – see 11-08-0773-00-000z – the TDLS frames are now defined as management action frames.

	56
	Jouni
	Malinen
	7.2.2.1
	11
	15
	T
	Y
	TDLS frame uses the generic ethertype added in 802.11r for encapsulating 802.11 data. It would be cleaner to add a more generic clause that describes the use of this ethertype and then refer to that clause in definition of TDLS. The new clause should also include a table of allocated Remote Frame Type values. This will make it easier to add new subtypes for this allocated Ethertype in the future.
	Add a new clause to describe the use of Ethertype 89-0d for IEEE 802.11 and include a table of allocated Remote Frame Type values there (including the values used in 802.11r and 802.11z). Change TDLS frame format description to refer to the new clause for the description of LLC/SNAP and Remote Frame Type fields.
	Counter – see 11-08-0773-00-000z – the TDLS frames are now defined as management action frames.
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