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Abstract

This document contains the minutes from the TGz Conference Call held on May 27, 2008.

TGz Conference Call 

Date & Time

May 27, 2008 @ 12:00 am EST, 1 hour
Attendance
	Name
	Affiliation

	Jesse Walker
	Intel

	Menzo Wentink
	Qualcomm

	Ganesh Venkatesan
	Intel

	Michael Livshitz
	Metalink

	Kapil Sood
	Intel

	Michelle Gong
	Intel


Agenda

1. Call to Order

2. IPR Policy

3. Discuss use cases
Procedural

N/A

Meeting Minutes

1. Meeting called to order @ 12:04am EST.

2. No questions were asked regarding the IPR policy.
3. No announcements were made regarding essential IP.
4. The proposed agenda for this call is to discuss use cases. Below is a summary of what was discussed.
5. Home network
a. Security on the direct link does not need to be stronger than what is provided by the BSS. Additional authentication is not required.

b. TDLS may be used for video streaming or high throughput file exchange (i.e. sync and go, music/photo upload, etc.). These are examples, other uses are not excluded.
c. The assumption is that both peer STAs are authenticated by the AP, the peer STAs trust that the AP does this properly. The STAs also trust the AP to verify the authenticity of the MAC addresses using 11i.
d. A scenario which needs more investigation is when a TDLS setup procedure is started from the wired side of the AP, with a spoofed source address. The wired side implies a device which physically connects to the AP, or at least bridged to the same layer 2 network. TDLS frames won’t traverse routed hops.
6. Hotspot

a. In a hotspot, there may be no 11i security. TGz does not need to provide additional authentication and security in this case. A potential issue may be that bridged connectivity between peer STAs may be absent in a hotspot (i.e. only routed), so that the TDLS handshake fails in the first place.

b. A secure link (through other means than 11i) may be present in this case. This case will not be investigated further in relation to TDLS.

7. Company network

a. Authentication may be performed by a AAA server, rather than PSK.

8. Next conference call June 10, will continue discussion.
9. Meeting adjourned @ 1:00pm.
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