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7.3 Management frames

7.3.1 Fields that are not information elements

7.3.1.33a
Network metadata

Modify the rows in Table 7-43s as shown below:
Table 7-43s—Venue Type assignments
	Venue Group
	Venue Type Code
	Venue Description

	1
	11
	Bar

	1
	12
	Coffee Shop

	1
	13
	Theater

	1
	14
	Zoo or Aquarium

	1
	15 – 255
	Reserved


7.3.2 Information elements

7.3.2.27 Extended capabilities element

Insert the following additional rows at the end of Table 7-35a.

Table 7-35a—Capabilities field
	Bit(s)
	Information
	Notes

	<ANA>
	Interworking
	When dot11InterworkingServiceEnabled is set to TRUE, the Interworking field is set to 1 to indicate the STA supports Interworking service as described in 11.18.1 through 11.18.5 inclusive.  When dot11InterworkingServiceEnabled is set to FALSE, the Interworking field is set to 0 to indicate the STA does not support support this capability.

	<ANA>
	QoS Map
	When dot11QosmapEnabled is set to TRUE, the QoS Map field is set to 1 to indicate the STA supports QoS Map service as described in 11.18.6.  When dot11QosmapEnabled is set to FALSE, the QoS Map field is set to 0 to indicate the STA does not support support this capability.

	<ANA>
	EBR
	When dot11EbrEnabled is set to TRUE, the EBR field is set to 1 to indicate the STA supports EBR as described in 7.3.2.62.  When dot11EbrEnabled is set to FALSE, the EBR field is set to 0 to indicate the STA does not support support this capability.


EDITORIAL NOTE—The values marked <ANA> will be replaced with a value assigned by the 802.11 ANA once that assignment has been made.
7.3.2.59 Interworking element

Modify Table 7-43s as shown below:
Table 7-43t—Network Type codes
	Network Type Code Bits 
(B0-B3)
	Meaning
	Description

	0x5 to 0xD
	Reserved
	Not used.

	0xE
	Test or Experimental
	The network is used for test or experimental purposes only.


11.
MLME

11.18
WLAN Interworking with External Networks Procedures

11.18.1
Interworking capabilities and Information

11.18.2
Interworking Procedures: Generic Advertisement Services

11.18.3
multiple SSID Set Operation

11.18.4
Interworking Procedures: MIH Support

11.18.5
Interworking Procedures: Interactions with SSPN
Move the entire following clause to 11.19, rename clause title to “Support for QoS Mapping from External Networks”and renumber as appropriate.

11.18.6 Interworking Procedures: Support for QoS Mapping from External Networks
Maintaining proper end-to-end QoS is an important factor when providing interworking services. This is because the interworking networks may employ different network-layer (layer 3) QoS practices. For example, the use of a particular differentiated services code point (DSCP) for a given service may be different between different networks. To ensure the proper QoS over-the-air in the IEEE 802.11 Access Network (AN), the mapping from DSCP to UP for the corresponding network needs to be identified and made known to the non-AP STA. If an inconsistent mapping is used then:

· Admission control at the AP may incorrectly reject a service request, because the non-AP STA used the incorrect UP. 
· The user may be given a different QoS over the IEEE 802.11 AN than expected, e.g. a lower QoS may be provided by the IEEE 802.11 AN than the STA expected. 
Therefore, a non-AP STA with dot11QosmapEnabled set to TRUE which is associated to an AP having the QoS Map bit set to 1 in the Extended capabilities element, shall request the QoS Map from an AP prior to transmitting frames at other than best-effort user priority (UP = 0). The non-AP STA requests the QoS Map by transmitting a QoS Map Request Action frame to the AP to which it’s associated. In response, the AP transmits the QoS Map Set element in a QoS Map Configure Action frame. Upon receiving the QoS Map Set element, the non-AP STA is then capable of deciding the proper user priority and in turn the AC to use over-the-air for a particular service. The AP shall ensure the correctness of the QoS mapping information at the non-AP STA associated to itself. Therefore, when the AP detects a change in the QoS mapping information, it shall update the non-AP STA using a new QoS Map Set element. 
11.18.6.1
QoS Map Distribution Operation

The QoS Map Distribution operation described below provides a method for synchronizing the QoS mapping at the non-AP STA and AP. A STA may have dot11QosmapEnabled set to TRUE only if dot11QosOptionImplemented is set to TRUE.
After the non-AP STA having its dot11QosmapEnabled MIB varible set to TRUE finishes the RSNA security procedures, its SME shall generate a MLME-QoSMap.request primitive to the MLME. The MLME of the non-AP STA shall send a QoS Map Request Action frame to the AP.

When the MAC entity at the AP having its dot11QosmapEnabled MIB variable set to TRUE receives a QoS Map Request Action frame from a non-AP STA, the MLME shall generate a MLME-QoSMap.indication primitive to its SME. An AP which has its dot11QosmapEnabled MIB variable set to FALSE shall drop the QoS Map Request Action frame and shall not respond to that request.
When SME of the AP receives a MLME-QoSMap.indication, it shall generate an MLME-QoSMap.response primitive. The SME of the AP can also decide to generate an unsolicited MLME-QoSMap.response primitive to the MLME based on its configuration status as described in 11.18.6.2.

When the MLME of the AP receives a MLME-QoSMap.response, it shall send a QoS Map Configure Action frame to the corresponding non-AP STA MAC entity.

When the MAC entity at the non-AP STA receives a QoS Map Configure action frame from the AP, the MLME shall generate a MLME-QoSMap.confirm primitive to its SME. When the QoS Map Configure action frame is unsolicited, the non-AP STA SME can choose to generate another MLME-QoSMap.request primitive.

When the non-AP STA's SME receives the QoS Map response, it shall make the QoS Map available to higher layers so that in turn, they can invoke the MA-UNITDATA.request with the correct priority.
11.18.6.2
QoS Map Distribution Operation

This clause applies to an AP having its dot11QosmapEnabled MIB variable set to TRUE.
Typically, the QoS Map Set is configured on an AP for each external network to which the BSS is interworked. Most of the time, the QoS Map Set remains static. In this case, the QoS Map Set shall be transmitted to the requesting non-AP STA using an individually addressed QoS Map Configure action frame.

However, it is possible that the QoS Map Set may need to be changed during operation of the BSS. If the QoS map set is changed, the AP shall unicast the new QoS map set using an unsolicited QoS Map Configure Action frame to each non-AP STA which has associated to the AP with its QoS Map bit set to 1 in the Extended Capabilities element included in the (Re)-Association request frame. 

Move the entire following clause after 11.18.5 and renumber as appropriate.

11.18.7
Interworking Procedures: Emergency Alert System (EAS) Support

Insert the following text as shown below:

Annex D

Other amendments are also making changes in Dot11StationConfigEntry. It will be aligned.
Dot11StationConfigEntry::=

SEQUENCE {
dot11StationID 


MacAddress,


dot11MediumOccupancyLimit 


INTEGER,


dot11CFPollable 


TruthValue,


dot11CFPPeriod 


INTEGER,


dot11CFPMaxDuration 


INTEGER,


dot11AuthenticationResponseTimeOut 


Unsigned32,


dot11PrivacyOptionImplemented 


TruthValue,


dot11PowerManagementMode 


INTEGER,


dot11DesiredSSID 


OCTET STRING,


dot11DesiredBSSType 


INTEGER,


dot11OperationalRateSet 


OCTET STRING,


dot11BeaconPeriod 


INTEGER,


dot11DTIMPeriod 


INTEGER,


dot11AssociationResponseTimeOut 


Unsigned32,


dot11DisassociateReason 


INTEGER,


dot11DisassociateStation 


MacAddress,


dot11DeauthenticateReason 


INTEGER,


dot11DeauthenticateStation 


MacAddress,


dot11AuthenticateFailStatus 


INTEGER,


dot11AuthenticateFailStation 


MacAddress,


dot11MultiDomainCapabilityImplemented 


TruthValue,


dot11MultiDomainCapabilityEnabled 


TruthValue,


dot11CountryString 


OCTET STRING,


dot11SpectrumManagementImplemented 


TruthValue,


dot11SpectrumManagementRequired 


TruthValue,


dot11RSNAOptionImplemented 


TruthValue,


dot11RSNAPreauthenticationImplemented 


TruthValue,


dot11RegulatoryClassesImplemented 


TruthValue,


dot11RegulatoryClassesRequired 


TruthValue,


dot11QosOptionImplemented 


TruthValue,


dot11ImmediateBlockAckOptionImplemented 


TruthValue,


dot11DelayedBlockAckOptionImplemented 


TruthValue,


dot11DirectOptionImplemented 


TruthValue,


dot11APSDOptionImplemented 


TruthValue,


dot11QAckOptionImplemented 


TruthValue,


dot11QBSSLoadOptionImplemented 


TruthValue,


dot11QueueRequestOptionImplemented 


TruthValue,


dot11TXOPRequestOptionImplemented 


TruthValue,


dot11MoreDataAckOptionImplemented 


TruthValue,


dot11AssociateinNQBSS 


TruthValue,


dot11DLSAllowedInQBSS 


TruthValue,


dot11DLSAllowed 


TruthValue,


dot11InterworkingServiceImplemented 


TruthValue,


dot11InterworkingServiceEnabled 


TruthValue,


dot11QosmapImplemented 


TruthValue,


dot11QosmapEnabled 


TruthValue,


dot11EbrImplemented 


TruthValue,


dot11EbrEnabled 


TruthValue,


dot11GasTimPeriod 


INTEGER,


dot11GasTimTimeToSuspend 


INTEGER,


dot11ESNetwork 


TruthValue


}

dot11InterworkingServiceImplemented OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION




“This attribute when TRUE, indicates the STA is capable of



interworking with external networks. A STA setting this to TRUE 




implements Interworking Service. When this is set to FALSE, 




the STA does not implement Interworking Service. The default 




value of this attribute is FALSE.”



DEFVAL (FALSE)



::= {dot11StationConfigEntry <ANA>}

dot11InterworkingServiceEnabled OBJECT-TYPE


SYNTAX TruthValue


MAX-ACCESS read-write


STATUS current


DESCRIPTION




“This attribute, when TRUE, indicates the capability of the 




station to interwork with external networks is enabled.  The 



capability is disabled, otherwise.  The default value of this 




attribute is FALSE.”



DEFVAL (FALSE)



::= {dot11StationConfigEntry <ANA+1>}


























dot11QosmapImplemented OBJECT-TYPE



MAX-ACCESS read-write



STATUS current



DESCRIPTION




“This attribute available at STAs, when TRUE, indicates the STA




is capable of supporting the QoS Map procedures. When this is




set to FALSE, the STA does not implement QoS Map procedures.




The default value of this attribute is FALSE.”



DEFVAL (FALSE)



::= {dot11StationConfigEntry <ANA+2>}



dot11QosmapEnabled OBJECT-TYPE



MAX-ACCESS read-write



STATUS current



DESCRIPTION




“This attribute, when TRUE, indicates the capability of the STA




to support QoS Map procedures is enabled. The capability is.




disabled otherwise. The default value of this attribute is FALSE.”



DEFVAL (FALSE)



::= {dot11StationConfigEntry <ANA+3>}



dot11EbrImplemented OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current



DESCRIPTION




“This attribute available at STAs, when TRUE, indicates the STA




is capable of supporting Expedited Bandwidth Request




procedures. When this is set to FALSE, the STA does not




implement Expedited Bandwidth Request procedures. The default




value of this attribute is FALSE.”



DEFVAL (FALSE)



::= {dot11StationConfigEntry <ANA+4>}



dot11EbrEnabled OBJECT-TYPE



SYNTAX TruthValue



MAX-ACCESS read-write



STATUS current



DESCRIPTION




“This attribute, when TRUE, indicates the capability of the STA




to support Expedited Bandwidth Request procedures is enabled.



the capability is disabled otherwise. The default value of this



attribute is FALSE.”



DEFVAL (FALSE)



::= {dot11StationConfigEntry <ANA+5>}



dot11GasTimPeriod OBJECT-TYPE



SYNTAX INTEGER



MAX-ACCESS read-write



STATUS current



DESCRIPTION




“This object identifies the number of Beacon intervals between 



successive GASTIMs. If all beacons are GASTIMs, the GASTIM Period 



field has the value 1. The GASTIM Period value 0 is reserved.”



::= {dot11StationConfigEntry <ANA+6>}



dot11GasTimTimeToSuspend OBJECT-TYPE



SYNTAX INTEGER



MAX-ACCESS read-write



STATUS current



DESCRIPTION




“This object identifies the number of TUs after TBTT (GASTIM) after 



which the AP will not schedule for transmission any further multicast 



Advertisement frames.“



::= { dot11StationConfigEntry <ANA+7> }



dot11ESNetwork OBJECT-TYPE



SYNTAX INTEGER



MAX-ACCESS read-only



STATUS current



DESCRIPTION




“The Emergency Services Network Type set to TRUE for this




HESSID set Indicates that higher layer emergency call services




are reachable via this SSID.“



::= { dot11StationConfigEntry <ANA+8> }




Abstract


Most of the amendments to 802.11 use two MIB variables to enable basic operation of new features.  For Interworking Service they would be referred to as dot11InterworkingServiceImplemented and dot11InterworkingServiceEnabled.  The former is a MIB variable, which typically is accessed via SNMP only, and provides capability information for the STA.  The latter is a state variable which determines whether the feature is currently being used in the STA.  For example, an information element related to Interworking Service should be included in a Beacon frame based on the state of dot11InterworkingServiceEnabled and not on dot11InterworkingServiceImplemented.





This proposal addresses CID #148, 176, 181and 188.





This proposal also adds two venue types plus a network type.





This document is based on 802.11u-d2.0 as modified by 11-08-0543r1.
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