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Morning Session Tuesday 08:00 – 10:00
WNG SC (Wireless Next Generation Standing Committee) meeting called to order by TK Tan.

The IEEE 802 & IEEE 802.11 Policies and Rules were reviewed, together with licensing terms and associated conditions.  No comments or objections were noted.
The agenda (11-08-0557r0) was approved by unanimous consent.

The Mar 2007 Orlando WNG SC minutes (11-08-384-00-0wng-minutes.doc) were approved by unanimous consent.

Segregated Data Services in 802.11, Donald Eastlake (Motorola), 11-08/0114r2
Presented by Donald Eastlake, Motorola.
This presentation introduces the segregation of traffic between a mesh and fixed

infrastructure.

Motion (for new study group)

------

see slide #11

Q: what is a C-tag

A: This is same as a VLAN tag, which is similar to the Q-tag from

   802.1, with some extensions.

Q: This is layer 2 security? Why don't you use layer 3 security instead?

C: There are layer 2 frames which you may want to include in the

   security, and required to be done at the MAC layer, as opposed to the

   IP layer. There are also issues with the network owner controlling the

   access as opposed to the end-to-end system.

C: It also impacts the tunnelled data.

Q: But how do you then protect data coming from the mesh crossing to

   the infrastructure. If security is not done at layer 3, then this cannot

   happen.

A: Yes, but data is protected at layer 2, within the mesh and at the

   interface to the infrastructure point.

Chair: From the January 2008, Donald was invited back to present more

information on this topic and here he is. I also recall that you were

asked about HIP.

C: HIP is layer 3, which addresses multi-homing and security, but not

   the protection of data frames, which this concept does.

Straw poll:

is further discussion required, before the motion goes ahead.

2/3/13

Donald: OK, I'll present some more information next time in July, as

most people don't seem to be bothered about this.

Faciliting Powerline Communication (PLC) PHYs (11-08-613r1), Clint Chaplin, David Hunter
We are not talking about Wide area network through power line feeds to house.

This is purely local to your home or small enterprise.

Remember that PLC can interfere with short wave (HF) radio and there are

some concerns about this.

PLC doesn't tend to traverse transformers very well.

Q: what about other MACs apart from IEEE 802.11

A: Yes, you can do others, but I just want to concentrate on 802.11. There

   are other propreitary

Q: What about IEEE 1901?

A: This is going quite slowly, so we need to think about this here.

Q: But what about a liaison

A: Yes, we'll do certainly do this with 1901.

Straw Poll

should this be pursued?

11/0/8

Clint: Ok, we'll come back in July with something else.
Q: Are there any regulations you have to be aware of?

A: Yes, mainly for those for HAM radios (amateur radios). PLC have also

   done a lot of work on channel equalisation, which is very interesting.

Presence information in large mesh networks,  11-08-561r1, Polychronis Ypodimatopoulos (MIT)
Why is a presence service required at layer 2? This would help a system to

know which nodes are available at layer 2 in a large mesh.

Q: regarding slide #14, the rate of transmission reduces over time. Why does

   this occur?

A: This is because profile information is initially sent round the network, thus

   creating a peak at bootstrapping time.

The presentor would like to come back at some future point to present again.

=======

Meeting adjourned at 09:30 (no objections)

Adjournment

In summary, we had good discussions for the 3 presentations.  Chair strongly encouraged participants to bring forth their thoughts/suggestions on Next Generation topics 802.11 to the group for the next meeting. 
Meeting adjourned at 9:30 AM.
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Minutes of WNG SC meeting held during the IEEE 802.11 Interim in Jacksonville, Florida from May 12th – 16th , 2008.
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