IEEE P802.11
Wireless LANs

	Normative text for tunneled RCPI measurement

	Date:  2008-5-5

	Author(s):

	Name
	Company
	Address
	Phone
	email

	Ding Zhiming
	Huawei
	Bld 7, Vision Business Park, Nanshan Science Park, Shenzhen City, China
	+86-755-21535837
	dingzhiming@huawei.com

	Hu Junling
	Huawei
	Bld 7, Vision Business Park, Nanshan Science Park, Shenzhen City, China
	+86-755-21535663
	hujunling@huawei.com


Abstract

This document contains the normative text for tunneled RCPI measurement. The method of tunneled RCPI measurement resolves the problem when the RCPI measurement requested STA is in power save mode.

7.2.2.1
TDLS frame format

Add new TDLS Type Value in Table z1.

Table z1—TDLS Packet Type values

	TDLS Type Value
	Meaning

	0
	TDLS Setup Request

	1
	TDLS Setup Response

	2
	TDLS Setup Confirm

	3
	TDLS Teardown Request

	4
	TDLS Teardown Response

	5
	TDLS DL Path Switch Request

	6
	TDLS DL Path Switch Response

	7
	TDLS AP Path Switch Request

	8
	TDLS AP Path Switch Response

	9
	Peer Traffic Indication

	…
	…

	n
	RCPI measurement synchronization request

	n+1
	RCPI measurement synchronization response

	n+2 – 255
	reserved


Insert new sections after 7.2.2.1.10:
7.2.2.1.m1 RCPI measurement synchronization request frame format
The RCPI measurement synchronization request frame contains the information shown in Table m1.
Table m1—RCPI measurement synchronization request frame
	Order
	Information
	Notes

	1
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.


7.2.2.1.m2 RCPI measurement synchronization response frame format
The RCPI measurement synchronization response frame contains the information shown in Table m2.
Table m2—RCPI measurement synchronization response frame
	Order
	Information
	Notes

	1
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	2
	Result
	1-octet indicates the result of the corresponding request, the values are defined in table m3.


Table m3—Result for RCPI measurement synchronization response frame
	Result Value
	Description

	0
	Accept, the requested STA will keep in Awake state for 1000 millisecond

	1
	refused because of the requested STA is not in same BSS with the requesting STA

	2
	refused because of the requested STA can not keep in Awake state for awhile to receive the RCPI measurement message directly

	3-255
	Reserved


Add new text in subclause11.z1.
11.z1 Tunneled Direct Link Setup

Tunneled Direct Link Setup (TDLS) is characterized by the fact that the signaling frames are encapsulated in Data frames, which allows them to be transmitted through any access point transparently. Therefore, a direct link can be setup using any access point. The access point does not need to be direct link aware, nor does it have to support any of the capabilities which will be used on the direct link. TDLS also includes an option either to enter Peer Power Save Mode (Peer PSM) remaining on the direct link or to suspend receiving over the direct link, so that the station can enter a power save mode.

A STA may transmit a Link RCPI Measurement Request to an (intended) peer STA to obtain an indication of the RCPI values at the peer STA. The Link RCPI measurement request and report are sent to the peer STA directly. The RCPI information may be used to decide whether to switch over to a direct link for communication with the peer STA.

Before a STA transmits a Link RCPI Measurement Request, the STA may transmit a RCPI synchronization request to the peer STA through AP to awake the peer STA if the peer STA is in power save mode. After a STA received a RCPI synchronization request, the STA may accept or refuse the request according to its capability to accomplish the subsequent measurement procedure on direct path. A STA must refuse the synchronization request if it is not in a same BSS with the requesting STA. A STA shall transmit the RCPI synchronization response to requesting STA directly or through AP.
To setup a direct link, the initiator STA sends a TDLS Setup Request to the intended peer STA. If the peer STA accepts the direct link, it responds with a TDLS Setup Response frame with status code 0 (Successful). If the peer STA does not accept the direct link, it responds with a TDLS Setup Response with a status code other than 0. If there is no response within the set timeout, the initiator STA should conclude that the intended peer STA does not support TDLS and the setup procedure is terminated. The initiator then sends a TDLS Setup Confirm to the peer STA to confirm the receipt of the TDLS Setup Response. RSNIE, SMK Message FTIE and DH IE shall not be included in a TDLS setup message when the STA has no RSNA with the AP. If security is required, the TDLS setup messages shall include the SMK handshake. When the TDLS Setup Handshake has been completed, both STAs shall accept frames received over the direct link.

After a successful response, the initiating STA further prepares the direct link for Data transmissions by starting the 4-way Handshake. 
…
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