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Editing Instructions

Change the following subclause:
1. Abbreviations and acronyms

Insert the following new acronym in alphabetical order:

3G
Third Generation

3GPP
3G Partnership Project

3GPP2
3G Partnership Project 2

AN
Access Network

DN
Destination Network

DS
Distribution System

DSS
Distribution System Services

EAS
Emergency Alert System

EASN
Emergency Alert System Notification

ESO
Emergency Service Only

ESS
Extended Service Set

GAS 
Generic Advertisement Service
MICS
Media Independent Command Services

MIES 
Media Independent Event Services

MIH 
Media Independent Handover
MIIS
Media Independent Information Service
MIHF 
Media Independent Handover Function

NAI 
Network Access Identifier
PoS
Point of Service
PSAP
Public Safety Answering Point
SSIDC IE
SSID container information element.


Change the following table:
Table 7-43t—Network Type Codes
	Network Type Code Bits (b0-b3)
	Meaning
	Description

	0x0
	Private network
	Network requires user accounts for access

	0x1
	Private network with guest access
	Network requires user accounts for access, but guest accounts area available

	0x2
	Chargeable
	Network is accessible to anyone, however, access to the network requires payment. Further information on types of charges may be available through other methods (802.21, http or https re-direct, etc.).

	0x3
	Free public network
	Network is accessible to anyone and no charges apply for network use.

	0x4
	Emergency Network
	The network supports emergency services.  Further information is available from a GAS native query (see 7.3.3)

	0x5-0xE
	Reserved
	Not used.

	0xF
	Reserved
	Reserved for wildcard network type


Change the following subclause:
7.3.3.6 Native Info Network Authentication Type Information element

The Native Info Network Authentication Type information element provides a list of authentication types that are used on the indicated SSID. The format of the Native Info Network Authentication Type element is shown in Figure 7-95bj..

	
	Info ID
(3)
	Length
	Status Code
	Network Authentication Type Unit #1
	Network Authentication Type Unit #2
	…
	Network Authentication Type Unit #N

	Octets:
	1
	2
	2
	variable
	variable
	…
	Variable


Figure 7.95bj—Native Info Network Authentication Type element format
The Length field is the length of the Status Code plus the Network Authentication Type element and is determined by the number and size of the Network Authentication Type Units, as described in this subclause.

The Status Code is a 2-octet field with values from Table 7-23.

Each Network Authentication Type Unit has the structure shown in Figure 7-95bk.

	
	Network Authentication Type Indicator Value
	Network Authentication Type Unit Length
	Network Authentication Type Indicator data

	Octets:
	1
	1
	Variable


Figure 7-95bk—Network Authentication Type Unit
The Network Authentication Type indicator value has one of the values shown in Table 7-43x.

The Network Authentication Type Unit Length field is set to the number of octets in the Network Authentication

Type Unit.

Each indicator value defines additional information that may be communicated.

Table 7-43z—Network Authentication Type indicator value
	Value
	Meaning

	0
	Acceptance of legal terms and conditions

	1
	On-line enrolment supported

	2
	http or https re-direct

	3-255
	Reserved


If the Network Authentication Type indicator value is 0, the network requires the user to accept terms and conditions. No Network Authentication Type data is present.

If the Network Authentication Type indicator value is 1, the network supports on-line enrollment. Higher-layer software on the non-AP STA may indicate to the user that accounts may be created. No Network Authentication Type Data is present.

If the Network Authentication Type indicator value is 2, the network supports http or https re-direct.  Higher layer software on the non-AP STA will exchange credentials with the network.  The Network Authentication Type Data may be used to indicate the version of the protocol chosen.



	
	
	
	

	
	
	
	



Change the following subclause:
T.1.1
Background on Emergency Call Support Over 802.11 Access Network
When IEEE 802.11 WLANs are used to carry VoIP calls, current solutions provide no special handling for emergency services. There are no mechanisms for a user to determine whether an access point and the network infrastructure can provide any support for emergency services (e.g. E911 services). In addition, to use a public access point a user must go through the standard authentication process (e.g. EAP-based or http/https re-direct) before being able to use the access point for emergency calls which limits the ability to make emergency calls.
Change the following subclause:
Bibliography
P.1 General
Insert the following refences to the end of the bibliograpy list. ANA to assign the next reference number; the number indicated below is tentative.
[B33] International Code Council, Inc., “International Building Code 2006”, November 2006, ISBN-13: 978-1-58001-251-5.
[B34] IETF RFC-4282, “The Network Access Identifier”, B. Aboba, M. Beadles, J. Arkko, and P. Eronen, December 2005 (status: informational).
[B35] IETF RFC-2903 “Generic AAA architecture”, C. de Laat, G. Gross, L. Gommans, J. Vollbrechtm and D. Spence, August 2000 (status informational)
[B36] IETF RFC-350 “IEEE 802.1X Remote Authentication Dial In User Service (RADIUS) Usage Guide​lines”, P. Congdon, B. Aboba, A. Smith, G. Zorn, and J. Roese, Sept 2003.
[B37] NENA Functional and Interface Standards for Next Generation 9-1-1 (i3) NENA 08-002V120071218, Issue 0.1 DRAFT,  < http://www.nena.org/media/files/08-002V120071218.pdf>, May 15, 2007.
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