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3. Definitions

Insert the following new definitions so as to maintain alphabetical order:

3.z.2 Peer Power Save Mode (Peer PSM): A power save mode which can be used by STAs which support TDLS. There are two modes for Peer PSM operation, AP mode and client mode.
4. Abbreviations and acronyms 

Insert the following new acronyms in alphabetical order:

Peer PSM

Peer Power Save Mode
Change 7.1.3.1.6 as shown:

7.1.3.1.6 Power Management field 
The Power Management field is 1 bit in length and is used to indicate the power management mode of a STA. The value of this field remains constant in each frame from a particular STA within a frame exchange sequence defined in 9.12. The value indicates the mode in which the station will be after the successful completion of the frame exchange sequence. 

A value of 1 indicates that the STA will be in (Peer) PS mode. A value of 0 indicates that the STA will be in active mode. This field is always set to 0 in frames transmitted by an AP. 
Change 7.1.3.5 as shown:

7.1.3.5 QoS Control field 
The QoS Control field is a 16-bit field that identifies the TC or TS to which the frame belongs and various other QoS-related information about the frame that varies by frame type and subtype. The QoS Control field is present in all data frames in which the QoS subfield of the Subtype field is set to 1 (see 7.1.3.1.2). Each QoS Control field comprises five subfields, as defined for the particular sender (HC or non-AP STA) and frame type and subtype. The usage of these subfields and the various possible layouts of the QoS Control field are described 7.1.3.5.1 through 7.1.3.5.7 and illustrated in Table 4. 

Table 4—QoS Control field 
	Applicable Frame 

(sub) Types
	Bits
0-3
	Bit 4
	Bits 5-6
	Bit 7
	Bits 8-15

	QoS (+)CF-Poll frames sent by HC
	TID
	EOSP
	Ack Policy
	Reserved
	TXOP limit 

	QoS Data, QoS Null, and QoS Data+CF-Ack frames sent by HC
	TID
	EOSP
	Ack Policy
	Reserved
	AP PS Buffer State

	QoS data frames sent by non-AP to an AP
	TID
	0
	Ack Policy
	Reserved
	TXOP Duration Requested 

	
	TID
	1
	Ack Policy
	Reserved
	Queue Size 

	QoS Data, QoS Null, and QoS Data+CF-Ack frames sent over the direct link 
	TID 
	EOSP
	Ack Policy
	Reserved
	Reserved


Change 7.2.2.1 as shown:
7.2.2.1 TDLS frame format 
The frame body of a TDLS frame is defined in Table z1. 

	
	
	
	
	
	

	
	LLC/SNAP
	Remote Frame Type
	Protocol Version
	TDLS Packet Type
	Information

	Octets:
	8
	1
	1
	1
	variable


Figure z1—TDLS frame body

The LLC/SNAP field contains the LLC/SNAP header, with Ethertype 89-0d.
The Remote Frame Type field shall be set to 2 (TDLS).
The Protocol Version field shall be set to 1. Received messages with Protocol Version other than 1 shall be discarded. 

The TDLS Packet Type field specifies the type of the TDLS frame, as specified in Table z1.
The Information field contains information which is specified for each TDLS Type individually.
Table z1—TDLS Packet Type values
	TDLS Type Value
	Meaning

	0
	TDLS Setup Request

	1
	TDLS Setup Response

	2
	TDLS Setup Confirm

	3
	TDLS Teardown Request

	4
	TDLS Teardown Response

	5
	TDLS Tx Path Switch Request

	6
	TDLS Tx Path Switch Response

	7
	TDLS Rx Path Switch Request

	8
	TDLS Rx Path Switch Response

	9
	Peer Traffic Indication

	10 – 255
	Reserved


Change 7.3.2.27 as shown:
7.3.2.27 Extended Capabilities information element 

Add a row to Table 35a as follows and renumber the reserved values accordingly: 

	· Capabilities field

	Bit
	Information
	Notes

	<ANA>
	Peer PSM AP Mode
	The Peer PSM AP mode capability bit set to 1 indicates that the STA supports Peer PSMP AP mode as described in 11.2.1.12. The Peer PSM AP mode capability bit set to 0 indicates that the STA does not support this capability.


Insert a new section after 7.2.2.1.9:
7.2.2.1.10 Peer Traffic Indication 

The Peer Traffic Indication frame contains the information shown in Table z10.

Table z10—Peer Traffic Indication 

	Order
	Information
	Notes

	1
	Link Identifier
	The Link Identifier is specified in 7.3.2.z1.

	2
	AC0 backlogged
	1 octet field which is zero if the AC0 is empty and is non-zero otherwise 

	3
	AC1 backlogged
	1 octet field which is zero if the AC1 is empty and is non-zero otherwise

	4
	AC2 backlogged
	1 octet field which is zero if the AC2 is empty and is non-zero otherwise

	5
	AC3 backlogged
	1 octet field which is zero if the AC3 is empty and is non-zero otherwise

	6
	Peer PSM Indication Window 
	1 octet field which indicates the minimum interval between successive Peer Traffic Indication frames sent to the same peer, expressed in Beacon Intervals. (Optional) 


The Peer Traffic Indication frame indicates the power save buffer state at the STA buffering data for a peer STA in Peer PSM client mode.
Each of the ACs backlogged field is 1 octet in length. It is set to zero value if the corresponding AC (AC0, AC1, AC2, AC3) is empty and to a non-zero value otherwise. 
Insert the following after 11.2.1.11:
11.2.1.12 Power Management with TDLS
Peer STAs may be capable to use the direct link for data transmission when they are in peer power save mode. Support for Peer PSM and operation in Peer PSM are two different optional capabilities, Peer PSM AP mode and Peer PSM client mode, correspondingly.

When a peer of a STA supports the Peer PSM AP mode, a STA supporting the Peer PSM client mode can enter the Peer PSM by sending a frame with the power management bit set. Such a STA is called a STA in Peer PSM client mode. The Peer PSM client mode may be supported when dot11PeerPSMClientModeImplemented is true. 
When a peer of a STA is in the Peer PSM client mode, the STA shall buffer MSDUs for the peer locally without sending them to the access point and deliver the buffered MSDUs over the direct link. Such a STA is referred to as a STA in Peer PSM AP mode. The Peer PSM AP mode may be supported when dot11PeerPSMAPModeImplemented is true. A STA which supports Peer PSM AP mode shall signal this capability through the use of the Peer PSM AP mode subfield in the Extended Capabilities Information field in TDLS Setup Request and Response frames.
The behavior of a STA in Peer PSM AP mode with respect to traffic buffered for a peer STA in client mode is the same as a regular U-APSD AP, with the following exception. When an AC becomes backlogged and no Service Period has occurred for that AC for a period of Peer PSM Indication Window prior to the arrival of the new traffic, the STA in AP mode sends a unicast Peer Traffic Indication frame to the peer STA in client mode through the access point, indicating the backlogged AC(s).

The behavior of a STA in Peer PSM client mode with respect to traffic buffered at the peer STA in AP mode is the same as a regular U-APSD STA, with the following exception. The indication that traffic is buffered at the peer STA in AP mode is obtained from received Peer Traffic Indication frames from the peer STA in AP mode. To reduce the number of Peer Traffic Indication frames transmitted for a continuous uni-directional traffic stream without return traffic, a new Service Period may be started within Peer PSM Indication Window after the occurrence of a Service Interval during which a Data MPDU was received. 
A STA in Peer PSM client mode may configure a STA in Peer PSM AP mode to use U-APSD using two methods. First, a STA in Peer PSM client mode may set individual U-APSD Flag bits in the QoS Info subfield of the QoS Capability element carried in TDLS Setup Request and Response frames. Alternatively, a STA in Peer PSM client mode may designate one or more AC as trigger-enabled and one or more AC as delivery-enabled by sending an ADDTS Request frame per AC to the STA in Peer PSM AP mode.
The Peer PSM Indication Window field is optionally present in the Peer Traffic Indication frame. The default Peer PSM Indication Window is equal to DTIM interval.
When a peer of a STA is in the Peer PSM client mode, the STA may choose either to be in the Peer PSM AP mode or to switch to the Peer PSM client mode by sending to its peer STA a frame with the power management bit set during a SP initiated by the peer STA. (The SP may start after the frame is indicated by Peer Traffic Indication frame sent through the access point).
A STA in Peer PSM client mode transmitting a Peer Traffic Indication frame shall switch to the Peer PSM AP mode until the end of a SP initiated by the Peer Traffic Indication frame. 
Change 11.z1 as shown:

11.z1 Tunneled Direct Link Setup 

Tunneled Direct Link Setup (TDLS) is characterized by the fact that the signaling frames are encapsulated in Data frames, which allows them to be transmitted through any access point transparently. Therefore, a direct link can be setup using any access point. The access point does not need to be direct link aware, nor does it have to support any of the capabilities which will be used on the direct link. TDLS also includes an option either to enter Peer Power Save Mode (Peer PSM) remaining on the direct link or to suspend receiving over the direct link, so that the station can enter a power save mode.
A STA may transmit a Link RCPI Measurement Request to an (intended) peer STA to obtain an indication of the RCPI values at the peer STA. The Link RCPI measurement request and report are sent to the peer STA directly. The RCPI information may be used to decide whether to switch over to a direct link for communication with the peer STA.
To setup a direct link, the initiator STA sends a TDLS Setup Request to the intended peer STA. If the peer STA accepts the direct link, it responds with a TDLS Setup Response frame with status code 0 (Successful). If the peer STA does not accept the direct link, it responds with a TDLS Setup Response with a status code other than 0. If there is no response within the set timeout, the initiator STA should conclude that the intended peer STA does not support TDLS and the setup procedure is terminated. The initiator then sends a TDLS Setup Confirm to the peer STA to confirm the receipt of the TDLS Setup Response. RSNIE, SMK Message FTIE and DH IE shall not be included in a TDLS setup message when the STA has no RSNA with the AP. If security is required, the TDLS setup messages shall include the SMK handshake. When the TDLS Setup Handshake has been completed, both STAs shall accept frames received over the direct link.
After a successful response, the initiating STA further prepares the direct link for Data transmissions by starting the 4-way Handshake. 
After transmitting a last Data frame through the AP path and before transmitting the first Data frame over the direct link, a STA may send a TDLS Tx Path Switch Request indicating a switch to the direct path. The first Data frame transmitted over the direct link should be transmitted after receipt of the TDLS Tx Path Switch Response in this case. This avoids potential reordering of frames between the AP path and the direct link. The STA may also use a message exchange which is part of the direct link setup or the peer key handshake for this purpose.
When a STA intends to disable its direct Rx path, for instance to enter a power save state suspend receiving over the direct link, it sends a TDLS Rx Path Switch Request with the appropriate reason code to the peer STA, indicating a switch to the AP path. Upon receipt of a TDLS Rx Path Switch Request indicating a switch to the AP path, the receiving STA shall cease transmissions over the direct link as soon as possible. When no further Data frames will be transmitted over the direct link, the responding STA shall send a TDLS Rx Path Switch Response, echoing the switch to the AP path. The requesting STA may enter a power save mode after receiving the TDLS Rx Path Switch Response.
A STA may request a peer STA to enable its direct Rx path by sending a TDLS Tx Path Switch Request, indicating a switch to the direct path and including the appropriate reason code. Upon receipt of the TDLS Tx Path Switch Request indicating the direct path, the receiving STA may enable the direct Rx path and respond with a TDLS Tx Path Switch Response echoing the active path and including the appropriate reason code. The requesting station shall not transmit frames on the direct link before receiving a TDLS Tx Path Switch Response indicating that the Rx path was enabled (reason code 0).
A STA that is enabling its direct Rx path may inform its peer STA by sending a TDLS Rx Path Switch Request indicating a switch to the direct path. The responding STA responds by sending a TDLS Rx Path Switch Response echoing the switch to the direct Rx path. The responding STA may then transmit over the direct path, but does not have to.
When a STA intends to enter a power save mode, it may suspend the direct link by shutting down the direct Rx path, or enter the Peer PSM by sending a frame with the power management bit set. See 11.2.1.12.
To tear down a direct link, the STA sends a TDLS Teardown Request to the peer STA, after which the STA shall not transmit on the direct link any longer. Upon receipt of the TDLS Teardown Request, the peer STA shall disable the direct Rx and Tx paths and destroy the related security parameters, and then respond with a TDLS Teardown Response. Upon receipt of the TDLS Teardown Response, the STA which initiated the teardown shall disable the direct Rx path and destroy the related security parameters.
Insert the following new rows into A.4.z1: 

A.4.z1 Wireless Network Management extensions
	Item
	Protocol Capability
	References
	Status
	Support

	TDLS1
	Tunneled Direct Link Setup
	7.2.2.1, 11.z1
	CFz:M
	Yes, No. N/A

	    TDLS1.1
	    TDLS Setup
	7.2.2.1.1, 7.2.2.1.2
	CFz:M
	Yes, No. N/A

	    TDLS1.2
	    TDLS Teardown
	7.2.2.1.3, 7.2.2.1.4
	CFz:M
	Yes, No. N/A

	    TDLS1.3
	    TDLS Tx Path Switch   
	7.2.2.1.5, 7.2.2.1.6
	CFz:M
	Yes, No. N/A

	    TDLS1.4
	    TDLS Rx Path Switch
	7.2.2.1.7, 7.2.2.1.8
	CFz:M
	Yes, No. N/A

	    TDLS1.5
	    TDLS Peer Key Handshake
	8.5.9
	CFz:M
	Yes, No. N/A

	    TDLS1.6
	    Link RCPI Request/Report
	7.3.2.21.11, 7.3.2.22.11
	CFz:M
	Yes, No. N/A

	    TDLS1.7
	    Peer PSM (AP mode)
	7.2.2.1.10
	CFz:O
	Yes, No. N/A

	    TDLS1.8
	    Peer PSM (client mode)
	7.2.2.1.10
	CFz:O
	Yes, No. N/A


Annex D

Insert the following entries at the end of the dot11StationConfigEntry sequence list:

Dot11StationConfigEntry::=

    SEQUENCE {

dot11PeerPSMAPModeImplemented TruthValue,

dot11PeerPSMClientModeImplemented TruthValue,

dot11PeerPSMIndicationWindow INTEGER}

Insert the following elements at the end of the dot11StationConfigTable element definitions:

dot11PeerPSMAPModeImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

“This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Peer PSM AP mode.

The default value of this attribute is FALSE.”

::= { dot11StationConfigEntry <ANA>}

dot11PeerPSMClientModeImplemented OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

“This attribute, when TRUE, indicates that the station 

implementation is capable of supporting Peer PSM client mode.

The default value of this attribute is FALSE.”

::= { dot11StationConfigEntry <ANA>}

dot11PeerPSMIndicationWindow OBJECT-TYPE

SYNTAX INTEGER (1...256)
MAX-ACCESS read-write 

STATUS current 

DESCRIPTION 

“This attribute indicates the minimum interval in Beacon Intervals
between successive Peer Traffic Indication frames.
This value is transmitted in the Peer Traffic Indication frame. 

The default value of this attribute is equal to one DTIM Interval.” 
::= { dot11StationConfigEntry <ANA>}




Abstract


This document is a normative text proposal for Peer Power Save Mode. The text is aligned with P802.11z-D0.2.
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