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Change 7.1.3.5 as shown:

7.1.3.5 QoS Control field 
The QoS Control field is a 16-bit field that identifies the TC or TS to which the frame belongs and various other QoS-related information about the frame that varies by frame type and subtype. The QoS Control field is present in all data frames in which the QoS subfield of the Subtype field is set to 1 (see 7.1.3.1.2). Each QoS Control field comprises five subfields, as defined for the particular sender (HC or non-AP STA) and frame type and subtype. The usage of these subfields and the various possible layouts of the QoS Control field are described 7.1.3.5.1 through 7.1.3.5.7 and illustrated in Table 4. 

Table 4—QoS Control field 
	Applicable Frame 

(sub) Types
	Bits
0-3
	Bit 4
	Bits 5-6
	Bit 7
	Bits 8-15

	QoS (+)CF-Poll frames sent by HC
	TID
	EOSP
	Ack Policy
	Reserved
	TXOP limit 

	QoS Data, QoS Null, and QoS Data+CF-Ack frames sent by HC
	TID
	EOSP
	Ack Policy
	Reserved
	AP PS Buffer State

	QoS data frames sent by non-AP
	TID
	0
	Ack Policy
	Reserved
	TXOP Duration Requested 

	
	TID
	1
	Ack Policy
	Reserved
	Queue Size 

	QoS Data frames sent by Mesh Point 
	TID 
	EOSP
	Ack Policy
	A-MSDU Present
	MP PS Buffer State

	QoS Null frames sent by Mesh Point
	TID
	EOSP
	Ack Policy
	Reserved
	MP PS Buffer State


Insert the following after 7.1.3.5.7 as shown:

7.1.3.5.8 MP PS Buffer State subfield 
The MP PS Buffer State subfield, defined in Figure zXX, is an 8-bit field that indicates the PS buffer state at the MP. The MP PS Buffer State subfield is further subdivided into three subfields: Buffer State Indicated, Highest-Priority Buffered AC, and QoS MP Buffered Load.
	
	B8
	B9
	B10     B11
	B12     B15

	
	Reserved
	Buffer State Indicated
	Highest-Priority Buffered AC
	QoS MP Buffered Load

	Bit:
	1
	1
	2
	4


Figure zXX—MP PS Buffer State subfield 
The Buffered State Indicated subfield is 1 bit in length and is used to indicate whether the MP PS buffer state is specified. A value of 1 indicates that the MP PS buffer state is specified.

The Highest-Priority Buffered AC subfield is 2 bits in length and is used to indicate the AC of the highest priority traffic remaining that is buffered at the MP, excluding the MSDU of the present frame.

The QoS MP Buffered Load subfield is 4 bits in length and is used to indicate the total buffer size, rounded up to the nearest multiple of 4096 octets and expressed in units of 4096 octets, of all MSDUs buffered at the QoS MP (excluding the MSDU of the present QoS data frame). An QoS MP Buffered Load field value of 15 indicates that the buffer size is greater than 57 344 octets. An QoS MP Buffered Load subfield value of 0 is used solely to indicate the absence of any buffered traffic for the indicated highest priority buffered AC when the Buffer State Indicated bit is 1.

When the Buffered State Indicated subfield is set to 0, the Highest-Priority Buffered AC subfield and the QoS MP  Buffered Load subfield are reserved; and the values of these subfields are either unspecified or unknown.
Change 7.1.3.5a.2 as shown:
7.1.3.5a.2 Mesh Flags field

The Mesh Flags field, shown in Figure s5, is 8 bits in length and the flags therein are used to control mesh-specific header processing, e.g., for mesh address extension.

	B0                                        B1
	B2        B5                                  
	B2 B6  B7

	Address Extension (AE) Mode
	Mesh TID
	Reserved

	Bits: 2
	Bits: 4
	6 2

	Figure s5 - Mesh Flags field


The Address Extension (AE) Mode field is used to indicate the contents of the Mesh Address Extension field. Table s2 defines valid values for the Address Extension Mode and describes the corresponding contents of the Mesh Address Extension field (see 11A.5.5 for the usage of the optional addresses contained in the Mesh Address Extension field).  If the Address Extension Mode is set to 00, the Mesh Address Extension field is not present.  For all other values, the Mesh Address Extension field follows the Mesh Sequence Number field. 

The Mesh TID field identifies the end-to-end TC or end-to-end TS to which the corresponding Mesh Data, or fragment thereof, in the Frame Body field belongs. Mesh TID may be encoded in the source MP and it shall not be changed by the intermediate MPs. The intermediate MP decides the TID in the QoS Control field based on the Mesh TID. Combined with Mesh Sequence Number, Mesh TID allows the destination MP to put arriving messages in the right order. 
The reserved bits are set to zero.

Table s2 – Valid values for the Address Extension Mode

	Address Extension Mode value (binary)
	Address Extension Mode description
	Mesh Address Extension field length (octets)
	Applicable frame types

	00
	No Mesh Address Extension field
	0
	Data

	01
	Mesh Address Extension field contains Addr4
	6
	Management (Multi-hop Action)

	10
	Mesh Address Extension field contains Addr5 and Addr6
	12
	Data

	11
	Mesh Address Extension field contains Addr4, Addr5, and Addr6
	18
	Management (Multi-hop Action)


Change 7.1.3.5a.4 as shown:
7.1.3.5a.4 Mesh Sequence Number field

The Mesh Sequence Number field is an unsigned integer 24 bits in length and used to detect duplicate reception of messages in a Mesh network and to put arriving messages in the right order at the destination MP. See 11A.5.5.3 for details on how the Mesh Sequence Number is used to discard duplicate frames.
Change 11A.5.5.2.1 as shown:
11A.5.5.2.1 At Source MPs

In cases where both end points are MPs at the beginning and end of a single mesh path, the source MP shall use 4-address frames (with Address Extension Mode set to 00 for Mesh Data frames or 01 for Multihop Action frames) where the four address fields are set as follows:

— Address 1: The address of the next-hop MP (toward the Destination MP according to forwarding

information)

— Address 2: The address of the Source MP

— Address 3: The address of the Destination MP

— Address 4: The address of the Source MP

In cases where either (or both) of the end points is not an MP at the beginning or end of a single mesh path,the source MP at the beginning of the mesh path shall use 6-address frames (with Address Extension Mode set to 10 for Mesh Data frames or 11 for Multihop Action frames) where the mesh address extension field in the Mesh Header carries the addresses of the end points, as follows:

— Address 1: The address of the next-hop MP (toward the last MP of the mesh path, according to forwarding

information)

— Address 2: The address of the source MP at the beginning of the mesh path

— Address 3: The address of the destination MP at the end of the mesh path

— Address 4: The address of the source MP at the beginning of the mesh path

— Address 5: The address of the destination end point (may be the same as Address 3 if the destination is the MP at the end of the mesh path)

— Address 6: The address of the source end point (may be the same as Address 4 if the source is the MP at the beginning of the mesh path)

The Source MP shall set the Mesh Sequence Number field in the Mesh Header to a value from a single modulo-16777216 65536 counter that is incrementing by 1 for each new frame associated with the mesh destination Address and the Mesh TID specified in the Mesh Header. The counter is incrementing by 1 for each new mesh frame belonging to that Mesh TID and intended for the MP specified by that Mesh Destination Address. 
The TTL field in the Mesh Header shall be set to the value of dot11MeshTTL.
Change 11A.5.5.2.2 as shown:
11A.5.5.2.2 At Intermediate and destination MPs

On receipt of a unicast mesh frame, an MP shall decipher it and check it for authenticity. If it is not from a peer MP, the frame shall be silently discarded.

The MP shall then check to see whether the Mesh DA in Address 3 field is known; if it is an unknown address, the MP may either silently discard the frame or trigger a path discovery procedure depending on the path selection protocol that is currently active in the mesh.

By the tuple pair of source MP Address (identified by Address 4 field), mesh destination Address (identified by Address 3 field), Mesh TID and Mesh Sequence Number, the MP may detect duplicate frames. Duplicate frames may be discarded.

If Address 3 does not match the MP’s own address, but is a known MAC addresses in the forwarding information, the MP shall decrement the TTL field in the Mesh Header. If zero has been reached, the frame shall be discarded. Otherwise, the MP shall forward the frame by setting the Address 1 field to the MAC address of the next hop MP as determined from the forwarding information and the TA field to its own MAC address and queueing the frame for transmission.

If Address 3 matches the MP’s own MAC address, the MP shall check the Address Extension Mode field in the Mesh Header field and take the following actions based on its value:

· If the Address Extension Mode is set to 00 or 01, indicating this MP is the final destination of the frame, the MP shall process and send it to an upper layer.

· If the Address Extension Mode is set to 10 or 11:

· If the current MP is the final destination of the frame (mesh DA = DA), the MP shall process and indicate the reception of the frame to its upper layer in order of increasing Mesh Sequence Number for every Mesh TID individually. send it to an upper layer
· If the current MP is a proxy MP for non-mesh, proxied entities, the MP shall first check whether or not the destination address (DA) in Address 5 field is one of the addresses of its proxied entities. If the destination address is the address of one of its proxied entities, the MP shall translate the frame to the corresponding format and queue it for transmission to the final destination in order of increasing Mesh Sequence Number for every Mesh TID individually.
· If the current MP is a root MP (in HWMP proactive tree building mode), the MP shall check whether the DA in Address 5 field is one of its known addresses or not:

· If the DA in Address 5 corresponds to an MP for which there is valid forwarding information and Address 4 is the same as Address 6, the MP shall reformat the frame as a 4-address frame with Address 3 field set to the DA, Address 4 set to the Mesh SA, Address 1 set to the next-hop MP in the forwarding information to the destination MP, and Address 2 set to the root MP’s address. The address extension mode becomes 00 or 01 if the received frame is a Data Frame or a Multihop Action Frame (respectively). The MP shall then queue the frame for transmission.

· If the DA in Address 5 corresponds to an MP for which there is valid forwarding information and Address 4 is not the same as Address 6, the MP shall set the Address 3 field to the DA, Address 1 set to the next-hop MP in the forwarding information to the destination MP, and Address 2 set to the root MP's address. The MP shall then queue the frame for transmission.

· If the DA in Address 5 corresponds to a non-mesh entity proxied by an MP for which there is valid forwarding information, the MP shall update the Address 3 field to the address of the proxy MP, the Address 1 field to the next-hop MP in the forwarding information to the proxy MP, and Address 2 to the root MP’s address.  The MP shall then queue the frame for transmission.

Note that in some cases, an MP could be both a proxy MP and a root MP. In such a case, the MP should follow both the steps described for the case that Address Extension Mode is set to 10 or 11.

Also, note that during the forwarding process at intermediate MPs, the contents of the frame body are not changed.

Change 11A.5.5.3 as shown:
· Addressing and Forwarding of Broadcast Frames 

· At Source MPs

An MP that is the source of a broadcast frame shall use a 4 address frame and set the Address 3 field to the broadcast address and the Address 2 and Address 4 fields to its own MAC address. 

If the frame is originally received by an MP from proxied entities (i.e., at MAPs/MPPs) with a broadcast address in the Address 1 (RA/DA) field the Source MP shall enable Mesh Address Extension by setting the Address Extension Mode to 10 and encode Address 5 to the broadcast address and Address 6 to the address of the proxied entity.  It shall set the Address 3 field to the broadcast address and the Address 2 and Address 4 fields to its own MAC address.

The Source MP shall set the TTL field in the Mesh Header to dot11MeshTTL in order to control the reachability of broadcast frames in terms of hop count. For example, if the TTL field is set to 1, frames are delivered to immediate neighbors only. Otherwise, the frames are broadcasted multiple hops, limited by the TTL value.

The Source MP shall set the Mesh Sequence Number field in the Mesh Header to a value from a single modulo-16777216 65536 counter that associated with the Mesh TID specified in the Mesh Header and the broadcast address. The counter is incrementing by 1 for each new broadcast mesh frame belonging to that Mesh TID. 

In order to increase the reliability of broadcast frame delivery, a Source MP may optionally transmit the same broadcast frame multiple times or break the frame in to multiple unicast frames to peer MPs with Address 1 set to each peer MP’s address and Address 3 set to the broadcast address.

· At Intermediate and destination MPs

On receipt of a frame with Address 1 (RA) set to its MAC address or the broadcast MAC address and with Address 3 (DA/Mesh DA) set to the broadcast address, an MP deciphers the frame and checks for authenticity. If it is not from a peer MP, the frame shall be silently discarded. Otherwise, it shall be further processed as follows.

The tuple of Address 4 (SA/Mesh SA). Mesh TID and Mesh Sequence Number from the Mesh Header shall be used as a unique message signature for tracking broadcast frames. The MP checks whether the frame has previously been received. If this is the case, the frame shall be discarded. Otherwise, the MP shall retain the signature and continues processing the frame.

The MP then decrements the TTL field in the Mesh Header field.  If the TTL value has reached zero, the message shall not be forwarded to other MPs. If the TTL value has not reached zero and the MP is a forwarder for this frame, the frame is queued for transmission to peer MPs in order to propagate this broadcast frame throughout the mesh. The transmission procedure of the broadcast frame is as described in the previous subclause.

If the MP is a proxy MP, the MP shall transmit the frame to all its proxied entities outside the boundary of the mesh after translating the frame to the appropriate frame formats for proxied entities.

Note that during the forwarding process at intermediate MPs, the contents of the frame body are not changed.

Change 11A.5.5.4 as shown:
· Multicast Frames

On transmission or receipt of a multicast frame, the same process used for broadcast forwarding in  11A.5.5.3 is applied for the multicast frame.

The Source MP shall set the Mesh Sequence Number field in the Mesh Header to a value from a modulo-16777216  counter associated with the Mesh TID specified in the Mesh Header and the multicast address. The counter is incrementing by 1 for each new mesh frame belonging to that Mesh TID and intended for that multicast address. 

The tuple of Address 4 (SA/Mesh SA), Address 3 (multicast address), Mesh TID and Mesh Sequence Number from the Mesh Header shall be used as a unique message signature for tracking multicast frames. 
Support for special multicast capabilities is an implementation choice.
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Abstract


This document is a normative text proposal to provide an end-to-end QoS control mechanism in a mesh network. Changes are shown with respect to TGs draft D1.07.
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