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Thursday November 15, 2007
08:00
Call to order

Discussion on adopting  the current proposal as the initial draft as TGz

The document would not immediately go to Sponsor Ballot

MOTION at 16:08: Move to approve document 11-07-2515-08-0dls-tunneled-direct-link-setup.doc as TGz draft 0.1.

By: Guido Hiertz

Second: Alexander Safonov

Discussion

· None

Result: 8 – Yes; 6 – No; 4– Abstain. Motion passes

· Discussion on document 11-07/2807r0 by Ali Raissinia pm DLS power-save

There was definitely interest in the task group for unscheduled power-save for DLS. There was a clear consensus.

There was interest for scheduled power-save for DLS, but there wasn’t as strong consensus.

· Discussion on document 11-07/2791r1 by Liwen Chu
This presentation addresses a few mechanisms to solve the frame reordering issue.
Reordering can occur when you transition between power-save and active, and when you switch between communicating through the AP and communicating directly.

One way to address this is to not switch paths (power-save mode to direct path) while is power-save mode.

With this proposal, we could select what path we would use for each AC.

This proposal doesn’t solve the problem with HCCA.
We could specify that there must be a delay between the switch announcement and the transfer of data traffic.

This proposal is worth consideration by the trask group.

The consesnsus is that there is interest in 
· Discussion on document 11-07/2916r0 by Sihoon Yang
The more common problem is how you get the security credentials to the peer stations.
Draft 0.1 requires an RSNA-enabled AP. We already have Solution #1. We need to consider whether we want to address the case where the AP is not RSNA-enabled.

The other way is to not address the case where the STA’s are communicating through the AP.

The higher layers can establish security if the communications are not secure.

Solution #2 involves a lot of new work.

We could also specify that the STA’s cannot switch communications when the AP is not secure.

If the AP can’t provide security, then the STA’s should not adopt a higher level of security such as RSNA.

The use case to support Solution #2 is when two STA’s are in a hotspot and they want to securely exchange a file.

A tunneled solutions would be the most general solution, but it is out of scope of IEEE 802.11

A number of hotspots do not allow communications between peer STA’s.

If Solution #2 is a problem, then we should solve it.

The usage scenario for Solution#2 is a remote case.

If we address Solution #2, we need to ensure that it is secure.

We should not hold up TGz waiting for the solution of #2.

There is an assumption for the solution defined in Draft 0.1 that the AP is trusted. This means that DLS set-up through a hotspot may not be secure.
We need to add text to Draft 0.1 for our assumption on security of the DLS security.

The consensus is to resolve Solution #1.

The solution to #2 is welcomed, but is not gating on the progress of TGz.

· Teleconference times 

The group has agreed to hold teleconferences beginning at 10:30am instead of 11:00am.

· Discussion on work to be done in Taipei

The results of the discussion are recorded in the Agenda document 11-07/2761r4

· Adjourn for the week.
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