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Monday, November 12, 2007, 9:30-11:00 PM EST
Chair: Jesse Walker
Acting recording secretary: Kapil Sood
Attendees:  Jesse Walker (Intel), Nancy Cam-Winget (Cisco), Abhijit Choudhury (Cisco), Neeraj Sharma (Intel), Jouni Malinen (DeviceScape),  Donald Eastlake (Motorola), Anne Sephie Duserre (Orange FT), Ryan Coleman (3eTI)
Call to order and agenda

Meeting called to order by Jesse Walker.
· The Chair read the IEEE patent policy
· Everyone in room understands patent policy and no LOA at this time.
· Agenda is on 11-07-2798r0.  

· Agenda is to resolve comments from LB# 114
· Editor go over comments resolution in document number 11-07/2697r1
· 69 editorials and 72 technical
· Editorials were assigned to editor, and 1/3rd of technicals were assigned to Editor.
· One comment asked to change the name of draft, but that would require the change of PAR.  Attendees do not want to change the PAR
· CID# 143: Another comment requires to remove protection for deauth/disassoc, which also requires a change of PAR.  
· Clause 13 of PAR calls out the requirements to protect these frames.  PAR does not claim to protect from all types of DoS attacks.  Most kitty scripts begin with disassoc/deauth, and actual protection mitigates a large class of attacks for this category.  
· The TGw requirements document was created to include protection of only a precise set of attacks.
· How to recover from lost keys.  If there a way to come back in, when the keys are dropped by a party.  This may be a separate issue from changing the PAR.
· The concern for *action* on unauthenticated disassoc/deauth is different from the DoS attack.
· Regardless of PAR, we should not disallow protection of such frames.

· Joe’s presentation may address some of these concerns.  If Dorothy (commentor) comes to the meeting, then this should be discussed again.
· No interest in group to change the PAR.

· Tracking against TGr D9.0
· All comments on documents that are not public will be ruled out-of-order.

· The editors abide by the IEEE timelines, to sync-up with clause/figure numbering and tracking drafts.

· Comments asking to revise RSNIE
· CID# 67: Adding a new bit for advertising Legacy support
· Legacy STAs will not recognize it.

· The only usecase of this bit is to prevent a TGw STA from not deciding to associate with a non-TGw STA.

· A lot of discussion on what this bit will buy – This hits a very corner case.
· If this comment needs to be accepted, then we need a submission.  No-one in the room wants to prepare this submission.  This submission requires updating multiple clauses (7 and 8).
· This is a valid comment for non-AP STAs that will not implement TGw but additional new IEEE features that allow an AP to re-broadcast STAs Action Frames.
· Chair to contact commentor (Henry P.) to ask for submission.

· CID# 76: Extensible MMIE
· Not clear what the commentor is asking.  Chair has already asked for clarification from the commentor (Henry P.)

· Commentor has similar comments in previous LB, asking for change of length.
· If cipher is changed, the MMIE length will change.  So, older TGw STAs will not use this BSS.  So, for new ciphers, MMIE lengths will change.

· The size of the MIC is a function of block size and hence, number of messages  is 2^63 that the attacker will have to process to accept a forgery.  Even a longer MIC can be trimmed to 8 octets.  We do not allow more than 2^48 messages with the same cipher.  So, we don’t have to worry about the MIC length.
· Propose Reject.
· Meeting Adjourned. 
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