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Comment Summary 

MDAOP only addresses unicast traffic; it needs to be extended to include broadcasts. This is especially important for broadcast traffic, because such traffic cannot use RTS/CTS and, thus, is particularly susceptible to "hidden terminal" problems.
Change 7.3.2.64 as shown
· MDAOP Setup Request element

The MDAOP Setup Request information element is used by an MP to request the setup of a set of MDAOPs, identified by a single MDAOP Set ID, between itself (transmitter) and a receiver. This information element is transmitted in individually addressed MDA action frames. The format of the information element is as shown in  Figure s28.

	Octets: 1
	1
	1
	1
	1
	2

	Element ID
	Length
	MDAOP Set ID
	MDAOP Duration
	MDAOP Periodicity
	MDAOP Offset

	· MDAOP Setup Request element


The Element ID is set to the value given in  Table 7-26 for this information element. The length is set to 5 octets.

The MDAOP Set ID field is an eight bit unsigned number that represents the ID for the requested Set. It is determined by the MDAOP Set owner. When used in combination with the MAC address of the MDAOP set owner, the MDAOP Set ID uniquely identifies the MDAOP Set. If this MDAOP Setup Request is for the unicast transmission, the MADOP Set ID is ranged from 0 to 127. If this MDAOP Setup Request is for the multicast or broadcast transmission, the MADOP Set ID is ranged from 128 to 254.
The MDAOP Duration field specifies the duration of the MDAOP in multiples of 32[image: image1.wmf]m

s

.

The MDAOP Periodicity field is a non-negative integer that specifies the number of subinterval periods into which the Mesh DTIM interval is split. A value of zero indicates a non-repeated reservation for and MDAOP in the mesh DTIM interval following the setup.

The MDAOP Offset field specifies the position of an MDAOP beginning from the beginning of the Mesh DTIM interval and subsequent subinterval periods within the Mesh DTIM interval. The value is specified in multiples of 32[image: image2.wmf]m

s

.
An example of periodicity, duration, and offset values for a periodic MDAOP Info field is shown in  Figure s29.  In this particular example, the periodicity equals four, so that there are four subintervals within the mesh DTIM interval. As further illustrated in the figure, the offset value indicates the start of the MDAOP relative to the start of these intervals.[image: image3.wmf]
· Values for Periodic MDAOP Info field for an example MDAOP set

Change 7.3.2.66 as shown
· MDAOP Advertisements element

The MDAOP Advertisements Element is used by an MP to advertise its MDA state to its neighbors. This information element may be carried in selected Beacon frames with a chosen frequency. This information element may also be transmitted in an MDA action frame. The format of the information element is as shown in  Figure s32.

	B0        B7
	B8    B15
	B16      B19
	B20           B23
	
	

	Element ID
	Length


	MDA Access fraction
	MDA Access fraction limit
	TX-RX times report 
	Interfering times report 

	Bits: 8
	8
	4
	4
	variable
	variable

	· MDAOP Advertisements element


The Element ID is set to the value given in  Table 7-26 for this information element. The length is set to 1 to 255 octets.

MDA Access Fraction and MDA Access Fraction Limit fields are both 4 bit unsigned number fields. They denote a positive fraction of the MESH DTIM interval length expressed in units of (1/16). The MDA Access Fraction field represents the current value of MDA Access Fraction at the MP rounded down (floor) to the nearest multiple of (1/16). The MDA Access Fraction Limit field represents the maximum MDA access fraction allowed at the MP. This number is always a multiple of (1/16).

The TX-RX Times Report field is a variable length field that advertises the times in the Mesh DTIM interval that are busy for the MP as a transmitter or a receiver. These times may include known and otherwise un-advertised transmission and reception times besides MDAOPs. For example, an MAP may include its HCCA times in the advertisement.
The Interfering Times Report field is identical in format to the TX-RX times report field. However, through this Through the Interfering Times Report field, an MP reports the times when one of its neighbors is in TX or RX as reported by their (neighbors’) TX-RX times report fields. This field may not include times for which the MP is a transmitter or receiver (Such times are taken care of in the TX-RX times report). 

The format of the TX-RX Times and the Interfering Times Report field is shown in  Figure s33 and Figure sXX, correspondingly. The fields involved are similar to the fields involved in the MDAOP Setup Request element. While the fields are the same as in an MDAOP setup request element, the TX-RX times and Interfering times reports can more efficiently report information compared to MDAOP setup request elements. This is possible because different MDAOPs may be combined in an efficient way and reported. MDAOP Set IDs are not reported in the advertisements. 

	Octets: 1
	1
	4
	
	4
	4
	
	4

	Number of Unicast MDAOPs
	Number of Broadcast MDAOPs
	Unicast MDAOP 1
	…
	Unicast MDAOP n
	Broadcast MDAOP 1
	
	Broadcast MDAOP n

	· The format of the TX-RX times report fields


In the TX-RX Times Report field format, the Number of Unicast MDAOPs field indicates the number of MDAOPs which are used for unicast transmissions. The Number of Broadcast MDAOPs field indicates the number of MDAOPs which are used for broadcast transmissions.  
	Octets: 1
	4
	
	4

	Number of MDAOPs
	MDAOP 1
	…
	MDAOP n

	Figure sXX – The format of the Interfering times report fields


In the Interfering Times Report field format, the Number of MDAOPs field indicates the number of MDAOPs which are used for both unicast and broadcast transmissions.
Change 9.21 as shown
· MDA (Optional)

Mesh Deterministic Access (MDA) is an optional access method that allows supporting MPs that support MDA to access the channel at selected times with lower contention than would otherwise be possible.  This standard does not require all MPs to use MDA.  MDA can be used by a subset of MPs in a Mesh.  However, MDA connections can only be setup among MDA-supporting MPs.  The performance of MDA may be impacted by devices that do not respect MDA reservations.  MDA sets up time periods in mesh neighborhoods when a number of MDA-supporting MPs that may potentially interfere with each others’ transmissions or receptions are set to not initiate transmission sequences. In order to use the MDA method for access, an MP shall be a synchronizing MP. The MDA method is described in detail below.

· MDA opportunity (MDAOP)

An MDAOP is a period of time within every Mesh DTIM interval that is set up between the MDAOP owner and the addressed MP. Once an MDAOP is setup, 

· Access to the channel by MDA-supporting MPs is goverened by the procedures in  9.21.9.1
· The MDAOP is advertised according to the procedures in  9.21.7. 

· MDAOP sets

A set of MDAOPs may be setup either for individually addressed transmissions from a transmitter to a receiver or for a group addressed transmissions from a transmitter to receivers by the transmitter. Such a set is identified by a unique ID called the MDAOP Set ID. The MDAOP Set ID has to be unique for a transmitter, so that the MDAOP set ID and the transmitter (or set owner) MAC address uniquely identifies an MDAOP set in the mesh. The MDAOP set ID is a handle that allows operation such as setup and teardown to be conducted together for the entire set of MDAOPs in an MDAOP set.

MDAOP set ID is an 8-bit unsigned number. If this MDAOP Setup Request is for the unicast transmission, the MADOP Set ID is ranged from 0 to 127. If this MDAOP Setup Request is for the multicast or broadcast transmission, the MADOP Set ID is ranged from 128 to 254. The special value of MDAOP set ID, when all bits are set to 1, is reserved to mean all MDAOPs.

· Neighborhood MDAOP times at an MP

In an MP’s mesh neighborhood, all the TX-RX times reported by its neighbors (in their MDAOP advertisements) form a set of MDAOPs that are already being used in the neighborhood. No new MDAOPs may be set up by the MP during these times. These times are referred to as Neighborhood MDAOP times for the MP. In effect, Neighborhood MDAOP Times at an MP include all MDAOPs for which the MP and its neighbors are either the transmitters or receivers.

· Neighbor MDAOP interfering times for an MP

Through the Interfering Times in its MDAOP Advertisements, the MP reports the MDAOP times which its neighbors have advertised in their TX-RX reports and in which it is not involved itself. These  times shall not be used for a new MDAOP with the reporting MP as they may experience interference.

· MDA access fraction (MAF)

The MDA access fraction at an MP is the ratio of the total duration of its ‘Neighborhood MDAOP Times’ (see definition above) in a Mesh DTIM interval to the duration of the Mesh DTIM interval. This parameter may be used to limit the use of MDA in an MP’s mesh neighborhood to a certain fraction of the total channel time. The maximum value for MAF that is allowed at an MP is specified by the dot11MAFlimit parameter. 

The dot11MAFlimit is copied into the MDA Access Fraction Limit field of the MDAOP Advertisements information element. Before attempting to set up an MDAOP Set with a neighbor, an MP is required to ensure that the new MDAOP set does not cause the MAF of its neighbors to exceed their MAF Limit. An MDAOP setup request shall be refused by the intended receiver if the MAF limit of its own neighbors is exceeded due to the new setup. 

· MDAOP setup procedure

The setup of an MDAOP set is initiated by the intended transmitter, and is accepted/rejected by the intended receiver. Once accepted, the transmitter is referred to as the owner of the MDAOP. The setup procedure for an MDAOP set is as follows:

· The MP that intends to be the transmitter in a new MDAOP set builds a map of Neighborhood MDAOP times in the Mesh DTIM interval after hearing Advertisements from all of its neighbors that have MDA active. If no advertisement was heard from a neighbor in the last dot11MDAdvertPeriodMax, the MP may request the neighbor for MDAOP Advertisement.

· Based on traffic characteristics, it then chooses MDAOP starting times and durations in the Mesh DTIM interval that do not overlap with either its Neighborhood MDAOP Times or the Neighbor MDAOP Interfering Times of the intended receiver, except when planning a Broadcast MDAOP which it already owns. If it owns a Broadcast MDAOP, it may choose to transmit an MDAOP Setup request for the same times setting the same MDAOP Set ID; such MDAOP Setup request may be sent in a unicast, or multicast, or broadcast manner. It also avoids using times that are known to it as being used by itself or one of its neighbors for other activities such as beacon transmissions. 
· It then verifies that the new MDAOP Set will not cause the MAF limit to be crossed for its neighbors. If MAF limit would be crossed for its neighbors, due to the new MDAOP Set, it suspends the setup process.

· If the MAF limits at all neighbors are respected despite the new MDAOP set, it transmits an MDAOP Setup request information element to the intended receiver with chosen MDAOP locations and durations. 

· The receiver of the MDAOP Setup Request information element checks to see if the MDAOP times have overlap with its Neighborhood MDAOP Times. The receiver also checks if the new MDAOP Set will cause the MAF limit to be crossed for its neighbors. The MDAOP Setup Reply information element is used to reply to a setup request.

· The receiver rejects the setup request for a Unicast MDAOP if there are overlaps of the requested MDAOP set with its Neighborhood MDAOP Times, or other times that it knows are set to be used by itself or its neighbors for activities such as beacon transmissions. It may suggest alternate times by including the optional field Alternate suggested MDAOP in the MDAOP Setup Reply element.

g)
The receiver rejects the setup request for a Broadcast MDAOP if there are overlaps of the requested MDAOP set with the Neighborhood MDAOP Times except when the intended transmitter itself is the owner of the overlapped times, i.e. it declares the times of the requested MDAOP set by transmitting the Broadcast MDAOP advertisement.
h)
The receiver also rejects the setup request if the MAF limit of itself or its neighbors will be exceeded due to the new setup. 

i)
If suitable, the receiver accepts the setup. 

j)
If the receiver accepts a setup request for a Broadcast MDAOP, it includes the related times into its MDAOP advertisements only after the MDAOP advertisement from the owner of the Broadcast MDAOP is received.

· MDAOP advertisements 

Every MP that has MDA active is required to advertise TX-RX and Interfering times using the MDAOP Advertisements information element, at least once in dot11MDAdvertPeriodMax. These advertisements are always transmitted in group addressed frames; either in Beacon frames or MDA action frames. The advertised times include:

· TX-RX times report:

· All MDAOP times for which the MP is the transmitter or the receiver.

· All other times that it knows are busy/reserved such that it is either the transmitter or the receiver. A non exhaustive list includes expected HCCA times for an MAP and self or neighbor’s expected beacon times.

· Interfering times report:

· All TX-RX times reported by the MP’s neighbors so that the MP is neither the transmitter nor the receiver during those times.

· MDAOP set teardown

An MDAOP set is successfully torn down once both the transmitter and the receiver stop advertising the set in their TX-RX times. Either the transmitter or the receiver may indicate a teardown by transmitting the MDAOP Set Teardown information element to the other communicating end (transmitter or the receiver). The teardown is assumed successful once the ACK is received, or maximum retry attempts are exceeded. 

The transmitter assumes a successful teardown and stops using or advertising (in TX-RX times report) an MDAOP set if any of the following happens:

· Its MDAOP Set Teardown information element is successfully Acked.

· The maximum retries for the teardown information element it is transmitting are exceeded.

· The receiver’s advertisement does not include the MDAOP set

· The receiver is unreachable for greater than dot11MDAOPtimeout time

The receiver assumes a successful teardown and stops advertising an MDAOP set if any of the following happens:

· Its MDAOP Set Teardown information element is successfully Acked.

· The maximum retries for the teardown information element it is transmitting are exceeded.

· The transmitter’s advertisement does not include the MDAOP set.

· The transmitter is inactive for greater than dot11MDAOPtimeout time

The interfering times are directly derived from neighbors’ TX-RX times report. The interfering times report reflects the latest TX-RX times reports from the neighbors.

· Access during MDAOP 

MDA-supporting MPs shall track Neighborhood MDAOP times when either they or their neighbors are transmitters or receivers. The access behavior for MPs during the Neighborhood MDAOP times is described below.

· Access by MDAOP Owners

If an MP is the owner of an MDAOP and has an MSDU associated with an MDA session to transmit, it shall attempt to access the channel during the time set up for the MDAOP and obtain a TXOP using EDCA contention and backoff parameters for the Access Category of the MSDU as defined in 9.9.1.3. 

An MP successfully obtains a TXOP when the MP completes a frame exchange with the receiver of the MSDU.  If the MP successfully obtains a TXOP, it may transmit until the EDCA TXOP limit for the Access Category of the MSDU is reached.  If the MP reaches the TXOP limit before the end of the MDAOP, the MP should attempt to transmit additional MSDU(s) associated with the MDA session, if any are ready to be transmitted, by accessing the channel again during the MDAOP to obtain a subsequent TXOP.

If an MP accesses the channel during the MDAOP but fails to obtain either an initial or a subsequent TXOP, the MP shall perform the backoff procedure specified in 9.9.1.5. 

After an MP successfully obtains the TXOP, if there are multiple MSDUs to be transmitted, the transmission and retransmission rules for multiple MSDU transmission should use the rules specified in 9.9.1.4 and 9.9.1.6.  

When an MP prepares to access the channel for a retransmission outside an MDAOP, the MP shall avoid access the channel during its neighbor's MDAOP times by setting its NAV during these times.

· Access by non-owners of MDAOP

All MDA supporting MPs other than the MDAOP owner shall defer initiating tranmissions during the TXOP initiated in the MDAOP.  MDA MPs that are not the owner of the current MDAOP can start contending for access to the channel after the conclusion of the TXOP initiated in the current MDAOP.
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