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Abstract

This document contains the minutes from the TGz Conference Call held on October 2, 2007.



TGz AdHoc Conference Call 

Date & Time

October 2, 2007 @ 10:00 am EST

Attendance
	Name
	Affiliation

	Menzo Wentik
	Conexant

	Henry Ptasinski
	Broadcom

	Daniel R. Borges
	Apple, Inc

	Ryon Coleman
	3e TI

	Wen Chu
	STMicro Electronics

	Alexander Safonov
	LG Electronics

	Mike Montemurro
	Research in Motion


Procedural

Meeting called to order by the chair Menzo Wentik @ 10:07am

Menzo is reading the IPR policy to the group, slides 1-5

Meeting Minutes

1. Ryon Coleman has joined the call, but has not yet been to a face-to-face meeting.

2. No objections from the group on him joining this call

Discussion on 07/2614r1

1. This document is the Hawaii closing report which contains the TG’s To Do list.

2. Menzo: Does the DH public values need to be covered by the MIC?

a. Henry: you need to use the keys to compute the MIC.  It is not obvious that it needs to be included.  I would be fine with leaving them unprotected.  Jesse Walker should be contacted in order to see if there are any issues with this topic.

b. Mike: would these be protected by 11w?

c. Henry: these are data frame, so no.

d. Henry: the submission at the moment is straight DH.

e. Ryon: straight DH would be very computational intensive.  There are companies with patents on elyptic curve.

3. Henry: What about authentication when the AP has no security?

a. Henry: The overall assumption is that the AP would be running 802.11i.

b. Menzo: Seems like we need a proposal for this.

c. Henry: there was discussion on using WPS for this purpose, but at this point this is an open topic.

d. Menzo: will you be bringing a proposal for this topic.  I will sync up with Kevin Hayes and see what can be done.

e. Ryon: when is the earliest I can bring a proposal.

f. Menzo: your colleague could bring a proposal and present it.

4. Change the HMAC SHA-256 to TGr KDF

a. Henry: I started editing r5 of the normative text to incorporate this change.  The submission will include 2 items (generate a key from the MIC).  I should have this in a day or 2.

b. Menzo: this will be r6 of the normative text.

5. The Ethertype that we need for this protocol.

a. Menzo: TGr has an ethertype defined for fast transition.  We can use this ethertype and a protocol type that makes it specific to TDLS.

b. Henry: this is useful since it future groups won't have to go get new ethertypes.  TGr is in sponsor ballot, so we are going to suggest that they add one additional byte that would be this protocol identifier.  I will be submitting this proposal.  We do not anticipate there will be any issues by introducing this.  There are strong arguments for this to be approved.

c. Menzo: if TGr rejects this, then we will go get our own ethertype.  It is better to re-use what TGr has done with this protocol type.

6. Next meeting we could go over r6 of the normative text as part of the agenda.

7. The next topic is multi-SSD/same-BSSID.

a. No updates on this topic, so it remains in our to do list

b. Henry: TGu and TGv have added some identifier for multiSSD configuration.

c. Mike: depending on how the backend is done, using VLANs, it could screw up the bridging/routing.

d. Menzo: if it is routed it will not go through, since it is a layer 2 frame.  The SSID information is in the setup request frames.  One way to move forward is the peer shall only accept a setup request if the SSID matches.

e. Henry: the BSSID will have to added to the FTIE since it will have to be covered by the MIC.

f. Henry: the AP could be using TSN, then would this be a problem?  Both sides would be doing some form of 802.11i and relying on the AP to do the authentication for each STA.

g. Ryon: I would not be overly concerned with legacy STAs using WEP.

h. Henry: in the DLS protocol all require at least some level of security.

i. Menzo: can we know if the peer is using different security.

j. Mike: they will pass the RSN IE to each other.

k. Henry: this is currently listed as optional.

l. Mike: I think we will need it.

m. Henry: the information for the direct link not necessarily what they associated to.

n. Ryon: the whole goal is to move forward, drop WEP and TKIP is marginal.

o. Menzo: we will bring this back in when we discuss the un-authenticated mode.

p. Henry: we need to look at this closer; what are the assumptions and what the behavior should be.

q. Menzo: if are doing a direct link, you don't know if the other station is using some security with the AP.  You don't check what security is being used.  You assume that it is the same security.

8. We will continue discussing these open topics in the next call.

9. Motion to adjourn the adhoc call, hearing no objections, moved and approved.
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