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3. Definitions, acronyms, and abbreviations 

3.1 Conformance levels 

Several key words are used to differentiate between different levels of requirements and options, as 

described in this subclause. 

3.1.1 may: Indicates a course of action permissible within the limits of the standard with no implied prefer- 

ence ("may" means "is permitted to"). 

3.1.2 shall: Indicates mandatory requirements to be strictly followed in order to conform to the standard and 

from which no deviation is permitted ("shall" means "is required to"). 

3.1.3 should: An indication that among several possibilities, one is recommended as particularly suitable, 

without mentioning or excluding others; or that a certain course of action is preferred but not necessarily 

required; or that (in the negative form) a certain course of action is deprecated but not prohibited ("should" 

means "is recommended to"). 

3.2 Definitions 

3.2.1 Application layer metric: A metric that measures performance at the application layer of a wireless 

local area network. 

3.2.2 Calibrated over the air test: A test in which RF signals propagate between the transmitter and 

receiver through the air in a calibrated and well characterized environment, with path loss and channel con- 

ditions being measured and noted. 

3.2.3 Communication test signal: An RF test signal carrying the communication traffic to or from the DUT 

or SUT. 

3.2.4 Conducted test environment: A test environment where RF test signals are directly injected into and 

received from the radio of the DUT(s) using a cable. 

3.2.5 Controlled test environment: Any test environment where the circumstances and conditions sur- 

rounding or influencing the DUT/SUT are controlled to provide a known level of uncertainty. 

3.2.6 Data traffic: Traffic representing the exchange of throughput and loss sensitive data, but not delay or 

jitter sensitive data, between two endstations in a wireless local area network. 

3.2.7 Data usage case: The usage case representing the flow of data traffic that is not time-critical. 

3.2.XXX Device under test (DUT): a single device being tested; e.g. a single client, AP, mesh point, etc. Usually, the DUT is tested in combination with a WLCP.

3.2.8 Endstation: An originator or terminator of traffic, such as an IEEE Std 802.11 STA that is not con- 

tained within an AP. (Frequently referred to as a “client” or a “non-AP STA.”) 

3.2.9 Extraneous signal: Any signal whose source is external to the test setup, and whose introduction into 

the test setup is considered undesirable. 

3.2.10 Fresnel zone: One of a (theoretically infinite) number of concentric ellipsoidal regions surrounding 

the LOS path between a transmitter and a receiver; electromagnetic waves propagating within the nth Fresnel 

zone have a path length that is nλ/2 greater than the LOS path length.

3.2.11 Indoor LOS test environment: An indoor test environment with a LOS channel between the 
DUT / SUT and the device emitting the RF test signal. 

3.2.12 Indoor NLOS test environment: An indoor test environment with a NLOS channel between the 

DUT / SUT and the device emitting the RF test signal (i.e., an unobstructed path does not exist between 

the two devices). 

3.2.13 Indoor test environment: An over-the-air test environment representing indoor usage of the WLAN. 

3.2.14 Internal interference signals: Platform noise or other similar signals that are internal to the DUT/ 

SUT rather than externally applied as part of the test. This does not include thermal noise. 

3.2.15 Jitter: A secondary metric, which is an estimate of the statistical variance of data packet interarrival 

time. 

3.2.16 Latency: A secondary metric that measures the delay between packet transmission and packet recep- 

tion over a data network between two endstations, a transmitter and a receiver. 

3.2.17 Latency-sensitive traffic: Traffic that represents the exchange of latency-sensitive data between two 

endstations in a wireless local area network. 

3.2.18 Latency-sensitive usage case: The usage case representing the flow of latency-sensitive traffic such 

as voice conversations. 

3.2.19 Line of sight (LOS) channel: A channel between two devices in which there is an unobstructed 1st Fresnel zone 
between the two devices. For example this channel is usually modelled using Ricean statistics. 

3.2.20 Measurement path: An RF signal path whose attenuation or gain affects the resulting measured 

quantity. 

3.2.21 Metric: A particular characteristic that is quantified by measurements directly and/or derived from 

measurements. 

3.2.22 Model: A description of an observed behavior, refined by using specific assumptions that can be used 

to establish the correlation between two or more metrics. 

3.2.23 Outdoor LOS test environment: An outdoor OTA test environment
 with a LOS channel between the DUT / SUT and the device emitting the RF test 
signal. 

3.2.XXX Outdor OTA test environment: An OTA test environment representing outdoor usage of the WLAN.

3.2.24 Open OTA environment: An unshielded indoor or outdoor OTA environment that resembles an 

actual usage situation. 

3.2.25 Over-the-air (OTA) test environment: A test environment in which the RF test signals propagate 

through the air to and from the antenna of the DUT(s). 

3.2.26 Packet loss: A secondary metric that measures packets lost in transmission over a data network 

between two endstations, a transmitter and a receiver. 

3.2.27 Primary metric: A metric that directly affects the user experience. 

3.2.28 Quiet zone: A test volume wherein the desired RF field uniformity is met.

3.2.29 Near-field: The region of space bounded on the outside by a distance r from an antenna or radiating 

object with a largest dimension of D such that r < 2D2/λ. This is divided into the reactive near-field, which is 

the region of space immediately surrounding the antenna, bounded by a distance r from an antenna such that 

0 < r < 2π/λ; and the radiating near-field, which extends from the boundary of the reactive near-field to the 

extent of the radiating far field. 

3.2.30 Radiating far field: The region of space bounded on the inside by a distance r from an antenna or 

radiating object with a largest dimension of D such that r > 2D2/λ; also known as the Fraunhofer region. 

NOTE—The distance r above can be approximated as 10λ. 

3.2.31 Repeatable in location: The property of test that such that the test can be performed in different loca- 

tions and the results from the tests performed at different locations agree, to within the specified precision of 

the test. 

3.2.32 Repeatable in time: The property of a test such that the test can be performed at different times and 

the results from the tests performed at these different times agree, to within the specified precision of the 

test. 

3.2.33 RF test signal: An RF signal introduced to the DUT/SUT for the purpose of testing its performance 

under a given set of conditions. 

3.2.34 Secondary metric: A metric that directly affects a primary metric. 

3.2.35 Shielded enclosure: A shielded box, screen room, or chamber used to isolate a test environment from 

outside RF signals. 

3.2.36 Streaming media usage case: The usage case representing the flow of streaming traffic (which in 

turn represents the delivery of streaming media such as audio and video) from one endstation to another endstation 
in the wireless local area network. 

3.2.XXX Sytem under test (SUT): a system of devices, i.e. a specific combination of DUTs, being tested at the same time; e.g. client-AP system or two-AP-one-client system.

3.2.37 Traffic analyzer: An entity that gathers delivered data payload over time via an interface above the 

Layer 2 level of the ISO protocol hierarchy; this entity can be a device connected by a cable, embedded soft- 

ware, or other means that fulfils the same purpose. 

3.2.38 Traffic generator: An entity that generates data traffic from the DUT or WLCP to the WLCP or the 

DUT, via an interface above the Layer 2 level of the ISO protocol hierarchy; this entity can be a device con- 

nected by a cable, embedded software, or other means that fulfils the same purpose. 

3.2.39 Test environment: The set of external physical circumstances and conditions surrounding or influ- 

encing the wireless performance of the 802.11 DUT/SUT. 

3.2.40 Traffic: A representation of the information flowing over the wireless local area network. 

3.2.41 Usage cases: The scenarios (e.g. data oriented, streaming media, latency-sensitive) used to represent 

the end-user experience when using WLAN devices. 

3.2.42 Wireless counterpart (WLCP): A reference AP or reference endstation, depending on the test 

objectives. 

3.3 Abbreviations and acronyms 

This recommended practice contains the following abbreviations and acronyms:

ACI Adjacent channel interference 

ACRMAdjacent channel rejection margin 

AETE AP emulation test equipment 

AWG Arbitrary waveform generator 

CDF Cumulative distribution function 

COAT Calibrated over the air test 

DF Delay factor 

DUT Device under test 

DVI Digital visual interface 

FER Frame error rate 

IBSS Independent basic service set 

LOS Line of sight 

MAC Medium access control layer 

MDI Media delivery index 

MLR Media loss rate 

MOS Mean opinion score 

NIC Network interface card 

NLOS Non line of sight 

NTSC National television system committee 

OTA Over the air 

PHY Physical layer 

PLCP PHY layer convergence procedure 

PPDU PLCP protocol data unit 

QoS Quality of service 

SETE Station emulation test equipment 

SUT System under test 

S-VideoSeparate video 

TTL Theoretical throughput limits 

VB Virtual buffer 

VDER Video delivery error rate 

VGA Video graphics array 

VoIP Voice over Internet Protocol 

VPAA Video playback analysis application 

VQAAVideo quality analysis application 

WLCP Wireless counterpart
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