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Tuesday, March 13, 2007, 1:30 PM to 3:30 PM
Chair: Stephen McCann
Recording secretary: Matthew Gast

Call to order and agenda

Meeting called to order on Tuesday, March 13, 2007 by Jesse Walker at 1:31 Eastern Daylight Time (EDT).  The chair then reviewed the following topics from the agenda:

· Attendance reminder

· The TG Agenda is document number 11-07/0296r1, and motions will be stored in 11-07/0445.
· The chair read the IEEE patent policy

· The membership understood the policy

· No letters of assurance were forthcoming from the membership

· Other policies and procedures

· Inappropriate topics for meetings

· IEEE Copyright policy

· Approval of agenda
· The chair called for presentations.  Several were put into the agenda, which will be saved as 11-07/0296r2.

· The chair discussed the agenda for the meeting from 11-07/0345r1 and asked if corrections or updates were necessary
· The agenda was adopted by unanimous consent
· Approvals of the minutes of past meetings

· January 2007 - London meeting (11-07/0103r0)

· The chair asked for corrections; none were required

· The chair moved for approval by unanimous consent

· There was no objection from the task group, so the minutes are approved
· There were no teleconference minutes due to postponement of the January teleconference and February cancellation.
· January 2007 - London meeting summary (11-07/0200r1)

Liason Discussions, Stephen McCann

· The group has five outstanding liasons: NENA, 3GPP SA2, IETF ECRIT, 802.21, and mobile operators.  The chair called for volunteers.

San Jose ad hoc meeting summary, Stephen McCann

· Reviewed comment spreadsheet 11-06/1857r8.
· Comment 91 (Tony Mo)

· Changed to blue (new color) to indicate that we need more information from the commenter.

· Comment 221

· Dave Stephenson suggested empowering Necati to draft the initial PICS

Motion (2:24 pm): "Move to instruct the editor to add an example PICS table into Annex A of the draft D0.03."

· Moved by Dave Stephenson, seconded by Hong Cheng

· No debate on the motion, and no objection to calling the question
· Vote: 9 for, 0 against, and 3 abstentions

· Motion passes.  This was a technical motion requiring a 75% approval.

· With the motion passed, the comment was changed to green.
· Comment 223

· Left orange because there are multiple presentations that may change the MIB

· Comment 225

· Matthew Gast to present.

· Comment 258

· Further discussion is needed, so this comment cannot be closed.
· The comment spreadsheet will be saved as 11-06/1857r9

Motion (3:05 pm): "Move to approve 'recommendations' from the TGu ad hoc meeting (February 20th-22nd) (highlighted in orange) within document 11-06/1857r9."

· Moved by Dave Stephenson, seconded by George Bumiller

· No debate on the motion

· Vote: 13 in favor, 0 against, 1 abstentions

· Motion passes.

Editor's update, Necati Canpolat
· No questions on the update.
Seeing no objection, the meeting recessed at 3:24 EDT.

Tuesday, March 13, 2007, 4:00 PM to 6:00 PM
Chairs: Stephen McCann, Vivek Gupta
Recording secretary: Matthew Gast

Call to order and agenda

Meeting called to order on Tuesday, March 13, 2007 at 4:03 pm EDT by Stephen McCann and Vivek Gupta.  This was a joint meeting between 802.11 TGu and 802.21.
Presentation: Location Configuration Protocol: 11-07/0431r0, Gabor Bajko

· Question: On an earlier slide, you said there were multiple LCPs.  Right now, 802.11 has two: 11k and 11v.  These can determine location by receiving Beacon.  However, this is still a good idea to put in the 802.21 IS.  802.11k cannot provide civic location, and it is headed to sponsor ballot.

· Question: Is civic, geospatial, or both required for regulators?

· Answer: It appears that either is required, but there is no regulatory requirement defined right now.

· Question: What if GPS is available?

· Answer: If GPS is unavailable, then other networks can be a useful add-on.

· Question: Will non-standard location protocols need to be supported?  Many 802.11 vendors have proprietary methods for doing this?

· Answer: It will be useful, but may not be necessary.

Presentation: 802.21 Study Group Proposal for Security group, Yoshi Ohba

· Question: What is relation between security these problems?

· Answer: Specific security signaling can happen anywhere.  Any pre-authentication signaling in the access network is part of the IEEE and 802.21, and can be done in the same way as the 802.21 Command Service/Event Service.

· Comment: Media-specific security assocations are set up in each specific technology.  None of them accommodate a media-independent key hierarchy, so it is not interoperable today.

· Comment: You need a higher-level key exchange like HOKEY to allow two different ANs to have handoff.

· Question: The proposal is to make handover optimization?

· Answer: Security may take a long time to set up, so make-before-break is advantageous.

· Comment: Make before break requires two independent radios to operate simultaneously.

· Comment: Formerly, there was a problem in handoff from cellular to WEP because the cellular network refused to hand off to a "less secure" network.  Now the reverse is true, since 11i/11r are much stronger than SIM.  Therefore, it will probably be necessary to share an authentication server between network.

· Question: How do you know how to pass on the keys?

· Comment: TGu asked 802.21 for a user model, but 802.21 does not have a user model.  Will it be part of 802.21 security group?

Presentation: 802.21 IS Query Modifications, Srini Sreemanthula
· What is the trust model?  It is necessary for client to validate data from the information server.

· Answer: If there are message authentication codes, it may not be possible to modify the contents of the packet without causing failures?

· Comment: If the AP would need to add data, it could add more data, and then append a new MAC.

· Answer: Trust model between mobile node and information server has not been worked out, but this is one possibility.

· Question: Which option requires the least amount of work?

· Answer: Option 2 has the least amount of specification work.  

· Question: Could query length from option 1 be broadcast to enable IS to truncate query appropriately?

· Answer: That doesn't solve the problem because the IS cannot trust the mobile node to indicate the right length for a state 1 query.

· Comment: You need to add some form of flow control to the query.

· Answer: The damage in option 2 is less than the damage in option 1 when a query is not used.

· Question: Can the 802.21 IS be subject to a DoS attack?  A set of zombies could ask for a big query, and there is no defense.

· Answer: That function does not exist yet in MIH.
· Discussion point: There is a query length limit in GAS, but it can be set very large.

· Comment: If AP is trusted, that leads to one trust model.  If it is untrusted, I am not sure what to do.

The meeting recessed at 6:05 pm.
Wednesday, March 14, 2007, 8:00 AM to 10:00 AM
Chair: Stephen McCann
Recording secretary: Matthew Gast

Call to order and agenda
Meeting called to order on Tuesday, March 13, 2007 by Stephen McCann at 8:03 am EDT.

Presentation: 11-07/0256r0, EBR Limitations, Angelo Centonza
· No questions on the presentation.
Straw poll: "TGu to request the author to provide normative text for draft amendment"

· Vote: 12 yes, 0 no

Presentation: 11-07/0257r0, MLME Corrections, Angelo Centonza
· No question on the presentation.

Presentation: 11-07/0273r2, GAS Internal Comment Resolution, Dave Stephenson
· Question (Necati Canpolat): What if the AP is configured only for one delivery method (multicast), but the AP is configured for another (unicast)?

· Answer: Advertisment Control field is part of Advertisment Protocol IE, so there can be a different Advertisment Control method for each advertising protocol.  There is no way for MIH to indicate a preferred delivery method.  Since the protocol can choose a delivery method, it is also flexible for the future.
· Question (Stephen McCann): Will we have a MIB entry for the delivery method? 

· Answer: That has not been prepared.  The MIB needs to be extensible.  There are two advertising protocols today.  Each of them requires MIBs today.

· Question (Srini Sreemanthula): Is delivery method protocol-by-protocol, or a system-wide basis?

· Answer: It can be set on an individual protocol basis.
Presentation: 11-07/0274r1, SSPN Interface Comment Resolution to 802.11u-D0.03, Dave Stephenson
· Question (Matthew Gast): Is the value assigned for dot11imt assigned by ANA?

· Answer: Yes, it should be.

· Comment (Chair): That is editorial change.

· Question (Stephen McCann): Is it OK to send this to ECRIT and NENA as part of the liason response?

· Answer: yes

· Question: Will this limit the number of stations that can associate with a network?

· Answer: No, because there is already a per-BSSID limit of approximately 2,000.

Presentation: 11-07/0275r1, Interworking Procedures for QoS Mapping, Dave Stephenson
· No questions on the presentation.
Dave Stephenson requested recessing to ad-hoc mode to discuss the issue of delivery method.  Seeing no objection, the meeting recessed until 9:40 am.

Stephen McCann called the meeting back to order at 9:41 am.

Motion (9:43 am): "Move that IEEE 802.11u approves document 11-07-0257-00-000u-mlme-correction-suggestions.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document"

· Moved by Angelo Centonza, seconded by Necati Canpolat

· No debate on the motion, and no objection to calling the question

· Vote: 8 for, 0 against, and 2 abstentions

· Motion passes.  This was a technical motion requiring a 75% approval.

Motion (9:46 am): "Move that IEEE 802.11u approves document 11-07-0273-02-000u-gas-internal-comment-resolution.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document"

· Moved by Dave Stephenson, seconded by Necati Canpolat

· No debate on the motion, and no objection to calling the question

· Vote: 9 for, 0 against, and 2 abstentions

· Motion passes.  This was a technical motion requiring a 75% approval.

Motion (9:48 am): "Move that IEEE 802.11u approves document 11-07-0274-01-000u-sspn-interface-internal-comment-resolution.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document"

· Moved by Dave Stephenson, seconded by Angelo Centonza

· No debate on the motion, and no objection to calling the question

· Vote: 10 for, 0 against, and 1 abstentions

· Motion passes.  This was a technical motion requiring a 75% approval.

Motion (9:51 am): "Move that IEEE 802.11u approves document 11-07-0275-01-000u-qos-map-interworking-procedures.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document"

· Moved by Dave Stephenson, seconded by Hong Cheng

· No debate on the motion, and no objection to calling the question

· Vote: 10 for, 0 against, and 1 abstentions

· Motion passes.  This was a technical motion requiring a 75% approval.

Agenda changes

· 11-07/0323 was moved to the start of the afternoon session

· 11-07/0443r0 replaces 11-06/1799r0
The meeting recessed at 10:00 am.

Wednesday, March 14, 2007, 1:30 PM to 3:30 PM
Chair: Stephen McCann
Recording secretary: Matthew Gast

Call to order and agenda
Meeting called to order on Tuesday, March 13, 2007 by Stephen McCann at 1:30 pm EDT.

For the next presentation, Stephen McCann reqlinquished the chairmanship of the meeting to the Secretary, Matthew Gast, beginning at 1:31 pm EDT.

Presentation: 11-07/0323r2, GAS MIB, Stephen McCann
· There were no questions on the presentation.
With the presentation complete, Matthew Gast handed the chairmanship of the meeting back to Stephen McCann at 1:37 pm EDT.

Presentation: 11-07/0276r1, Emergency Call Sequence Comment Resolution, Dave Stephenson
· No questions on the presentation.

Presentation: 11-07/0270r2, Emergency Call Flow, Matthew Gast

· Question (Hong Cheng): Would the PMK transmission occur in a new EAP method message or a new EAP message?

· Answer: That option requires lots of changes to the existing specification, and we are not pleased with the security properties, so we did not consider it in great detail.

· Comment (Colin Blanchard): If the PMK is not authenticated, it would be possible to alter it and deny network service.

· Answer: True, that is another reason why the ad hoc group did not favor this option.

· Comment (Dave Stephenson): The PMK option is needed to separate broadcast domains if there are multiple networks on the same AP.
Presentation: 11-07/0311r0, Emergency Alert System, Angelo Centonza
· Question (Dave Stephenson): Many GAS services take place before association, but STAs may want emergency alerts both pre- and post-association.  How would GAS be extended for post-association?

· Answer: Probably through higher layers over IP.

· Question (Srini Sreemanthula): Emergency alerts would be considered almost equivalent in priority to emergency calls.  How would you make emergency alerts work for all stations in the area?

· Answer: This presentation tries to address stations in state 1 that do not have the means to receive emergency alerts.

· Comment (Stephen McCann): We could have a special Beacon for EAS alerts.

· Comment (Srini Sreemanthua): This message cannot be encrypted, otherwise it won't be readable.

· Comment (Srini Sreemanthua): The way an AP notifies state 1 stations needs to be modified and made more clear.

· Answer: The notifications may also trigger higher-layer protocol actions.

Presentation: 11-07/0448r0, Joint TGU-802.21: Emergency Identifiers, Srinivas Sreemanthula
· Question (Necati Canpolat): Is there a generalization that will make the proposal more appealing?
· Answer: We are looking for a framework that applies on multiple link types.  This separates emergency access from the link type, so this solution would provide an answer for 802.16 as well.

· Comment (Colin Blanchard): Slide 9 looks like diagrams in 3GPP, with some components changed.
· Comment (Colin Blanchard): 3GPP limits the number of emergency calls per STA to one.

· Question (Dave Stephenson): If 3GPP and the IETF are defining different user name and realm formats, how does 802.11 harmonize?

· Answer: The same realm cannot be used for call setup and network authentication.  If the information is provided at higher layers, then there is no need to provide the information at the 802.11 layer.
Straw Poll (2:53 pm): "Does the TG encourage Srini to continue this work and provide normative text at the May meeting?"

· Vote: 17 in favor, 0 against
Presentation: 11-07/0443r0, Clause 5 Comment Resolution, Hong Cheng

· Question (Colin Blanchard): Can you have multiple SSPNs connected to a single access network?  5.4.7 seems to indicate that you select an access network based on services.
· Answer: That is correct.  Network selection can select both an access network and an SSPN.

Motion (3:04 pm): "Move that IEEE 802.11u approves document 11-07-0323-02-000u-gas-mib.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document."

· Moved by Angelo Centonza, seconded by Srini Sreemanthula

· No debate on the motion, and no objection to calling the question

· Vote: 12 for, 0 against, and 0 abstentions

· Motion passes.  This was a technical motion requiring a 75% approval.

Motion (3:07 pm): "Move that IEEE 802.11u approves document 11-07-0276-01-000u-emergency-sequence-comment-resolution.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document."

· Moved by Dave Stephenson, seconded by Hong Cheng

· No debate on the motion, and no objection to calling the question

· Vote: 12 for, 0 against, and 3 abstentions

· Motion passes.  This was a technical motion requiring a 75% approval.

Motion (3:09 pm): "Move that IEEE 802.11u approves document 11-07-0311-00-000u-emergency-alert-system-notification.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document."

· Moved by Angelo Centonza, seconded by Dave Stephenson

· No debate on the motion, and no objection to calling the question

· Vote: 12 for, 0 against, and 3 abstentions

· Motion passes.  This was a technical motion requiring a 75% approval.

Motion (3:11 pm): "Move that IEEE 802.11u approves document 11-07-0443-00-000u-clause5-comment-resolution-to-802-11u-d0-03.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document."

· Moved by Hong Cheng, seconded by Necati Canpolat
· No debate on the motion, and no objection to calling the question

· Vote: 13 for, 0 against, and 2 abstentions

· Motion passes.  This was a technical motion requiring a 75% approval.

Presentation: 11-06-1473r3 and 11-06-1935r1, mSSID, Dave Stephenson
· No questions on the presentation due to lack of time; questions will begin in tomorrow's session.
The meeting recessed at 3:35 pm EDT.

Thursday, March 15, 2007, 10:30 AM to 12:30 PM
Chair: Stephen McCann
Recording secretary: Matthew Gast

Call to order and agenda
Meeting called to order on Tuesday, March 13, 2007 by Stephen McCann at 10:30 am EDT.

Presentation: 11-06/1935r1, mSSID, Dave Stephenson

· Question (Jouni Malinen): 11r is also adding GTKs, and may alter the KeyID field as well.
· Answer: We would have to track that change.

· Question (Chris Hansen): Can you comment on compatibility with TGv multi-SSID information element?

· Answer: TGv draft has an element with a similar name, but different purposes.  As far as known, there is no reason why they are not compatible.

· Question (Angelo Centonza): On slide 5 of the presentation, the mSSID discovery happens after the GAS request and response.  Wouldn't the SSID be available in the SSPN discovery phase?  If you use 802.21 to get the information, wouldn't you also get the SSID?

· Answer: This is an example, so there are other ways to do it.  This chart shows that in the first query, the STA asks what SSPNs are supported.  In the initial query, a STA may ask for a particular network, such as T-Mobile, and get back the SSID "tmobile".  In the SSID discovery phase, it can then ask for that SSID on an AP.  It is also possible to ask for the list of SSPNs associated with a particular SSID.

Motion (10:47 am): "Move to instruct the Technical Editor to include normative text from document 11-06/1935r1 for Multi-SSID feature into the TGu draft amendment."

· Moved by Dave Stephenson, seconded by Mike Montemurro

· No debate on the motion.

· Vote: 24 in favor – 0 opposed – 9 abstentions

· Motion passes.  This was a technical presentation requiring 75%.

Presentation: 11-07/0446r0, Hotspot Type Identification Assisted Network Selection, Necati Canpolat

· Comment (Jouni Malinen): Explicit identification of whether web auth is needed is useful because it is typically not implied by the type of network.
· Comment (Christian Kuhtz): For service providers, it is better to identify properties (acceptance of terms required, closed community) rather than a broad network type.  Wouldn't it be better to advertise with a bit field rather than a type of network?

· Answer: We thought about the different steps to complete a connection.  From a TGu perspective, all we can do is provide information on the network type and enrollment type.  Depending on destination address or policies, we use that information.

· Comment (Christian Kuhtz): The decision to launch a VPN is orthogonal to network type.  I can launch a VPN with any of these network types.

· Answer: That decision must be made by upper layer entities, not the lower-layer stack.

· Comment (Christian Kuhtz): When I visit a home or another enterprise, I may decide not to trust the infrastructure.  I decide as the owner of a device whether I trust the infrastructure or not.

· Answer: This information assists in selection of the network.

· Comment (Colin Blanchard): It will be a difficult task to classify these networks into types (a home network may have some characteristics of a commercial network), but a set of classes may be useful.

· Answer: The table needs to be refined to address those use cases.

· Question (Dave Stephenson): What do you mean by a class?
· Answer (Colin Blanchard): class 0 might be an open network, class 1 has a WEP key, class 2 needs something to be signed up for.

· Question (Hong Cheng): Is this WLAN type tied to AP or SSID?
· Answer: Tied to SSID.
· Question (Malik Audeh): Who is doing the sorting?
· Answer: It is upper layer software.

Straw Poll (11:18 am): "Is TGu supportive of 11-07/00446r0 and interested in having authors draft normative text for presentation at the next IEEE meeting in May 2007?"

· Vote: 29 for, 2 against
Presentation: 11-07/0461r0, Misc Comment Resolution to 802.11u-D0.03, Hong Cheng
· No questions on the presentation.
Motion (11:27 am): "Move that IEEE 802.11u approves document 11-07-0461-00-000u-misc-comment-resolution-to-802-11u-d0-03.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document."

· Moved by Hong Cheng, seconded by Necati Canpolat

· No debate on the motion.
· Vote: 15 in favor, 0 oppposed, 15 abstsentions

· Motion passes.  This was a technical motion requiring 75%, and received 100%.

Presentation: 11-07/0407r0 and 11-07/0408/r0, Emergency Services NAI and Emergency Services NAI Usage, Matthew Gast

· Question (Colin Blanchard): Where does the NAI come from?  You don't have a user.  Don't you want something that is like in 3G where the phone can make an emergency call without a SIM?
· Answer: Yes.  The NAI that is advertised is the user name that you would use to make the emergency call.  Rather than standardizing a user name, this allows the network to advertise that public credential.

· Question (Dave Stephenson): This text says that the NAI is in Beacon frame, but in mSSID, it moves to the GAS Native Query Protocol.

· Answer: That is because the two amendments were made using the same baseline.  The intent of this presentation was to change the ESR to use an NAI, wherever it appears in the TGu draft.  Another presentation will be required to synchronize the two proposals.

· Question (Stephen McCann): Should the question on EAP methods and key derivation go into the ECRIT liason?
· Answer: That is a good idea.
· Matthew Gast volunteered to work with the IETF liason officer to include the question in the liason.

Motion: "Move that IEEE 802.11u approves documents 11-07-0407-00-000u-emergency-services-nai.doc and 11-07-0408-00-000u-emergency-services-nai-usage.doc and requests the technical editor to incorporate them into the IEEE 802.11u draft document."
· Moved by Matthew Gast, seconded by Srini Sreemanthula

· No debate on the motion.

· Vote: 17 in favor, 0 opposed, 12 abstentions
· Motion passes.

Presentation: 11-07/0411r0, SSPN Admission Control, Matthew Gast

· Comment (Hong Cheng): More entries may be needed in the station configuration table for optional protocol features.

· Answer: That may be the case, but there is not a clear statement of which 11u features are optional and which are mandatory.

Motion: "Move that IEEE 802.11u approves document 11-07-0411-00-000u-sspn-admission-control.doc and requests the technical editor to incorporate it into the IEEE 802.11u draft document."
· Moved by Matthew Gast, seconded by Dave Stephenson
· Discussion on the motion:

· David Hunter: This document uses the "QAP" term, which has been replaced.  The technical editor should change "QAP" to "QoS AP".
· Stephen McCann: That is correct.  The secretary will note that for the technical editor.

· Vote: 14 in favour, 0 opposed, 9 abstentions
· Motion passes.

The meeting recessed into ad hoc mode at 12:18 pm to work on liasons.

Thursday, March 15, 2007, 4:00 PM to 6:00 PM
Chair: Stephen McCann
Recording secretary: Matthew Gast

Call to order and agenda
Meeting called to order on Tuesday, March 13, 2007 by Stephen McCann at 4:02 pm EDT.

Presentation: 11-07/0312r0, GAS Retry Rate Control, Angelo Centonza
· Comment: One simpler proposal is to limit the size of GAS response.
· Answer: A response size limitation has already been approved and put into the draft.  That doesn't solve the problem due to an excessive number of requests.

· Question (Dave Stephenson): On solution 4, what is the advantage of sending the cookie?  The cookie is transmitted in cleartext, so it can be transmitted in clear and an evil STA can steal it.

· Answer: The cookie can be based on the sending MAC address or the time it expires, so the AP can avoid some attacks.  The timestamp in the cookie narrows the window of vulnerability.

· Comment (Hesham Elbakoury): Could you combine solutions 1 & 2 in a token bucket?

· Answer: Yes, the thresholds can be set according to operator.
· Comment (Colin Blanchard): In an attack situation, option 3 recovers faster than 1 & 2, which both require timers to expire.  That makes it more attractive.

Straw poll: Which of the proposed solutions do you consider to best solve the problem described?
· Vote:

· option 1 – 0

· option 2 – 0

· option 3 – 8

· option 4 – 0

· don't know - 1
Straw poll: Move to have authors to draft text about the preferred solution within TGu for potential inclusion into TGu draft
· Question (Dave Stephenson): Is the intent to have this be informative text that recommends behavior, or normative text that an AP must implement?

· Answer: Recommended behaviors about the value to set would be informative.
· Vote: 11 yes, 1 no

Ad hoc discussion
· Necati Canpolat: We need an ad hoc to address inconsistencies between the proposals if we are serious about letter ballot in May.

· Straw poll: "Should we have an ad hoc meeting before the May meeting?"

· Vote: 5 yes, 0 no

· Timing discussion: Necati Canpolat can produce the next draft in mid-April, so late April is effective

· Straw poll: "Are you in favor of an ad hoc April 26-27 in Singapore?"

· Vote: 5 yes, 0 no

· Straw poll: "Are you in favor of an ad hoc May 10-11 in Montreal?"

· Vote: 3 yes, 1 no

· Straw poll: "Do you want an ad hoc at the end of April on the 25th-27th?"
· Vote: 5 for, 0 against
· Straw poll: "Which region should the ad hoc be in?"

· Vote: North America - 3, Europe - 3, Asia – 3

· The chair noted that there seemed to support for an ad hoc, but that the location was indeterminate.

Teleconferences
· 3GPP may want a teleconference with TGu, so it would be advantageous to book a teleconference reservation.

· The chair suggested the following times:

· April 19, 2007, 10:00 am ET

· May 2, 2007, 10:00 am ET

· The chair called for objections.  Seeing none, the group adopted the teleconference schedule by unanimous consent.

Ad hoc discussion, again
· Necati Canpolat noted that there was a host in Asia, and that it would be advantageous to the process to have the ad hoc well before the May meeting.
· Stephen McCann noted that the TGu study group was in Europe, and the first ad hoc was in the U.S.  Therefore, fairness suggests holding the next ad hoc in Asia.
· Chair called for strong objections to ad hoc in Asia.  None were made.  Therefore, the chair proposed the following motion:
Motion (5:03 pm): "Move to approve a TGu ad hoc meeting from April 25th to April 27th 2007 in Singapore."
· Moved by Necati Canpolat, seconded by Matthew Gast
· No debate on the motion

· Vote: 8 in favor, 0 against, 3 abstentions

· Motion passes.

Motion (5:07 pm): "Move to approve a TGu teleconferences at April 19th 2007 at 10:00 ET and May 2nd 2007 at 10:00 ET."

· Moved by Angelo Centonza, seconded by Hong Cheng

· No debate on the motion

· Vote: 8 in favor, 0 against, 2 abstentions

· Motion passes.

Document: 11-07/0476, IETF ECRIT Liason, Dorothy Stanley
· Language on EAP methods was removed from this document because it is not appropriate.  Dorothy Stanley recommends writing a separate liason letter to the appropriate EAP method update group

· Question (Dave Stephenson): Is the FTP site open?

· Answer: Yes.

Motion (5:19 pm): "Move to approve liason document 11-07-0476r1 and then request the IEEE 802.11 WG chair to forward it to IETF ECRIT as the response to their request for information from IEEE 802.11."

· Moved by Dorothy Stanley, seconded by Matthew Gast

· No debate on the motion.
· Vote: 10 in favor, 0 opposed, 1 abstention

· Motion passes.

Document: 11-07/0489r0, 3GPP SA2 Liason, Colin Blanchard
Motion (5:35 pm): "Move to approve liason document 11-07-0489r1 and then request the IEEE 802.11 WG chair to forward it to 3GPP SA2 as the response to their request for information from IEEE 802.11u."

· Moved by Sanjiv Nanda, seconded by Angelo Centonza
· No debate on the motion.

· Vote: 9 in favor, 0 opposed, 0 abstention

· Motion passes.

Document: Mobile Operators Liason, George Bumiller

· Stephen McCann: This text is not quite ready, so work will continue after the close of the meeting to bring this as a personal motion in the plenary tomorrow.

The chair asked if there was an objection to adjorning.  Seeing no objection, the meeting adjourned at 5:54 pm.
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