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11A. Hybrid Wireless Mesh Protocol

11A. Overview
11A. Rules shared by all routing modes
The Hybrid Wireless Mesh Protocol (HWMP) is a mesh routing protocol that combines the flexibility of on-demand routing with topology tree extensions. The combination of reactive and proactive elements of HWMP enables optimal and efficient path selection in a wide variety of mesh networks (with or without infrastructure).

HWMP uses a common set of protocol primitives, generation and processing rules taken from Ad Hoc On Demand (AODV) routing protocol [IETF RFC 3561] adapted for Layer-2 address-based routing and link metric awareness. AODV forms the basis for finding on-demand routes within a mesh network while additional primitives are used to proactively set up a distance-vector tree rooted at a single root MP. The root role that enables building of topology tree is a configurable option of an MP. 


HWMP supports multiple modes of operation depending on configuration.  Those modes are:

· On demand mode: this mode allows Mesh Points to communicate using peer-to-peer routes.  The mode is used in situations where there is no root configured.
· Proactive tree-based unregistered mode: this mode allows Mesh Points to proactively build unidirectional trees to the root.  The mode is beneficial in circumstances where proactive paths are needed, but the root does not need to be explicitely aware of the MPs in the network.
· Proactive tree-based registered mode: this mode allows bidirectional trees to be built, using a robust unicast mechanism.  Since all MPs register (including the addresses that they proxy) with the root, the root is aware of all nodes in the mesh.
These modes are not exclusive: one demand and proactive modes may be used concurrently.
All HWMP modes of operation utilize common processing rules and primitives.  HWMP control messages are the Route Request (RREQ), Route Reply (RREP), Route Error (RERR) and Root Announcement (RANN).  The metric cost of the links determines how HWMP builds routes. In order to propagate the metric information between nodes, a metric field is used in the RREQ, RREP and RANN messages. 
Routing in HWMP uses a sequence number mechanism to maintain loop-free connectivity at all times.  Each node maintains its own sequence number, which is propagated to other nodes in the HWMP control messages.

A node may be configured to send Root Announcement (RANN) messages (root node).  In non-registration mode, the RANN messages are flooded throughout the mesh and are used to build a tree.  As needed, each node in the mesh may build a reverse path to the root by sending a RREP.  In registration mode, RANN messages are only used to disseminate topology information, in order to trigger the establishment of a bidirectional tree to the root.  The establishment of the tree is performed by using RREQ and RREP control messages.
11A. On demand routing mode
If a source node S needs to find a route using the on demand routing mode,,it broadcasts a RREQ with the destination node D specified in the destination list and the metric field initialized to 0.  

When a node receives a RREQ it creates a route to S or updates its current route if the RREQ contains a greater sequence number, or the sequence number is the same as the current route and the RREQ offers a better metric than the current route.  If a new route is created or an existing route modified, the RREQ is also forwarded (re-broadcast) [Avinash will change this sentence].  Each node may receive multiple copies of the same RREQ that originated in S, each RREQ traversing a unique path from S to the node.  
Whenever a node forwards a RREQ, the metric field in the RREQ must be updated to reflect the cumulative metric of the route to the RREQ’s source.  After creating or updating a route to S, the destination node D sends a unicast RREP back to S.  [note to editor: replace S with source and D with destination node]
Intermediate nodes generate RREPs only if the “Destination Only (DO)” flag (see Error! Reference source not found.) is set to 1 for corresponding destinations, provided that they have routes to destinations. If the DO flag is set to 1, which is default, only the destination node can generate a RREP. If an intermediate node receives a RREQ with the DO flag set to 0 for a destination D and this intermediate node already has a valid route to D, it issues a unicast RREP to S. Furthermore, if the “Reply and Forward (RF)” flag is set to 1 for D, this intermediate node will forward the RREQ with the DO flag for D set to 1 (the reason to set the DO flag to 1 is to suppress any RREP messages from the subsequent intermediate nodes). Otherwise, there is no RREQ forwarding at intermediate node. The purpose of the “Destination Only” and “Reply and Forward” mechanisms is to enable a node to quickly establish a route using the RREP generated by the intermediate node and send data frames with a low route discovery delay and buffer requirement, while allowing that the route with the best route metric will be chosen (or validated) after the reverse route establishment procedure has been completed. The source sets the DO flag to 0 and RF flag to 1 for a destination in the RREQ only when it does not have a valid route and wants to discover a new route to this destination. As described below, the DO flag in the maintenance RREQ is always set to 1.

Intermediate nodes create a route to D on receiving the RREP, and also forward the RREP toward S. When S receives the RREP, it creates a route to D. If the destination receives further RREQs with a better metric, then the destination updates its route to the source to the new route and also sends a fresh RREP to the source along the updated route.  Thus a bidirectional, best metric end-to-end route is established between nodes S and D.

Note that the RREQ processing when the “Destination Only” flag is set to 0 but the “Reply and Forward” flag is set to 1, as specified in this standard, is different from that of the original AODV specification. Also, note that in HWMP, the RREQ processing of intermediate nodes is controlled per destination.
11A. Proactive tree-based unregistered mode
The tree building process begins with Root Announcement broadcast messages that contain the distance metric (set to 0 by the root) and a sequence number. Root Announcements are broadcast periodically by the root, with increasing sequence numbers.

Any MP hearing the Root Announcement, updates the metric and the hop count, and then re-broadcasts the Root Announcement.  Thus, information about the presence of and distance to available root(s) is disseminated from each root. 

Each MP may receive multiple copies of the Root Announcement, each traversing a unique path from the root to the MP. A node updates its current route to the root if and only if the announcement contains a greater sequence number, or the sequence number is the same as the current route and the announcement offers a better metric than the current route to the root.
11A. Proactive tree-based registered mode
The registered routing procedure differs from the unregistered routing procedure as the RANN (with registration flag set to 1) does not create a unidirectional route to the root.  The information contained in the RANN is used to disseminate link metrics.
Upon reception of a RANN with a registration flag set to 1, each MP that has to create or refresh a route to the root will send a unicast RREQ to the root via the sender of the RANN.  
The unicast RREQ will follow the same processing rules defined in the overview (11A.1.1.1.1), the only differences being that each RREQ transmission is explicitely destined to:

· The sender of the RANN for the first hop

· The next hop to the root for the subsequent hops 

The unicast RREQ creates the reverse route to the root, while the RREQ creates the forward route to the MP. 
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Abstract


The HWMP overview section introduces a set of procedures (previously described in the stand-alone HWMP draft [1]).  We distinguish three modes of operation: (1) on demand mode, (2) proactive tree-based unregistered mode and (3) proactive tree-based registered mode.
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