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1.0 Proposed Text Change

Text proposal for IEEE P802.11n™/D1.0, March 2006 [1] addressing comments made against clause 9.13, 9.14, 9.15, 9.16, and 9.17 (which are provided for reference in the appendix, as taken from [2]).  This text proposal renumbers, regroups, the mechanisms for protection of non-legacy frame exchanges from non-legacy STAs.  The change does the following:

· Title and text currently in clause 9.13 in [3] is moved (renumbered) to be 9.13.2, no other changes are made to this clause.  
· A new clause title is added: 9.13 Protection mechanisms
· A new clause title is added 9.13.1 Introduction 

· New introductory text is provided for clause 9.13.1 (see below)

· Titles, sub-clauses, and text currently in clauses 9.14, 9.15, and 9.16 are moved (renumber) to be 9.13.3, 9.13.4, and 9.13.5.  Note: no other changes are made to the text in these clauses or their associated sub-clauses.

The editor should add/modify existing editorial instructions as required. 
2.0 Clarification of the proposed text change (red lined text)
The following shows the changes described above to the current text in [1] and [3] as red line mark-up.  Note [] references are for source reference purposes and are not part of the original text, nor should they occur in the TGn draft. 
[From P9-2.11-REVma-D7.0 – page 327]
9.13 Protection mechanism 
9.13.1 Introduction
These protection mechanisms ensure that a STA defers transmission for a period of time.  These mechanisms are used to insure that non-ERP STAs do not interfere with ERP-frame exchanges between ERP STAs and that non-HT STA do not interfere with HT-frame exchanges between HT STAs.  Thereby, allowing non-ERP and/or non-HT STAs to coexist with ERP and/or HT  STAs.  
9.13.2 Protection mechanism for non-ERP receivers

The intent of a protection mechanism is to ensure that a STA does not transmit an MPDU of type Data or an MMPDU with an ERP-OFDM preamble and header unless it has attempted to update the NAV of receiving NonERP STAs. The updated NAV period shall be longer than or equal to the total time required to send the data and any required response frames. ERP STAs shall use protection mechanisms (such as RTS/CTS or CTS-to-self) for ERP-OFDM MPDUs of type Data or an MMPDU when the Use_Protection field of the ERP Information element is set to 1 (see the requirements of 9.6). Protection mechanisms frames shall be sent using one of the mandatory Clause 15 or Clause 18 rates and using one of the mandatory Clause 15 or Clause 18 waveforms, so all STAs in the BSA will know the duration of the exchange even if they cannot detect the ERP-OFDM signals using their CCA function. 

Note that when using the Clause 19 options, ERP-PBCC or DSSS-OFDM, there is no need to use protection mechanisms, as these frames start with a DSSS header.
In the case of a BSS composed of only ERP STAs, but with knowledge of a neighboring co-channel BSS having NonERP traffic, the AP may require protection mechanisms to protect the BSS’s traffic from interference.

This will provide propagation of NAV to all attached STAs and all STAs in a neighboring co-channel BSS within range by messages sent using rates contained in the BSSBasicRateSet parameter. The frames that propagate the NAV throughout the BSS include RTS/CTS/ACK frames, all data frames with the “more fragments” field set to 1, all data frames sent in response to PS-Poll that are not proceeded in the frame sequence by a data frame with the “more fragments” field set to 1, Beacon frames with nonzero CFDurRemaining, CF-End frames, and CF-End+ACK frames.

When RTS/CTS is used as the protection mechanism, cases exist such as NAV resetting (discretionary, as indicated in 9.2.5.4), where a hidden station may reset its NAV and this may cause a collision. The likelihood of occurrence is low, and it is not considered to represent a significant impairment to overall system operation. A mechanism to address this possible situation would be to use alternative protection mechanisms or to revert to alternative modulation methods.

If a protection mechanism is being used, a fragment sequence shall use ERP-OFDM modulation for the final fragment and control response. 

The rules for calculating RTS/CTS NAV fields are unchanged when using RTS/CTS as a protection mechanism. 

Additionally, if any of the rates in the BSSBasicRateSet parameter of the protection mechanism frame transmitting STA’s BSS are Clause 15 or Clause 18 rates, then the protection mechanism frames shall be sent at one of those Clause 15 or Clause 18 basic rates.
[From P802.11n-D1.0 – starting page 105]
9.13.3 Protection mechanisms for different HT PHY options

9.13.3.1 RIFS Protection

All STAs at the BSS shall protect RIFS sequences when there is at least one non-HT STA associated with this BSS.

(Ed: This needs to be related to the AP’s signaling)

9.13.3.2 Green Field Protection

All STAs in the BSS shall protect Green Field PPDUs when there is at least one non-HT or non-GF STA associated with this BSS.

(Ed: This needs to be related to the AP’s signaling)


9.13.4 L-SIG TXOP Protection

(Ed: Figure would be helpful)

A Rate of 6 Mbps shall be used in L-SIG. The L-SIG field of HT frames with a Mixed Mode PHY header shall contain a value that causes non-HT devices to defer transmission for a period of time corresponding to the length of the rest of the packet, with exceptions defined in this section.

An HT STA shall indicate whether it supports L-SIG TXOP Protection in its L-SIG TXOP Protection Support capability field in association requests and probe responses.

The AP determines whether all HT STA in its BSS support L-SIG TXOP Protection and indicates this in the L-SIG TXOP Protection Full Support bit of its HT Information Element. This bit shall not be set to 1 when any HT STA is associated that does not support L-SIG TXOP Protection.

An infrastructure STA may use L-SIG TXOP Protection if its AP sets L-SIG TXOP Protection Full Support to 1.

NOTE 1—An HT STA can always use L-SIG TXOP Protection if its AP sets this bit to 1 because the AP has already checked that all possible peers of the STA support L-SIG TXOP Protection.

A STA should not use L-SIG TXOP Protection if its peer does not support it.

NOTE 2—this means that the STA should check its intended peer (unless the previous rule tells it doesn't have to) to see if it supports L-SIG TXOP protection.  A STA might not want to go through the expense of a probe request/response the first time round.  But once lack of support for L-SIG TXOP protection has been determined, use of this technique does not achieve adequate protection.

Under L-SIG TXOP Protection operation, the L-SIG field with a Mixed Mode PHY header shall contain a duration value equivalent (except in the case of RTS as described below) to the MAC duration included in the MAC header.  An L-SIG field that contains a value that does not directly represent the actual duration of the frame is called an L-SIG Duration. 

Non-HT devices are not able to receive any subsequent PPDU that starts during the L-SIG duration. Therefore, no frame shall be transmitted to a non-HT receiver during an L-SIG protected TXOP. 

L-SIG TXOP Protection should not be used and the Implementers of L-SIG TXOP Protection are advised to include a NAV based fallback mechanism, if it is determined that the mechanism fails to effectively suppress non-HT transmissions.  How this is determined is outside the scope of this document.

TXOP truncation is not allowed in combination with L-SIG TXOP Protection, because the non-HT device receiving state cannot be reset through the transmission of a MAC frame. This implies that CF-End frames shall not be transmitted to truncate a NAV that is established through the use of L-SIG TXOP Protection. This avoids potential unfairness or a capture effect involving non-HT devices.

9.13.4.1 L-SIG TXOP Protection Rules at the Initiator

Under L-SIG TXOP Protection rules, an initiator may use RTS/CTS to establish protection. 

Under L-SIG TxOP Protection operation, the L-SIG field of an RTS with a Mixed Mode PHY header shall contain a duration value that protects  RTS_frame + (RTS_MM_Preamble_Length - Non-HT_Preamble_Length)

An HT STA using L-SIG TXOP protection shall use an accurate prediction of the TXOP duration inside the Duration field of the MAC header to avoid inefficient use of the channel capability. 

If the  RTS/CTS handshake succeeds (i.e. upon reception of a L-SIG TXOP Protection CTS addressed to the initiator), all mixed mode PPDUs transmitted inside an L-SIG TXOP Protection protected TXOP shall contain an L-SIG Duration up to the endpoint of the MAC Duration.

The initiator should send a CF_End frame carried in a basic rate non-HT PPDU, SIFS after the L-SIG TXOP protected period. This enables third party devices to terminate EIFS procedure to avoid potential unfairness or a capture effect.

9.13.4.2 L-SIG TXOP Protection Rules at the Responder

On receiving an RTS frame addressed to itself, a responder that asserted the L-SIG TXOP Protection support bit upon association, may generate an L-SIG TXOP Protection CTS frame with the L-SIG Duration = (MAC Duration of RTS – SIFS – L-Preamble). 

After transmission of an L-SIG TXOP Protection CTS the responder’s mixed mode PPDU transmissions shall contain an L-SIG Duration up to the endpoint of the MAC Duration.  

A STA shall only transmit a response frame containing an L-SIG Duration in response to a frame that also contained an L-SIG duration.

9.13.4.3 L-SIG TXOP Protection Rules at Third Party HT

An HT receiver that asserted the L-SIG TXOP Protection support bit upon association, and that receives an L-SIG protected PPDU in which it can not decode a MAC duration shall update it’s NAV to a value equal to L-SIG duration – HT-SIG duration. This NAV update operation takes place at the termination of the time/length value represented in the HT-SIG field.


9.13.5 Protection mechanisms for Aggregation Exchange Sequences  

9.13.5.1 Generally

The following techniques may be used to achieve protection using a MAC layer technique:

· A contention-free-period of a beacon containing a CF parameter set.

· The HC may deliver a polled TXOP to an HT STA.  The whole of the TXOP is protected by the duration field in the QoS CF-poll.

· The HC uses its privileged channel access (after a PIFS) and starts a CAP with transmission of a CTS-to-self frame.

· A TXOP may be started with an RTS/CTS exchange, providing NAV protection of the duration specified in these control frames.

· A TXOP may be started with a DATA/ACK exchange providing NAV protection of the specified duration 

9.13.5.2 Long NAV

When a STA holds a TXOP, it may set a long NAV value intended to protect multiple PPDUs using a single protection MAC layer protection exchange, e.g., RTS/CTS.

The STA may be able to accurately predict the duration of these PPDUs, in which case it can set duration values in a protection exchange accurately.

However, it may not be able to predict the duration accurately.   Setting a longer NAV allows it to respond to the following events:

Retries of failed transmissions in the current exchange

Adaptation of transmit parameters by training feedback during the current exchange

Transmission of MSDUs arriving at the MAC Data SAP during the current exchange

LongNAV protection is defined as selecting a duration value, limited by the remaining duration in the current TXOP and setting the NAV to this value using one of the MAC layer protection techniques. The duration field in aggregated frames shall contain the remaining duration of TxOP (referenced to the end of the PPDU carrying the frame). All single frames sent in the TxOP by Initiator or Responder shall contain remaining of TxOP in the duration field.

An example in Figure n1 shows use of LongNAV

In this example, an RTS/CTS exchange establishes NAV protection of the TXOP.

There then follows a sequence of transmissions of aggregates and Block ACK responses from the responder.  
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Figure n1 – Example of LongNAV Operation

9.13.5.3 Truncation of TXOP

In the case when a STA gains access to the channel using EDCA and uses LongNAV to protect a duration value, and then runs out of frames to transmit, the STA may transmit a CF-End provided that the remaining duration is long enough to transmit this frame. By transmitting the CF-End frame, the STA is explicitly indicating the completion of its TXOP.

This shall be interpreted by HT STAs and is interpreted by non-HT STAs as a NAV reset – i.e. they reset their NAV timer to zero at the end of the PPDU containing this frame. 
 After receiving a CF-End with a matching BSSID, an AP may respond with a CF-End after SIFS.
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Figure n2 – Example of TXOP Truncation

In the example above the device accesses the medium using EDCA channel access and then engages in two sequences of PPDUs in the initiator role.  Each sequence may include multiple PPDUs sent and received.

At the end of the second sequence, the initiator has no more data that it can send that fits within the TXOP, so it truncates the TXOP by transmitting a CF-End frame.  

HT STAs and non-HT STAs that receive this frame reset their NAV and can start contending for the medium without further delay.

TXOP truncation shall not be used in combination with L-SIG TXOP Protection, because a CCA cannot be reset through the transmission of a MAC frame. 

This avoids potential unfairness or a capture effect for non-HT devices.
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Copy of addressed comment from [2]:
	CID
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	Page(Ed)
	Line(Ed)
	Clause(Ed)
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	Duplicate of CID
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	Proposed Change

	10465
	N
	105
	 1
	9.13
	HE
	 
	D
	Suggest reorganizing this text
	9.13 is generally about protection schemes. Change title of 9.13 to be just that (Protection mechanisms). Add 9.13.1 "Overview of protection mechanisms" with a few sentences about what the problem is that they are trying to solve. Like the first few sentences currently in 11ma 9.13, except that its too specific to NAV. Then 9.13.2 "Protection mechanisms for non-ERP receivers" with current text. Then 9.13.3 "Protection mechanisms for different HT PHY options", 9.13.4 "L-SIG TXOP protection", 9.13.5 "Protection mechamisms for Aggregation Exchange sequences"
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Abstract


This document provides a text proposal for the 802.11 TGn draft: IEEE P802.11n™/D1.0, March 2006 [1].  This proposal is provided at the request of the TGn General Ad Hoc as discussed on Tuesday, 07/13A session. This text addresses the following comment CID number: 10465. 











� Note, the transmission of a single CF-End MPDU by the initiator resets the NAV of devices hearing the initiator.  There may be devices that could hear the responder that had set their NAV that do not hear this NAV reset.  Those devices will be prevented from contending for the medium until the original NAV reservation expires
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