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Abstract

This document contains a normative text proposal in support of requirement R9I1 (Individual Requirements) in 05/822r9. This proposal has been produced by the WiNOT (Wireless NetwOrking Technology) consortium.
R9I1: “Define IEEE 802.11TM functionality which would be required to support an Emergency Call (e.g. E911) service as part of an overall, multi-layer solution. Specifically: Capability Advertisement and Authentication issues”

This text proposal is based on P802.11-REVma-D5.1.
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7. Frame formats

7.2 Format of individual frame types

7.2.3 Management frames

7.2.3.1 Beacon frame format

Insert a new row into table 8 as shown below:

Table 8—Beacon frame body

	Order
	Information
	Notes

	26
	Emergency Service
	Emergency Service shall be present if dot11EmergencyServicesEnabled is true.

	
	
	


7.2.3.4 Association Request frame format

Insert a new row into table 10 as shown below:

Table 10—Association Request frame body

	Order
	Information
	Notes

	11
	Emergency Service
	Emergency Service shall be present if dot11EmergencyServicesEnabled is true.

	
	
	


7.2.3.5 Association Response frame format

Insert a new row into table 11 as shown below:

Table 11—Association Response frame body

	Order
	Information
	Notes

	8
	Emergency Service
	Emergency Service shall be present if dot11EmergencyServicesEnabled is true.

	
	
	


7.2.3.6 Reassociation Request frame format

Insert a new row into table 12 as shown below:

Table 12—Reassociation Request frame body

	Order
	Information
	Notes

	12
	Emergency Service
	Emergency Service shall be present if dot11EmergencyServicesEnabled is true.

	
	
	


7.2.3.7 Reassociation Response frame format

Insert new row into table 13 as follows:

Table 13—Reassociation Response frame body

	Order
	Information
	Notes

	8
	Emergency Service
	Emergency Service shall be present if dot11EmergencyServicesEnabled is true.

	
	
	


7.2.3.9 Probe Response frame format

Insert a new row before the last line into table 15 and modify the last row as shown below:

Table 15—Probe Response frame body

	Order
	Information
	Notes

	24
	Emergency Service
	Emergency Service shall be present if dot11EmergencyServicesEnabled is true.

	25-255
	Requested information elements
	Elements requested by the Request information element of the Probe Request frame.

	
	
	


[Editor’s note: Will also need to incorporate Interworking IE into 11k Neighbor Report action frames]
7.3 Management frame body components

7.3.2 Information Elements

Insert Element ID x into Table 26 and change the Reserved row accordingly: 

Table 26—Element IDs

	Information Element
	Element ID

	Emergency Service
	51

	Reserved
	52-221

	
	


7.3.2.29 TSPEC element

Modify Figure 100 in section 7.3.2.29 as shown
	
	B0
	B1 B4
	B5     B6
	B7    B8
	B9
	B10
	B11 B13
	B14 15
	B16
	B17
	B18 B23

	
	Traffic type
	TSID
	Direction
	Access Policy
	Aggregation
	APSD
	User Priority
	TSInfo Ack Policy
	Schedule
	Emergency service
	Reserved

	Bits
	1
	4
	2
	2
	1
	1
	3
	2
	1
	1
	6


Figure 100—TS Info field
Insert the following new clauses at the end of section 7.3.2.29
· The Emergency service subfield is 1 bit in length and shall be used to indicate access priority in case the initiating STA wishes to setup an emergency call such as represented by applicable regulatory requirements in a regulatory domain.

[Editor’s note: Could consider to add additional IE to ADDTS to indicate that there is an emergency call pending. FFS]
Insert the following new clauses after 7.3.2.34
7.3.2.35 Emergency Service Information element

The Emergency Service Information element contains information about the capabilities of a STA to support emergency-type sessions as shown in Figure u1.
	
	
	
	
	
	

	
	Element ID
	Length
	Emergency Service field
	BSSID
	SSPN

	Octets:
	1
	1
	1
	6
	TBD


Figure u1—Emergency Service Information element format

The Length field is variable. The minimum value of the Length field is 1.

The Emergency Service field is a bit field indicating the advertised capabilities and requests of the STA. The Emergency Service field is shown in Figure u2.

	
	
	
	
	

	
	B0
	B1
	B2
	B15

	
	Emergency call supported
	Emergency call requested
	Reserved

	Bits:
	1
	1
	14


Figure u2—Emergency Service field
· The Emergency call support bit set to 1 indicates the STA supports emergency call support functionality such as represented by applicable regulatory requirements in a regulatory domain. The Emergency call support bit set to 0 indicates that the STA does not support this service.

· The Emergency call requested bit set to 1 indicates the STA requests an emergency call type association to establish a session with the DS. The Emergency call requested bit shall be set to 0 otherwise.

· All other bits are reserved and shall be set to 0 on transmission and ignored on reception

The optional BSSID field may be advertised in case a dedicated BSS is set up to support emergency-type sessions.

The optional SSPN field may be advertised to facilitate emergency-type session establishment.

Both the BSSID field and the SSPN field shall not be included by non-AP STAs into the Emergency Service Information Element.

[Editor’s note: may sort out terminology to avoid confusion with TSPEC field, maybe consider to split the IE for STA and AP]

11. Layer Management

[Editor’s note: some MLME primitives may need update to indicate emergency-type support in reported BSS, also authentication indications need to be modified]

11. MLME

Insert the following new clauses after section 11.10

11.11 Interworking Procedures

This clause describes the actions and the procedures to enable seamless interworking of a multi-access capable STA with other non-802.11 access technologies or when other non-802.11 specific network protocols are involved.
11.11.1 Emergency call support
Support for emergency calls such as represented by applicable regulatory requirements in a regulatory domain is provided through capability advertisements in the BSS and non-AP STAs.

It is assumed that a high layer standardized protocol or protocol suite to establish an emergency call or using any other emergency services is implemented on the STA and part of the capability negotiation process when such a call is set-up. In particular, capability exchanges pertaining to this higher layer functionality such as implemented voice codecs are assumed to be negotiated through appropriate higher layer signalling.

Routing and Access Control Procedures in support of emergency calls are out-of-scope for this amendment.

If needed, several approaches could be used in the DS to separate the backhaul of emergency services traffic from other traffic. For example, this may be realized in the form of a separate physical link, a dedicated VLAN, a tunnelling protocol or other methods.

It is assumed that proper admission control at setup and ensuring call priority during an ongoing emergency calls can be realized through a combination of QoS support features or by other methods. For example, maintenance of existing sessions either by the initiating or other STAs in the BSS or maintenance of associations in a BSS may not be required under all circumstances and could be given less priority. Another possible approach left to the discretion of the BSS implementation is the use of a Virtual BSS exclusively reserved for the purpose to set-up and maintain call priority for emergency calls.

The presence of 802.11 emergency call support in the BSS shall be advertised to interworking capable STAs by signalling this capability through the corresponding Emergency Service Information Element in Beacon, Probe Response, Association Response and Reassociation Response frames when dot11EmergencyServicesEnabled is set to true. Optionally, the Emergency Service Information Elements in these frames may contain an advertised BSSID to be used exclusively for the purpose of carrying emergency-type traffic.

In the case when STA credentials are used to request access to DS services for emergency-type calls, the STA may initiate an emergency call by indicating this special case of traffic stream setup by setting the Emergency Service bit in the corresponding TSPEC request. How to determine if a BSS supports access based on the implemented STA credentials is out-of-scope of the present amendment.

In the case when a STA requests un-authenticated access to emergency services in the BSS, the STA shall indicate its intent to establish an emergency-type session by setting the Emergency call requested bit in the Emergency Service Information Element in its Association Request frames. This association shall be admitted without autnetication required when the support of this capability is advertised in the BSS Emergency Service Information Element. When an Emergency Service Information Elements advertised in Beacon, Probe Response, Association Response and Reassociation Response frames contains an advertised BSSID, the STA shall use this advertised BSSID to associate for the purpose of establishing an emergency-type session. When STA is already associated to a BSS when the emergency-type call is requested, it shall disassociate first and re-associate using the Emrgency Service Infformation Elements in its Re-association Request frames. In addition, an explicit emergency call indication can be used any time when allocating traffic streams through ADDTS frame exchanges by the initiating STA.

[Editor’s note: May want to clean- this up a bit, but this is already the idea].

Annex A

A.4 PICS proforma–IEEE Std. 802.11, 2006 Edition

A.4.3 IUT configuration 

Append this entry to the end of the IUT configuration table:

	
	
	
	
	

	Item
	IUT configuration
	References
	Status
	Support

	*CFu
	Interworking supported
	11.11
	O
	Yes, No, N/A

	
	
	
	
	


Insert this new clause after clause A.4.16:

A.4.16 Interworking extensions

	
	
	
	
	

	Item
	Protocol Capability
	References
	Status
	Support

	
	Are the following Interworking capabilities supported?
	
	
	

	IW1
	Emergency call support
	11.11.1
	CFu:M
	Yes, No, N/A


Add the following MIB attributes to Annex D:

Annex D

In the dot11StationConfig table of Annex D, insert the following entries at the end of the dot11StationConfigEntry sequence list:

Dot11StationConfigEntry ::=

    SEQUENCE {

…

dot11EmergencyServicesEnabled TruthValue }

Insert the following elements at the end of the dot11StationConfigTable element definitions:

dot11EmergencyServicesEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only 

STATUS current 

DESCRIPTION 

"This attribute, when TRUE, indicates that the station 

implementation is capable of supporting either non-802.11 Network
Access services or non-802.11 specific protocol functionalities in support of seamless interworking.

The default value of this attribute is FALSE."

::= { dot11StationConfigEntry TBD } 
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