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Overview of current situation
Current (D1.0) handling at the MLME of an Action frame sent over-the-DS to the target AP.
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Handling at the MLME of an Authentication frame sent over-the-air to a target AP.
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Use of Authentication frames for both over-the-air and over-the-DS

Alternative #1 of handling at the MLME of an Authentication frame sent over-the-DS to the target AP.
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Aspects of 802.11 Authentication frame handling that need to be fixed:

1. Handling of the sending of management frames of type Authentication in the STA MAC needs to be made conditional on Authentication algorithm and on presence of the IE giving the Target AP. (Clause 8.2.2.1 seems OK, but 11.3.2 isn’t)

2. Handling of the receiving of management frames of type Authentication in the AP MAC needs to be made conditional on Authentication algorithm and on presence of the IE giving the Target AP. (Clause 8.2.2.3.5)

3. Handling in the MLME of management frames of type Authenticaiton needs to be made conditional on presence of an IE giving the Target AP, so that the MAC generates a MLME-Remote-Request instead of MLME-Authenticate. (Clause 10.3.4.3.3)

4. A way needs to be defined for the RRB/SME at the Current AP to send an Authentication Response frame back to the STA.

5. Handling of the receiving of management frames of type Authentication in the STA MAC needs to be made conditional on Authentication algorithm (not just on Transaction sequence number (e.g. clause 8.2.2.3.5)) and on presence of the IE giving the Target AP.

6. SME procedures invoked on receipt of Authentication frames need to be made conditional on the Target AP  (clause 11.3.2)

Alternative #2 of handling at the MLME of an Authentication frame sent over-the-DS to the target AP.
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Aspects of 802.11 Authentication frame handling that need to be fixed:

1. Handling of the sending of management frames of type Authentication in the STA MAC needs to be made conditional on Authentication algorithm and on presence of the IE giving the Target AP. (Clause 8.2.2.1 seems OK, but 11.3.2 isn’t)

2. Handling of the receiving of management frames of type Authentication in the AP MAC needs to be made conditional on Authentication algorithm and on presence of the IE giving the Target AP. (Clause 8.2.2.3.5)

3. SME procedures invoked on MLME-Authenticate.indication need to be made conditional on the presence of the IE giving the Target AP. (Clause 11.3.2)

4. Handling of the sending of management frames of type Authentication in the AP MAC needs to be made conditional on Authentication algorithm and on presence of the IE giving the Target AP. (Clause 8.2.2.1 seems OK, but 11.3.2 isn’t)

5. Handling of the receiving of management frames of type Authentication in the STA MAC needs to be made conditional on Authentication algorithm (not just on Transaction sequence number (e.g. clause 8.2.2.3.5)) and on presence of the IE giving the Target AP.

6. SME procedures invoked on receipt of Authentication frames need to be made conditional on the Target AP  (clause 11.3.2)
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Abstract


Comment #105 requested that we use Authentication frames exclusively to perform Fast BSS Transitions, rather than the D1.0 technique of using Authentication frames for over-the-air and Action frames for over-the-DS.





This submission discusses the changes needed in D1.0 to make this change.
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