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1 Introduction
This document describes a metric and associated test methodology for characterizing the BSS transition, or “roaming”, time of a system of 802.11 APs and a single client STA.  The metric is called the observed BSS transition time.

Repeated measurement of the observed BSS transition time does not necessarily produce the same result, due to random factors in the operation of the protocol.  Furthermore, measurement of the minimum possible transition time performance may not be appropriate when the client STA is expected to experience only fixed rate traffic.  For this reason, repeated measurements are made using a fixed rate of traffic, such as typical of a packet voice handset.  These results are used to produce an estimated cumulative distribution function (CDF) of the transition time.  Presenting the results in this form is expected to be useful to, for example, planners of packet voice networks.  While presented in the context of a packet voice application, the metric is expected to be useful for any streaming application where service must be maintained as mobile 802.11 STAs roam between APs.
Add the following text at a suitable place in the 802.11.2 draft:

2 Observed BSS Transition Time Metric
2.1 Introduction and Purpose

This methodology explains how to characterize the time it takes for an 802.11 client station to change its network connectivity from one 802.11 AP to another.  The process is formally called BSS transition, but colloquially referred to as “roaming.”  BSS transition is inherently a time-varying activity, due to various underlying protocol mechanisms that must operate in concert to achieve the transition.
The BSS transition starts after the transmission of the last acknowledged data frame sent within an originating BSS and ends after the transmission of the first acknowledged data frame sent within the destination BSS.  This definition encompasses both uplink and downlink data frames.  Because all 802.11 data frames are considered in this definition, the metric characterizes the link layer portion of the transition only, since some of these data frames may be part of a network layer transition protocol.
By making repeated measurements, the methodology can provide a statistical characterization of the observed BSS transition time in the form of a cumulative distribution function.  Presenting the results in this form is useful to system designers and planners.
The system under test consists of a single 802.11 client station and two 802.11 APs in a conducted and isolated environment.  The environment provides variable attenuators to control the signal levels reaching the station and AP.  The client station connects to one AP and passes fixed frame rate traffic.  After a suitable interval, the attenuators start changing in such a way as to increase the loss between the station and the current AP, and decrease the loss between the station and the other AP.  This continues until the attenuators reach their limits, at which point the station should have made the transition to the other AP.  After a pause (“inter-roam delay”), the process is repeated so the station transitions back to the other AP.  This complete cycle is repeated many times to produce a data set of transition times, which are post-processed to produce a cumulative distribution.

2.2 Test Configuration

2.2.1 Resource Requirements

The following items are the minimum required to perform the BSS transition time test:

· System under test:

· Two APs

· One STA

· Additional wired networking hardware for connecting the APs

· A wired traffic endpoint

· Two wireless monitoring devices

· Four variable attenuators

· Three resistive RF splitter/combiners

These items are connected as shown in Figure 1, creating two RF paths, each with path loss controlled by the variable attenuators.

The traffic endpoint is a device connected to the wired network to provide an appropriate source or termination for traffic destined or originating from the wireless client.
Each wireless monitor device receives all 802.11 frames transmitted by the AP and STA devices.  These devices should be synchronized in some fashion so that the relative timing of airlink events can be established.  The wireless monitors operate as passive devices and must not transmit any 802.11 frames.
Two variable attenuators should be provided in each branch of the setup.  The arrangement shown makes it possible for the wireless monitor devices to always hear both the AP and STA, regardless of whether the attenuators are set to prevent the AP and STA from hearing each other.

The power splitters through which the wireless monitors are connected should be purely resistive.  This enables a wireless monitor to receive signals equally well from an AP and the STA.
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Figure 1.  Test setup for BSS transition time metrics.
The attenuators vary over the course of trial to produce a path loss for each STA-AP path according to Figure 2.  The actual path loss values depend on the transmitter power and receiver sensitivies of the 802.11 devices in the system.  The minimum path loss should be great enough that the signal received at any device should be at least 10 dB below the maximum level to cause a 10% frame error rate.  The maximum path loss should be sufficient to prevent the client STA from associating with either AP, or at least 10 dB below the lowest sensitivity level.
The sweep time and inter-roam delay are part of the choices of test conditions and are discussed further in that section.
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Figure 2.  Path loss profiles to be produced by the variable attenuators shown in Figure 1.

2.2.2 Test Environment

The environment required for this test is a conducted and isolated environment in which cables are connected to the antenna ports of the 802.11 devices.  It is of prime importance that the STA receive signals only through the desired path, otherwise the STA may remain associated with an AP throughout the entire range of the variable attenuators, rather than switching to the more favorable AP.  For this reason, all 802.11 devices (AP, STA, wireless monitor) should be operated from within separate shielded enclosures.  Also, care should be taken to avoid the possibility of RF signals bypassing the variable attenuators, for similar reasons.  A good rule of thumb is to insure at least 10 dB more loss through unintended paths than through the intended path.
It is also possible to use a radiative means, such as a near-field probe to connect the APs and STA into the test system instead of a conducted connection.  However, this introduces additional insertion loss which must be accounted for to achieve a specific range of path loss.  Also, using a near-field probe definitely requires that the 802.11 devices be operated from within shielded chambers.
2.2.3 Permissible Error Margins and Reliability of Test

The error margins for these metrics pertain to the timing of airlink events.  For consistency and repeatability, timing of airlink events should be 10 to 20 times more accurate than the shortest measured BSS transition time.
2.3 Approach

2.3.1 Configuration Parameters
The table below gives the system parameters that must be configured before the start of each test trial.

	Parameter
	Description

	Channel 1
	802.11 channel on which AP-1 is set up to transmit and receive traffic

	Channel 2
	802.11 channel on which AP-2 is set up to transmit and receive traffic

	AP transmit signal level
	AP transmit power level setting in dBm.  Each AP should be set the same

	STA transmit signal level
	STA transmit power level setting in dBm.

	dot11RTSThreshold
	Packet size threshold beyond which RTS/CTS handshakes are used by DUT

	dot11FragmentationThreshold
	Packet size threshold beyond which fragmentation is performed by DUT

	Power save mode
	Any mode in which the Power Management bit of the 802.11 Frame Control field is set according to STA power management algorithms while the STA is passing data traffic.

	QoS access category (AC)
	User priority level assigned to DUT transmit traffic per IEEE Std 802.11e

	Security mode
	Authentication and key management (AKM) suite, per IEEE Std 802.11i


Table 1.  Configuration parameters for observed BSS transition time measurement.
The tests described in this subclause should be first performed with the above configuration parameters being set up as per the baseline configuration. Once a trial using the baseline configuration has been carried out, the configuration parameters may be varied and additional trials carried out.

2.3.2 Baseline Configuration
Table 2 specifies the baseline SUT setup that should be configured, measured and reported whenever this test is performed.
	Parameter
	Description

	Channel 1, Channel 2
	Access points should be set to use any two different channels available within the same frequency band.

	AP transmit signal level
	Maximum supported by the AP.

	STA transmit signal level
	Maximum supported by the STA.

	Minimum path loss
	To produce a received signal at any 802.11 device in the system at least 10 dB below the maximum level to cause a 10% frame error rate.

	Maximum path loss
	To produce a received signal at any 802.11 device in the system at least 10 dB below the lowest sensitivity level.

	dot11RTSThreshold
	2312 bytes

	dot11FragmentationThreshold
	2312 bytes

	Power save mode
	Off

	QoS access category (AC)
	QoS frames not used (no 802.11e QoS control field)

	Security mode
	Open authentication, no privacy suite in use


Table 2.  Baseline configuration parameters.

2.3.3 Modifiers
The following modifiers may be varied to conduct additional trials:

1. RTS threshold
2. Fragmentation threshold
3. Security mode (e.g., WEP, TKIP, AES)
4. 802.11e QoS support with access category for test traffic specified.  Default EDCA parameters are assumed.
5. Power save mode
2.3.4 Test Conditions
Table 3 specifies the test conditions that should be established and maintained by the test controller whenever this test is performed. In cases where sets of test conditions are specified, trials should be run for each combination.

	Parameter
	Description

	MAC frame sizes
	128, 256 bytes

	Frame formats
	Per RFC 2544 Appendix C with LLC/SNAP encoding per RFC 1042

	Intended uplink traffic load
	None, 10, 20, 30 msec frame interval

	Intended downlink traffic load
	None, 10, 20, 30 msec frame interval

	PHY data rate
	Maximum supported by APs and STA

	Sweep time
	50 sec

	Attenuator sweep function
	Linear in dB

	Inter-roam delay
	20 sec

	Number of trials
	At least 100


Table 3.  Test conditions.

The intended traffic loads are selected to achieve either unplink only, downlink only, or symmetric bidirectional traffic.  If the traffic is bidirectional, the frame rates for the uplink and the downlink should be the same.
The baseline attenuator sweep function is linear in decibels.  That is, the attenuator sweeps from one extreme to another at a constant rate as measured in decibels.  Other sweep functions are possible, but are not the baseline.
2.3.5 Procedure

The SUT and test equipment are initially set up according to their baseline configuration and using a starting combination of test conditions.  The attenuators are set to produce a minimum path loss between the STA and AP-1 and the maximum path loss between the STA and AP-2.  Test traffic then begins passing between the STA and the traffic endpoint through AP-1, according to the desired offered load and direction.  After the traffic flows are established, the wireless monitoring devices begin capturing all traffic passing between the APs and the STA, and the attenuators begin sweeping from their current setting to the opposite extreme.  At some point, processes within the system will cause the STA to transition from AP-1 to AP-2.  The attenuators continue to sweep to the limits, at which point the inter-roam delay starts.  This constitutes a single trial.  The next trial starts after the inter-roam delay with the same attenuator sweep time and forces the STA to transition from AP-2 to AP-1.
For each trial, processing is carried out on the packets captured by the wireless monitoring devices to determine the observed BSS transition time.  The processing determines the time of occurrence of two events (refer to example in Figure 3):

1. The time at which the last data frame was transmitted and acknowledged within the originating BSS, and

2. The time at which the first data frame was transmitted and acknowledged within the destination BSS.

The time between these events is the observed BSS transition time.  The processing activity should determine the time of these events for both uplink and downlink frames.  For bidirectional traffic, an uplink or downlink data frame should be considered as the last data frame or the first data frame.
Th

The processing activity should ignore any data frames that are part of a BSS transition handshake, as well as any 802.11 management frames.
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Figure 3.  Graphical definition of observed BSS transition time for bidirectional traffic.
2.3.6 Reported Results

The results to be reported after performing the test procedure described above are the observed BSS transition times, as measured by the procedure and the number of trials conducted.  These results are most conveniently presented in the form of a cumulative distribution function.  The x-axis represents time, while the y-axis represents the probability that the BSS transition time is less than the corresponding time on the x-axis.

2.3.7 Specific Reporting Requirements

Additional information to be reported is as follows:
1. All system configuration

2. All test conditions

3. Retry limit for STA and APs
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Abstract


This document constitutes the draft text proposal for a test methodology for measuring a metric that characterize the time it takes an 802.11 client STA to transition, or “roam,” between two APs.
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