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Recorded Attendees

Stephen McCann  (Chair, TGu)

Cheng Hong

Lars Falk

Juan Carlos Zuniga

Stefano Faccin

Jim Tomcik

Mike Moreton

Proceedings:

Chair opened the teleconference at 09:00 EST.  There were no objections to everyone being aware of IEEE –SA policies.

Initial Discussion:

Objectives of this teleconference

Q: Are we looking into requirements what we want to work on in TGu?

Chair: At this stage, we will go back to review those requirements proposed at earlier stage, then at the Atlanta meeting we will go through them and decide if they are in scope.  For example, 3GPP have some 

requirements on the blackbox (WLAN) and it is felt by some people feel that those require changes in the IEEE 802.11 standard.

Action: Jim Tomcik and Stefano Faccin will exchange e-mail regarding the requirements from 3GPP2. However, so far, there do not appear to be any direct requirements on the 802.11 MAC

Chair: We are not just relying on external requirements.  We also have some internal requirements from 

previous presentations in WIEN SG.

Review of WiFi Alliance (WFA) requirements:

The following discussion is based on some comments from Eleanor Hepworth, after looking at the WiFi Alliance Public Access Document.

Chair: So far, they have no specific requirements on the 802.11 MAC.  But there are some assumptions, e.g. virtual AP is used.  The problem is that we are not sure if it's a scalable solution, since multiple SSID are transmitted.  TGu should look into this in more detail.

Q: Can you go through this first point again.

Chair: It was initially noted by Bernard Aboba that this solution is not scalable.  Since we have no clear conclusion within this group, it should be written down as a potential requirement, and then TGu can  decide to deal with it at the Atlanta meeting.

Action: Write this assumption down for further requirements review

Chair : WFA also assuming that a roaming agreement can be determined by looking at just the SSID.  The client then interprets the SSID to determine the network to use.

Jim: So this is assuming that the hotspot is run by the main operator

Chair: Yes.

Jim: That is difficult.  The relationship is actually dynamic

Chair: We feel that this should be discussed in TGu.

Chair: Once authentication is done, a higher layer protocol could be used for that as what is done in 3GPP.  Not sure if SSID is OK to be used before authentication.

Jim : Network contains the information, It will be much easier, to get at it during the authentication stage.

Chair: Yes. But before authentication, it is not easy. Also need to sort it out with 3GPP2 as well.

Action: Write down this SSID/roaming agreement assumption, for further review.

Chair: WFA also talk about service authorization, but they don’t mention anything about admission control

Chair: Feel it should be related to admission control. For example, how are the 11i keys correlated to the session key?

Mike : It is higher layer. It would be quite difficult to bring down to L2

Chair : Should the higher layer make use of keys of lower layer?

Mike: Only if the key is linked to one service.  Not sure that is good.

Cheng : Another thing about the admission control is that WLAN admission control may also decide if service is supported. If service authorization is done independently of admission control, it may in the end not be supported over the air, e.g. the MAC cannot provide enough bandwidth

Chair: any examples?

Cheng: Haven't think of the details yet.

Chair: Does this also relate to 3GPP2?

Cheng: Yes. It may relate to all technologies, not just to WiFi networks

Action: Write down this admission control assumption, for further review.

Chair : The WFA have written that they need a data interface between the client and access point. Not sure what they want.  We should look into that.  Maybe it could be L3.  They don't provide more details.  Probably need a Liaison for that.

Mike: They clearly mean something different from passing data. We need to ask them about that.

Mike: Is there a doc for the Wi-Fi.

Chair: Yes. But not sure how to bring such external documents to TGu. WFA has controlled access, not like 3GPP/2.

Action : Chair to ask Stuart Kerry for guidance as to how to obtain WFA documents.

IETF Review

Chair: TGu now has two IETF drafts to look at, one from the IAB and another from the DNA group.  Will send the link to the TGu mailing list. Since they both refer to 802.11, we may need to look into that and respond in some way.

AOB

Chair : Would it possible for TGu to amend the PAR to also produce a Recommended Practice (RP) as well. We may have a lot of items which have direct impact on the IEEE 802.11 MAC layer, but some outside, which are still very useful for interworking. that won't affect the standard.  However, not sure how to do that, since a new PAR means a new WG.

Jim: Should work on the amendment first, and list out whatever we think should be in the RP. and then 

we can decide at a later point, if we want to go for a RP.  We will be at a better position to judge that after we go through the items for L2.

Next Teleconference
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