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Introduction

At times there is some confusion surrounding the term Access Point and the relation of that term to the Access Point functions and common implementations of Access Point devices or units.  The core 802.11 conceptual definitions (refer to Clause 5) are abstract terms that also sometimes cause some confusion, but do so while maintaining the stated goal of flexibility and hence allowing the adaptation and extension of the standard in a wide variety of ways.  This informative Annex seeks to clarify the AP descriptions.

Body

To begin with ...

An enhanced description of these access entities begins with clarification of several terms.

First is the concept of a station, or STA.  Within the 802.11 standard there are a few different types of STAs, or more precisely STAs operating in different modes.

· Infrastructure mobile STAs – referred to in this Annex by the term Mobile Unit (MU)

· Ad hoc mobile STAs 

· Access control mode STAs – referred to in this Annex by the term ACM STA

The mobile STAs typically represent data termination devices.  Such mobile STAs are the STAs that are ordinarily moving around, but may also be in a fixed location.  The mobile adjective prefix oftens helps in visualizing the type of STA under discussion.

Infrastructure mobile STAs (MUs) operate in infrastructure BSS mode, i.e. they are the users of an AP.

Ad hoc mobile STAs operate in independent BSS (IBSS) mode (aka ad hoc mode).  Ad hoc mobile STAs form autonomous networks that do not require an AP.

A STA can also form an integral part of an AP – to do so the STA must operate in access control mode.  This type of STA is called an access control mode STA, or ACM STA. (see also mActingAsAp in the 802.11-1999 formal description)
The primary function of an AP is to provide the MUs with access to the DS.
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Figure 1 
Very high level use case diagram for the AP

The DS enables MU-to-MU communications and the construction of collections of APs.  To enable MU-to-LAN communications requires the presence of a [logical] portal from the DS to the LAN.integration
Often the functions of an ACM STA, plus an Access Point (AP), plus a distribution system (DS) and a portal are combined into a single device, referred to in this Annex as an Access Unit (AU).  While reference to that basic implementation is commonplace, it is helpful to refer to a more general case: a WLAN System.  A WLAN System includes the distribution system medium (DSM), ACM STA, access point (AP), and portal entities.  It is also the logical location of distribution and integration service functions of an extended service set (ESS).  A WLAN System contains one or more APs and zero or more portals in addition to the distribution system (DS).  [ref: this is defined in clause 3.28 as an “infrastructure’, verbatim, except for the addition of the ACM STA]

The primary function of a WLAN System is to provide the MUs with access to the LAN.
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Figure 2 
Very high level use case diagram for the WLAN System

The primary functions of the WLAN System are:

· Provide LAN access

· includes MU validation

· includes moving data (between the MUs and the LAN)

· with a special data movement function called filtering data

· Configure the system
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Figure 3
High level use case diagram for the WLAN System

The primary functions of the WLAN System are provided by the ACM STA, AP and the DS (the later via the distribution system services (DSSs)).  The portal is merely a conceptual link from the DS to the LAN.
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Figure 4
High level entity diagram for the WLAN System

The primary functions of the ACM STA are:

Define the infrastructure BSS:

· BSS Advertisement/ capability negotiation:

· B45 - Beacons, broadcast channel regulatory and country information to clients, probe responses. Advertisement of presence and configuration information.

· B48 - Probe Response/Transmission

· B60 - Defined timing for entire BSS (infrastructure mode TSF)

Move Data (between the MUs and the AP)

· B93 - send/ rcv MPDUs via the 802.11 PHY

· includes B77 - Buffer data between mobile STAs and the AP

(aside: the AP provides MSDUs and the ACM STA send/ rcvs MPDUs so that translation is also performed)

The primary functions of the AP are:

· Provide DS access

· includes MU validation

· includes moving data (between the MUs and the DS)

· with a special data movement function called filtering data

· Configure the system (the AP itself and the ACM STA)

DS

The primary functions of the DS (these are the DSSs) are:

· Map MU-to-AP

· Move Data

Map MU-to-AP

update the DS map based on the AP to be used for a given MU’s data delivery

includes adjustments via association, reassociation and disassociation

Move Data

move MU data amongst the APs and between the APs and the portal(s) (aka distribution)

includes MU-to-MU communications

Portal

The primary function of the portal is:

· Move Data

· with a special data movement function called Data Transformation

Move Data - with a special data movement function called Data Transformation

when moving the data through the portal transform the data (using the integration function)

AP Functions (details)

Provide DS access - includes MU validation

B69 - STA/Client Authentication

B71 - Admission Control


B71 is a form of Access Control, and so is B69


i.e. it is all about controlling access [to the DS]


authentication and admission control are refined ways of doing that

B37 - Update network forwarding tables: DS/network, other Access Points.

      These are based largely on association and re-association packets, also see 802.11F

      (aka Maps Access Point to Station for DS)

      i.e. access control leads to adjustments in how data is allowed to move between the MUs and the DS

      can’t say much here without devolving into a component description

      it is enough to say that MU validation adjusts data movement

      i.e. describing the function *without* getting into details of HOW it does that

Provide DS access - includes moving data (between the MUs and the DS)

B39 - Move data from STA to DS/ move data from DS to STA


Moving data from the ACM STA, through the AP [function], to the DS.


And, in the opposite direction, moving data from the DS, through the AP [function], to the ACM STA.


Note that this function is bi-directional *and* interfaces to both the ACM STA and the DS.

moving data with a special data movement function called filtering data

B42 - Filtering (bridging) of packets (MSDUs) based on the association (or forwarding) table

    i.e. based on the MU validation

Configure the system (the AP itself and the ACM STA)

B49 - AP Initial MAC and PHY Configuration (Beacon Interval, SSID, Channel Assignment, etc.)

Next steps:

x1. add diagrams

2. fill in a few more details for the AP functions, based on the corresponding entries in 11-04-1225-07.xls


(refer to both the AP Functions Summary tab and the AP Analysis tab)

3. add the integration function description text

4. reconcile and align the DS functions with Mike’s DS interface spec doc

5. fold Mike’s DS interface spec (primitives) into doc 11-04-1225.xls  ?

6. cleanup the ACM STA functions enumeration list (details not needed since the standard already covers this in detail)

References:

1. IEEE 802.11-1999
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Revisions:

r0 – original

r1 – clarified the STA types, renamed AS to ACM STA and added diagrams.
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Draft informative text that describes the AP Functions.
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